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Discussion and Decision
1
Introduction
The current LAA evaluation effort has been focusing on the coexistence of Wi-Fi and LAA systems on the basic 20 MHz channels [2][3]. This focus helps to obtain some quick initial evaluation results. However, it has significant limitations in evaluating LAA’s full impact on Wi-Fi services in practice. Since 802.11ac is becoming common in new Wi-Fi deployments and among new Wi-Fi devices, any comprehensive evaluation effort should use 802.11ac as the Wi-Fi reference technology. One important factor that contributes to the high performance of 802.11ac is its support for wide channel configurations of 80 MHz, 160MHz and 80+80MHz. Therefore, it is necessary to at least consider 80 MHz Wi-Fi channel bandwidth in the LAA evaluation process.  This contribution highlights some potential impact of LAA on 80 MHz Wi-Fi systems. 
Even though the focus of this contribution is on 80 MHz Wi-Fi bandwidth, its observations and proposals are also applicable to other wideband channel configurations such as 160 MHz and 80+80 MHz. In fact, the wider the channel bandwidth, the more severe are the issues raised in this contribution.
2
Discussion
The impact of LAA on 80 MHz Wi-Fi systems includes the following two aspects: 1) Channel selection; 2) performance; and 3) LAA carrier aggregation.
2.1. Channel Selection Impact
The main objective of LAA channel selection on the unlicensed bands is to select an operating channel that, ideally, does not overlap with any existing Wi-Fi channel, and if such an ideal channel does not exist, to select a channel that has the least Wi-Fi activities. This objective could be achieved if both Wi-Fi and LAA systems both operate on 20 MHz channels, since there are multiple such channels physically available on unlicensed bands. However, it is much harder to achieve (if achievable at all) if the Wi-Fi systems operate on 80 MHz channels, since there is generally a very limited number of 80 MHz channels available in a given unlicensed band. The following diagram
 illustrates the current channelization for the U.S.
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Figure 1: 5 GHz Band Channelization in the U.S.

In the U.S., the most desirable unlicensed bands are UNII-1 and U-NII-3, because they have higher transmission power limits; are allowed to be used for outdoor; and do not require DFS and TPC by FCC. As can be seen from Figure 1, there is only one 80 MHz channel available in either of these two bands.
Therefore, when a LAA system operates in either UNII-1 or UNII-3, it cannot find a 20 MHz channel (except Channel 165 in UNII-3) that does not overlap with an 80 MHz Wi-Fi channel. In this case, there always exist direct inter-system interferences between LAA and Wi-Fi.
Observation 1: When a LAA system coexists with an 80 MHz Wi-Fi system on either UNII-1 or UNII-3 band, it is not able to select a 20 MHz channel that is free of Wi-Fi transmissions. Similarly, the 80 MHz Wi-Fi channel on either of these two bands will always have a 20 MHz sub-channel overlapping LAA transmissions (if LAA is deployed). 
2.2. Performance Impact

To transmit on an 80 MHz channel, an 802.11ac node carries out the corresponding CCA procedures required of primary and secondary 20 MHz channels. For the primary channel, the EDCA (Enhanced Distributed Channel Access) procedure including exponential back-off is required for CCA. For secondary channels, only energy detection based CCA is required, with a lowered energy detection threshold of -72 dBm (comparing with -62 dBm for 802.11n). For CCA on an 80 MHz channel, the 802.11ac transmitting node first performs CCA on the primary channel. Then, a short time before the completion of CCA on the primary channel, the node performs CCA on each of the three secondary channels for a duration of PFIS (Point Coordination Function Inter-Framing Spacing).
In the static mode transmission, if CCA succeeds on all four 20 MHz sub-channels, the node can proceed to the transmission of 80 MHz signal; otherwise, even if the CCA fails on a single sub-channel, the node withholds the transmission and starts a back-off process for the retry of transmission. Clearly, the system performance in the static mode will substantially decrease if there are contending nodes across all four 20 MHz sub-channels, since the probability of detecting the clearance of all these sub-channels is significantly lowered. 
In order to increase system performance when using wide channels, 802.11ac supports dynamic bandwidth management. In particular, the traditional RTS/CTS mechanisms are extended to flexibly utilize the bandwidth resources that are dynamically available. 
As illustrated in Figure 2, before an 80 MHz transmission, the 802.11ac transmitting node carries out the required CCA across all four sub-channels (not shown in the diagram) and then sends out a RTS message on each sub-channel. In response, the receiving node sends out a CTS message on each of the four sub-channels if it detects that they are all clear. With the reception of a CTS message on each sub-channel, the transmitting node proceeds to send out the 80 MHz wideband data.
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Figure 2:  802.11ac Dynamic Bandwidth Management (80 MHz Transmission)
However, upon receiving the RTS message, if the receiving node detects interference on a sub-channel, the node will not send the CTS response on the sub-channel. In this case, the transmitting node only sends the data across the channels that have CTS responses detected (if one of them is primary), as shown in Figure 3 for a 40 MHz transmission. 
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Figure 3: 802.11ac Dynamic Bandwidth Management (40 MHz Transmission)

Apparently, in order to fully benefit from the above dynamic bandwidth management scheme, it is important that the nodes (including those in a different BSS) across the four sub-channels be able to decode RTS/CTS and react to them accordingly. In particular, these nodes in their corresponding primary channel need to be able to decode RTS/CTS so that they can back-off from the upcoming transmission by setting their NAV (Network Allocation Vector) accordingly. In particular, this is critical in resolving the well-known “hidden node issue”. 
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Figure 4: “hidden node issue”
As shown in the above diagram, a hidden node is the one that can detect and be detected by the receiving node, but cannot detect or be detected by the transmitting node. The RTS/CTS mechanisms used for dynamic bandwidth management can resolve the “hidden node issue”, since they allow the nodes in the coverage areas of both the transmitting node and the receiving node to properly back-off by decoding at least one of these two messages. Note that the “hidden node issue” has much more significant impact on the wideband (e.g. 80 MHz) transmissions than on narrowband (e.g. 20 MHz) transmissions, since the interference by a hidden node on any one of the sub-channels would corrupt the entire wideband signal.
Observation 2: The “hidden node issue” has much more significant impact on the wideband (e.g. 80 MHz) transmissions than on narrowband (e.g. 20 MHz) transmissions.
With the above background information about 802.11ac 80 MHz transmissions, the impact of LAA on such transmissions can be assessed. 

Consider the following evaluation scenario modified from that in [3]: Wi-Fi A operates on 80 MHz channel, and both Wi-Fi B and LAA operate on 20 MHz channels. To be specific, assume that the unlicensed band is either UNII-1 or UNII-3, so that an 80 MHz channel overlaps with all available 20 MHz channels in a given band. Since nodes in Wi-Fi B are able to decoding RTS/CTS, the dynamic bandwidth management scheme described earlier works as desired in effectively resolving the “hidden node issue”.

However, when Wi-Fi B is replaced with LAA, the RTS/CTS mechanisms for the dynamic bandwidth management for Wi-Fi A lose their effectiveness in addressing the “hidden node issue” with respect to LAA nodes. The reason is that, if LAA only supports energy detection for CCA but not the detection of RTS/CTS, it will not properly back-off from the transmissions in Wi-Fi A if LAA nodes are hidden from the transmitting nodes in Wi-Fi A. Such cases are illustrated in Figure 5 and Figure 6.
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Figure 5:  Impact on 80 MHz Transmission by Hidden LAA Nodes
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Figure 6: Impact on 40 MHz Transmission by Hidden LAA Nodes
Observation 3: When Wi-Fi B is replaced with LAA, the RTS/CTS mechanisms for dynamic bandwidth management for Wi-Fi A lose their effectiveness in addressing the “hidden node issue” with respect to LAA nodes.
Because of the “hidden node issue” posed by LAA on Wi-Fi A, it is expected that LAA would degrade the system performance of Wi-Fi A more than Wi-Fi B.
Observation 4: It is expected that LAA system would degrade the performance of an 80 MHz Wi-Fi system more than a 20 MHz Wi-Fi system replaced by LAA, because of the “hidden node” issue.

Of course, if LAA incorporates the capabilities of decoding and reacting to RTS/CTS messages, as proposed [4][5], its impact on 802.11ac wideband transmissions in terms of “hidden node issue” can be effectively resolved.

Finally, for impact on performance, the following fact should be taken into consideration during evaluation: While 802.11ac requires an energy detection threshold of -72 dBm on each 20 MHz secondary channel, the LAA evaluation scenarios in [2][3] assume a threshold of only -60 dBm (following the current EU regulations). The effects of such unbalanced thresholds for energy detection on overall system performance should be investigated. 
Observation 5: 802.11ac requires an energy detection threshold of -72 dBm on each 20 MHz secondary channel. This is 12 dBm lower than what is being proposed for the evaluation of 20 MHz LAA [2][3]. 
2.3. LAA Carrier Aggregation

The technologies for Cat 9/10 LTE, with 3 component carriers (CCs), have already been available. It is natural to extent the support for 3 CCs to LAA, with 1 CC on licenced spectrum and 2 CCs on unlicensed spectrum, for instance. So, it is important to evaluate the coexistence between 80 MHz Wi-Fi and 40 MHz LAA (2 CCs on unlicensed spectrum). Similarly, for the support of a maximum of 4 CCs for LAA, it is also reasonable to consider the coexistence between 80 MHz Wi-Fi and 60 MHz LAA (3 CCs on unlicensed spectrum). In particular, it is important to evaluate different channel alignment schemes between wideband Wi-Fi and LAA.
3. Proposals
Proposal 1: LAA should investigate the capabilities of decoding and reacting to RTS/CTS messages, as described in [4][5], in order to support the resolution of “hidden node issue” experienced by 802.11ac 80 MHz Wi-Fi transmissions.
Proposal 2: LAA evaluation criteria and scenarios should include the analysis of its impact on 802.11ac 80 MHz Wi-Fi transmissions. The impact should be analyzed from the perspectives of channel selection, system performance, and coexistence with 40/60 MHz LAA. The analysis should take into consideration of the special CCA requirements for 802.11ac 80 MHz transmissions.
Proposal 3: LAA should consider -72dBm energy detection threshold. 802.11ac requires an energy detection threshold of -72 dBm on each 20 MHz secondary channel. This is 12 dBm lower than what is being proposed for the evaluation of 20 MHz LAA [2][3].
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� Modified from the IEEE 802.11 diagram.
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