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1
Introduction

The general requirements for proximity services are provided in [1] and include the following specific requirements:

A discovering ProSe-enabled UE shall be able to determine whether or not another ProSe-enabled UE is of interest to it. A ProSe-enabled UE is of interest to a discovering ProSe-enabled UE if its proximity needs to be known by one or more authorised applications on the discovering ProSe-enabled UE.

Subject to user and operator settings, a ProSe-enabled UE shall be able to be discoverable only by other ProSe-enabled UEs in proximity that are explicitly permitted by the discoverable ProSe-enabled UE.

Note:
'explicitly permitted' refers to Restricted ProSe Discovery.

Subject to user and operator settings, a ProSe-enabled UE shall be able to be discoverable by all other ProSe-enabled UEs in proximity without explicit permission. The ProSe-enabled UEs can be served by the same or different PLMN, including when roaming.

Note:
'without explicit permission' refers to Open ProSe Discovery.

Furthermore, it is stated [1] that:

The impact of ProSe Discovery, ProSe Communications and ProSe-assisted WLAN direct communications on E-UTRA radio usage, network usage and battery consumption should be minimized.

In addition to the general requirements, some of which are reproduced above, there are a set of public safety specific requirements in [1] which include the following:
A ProSe-enabled public safety UE with ProSe Discovery enabled for discovery of other public safety UEs shall be able to discover other discoverable public safety UEs, without network interaction if allowed by the operator, even when under E-UTRAN coverage whether or not ProSe Communication is used.

A ProSe-enabled public safety UE shall be capable of determining autonomously whether a discovered ProSe-enabled UE is a public safety UE.

At the RAN1#73 the D2D deployment scenarios and channel models were agreed and progress was made on the topic of D2D discovery.  The agreements have been captured in the minutes of that meeting [2].  Several contributions to RAN1#73 raised the topic of the RRC state applicable to D2D discovery against the back-drop of power consumption and potential network overhead issues [3-8].  
In this document we discuss the potential modes of operation for D2D discovery with the intention of analysing the physical characteristics required of a discovery message that would address the above requirements.  
2
Discovery RRC state
Several contributions to RAN1#73 discussed the potential ability of a device to perform discovery and be discovered whilst in the RRC_IDLE state [3-8].  The principal reasons for this being i) that in a cell with a potentially huge number of ProSe enabled devices the network overhead required to facilitate D2D discovery if all discovering devices and devices to be discovered are in the RRC_CONNECTED state and many are mobile can be considerable, and ii) the power consumption of a device in the RRC_CONNECTED state, depending upon the DRx configuration, can be significantly higher than that of a device in the RRC_IDLE state.  By exploring some potential examples of how discovery could be employed, it can be appreciated how these concerns may arise.

As a first example, suppose a commercial device has an application enabled that runs in the background and informs the device user about the proximity of a favourite restaurant chain for instance (see Section 5.1.2 in [9]).  As the ProSe enabled device nears a restaurant from the chain, the device discovers the restaurant and the application notifies the user about the proximity of the restaurant.  The user can then choose to interact with the application and download menus, offers, directions, distance or book a table for instance.  One could imagine that such an application was running continuously on a mobile device and as such it would be undesirable for the device to remain in the RRC_CONNECTED state.  However, once discovered, if the user decides to interact with the application and receive more information about the particular restaurant, then the RRC_CONNECTED state may be required in order access this information.  
As a second example, suppose a billboard is advertising its presence through the use of ProSe discovery signals.  A ProSe enabled device passes the billboard and discovers the billboard.  Due to the strategic location of the billboard, there will be potentially lots of ProSe enabled devices able to discover the billboard and as such it would be undesirable from a network perspective if all these devices required network access to establish the type or nature of the device to be discovered, i.e. the billboard.  Perhaps a background application on the device would already know this from the contents of the discovery signal and take some appropriate action, i.e. display an invitation to get more details or offers etc.  However, similarly to the first example above, the first stage would ideally be performed whilst the device was in the RRC_IDLE state.
Finally, considering the case of a ProSe enabled public safety device operating outside of network coverage.  If this device is not already communicating with other ProSe enabled devices then it is necessarily in the RRC_IDLE state.  Thus discovery of other ProSe enabled public safety devices is essential whilst in this RRC state.
Having explored potential applications where either the device or the network (or both) would benefit considerably from D2D discovery being performed whilst the devices are in the RRC_IDLE state, we now provide a counter example where it may be beneficial for the discovering device to be in the RRC_CONNECTED state instead.  Consider the case of restricted discovery where users are using a social networking application and want to find if any of their "friends" are close by (see Section 5.1.1 in [9]).  In this case one ProSe enabled device discovers another ProSe enabled device, but to cope with the privacy and security issues it does not know at this stage what, who, or which application etc the device being discovered is running.  So the discovering device will need to enter the RRC_CONNECTED state in order to query some network entity such as a "Proximity Server" [10] with the encrypted signal it has discovered.
Through the above examples it has hopefully been demonstrated that there are scenarios that would benefit the ProSe enabled device and/or the network by the process of discovery being performed in the RRC_IDLE state.  Similarly, there are also scenarios where it is beneficial if the process of discovery is performed with at least one of the devices being in the RRC_CONNECTED state.  The difference between these two scenarios largely relates to the type of discovery and the associated security considerations.  In fact it appears that there is a correlation between the discovering device's RRC state and the type of discovery as detailed in Section 1.  I.e. Open ProSe discovery could be associated with a discovering device being in the RRC_IDLE state whilst restricted ProSe discovery could be associated with a discovering device being in the RRC_CONNNECTED state.
Observation 1:  ProSe direct device-to-device discovery should be able to operate in the RRC_IDLE and RRC_CONNECTED states.
3
Filtering of discovery messages
Whilst the background section above deals largely with aspects outside of RAN1's sphere of influence, it suggests that there are different modes of discovery, with the discovering device either remaining in the RRC_IDLE state or requiring to transition to the RRC_CONNECTED state to complete the discovery process.  With the latter mode at least some of the discovery information is necessarily encrypted, whilst in the former mode, at least some of the discovery information needs to be decodable at the device without requiring connection to the network.  This may be in the form of encrypted information that the device already has stored on its SIM (for instance in the case of public safety devices) or that was downloaded from the network when the application was originally started, or it may be unencrypted information that is directly decodable within the RAN protocol stack.  
This unencrypted information could include some information useful to the discovering device that enables the device to "filter" all the potential discovery signals it sees.  For instance, it could inform the discovering device whether the device transmitting the discovery signal allows "open" or "restricted" discovery, whether the device is a public safety device, whether the device is an advertising device or if the remainder of the discovery message is encrypted or not.  In this manner the discovering device could filter all non-relevant discovering messages without having to transition into the RRC_CONNECTED state and thus avoid the associated drawbacks of increased power consumption and network signalling.  It is noted that this filtering would still be available, and beneficial, to the device even if it were in the RRC_CONNECTED state.  I.e. the device would only have to query the network, with the associated data exchange overheads, if the discovery message is potentially of interest to the device which can be determined by reading the unencrypted information.
It is highly desirable to have a discovery message that is common to both RRC_IDLE and RRC_CONNECTED state devices.  As such it is suggested that the discovery message comprise two portions of data, one always unencrypted and the second potentially encrypted.  The unencrypted data contains a few bits which allow the discovering device to discard messages that are not of relevance.  The potentially encrypted portion contains more specific discovery information, such as IDs etc.  This may be unencrypted in the case of certain types of "open" discovery such as advertising for example, or may be encrypted.  In the encrypted case, the decryption may take place in the device if the application already contains the appropriate keys, in which case full discovery can still be completed in the RRC_IDLE state, or within the network as will be required for certain "restricted" discovery applications.  In this latter case the device will be required to be in the RRC_CONNECTED state in order to convey the encrypted discovery message to the network.  An example of the contents of such a discovery message is outlined in Figure 1, where it is for further study as to whether the unencrypted bits are physical layer bits or, for instance, part of a MAC header.
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Figure 1 – Discovery message contents
Proposal 1:  Discovery messages contain at least some unencrypted bits that a device can use to filter the discovery messages without requiring to be in RRC_CONNECTED mode, or if already in RRC_CONNECTED mode, without needing further data exchanges with the network.
4
Physical characteristics of discovery messages
Having defined what discovery messages may look like in terms of content, it is possible to examine the various physical aspects of the channel required to carry them.  Discovery messages are to be transmitted in the uplink spectrum of FDD spectrum allocations or uplink subframes of TDD spectrum allocations [2].  As a consequence a natural choice for the discovery message is one of the uplink physical channels, i.e. PRACH, PUCCH or PUSCH.  Secondly, if discovery messages are to be potentially transmitted whilst the device is in the RRC_IDLE state then the device does not have access to timing advance information.  As a consequence the impact of the discovery message upon other transmissions, as well as the ability of a discovery message to be decoded by another device in the RRC_IDLE state needs to be considered.
If a discovery message is to be useful to a ProSe enabled discovery device in the RRC_IDLE state then it must, as suggested in the previous section, carry enough bits to allow the device to determine what sort of device transmitted the discovery message.  As a consequence, a PRACH physical channel can be considered not appropriate for this purpose as the number of bits it can carry is strictly limited by the number of PRACH sequences available.  Secondly, if a common format for all discovery modes is to be employed, i.e. "open" and "restricted", then the physical channel must carry enough bits to enable this operation, i.e. should be able to carry bits to allow filtering of the discovery messages whilst in the RRC_IDLE state and also enough bits to contain the various IDs required (encrypted or otherwise).  The amount of bits required for this latter aspect is yet to be determined by other working groups, however it is assumed that it will exceed the maximum of 22 bits that can be carried on the PUCCH (format 2b).  The PUSCH on the other hand can carry a varying number of bits depending upon the code rate and the number of resource blocks allocated.  For instance, with one resource block and using extended cyclic prefix, there are 240 physical bits if QPSK is used.  A code rate of 1/3 would thus result in 80 bits available for the discovery message.  As a consequence it is suggested that PUSCH be employed to transport D2D discovery messages.

Proposal 2:  PUSCH should be employed for the transport of D2D discovery messages.

If a discovery message is to be transmitted without timing advance, then in order to limit interference to prior and subsequent timeslots at the cell's coordination point (i.e. an eNode B within network coverage or central controlling entity device when out of network coverage [11]) it has to be transmitted at the subframe boundary, as perceived by the transmitting device, and must not extend beyond the subframe boundary when received at the cell's coordination point.  This latter point is controlled by shortening the discovery transmission in time in the same manner as the PRACH physical channel.  For a PUSCH transmission this can be achieved by omitting the last symbol(s) of a subframe as is presently undertaken when an SRS transmission takes place.  In this manner various cell ranges could be accommodated by varying the symbol cyclic prefix length and the number of symbols omitted as outlined in Table 1.
Proposal 3:  The D2D discovery message can be shortened (omission of last PUSCH symbol(s)) to allow transmission without the need for timing advance.

Table 1 - Cell range for various non-timing advanced PUSCH options
	
	Normal CP
	Extended CP

	1 symbol omitted
	10.7 km
	12.5 km

	2 symbols omitted
	21.4 km
	25.0 km


If a ProSe enabled device is to discover a second ProSe enabled device whilst both devices are in the RRC_IDLE state, then the distance of each device from the cell's coordination point and from each other needs to be taken into consideration.  The resulting time delay needs to be such that the transmission of the discovery message from one device does not fall outside the duration of the cyclic prefix at the discovering device.  The time of interest in this case is that given by (d1+d12-d2)/c where the distances are detailed in Figure 2 and c is the speed of light.  This time is always less than or equal to 2d1/c and hence the maximum distance between pairs of ProSe enabled devices that can directly discover each other with a PUSCH transmission is 700m for a normal cyclic prefix and 2.5km for an extended cyclic prefix.  
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Figure 2 – Discovery message timing
The above desirable physical characteristics of the discovery message are premised on the fact that the discovering device is broadly aware of the timing used by the device transmitting the discovery message.  If this is unknown for some reason, or the device-to-device distances exceed the 700m/2500m values stated above, then the discovering device must first ascertain timing synchronisation before being able to attempt to receive and decode the discovery message.  This subject is addressed in a companion Tdoc [12].

5
Conclusion 
This Tdoc has highlighted through the use of examples the need for two modes of discovery, one that can operate entirely in the RRC_IDLE state and one that requires the discoverer to transition to the RRC_CONNECTED state at some stage in order to complete the discovery process.  Additionally, the discovering device should be able to perform some level of filtering on the discovery message in order to discard messages that it is not interested in without having to connect to the network which consequently entails additional device power consumption and the use of network resources.  With these aspects in mind we have examined the physical characteristics necessary for the discovery message.

The following noteworthy observations and proposals have been made:

Observation 1:  ProSe direct device-to-device discovery should be able to operate in the RRC_IDLE and RRC_CONNECTED states.
Proposal 1:  Discovery messages contain at least some unencrypted bits that a device can use to filter the discovery messages without requiring to be in RRC_CONNECTED mode, or if already in RRC_CONNECTED mode, without needing further data exchanges with the network.
Proposal 2:  PUSCH should be employed for the transport of D2D discovery messages.

Proposal 3:  The D2D discovery message can be shortened (omission of last PUSCH symbol(s)) to allow transmission without the need for timing advance.
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