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1 Introduction
According to the D2D study item description [1], one of the tasks relevant to the work of RAN1 WG has been listed as:
· Identify physical layer options and enhancements to incorporate in LTE the ability for devices within network coverage 

a) to discover each other in proximity directly in a power-efficient manner.

For public safety requirements, enhancements and control mechanisms required to realize discovery outside network coverage shall be identified and studied. 
The generic considerations on the device discovery are discussed in [2]. In this paper, we will discuss more detailed potential physical layer design and enhancements to support D2D discovery, for scenarios when devices within and outside network coverage. 
2 D2D Discovery in General 
The D2D discovery process needs to include the procedures of discovery of signature, identity discovery and verification, and service discovery.  

· Discovery of signature - Device detection involves the acquisition of the transmission frame timing and synchronization of the receiver with the transmitter from the target device.   Initial acquisition and synchronization is the first step for the source device’s receiver to lock to and synchronize with the target device’s transmission timing.     
· Identity discovery and verification – Once the source device is synchronized with the target device, the source device can retrieve the identity of target device.    The target device identity could be derived implicitly through the discovered signature or explicitly obtained from discovery channel.   
· Service discovery – once target device is identified and verified, the desired service, such as voice communication or text message, could be queried before direct communication.    
3 Device discovery with network coverage
3.1 General considerations
When devices are within the LTE network coverage, the network has full control of the device discovery operation.   The discovery resource allocation could be directly configured by the network or pre-installed in the device. If devices have connected to the LTE network, both devices would lock to the LTE network timing.  The LTE network frame timing should be used for the transmission timing of discovery signature transmission by the target device for both open and network assisted ProSe discovery.   The source device should use the LTE network timing as the reference for the acquisition and synchronization of target device signature. The utilization of the network timing for device synchronization for all ProSe-enabled UEs would improve the power efficiency of the UEs in device discovery by reducing the searching window 
Since there are no separate requirements for public safety device discovery, a common device discovery scheme is preferred for both commercial networks and public safety networks. Nevertheless, the device discovery relevant parameters can be configured differently for potentially different optimization priorities in commercial networks and public safety networks. For example, the spectral and power efficiency may be prioritized in commercial use while large range and low latency may be prioritized in public safety use case. 
Proposal: A common device discovery scheme is preferred for commercial use and public safety use, but the device discovery relevant parameters can be configured differently for potentially different optimization priorities in commercial networks and public safety networks.
3.2 Physical layer options and enhancements for device discovery
Similar to the RACH procedure, the D2D discovery procedure needs to comprise discovery signals that comprise signatures designed for easy detection and synchronisation, and a subsequent discovery channel on which a discovery packet containing information for UE identification (similar to RACH msg3) is transmitted.      

3.2.1 Discovery Signals

The discovery signals comprise signatures that could be designed in a similar way to PSS/SSS since the requirements are similar.    A two-stage UE-specific U-PSS and U-SSS design for the discovery signal has the advantage of supporting large number of devices in the system by multiplying the number of U-PSS sequences by the 168 hypotheses of the U-SSS.  A set of UE-specific Zadoff-Chu root sequences could be designed for the U-PSS.  The M sequences used for SSS could be reused for U-SSS
.       
Each device transmits its U-PSS and U-SSS in the same subframe but on a different OFDM symbol as the configured SRS transmission when the device is within network coverage, as shown by way of example in Figure 1 below.   The receiving device can use the acquired timing of U-PSS and U-SSS to determine the “symbol offset” and cyclic shift of SRS.        
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Figure 1: An example of Discovery signature design - U-PSS/U-SSS in the same subframe of its SRS transmission with 5 symbol offset
3.2.2 Discovery Channel for Identity and Service Discovery 
To enable higher-layer identity discovery and service discovery, additional resources need to be allocated for the discovery channel.   The resource allocated for the discovery channel could be derived implicitly through the discovery signature, directed by network dedicated signaling,  or  broadcast in the system information. In general, the discovery resources can be in the LTE carrier (i.e., co-channel allocation sharing the LTE carrier with LTE cellular transmissions) or be in a dedicated carrier (where legacy impact is avoided but an additional carrier is needed). In the co-channel discovery resource allocation, the uplink spectrum (FDD) or subframes (TDD) are preferred to keep the impact on the cellular system as low as possible. 
To enhance the performance of the discovery channel, some form of diversity can be introduced to the discovery channel structuring. Considering that the discovery channel resource may be limited to a relatively small bandwidth (e.g., 1.4MHz or 5MHz at most, to keep a low overhead and a low impact on the cellular system) and thus the frequency diversity achievable is limited, a discovery channel structure that consists of multiple discovery channel segments distributed in time may be considered. 
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Figure 2: Illustration of discovery channel resource configuration (TDD as example)
Proposal: In the network coverage case, the network has full control of device discovery channel resource configurations and the impact of the discovery channel resource on the cellular operations shall be kept as low as possible. In general, it is preferred that the discovery channel resource is in uplink subframes with relatively small bandwidth, e.g. 6 RBs. 
The discovery packet contains the device identity information, which may include physical device identity and/or the service type identity. The configuration mechanism and size of the device identity are for further study. Here, a combination of the service type identity with the physical device identity may facilitate user filtering in subsequent direct communications (e.g., only need to contact neighbors of its interest). 
The device identity information bits are encoded into the discovery packet through an appropriate channel coding and modulation procedure as shown in Figure 2. After CRC attachment, tail-biting convolutional coding and rate matching can be performed. Then, physical layer scrambling can be performed to mitigate the interference coming from the potential collisions in discovery channel selections by the involved ProSe-enabled UEs. 
After constellation modulation (e.g., QPSK) for the scrambled bits, an optional DFT-precoding can be performed to reduce the peak to average power ratio as conducted for the LTE uplink, thus improving the power efficiency of the UE transmitter. Finally, the coded packet is mapped to the discovery channel that the UE selected or is configured from the discovery channel pool. 
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Figure 3: Discovery packet generation procedure
Proposal: The discovery packet generated for device and service discovery carries the device identity information and should be protected by robust channel coding for reliability.  .
4 Device discovery outside network coverage

Device discovery outside network coverage is required for the public safety UEs as per the study item scope [1]. In this case, there are some potential challenges in the device discovery design, as follows:
· There is no timing/frequency synchronization information reference for the public safety UEs. 

· The public safety UEs cannot receive the system configuration information from the network. 
With the above potential challenges taken into account, we made some initial considerations for extending the device discovery scheme with network coverage to the outside network coverage case. The key points are as follows.
· Some essential parameters, such as discovery signature and discovery channel resource allocation, are pre-configured for the public safety UEs usage in case of public safety emergency without network coverage.  

· Some or all public safety UEs (e.g., the first UE emerging on the spot, or the commander UE) can autonomously stand up to act as the head UEs according to a pre-defined mechanism; the other  UEs would follow.
· A potential head public safety UE first listens for any discovery signature for a period of time. If no discovery signatures are detected, it will send out its discovery signatures (e.g., according to its preconfigured parameters) as the reference for other UEs to detect and use as the reference timing for the subsequent UEs to transmit their discovery signatures. 
· All UEs would synchronize with the proximate head UE and select the discovery channel for identity and service discovery and cross verification and authentication from the pre-configured discovery channel pool.   The selection of discovery channel could be random or linked to the discovery signature.   Since all UEs are locally synchronized with the head UE within the cluster, the probability of discovery channel collision is minimized.   . 
Proposal: For the device discovery outside network coverage, some or all of the public safety UEs can act as head UEs in the cluster according to a pre-defined mechanism to achieve local synchronization among devices and coordination in discovery signature and channel resource allocation.   
5 Conclusions
This paper proposes a common solution for D2D discovery regardless of whether devices are within or outside network coverage.    We propose:
Proposal 1: A common device discovery scheme is preferred for commercial use and public safety use, but the device discovery relevant parameters can be configured differently for potentially different optimization priorities in commercial networks and public safety networks.

Proposal 2: Similar to the RACH procedure, the D2D discovery procedure needs to comprise discovery signals that comprise signatures designed for easy detection and synchronisation, and a subsequent discovery channel on which a discovery packet containing information for UE identification (similar to RACH msg3) is transmitted.      

Proposal 3: The Discovery Signal comprises a U-PSS and a U-SSS which are designed in a similar way to the PSS/SSS. The U-PSS and U-SSS are transmitted in the same subframe, together with an SRS symbol. 

Proposal 4: In the network coverage case, the network has full control of the discovery channel resource configurations. It is preferred that the discovery channel resource is in uplink subframes with relatively small bandwidth, e.g. 6 RBs.
Proposal 5: The discovery packet generated for device and service discovery carries the device identity information and should be protected by robust channel coding for reliability.  
Proposal 6: For the device discovery outside network coverage, some or all of the public safety UEs can act as a head UEs in the cluster according to a pre-defined mechanism to achieve local synchronization among devivces and distributed coordination in discovery signature and channel resource allocation.   
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�No point mentioning RACH if we then go for PSS/SSS


�not sure what this means





