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1 Introduction
This paper discusses several aspects related to eICIC between HeNB and macro eNB.
2 Discussion
2.1 DL UE Victim-Aware eICIC
In order to protect downlink control and/or data channels the operation of HeNB is likely to be constrained. Several such classes of constraints have been considered so far for HetNet:

· Restriction of DL power

· Restriction of RB usage (PDSCH) 

· Restriction of PDCCH aggregation level and PDCCH usage
· Restriction of subframe usage/cooperative silencing (eg. transmit a certain subset of subframes as MBSFN subframes or “almost blank” subframes)

· Puncturing of REs corresponding to macro CRS positions (eg. [3])

Irrespective of the final solutions employed, such restrictions will generally lead to a degradation of HeNB performance.

One feature of downlink protection is that victim MUEs only need protecting when they are close to an aggressor HeNB. At other times restricting HeNB operation is unnecessary, and is wasteful of HeNB resources. For this reason the idea of victim UE aware protection was considered in 36.921 [1] and has also been mentioned in relation to HetNet [4][5][6][9].
Active mode UEs in the vicinity of an aggressor HeNB may become known to the HeNB in the following two ways:

· Detection of uplink transmissions (e.g. DMRS or SRS) from the victim MUE by the HeNB. This can be considered to be a rel8/9 compliant approach. As described in 36.921 [1] this is facilitated in two ways 
· MUEs are most likely to be victims in the DL when they are at or close to their cell edge and therefore their UL transmission power will be high. Since they are close to the HeNB then the SNR received at the HeNB will be high.

· RS have distinctive properties which can be exploited for detection without the HeNB needing to know the RS configuration (base sequence, cyclic shift etc) or to obtain time synchronization to the MUE. These properties can be used, possibly together with IoT at the HeNB, to detect uplinks from non-served victim UEs.

· Determination of an interfering condition by the serving macro eNB on the basis of measurement reports from the victim MUE, and information exchange from the macro eNB to the home eNB. Such information exchange would represent a non-rel-8/9 scheme, and there are issues to be considered about how such information exchange should be achieved as discussed below in Section 2.2.
Idle mode MUEs will neither be transmitting RS nor sending measurement reports to a macro eNB, but may still require protection of CCHs (PCFICH, PHICH, PDCCH, PBCH) and also of BCH/PCH carried on PDSCH. One potential solution in 36.921 [1] is to allow such idle mode UEs to camp on to nearby (hybrid) HeNB for the reception of paging messages; any established calls would then be handed off to the macro network, and the HeNB would instigate the downlink protection while the MUE remains in the vicinity of the HeNB. Otherwise a normally closed HeNB could gain knowledge of potential victim UEs by appearing “open” to allow potential victim UEs to make an access attempt to the cell, which would then be rejected.
We therefore propose that victim UE aware eICIC be considered as part of eICIC.

2.2 Information exchange between macro and home eNB
The pros and cons of several information exchange possibilities for eICIC was considered in 36.921 [1] and has also been considered in several contributions for HetNet. The possible uses of information exchange between macro and home eNBs include:
· eNodeB may communicate a set of “reserved” RBs to HeNBs [2]. The required latency depends on how dynamic such a scheme is required to be, which requires further study. Low latency would not be required if such coordination is done on a relatively slow basis.
· eNodeB may communicate information related to time domain coordination (e.g. subframes used by macro requiring low interference for which “almost blank” subframes might be used). The required latency depends on how dynamic such a scheme is required to be, which requires further study. Low latency would not be required if such coordination is done on a relatively slow basis.
· information related to the control of interference in the uplink e.g. allowable IoT rise per HeNB or some other measure which takes account of the density of interfering HUEs [1]. Low latency not required.

· eICIC trigger  /indication of the existence of victim UE to Home eNB – a few 10s of ms signalling latency due to DSL is not likely to be an issue.
Possible information exchange techniques include:

· Over the air via HUE or MUE – this will not be applicable to rel 8/9 UEs, and there may be reliability issues e.g. XUE may not have good visibility of both nodes, which would need further study. Also a non-member MUE would need to access a CSG cell which requires further consideration [8]. Such an approach would also increase the number of UEs that need to be handled by the HeNB [1].
· Network based, using X2 or S1 – a drawback with S1 could be loading on core network elements. Latency associated with DSL connection to HeNB needs to be considered.

It can be noted that over the air approaches may suffer from reliability issues and are not backwards compatible with rel8/9 UEs, while network based approaches may suffer from latency issues associated with DSL. However many of the possible uses for information exchange do not necessarily require a low latency of transfer and latencies in the order of 10s of ms are likely to be acceptable. Furthermore to limit macro eNB complexity, communication to/from many HeNBs can be avoided, such that information from a macro can be provided to home eNBs in a uni-directional manner with an intermediate distribution function e.g. in a HeNB gateway.
We therefore propose that a information transfer to the HeNB over  X2 be considered for the robust transfer of information with moderate latency constraints.

3 Conclusion
To avoid HeNB protecting the downlinks of non-existent MUEs, we propose that victim UE aware eICIC be considered as part of eICIC. 

There are many possible uses for information exchange between macro and home eNBs, not all of which would require very low latency, and the robustness of over-the-air approaches needs to be considered. We therefore propose that a information transfer to the HeNB over  X2 be considered for the robust transfer of information with moderate latency constraints.
4 References

[1] 3GPP TR 36.921, FDD Home eNode B (HeNB) Radio Frequency (RF) requirements analysis  (Release 9)
[2] R1-102831, Rel-8/9 compatible PDCCH interference mitigation schemes for het-nets,
Texas Instruments
[3] R1-102704, Coordination for DL control channel in co-channel CSG deployment, LG Electronics
[4] R1-103155, Downlink ICIC in heterogeneous networks, TD Tech
[5] R1-101514, Performance Evaluation of HeNB Interference Control Techniques, Kyocera, PicoChip Designs
[6] R1-103048, Static/Dynamic Home eNB ICIC function, Samsung
[7] R1-103302, View eICIC in Macro-cell and Femto-cell (MeNB-HeNB), Toshiba
[8] R1-102046, Possibility of UE side ICIC in Hetnet , Panasonic
[9] R1-102245, Control Channel Power Control in CSG Cell, ETRI
[10] R1-102431, Methods to facilitate the inter-cell coordination in heterogeneous networks, LG Electronics























































PAGE  
2/3

