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Introduction
There has been some discussion on the necessity of adopting a 20-bit CRC for PDCCH. Because there can be a large number of UEs in an LTE system, it is argued that the false alarm probability of DL grant or UL grant multiplies as the number of UEs increase. 
In this contribution, we show that 16-bit is sufficient for LTE systems with a large bandwidth deployment and with a large number of users.

Analysis

The main driver for adopting a longer CRC for PDCCH is the false alarm error events ([2], [3]). In this section, we briefly analyze the PDCCH error events and their probability.
Error events related to downlink grants: The main concern on error events related to downlink grants is the uplink ACK channel collision due to false alarm of downlink grants. 
Here we analyze the probability of that event. At the UE side, when the UE attempts to decode a downlink grant (Format 1, 1A, and 2), we assume the UE may attempt about 16 blind detections on the CCEs assigned to the UE. With 16-bit CRC, the chances of getting a false alarm is about 2-16 ( 16 = 2-12. This false alarm will trigger the UE to transmit a NAK on the uplink. Assuming the NAK is always transmitted in PUCCH, there is a probability that another UE is transmitting on the same uplink ACK resource. Note that if the NAK is transmitted in PUSCH, uplink ACK channel collision would not occur. In addition, one collision only degrades the performance of one UE. Assume the ratio of number of UEs to the number of PUCCH ACK channel is 8. In other words, we assume one PUCCH RB can support 144 dynamically scheduled UEs, which is very optimistic. When a UE tries to transmit an ACK, it will use one of the available ACK channels. Therefore, the probability of being collided is 2-12 ( 8 = 2-9 = 2 ( 10-3. Assume the worse case of 50% ACK channel error rate, these collision events cause 1 ( 10-3 ACK false alarm and miss detection. The other factors, such as persistently assigned uplink ACK channel resources, and the probability of detecting the uplink ACK channel in the event of collision, will further drive down the error rate.
Error events related to uplink grants: The main concern on error events related to uplink grant is the PUSCH collision due to false alarm of uplink grants. 

Here we analyze the probability of that event. At the UE side, when the UE attempts to decode an uplink grant (Format 0), the UE may attempt about 8 blind detections on the CCEs assigned to the UE. With 16-bit CRC, the chances of getting a false alarm is about 2-16 ( 8 = 2-13. This false alarm will trigger the UE to transmit a PUSCH on some uplink resources. Since there is a bit indicate whether the message is an uplink grant or a downlink compact grant, the false alarm probability is reduced by half. The average bandwidth this UE will use to transmit is half of the system bandwidth, which on average will affect half of the UEs. Note here we assume any value of the uplink grant message is valid and UE cannot rule out any erroneous uplink grant messages. Assuming there are 32 UEs expecting an uplink grant in a particular subframe, which in our view is already a rare case provided that a UE only expects uplink grants when it transmits uplink scheduling requests, the probability of collision is 2-13 ( 0.5 ( 0.5 ( 32 = 2-10 = 1 ( 10-3. On another note, since the BLER for the PDCCH is around 1%, the PDCCH BER is around 10% or less. As shown in [4], the CRC false alarm rate is lower than 2-16 with a BER around 10%, especially for small messages such as uplink grant. This will also drive down the false alarm rate. In addition, given that the eNB has multiple Rx antennas for PUSCH, the MMSE operation will largely suppress the interferer, which greatly reduces the impact of PUSCH collision. 
Conclusion

With 16-bit CRC for PDCCH, the probability of uplink ACK channel collision caused by downlink grant false alarm is about 1 ( 10-3, and the probability of PUSCH collision caused by uplink grant false alarm is also about 1 ( 10-3 in extreme conditions. On the other hand, having only one single CRC generator polynomial for PDCCH avoids unnecessary implementation complexity. Therefore, we recommend only using 16-bit CRC for PDCCH.
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