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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
[bookmark: _Hlk148044407]Rel-19 study item of ambient IoT has been finalized in RAN#102 meeting in RP-234058 [1] and further revised in RAN#103 meeting in RP-240826. In addition, RAN1#116 meeting started relevant technology discussion on physical layer signal and procedure design as well as channel structure for ambient IoT. A set of preliminary agreements is reached and listed below:
Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.

Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.

Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period

Agreement
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects

Agreement
For ambient IoT devices, a dedicated physical broadcast channel for R2D, e.g. PBCH-like, is not considered for study.

Agreement
For ambient IoT devices, at least for R2D data transmission, a physical channel (PRDCH) is studied,
· System information (if defined) is transmitted on the PRDCH
· FFS Whether/how control information is transmitted on the PRDCH
· Note: the naming of PRDCH is used for the sake of the study

Agreement
For ambient IoT devices, at least for D2R data transmission, a physical channel (PDRCH) is studied along with the following,
· Response transmitted from device to reader during contention-based access procedure is transmitted on the PDRCH
· FFS: Details of response
· FFS Whether/how/what D2R control information (if defined) is transmitted on the PDRCH
· Note: the naming of PDRCH is used for the sake of the study

In this contribution, we focus on physical layer channel design for ambient IoT and elaborate our views on physical layer channel structure, synchronization signal, random access channel, and scheduling issues.

Discussion

On R2D channel design 

For ambient IoT application, considering the limited size and complexity required by practical applications for battery-less devices with no energy storage capability or devices with limited energy storage that do not need to be replaced or recharged manually, the output power of energy harvester is typically from 1µW to a few hundreds of µW. Existing cellular devices may not work well with energy harvesting due to their peak power consumption of higher than 10mW. 
For Rel-19 ambient IoT communication, the study targets ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications and addresses use cases and scenarios that cannot be fulfilled based on existing 3GPP LPWA IoT technology e.g. NB-IoT including with reduced peak Tx power. Considering the ambient IoT tag is expected to be very-low end, the ambient IoT tag should be designed with very low cost even affordable for one-off use. Therefore, oscillator of the ambient IoT tag is quite cheap with low accuracy. A typical sampling frequency offset (SFO) of the ambient IoT tag is about 105 ppm. This leads to significant frequency shift and low synchronization accuracy in time domain and frequency domain for ambient IoT communication. 
Since the design target for Rel-19 ambient IoT tag is about 1µW power consumption, ultra-simple communication techniques with ultra-low power consumption should be considered, e.g., using OOK as waveform, ASK/FSK/PSK as modulation scheme, Manchester/Miller/FM0 coding as channel coding scheme, TDMA/FDMA/CDMA as multiple access scheme. Especially, using backscatter transmission for uplink leads to quite different physical layer procedures. As a result, almost all the physical channels need to be redesigned for ambient IoT compared with NR. 
As analyzed above, the ambient IoT tag can’t maintain sufficiently accurate time-frequency synchronization timing due to the characteristics of ultra-low complexity, ultra-low power consumption and very-low end, Reader-to-Device (R2D) transmissions can be transmitted in burst type in time domain, wherein each R2D transmission burst comprises a synchronization signal at the beginning of the R2D transmission with consecutive time domain resources in time domain and a Guard period (GP) at the end of the R2D transmission to leave the channel empty so as to avoid the inter-burst interference due to the timing shift error between consecutive bursts in time domain. 

Proposal 1: Study burst-type channel structure for R2D transmission for ambient IoT. 

As mentioned in Section 1, RAN1 has agreed to study a physical channel (PRDCH) at least for R2D data transmission to ambient IoT devices, which can be also used to transmit system information (if defined). The PRDCH includes a preamble in the beginning of the PRDCH for providing R2D synchronization timing and indicating the start of the R2D transmission in time domain.  One example on PRDCH channel structure is shown in Figure 1:
· A preamble is used as the R2D transmission timing reference so that the device can estimate the R2D transmission timing upon detection of the preamble. The preamble can be specified in standards and common to multiple cells, i.e., same preamble can be used in multiple cells. In that sense, the ambient IoT device can necessarily detect the minimum preamble which can not only simplify the device receiver complexity and store a single preamble signal but also save the device power consumption on searching the preamble signal. The preamble is located in the beginning of the burst and can be used by the device to identify the beginning of a burst. 
· Device ID is used to identify the target device for R2D transmission, where each device is identified by a device ID assigned by the manufacturer or network. The device ID can be transmitted immediately following the preamble for improving transmission reliability of device ID. This device ID is stored in the memory of the device and unique within the network. When network intends to transmit downlink data/control or trigger the device to report the sensed data, location or other message, the network shall indicate this device ID in the R2D transmission to uniquely identify this device. CRC bits can be generated for protecting the device ID.
· For a given device, it monitors the R2D transmission and determines whether the R2D transmission is targeted to it by detecting the device ID associated with the R2D transmission and comparing the detected device ID with its own device ID stored in its memory. If the detected device ID is equal to its own device ID, then the device shall further decode the received data or control information carried by the R2D transmission; otherwise, the device shall drop the R2D transmission and not further process it so as to avoid unnecessary effort on decoding of R2D data/command or D2R scheduling signaling which is not targeted for the device itself and save the power consumption.
· Data part is used to transmit R2D data/control information or scheduling information for D2R transmission. The payload can have a variable size to adapt the R2D data/control information bits or D2R scheduling information bits so as to simplify the channel structure.
· Midamble is transmitted in the middle of the data part of the R2D transmission for further providing the R2D transmission timing reference to the device. Considering about 10% transmission timing error for the ambient IoT devices, when PIE encoding or Manchester encoding is used for encoding R2D data of about 1000 bits the message size for indoor command, the R2D transmission has so relatively long duration that a midamble is necessary within the transmission duration for further correcting the transmission timing. 
· Postamble is transmitted at the end of a burst as a sync word with fixed binary pattern for indicating the ending position of the R2D transmission. With the postamble, the payload size of the data part is not necessarily indicated to the device. Upon detection of the postamble, the device can know the end of the current burst. 
· Guard period (GP) consists of a predefined duration and intends to leave the channel empty so as to avoid the inter-burst interference due to the timing shift error between consecutive bursts in time domain. Considering the low accuracy of synchronization timing, the inter-bust interference may be caused when the timing shift between consecutive bursts happens. In that sense, to combat the inter-burst interference, a gap period is needed at the end of the transmission burst. 
As analyzed above, we have below proposals:
Proposal 2: Study a channel structure for R2D transmission which comprises a preamble, a device ID, a data part, midamble, postamble and a guard period. 
Proposal 3: Study a postamble at the end of a burst for indicating the ending position of the R2D transmission. 
Proposal 4: Study a R2D channel carrying scheduling information for the corresponding D2R transmission.
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Figure 1: Channel structure for R2D transmission

Furthermore, common frame structure for the Ambient IoT device includes a control header to convey the type of message carried in the payload which can be system information to the Ambient IoT, downlink trigger/command, downlink data or uplink data, information regarding the additional preamble position and length within the payload, the ‘M’ value in the OOK-4 modulation i.e., OOK-4, M=2 or M=4. The Frame structure needs to support a sync word or delimiter with fixed binary pattern inserted after the preamble to let the receiver know about the end of the preamble pattern and the start of the control.   


Figure 2: Common frame structure design for D2R and R2D communication


On D2R channel design 

Similar as R2D channel design principle, the ambient IoT tag can’t maintain sufficiently accurate time-frequency synchronization timing due to the characteristics of ultra-low complexity, ultra-low power consumption and very-low end, Device-to-Reader (D2R) transmissions can be transmitted in burst type in time domain, wherein each D2R transmission burst comprises a synchronization signal at the beginning of the D2R transmission with consecutive time domain resources in time domain and a Guard period (GP) at the end of the R2D transmission to leave the channel empty so as to avoid the inter-burst interference due to the timing shift error between consecutive bursts in time domain. 

Proposal 5: Study burst-type channel structure for D2R transmission for ambient IoT. 

As mentioned in Section 1, RAN1 has agreed to study a physical channel (PDRCH) at least for D2R data transmission from ambient IoT devices, which can be also used to transmit response from device to reader during contention-based access procedure. The PDRCH includes a preamble in the beginning of the PDRCH for providing D2R synchronization timing and indicating the start of the D2R transmission in time domain.  One example on PDRCH channel structure is shown in Figure 3:
· A preamble is used as the D2R transmission timing reference so that the reader can estimate the R2D transmission timing upon detection of the preamble. The preamble is a bit sequence pre-known to the ambient IoT device and reader and can be used for channel estimation of the burst at reader side. The preamble is located in the beginning of the burst and can be used by the reader to identify the beginning of a burst. A single preamble can be specified in standards to save the device memory for storing preamble. 
· Device ID is used to identify the transmitting device for D2R transmission. The device ID of the transmitting device is transmitted associated with the D2R transmission so that the reader can easily identify the D2R transmissions from multiple devices. This is especially true for indoor inventory case considering there may be significant number of devices within one cell triggered for reporting by inventory command. CRC bits can be generated for protecting the device ID.
· Data part is used to transmit D2R data for D2R transmission. The payload can have a variable size to adapt the D2R data information bits so as to simplify the channel structure. In case the concrete payload size is indicated by the corresponding R2D transmission in the scheduling information, then a postamble for indicating the end of the transmission burst is not necessary for D2R transmission. 
· Guard period (GP) consists of a predefined duration and intends to leave the channel empty so as to avoid the inter-burst interference due to the timing shift error between consecutive bursts in time domain. Considering the low accuracy of synchronization timing, the inter-bust interference may be caused when the timing shift between consecutive bursts happens. In that sense, to combat the inter-burst interference, a gap period is needed at the end of the transmission burst. 

As analyzed above, we have below proposals:
Proposal 6: Study a channel structure for D2R transmission which comprises a preamble, a device ID, a data part, midamble, postamble and a guard period. 
Proposal 7: Payload size of a D2R channel can be indicated by the corresponding R2D channel in the scheduling information. 


[image: ]
Figure 3: Channel structure for D2R transmission


Resource allocation
For NR using CP-OFDMA, flexible and efficient time-frequency resource allocation is realized in both time domain and frequency domain so as to adapt for multiple services with variable data packet size. NR PDCCH indicates symbol-level TDRA and RB-level FDRA which fully improves the resource utilization efficiency of NR.
As analyzed in Section 2.1, for Rel-19 ambient IoT communication aiming at ultra-low complexity devices with ultra-low cost and ultra-low power consumption for the very-low end IoT applications, ultra-simple communication techniques should be considered, e.g., using OOK as waveform, ASK/FSK/PSK as modulation scheme, Manchester/Miller/FM0 coding as channel coding scheme, TDMA/FDMA/CDMA as multiple access scheme. Thus, the flexible resource allocation is deprioritized for ambient IoT and a simple resource allocation scheme is needed. 
For simplicity, the frequency resource for ambient IoT communication can be divided into multiple ambient IoT sub-channels via FDM with each sub-channel operating on different carrier frequency. So the frequency resource for each device can be a sub-channel. For each sub-channel, the time domain resource is divided into multiple time units with each time unit assigned for one ambient IoT device. So the time domain resource for each device can be a time unit. One example is shown in Figure 4, where in-band deployment for ambient IoT is considered. 
[bookmark: _Hlk162887499]In that sense, the detailed time domain resource (e.g., a time unit) and frequency domain resource (e.g., a sub-channel) for D2R transmission can be carried in the scheduling information of the corresponding R2D transmission. 
As analyzed above, we have below proposals:
Proposal 8: Study simple resource allocation scheme with a sub-channel in frequency domain and a time unit in time domain for ambient IoT indicated by a R2D channel for the corresponding D2R transmission. 
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Figure 4: Time-frequency resource for ambient IoT for in-band deployment


Coexistence with NR for in-band deployment

As mentioned in the SID, there are three deployment modes for ambient IoT communication, i.e., in-band, guard band, and standalone. For in-band mode, the ambient IoT communication is operating within the band of NR system. For guard band mode, the ambient IoT communication is operating within the guard band region of two adjacent bands. For standalone mode, the ambient IoT communication is allocated with a dedicated spectrum. Among these three deployment modes, the in-band mode is most promising way to fully utilize the existing NR spectrum and the already deployed NR gNB. 
However, when ambient IoT communication is transmitted on one part of NR spectrum, e.g., allocating a narrow bandwidth for ambient IoT within a NR carrier bandwidth, there is mutual interference between two systems due to quite low accuracy of the ambient IoT tag. A typical sampling frequency offset (SFO) of the ambient IoT tag is about 105 ppm. This leads to significant frequency shift in frequency domain for ambient IoT communication. A guard band may be needed between ambient IoT and NR. However, the spectrum utilization efficiency is reduced. How to resolve the mutual interference and ensure the coexistence between two systems should be studied. 
As analyzed above, we have below proposals:
Proposal 9: Study coexistence mechanism between ambient IoT and NR for in-band deployment. 


Proximity determination 
Proximity determination procedure
On the proximity determination RAN#103 has revised the SID with following update.
	Study the feasibility and requred functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient loT device are near each other or not (coordination with SA3 is required for privacy aspects).


According to the revised SID the purpose of the proximity determination is to determine whether BS or intermediate UE and Ambient IoT devices are near each other or not. The proximity detection could be done by Ambient IoT device or the reader. At reader side the reader could firstly perform proximity detection procedure to detect whether there have Ambient IoT devices near the reader, if there are no Ambient IoT devices near it, it is not necessary for this reader to perform inventory procedure which may occupy multiple resources. For topology 2, there may have multiple UEs which are capable to be served as the intermediate nodes, proximity detection could help the gNB to determine which UEs could be served as the intermediate nodes. The motivation of the proximity determination at Ambient IoT side is not clear. On the proximity determination at reader side, the reader could transmit orthogonal CW(e.g., TDMed) if the CW transmission is inside the topology, then the reader could measure the RSSI of the backscattered signal which are also orthogonal among readers to determine whether there have Ambient IoT devices near it, the resource for backscatter signal could be same for all Ambient IoT devices to save the resources. For CW transmission outside the topology the reader or gNB could control the CW transmission on orthogonal resources (e.g., TDMed) and then measures the RSSI of the backscattered signal which are also orthogonal among readers.
Proposal 10: Proximity determination could be done at the reader side, and study the proximity detection procedure and how to determine whether there have Ambient IoT devices near the reader (e.g., RSSI measurement on orthogonal backscattered signal).

Intermediate node selection with proximity detection for topology 2
For connectivity topology 2 the intermediate node is used to extend the coverage of the gNB, however there may have multiple UEs which are capable to be served as the intermediate node for the communication between gNB and ambient IoT devices. gNB needs to determine which UE(s) could be served as the intermediate node, and the intermediate node selection may depend on whether there have ambient IoT devices around the intermediate node, e.g., only the UE with ambient IoT devices proximate to it could be determined as the intermediate node. On the determination of intermediate node two types of ambient IoT service flow may be considered:
· Case 1: The initiator of the ambient IoT service is the intermediate node, e.g., the UE’s owner. In this case the UE may transmit request to the gNB, then gNB may allocate resources for the communication between intermediate node and ambient IoT device.


Figure 5: Ambient IoT service is initiated by the intermediate node.
· Case 2: The initiator of the ambient IoT service is behind core network. In this case the gNB may need to determine which UE could be served as the intermediate node firstly, then gNB could allocate resources to the intermediate node for the communication between intermediate node and ambient IoT device.


Figure 6: Ambient IoT service is initiated behind core network.

For case 1 that the ambient IoT service is initiated by the UE, the UE which transmits the request is determined as the intermediate node. However, for case 2 that the ambient IoT service is initiated behind the core network, the gNB may need to select the suitable UE to be served as the intermediate node. Firstly, the gNB could only select from the UEs which are capable to be served as the intermediate node, so the reporting of the UE capability is necessary. Secondly, only the UE with ambient IoT device around it could be served as the intermediate node, so the proximity detection at the UE is needed. The proximity detection may be based on the measurement of the signal transmitted/backscattered by the ambient IoT devices, e.g., RSSI measurement on the resource for the transmission from ambient IoT devices. With the measurement result the UE could report ‘presence’ or ‘absence’ of ambient IoT devices proximate to it, then gNB could determine which UE could be served as the intermediate node.
Proposal 11: Study the intermediate node selection procedure with proximity detection for topology 2.


Conclusion
[bookmark: _Hlk101873554]In this contribution, we focus on physical layer design for ambient IoT and have below observations and proposals on frame structure, synchronization, random access, and scheduling timing issues:
Proposal 1: Study burst-type channel structure for R2D transmission for ambient IoT. 
Proposal 2: Study a channel structure for R2D transmission which comprises a preamble, a device ID, a data part, midamble, postamble and a guard period. 
Proposal 3: Study a postamble at the end of a burst for indicating the ending position of the R2D transmission. 
Proposal 4: Study a R2D channel carrying scheduling information for the corresponding D2R transmission.
Proposal 5: Study burst-type channel structure for D2R transmission for ambient IoT. 
Proposal 6: Study a channel structure for D2R transmission which comprises a preamble, a device ID, a data part, midamble, postamble and a guard period. 
Proposal 7: Payload size of a D2R channel can be indicated by the corresponding R2D channel in the scheduling information. 
Proposal 8: Study simple resource allocation scheme with a sub-channel in frequency domain and a time unit in time domain for ambient IoT indicated by a R2D channel for the corresponding D2R transmission. 
Proposal 9: Study coexistence mechanism between ambient IoT and NR for in-band deployment. 
Proposal 10: Proximity determination could be done at the reader side, and study the proximity detection procedure and how to determine whether there have Ambient IoT devices near the reader (e.g., RSSI measurement on orthogonal backscattered signal).
Proposal 11: Study the intermediate node selection procedure with proximity detection for topology 2.
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