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1   Introduction
[bookmark: OLE_LINK3][bookmark: OLE_LINK26]In RAN1#116 meeting, frame structure, random access, scheduling and timing were initially discussed by RAN1 for Ambient IoT. And the relevant agreements can be given as below [1]:
	At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· [bookmark: OLE_LINK9]A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.
For further discussion, the following terminologies are used for A-IoT for studying processing time aspects:
· TR2D_min: Minimum Time between a R2D transmission and the corresponding D2R transmission following it. 
· TD2R_min: Minimum Time between a D2R transmission and the corresponding R2D transmission following it.
· TR2D_R2D_min: Minimum Time between two different consecutive R2D transmissions to the same A-IoT device. 
· TD2R_D2R_min: Minimum Time between two different consecutive D2R transmissions from the same A-IoT device.
· The study should consider at least following aspects 
· Implementation restrictions for the existing BS/UE
· [Processing time is common or different for different A-IoT devices]
· [Processing time for different traffic types/command types (e.g. DT or DO-DTT) and/or different use case (e.g., Inventory or Command)] 
· FFS other timing aspects 



In this contribution, we further discuss frame structure, random access and timing aspect for Ambient IoT.
2   Frame structure
2.1 Time domain
In last RAN1 meeting, whether to align A-IoT transmission with NR symbol or slot boundary was discussed, but no conclusion was reached.
	FL2 High Priority Proposal 2.1-2b: For A-IoT device, due to time drift from the high SFO (e.g., up to [105] ppm), the UL transmission may not be aligned with NR symbol or slot boundary.

	FL2 Medium Priority Question 2.1-1b: Based on following agreements made in AI 9.4.2.1, it seems for OFDM-based waveform for A-IoT R2D transmission, it seems obvious that the R2D transmission is aligned with NR symbol boundary. Do you agree?  
Agreement
A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to-device) perspective. 
· Depending on what modulation(s) are decided to be studied:
· Study whether/how to handle CP at transmitter/device/design 
· Study other characteristics of the OFDM waveform, e.g.:
· CP-OFDM
· DFT-s-OFDM
· Etc.
· The type of OFDM waveform is transparent to A-IoT device.
Other waveforms from DL transmitter’s perspective can be proposed, and further discussion will consider whether or not they are included in the study.



For uplink(D2R), due to the significant time drift caused by the high SFO (e.g., up to [105] ppm), the length of uplink symbols may vary over time. Therefore, to maintain alignment with the NR symbol is challenging. Moreover, aligning A-IoT uplink transmissions with NR slots may necessitate the knowledge of timing advance, which is difficult to achieve by A-IoT device. Therefore, there is no need for A-IoT device to align D2R transmission with NR symbol or slot boundary.
For A-IoT device, there is no need to align D2R transmission with NR symbol or slot boundary.
For downlink(R2D), according to the agreement, downlink transmission based on OFDM-based and other waveforms can be proposed. 
If OFDM-based waveform is used for A-IoT R2D transmissions, alignment between R2D transmission and NR symbol boundary is beneficial to reduce co-existence interference. However, there is no advantage in aligning the R2D transmission with the NR slot boundary, which will also increase the delay of R2D signaling transmission. Thus, there is no need to align R2D transmission with NR slot boundary.
If OFDM-based waveform is not used for A-IoT R2D transmission, then of course there is no need to align the R2D transmission with NR symbol or slot boundary.
For symbol level alignment, CP length varies from symbol to symbol, e.g. the CP length at symbol 0 and symbol 7 is relatively longer than the other symbols as per specification to accommodate the 14 symbols in 1 ms. The R2D transmission length shall cover the potential time duration difference that comes with the CP length variation given a certain number of OFDM symbols.
For R2D transmission, if OFDM-based waveform is used, R2D transmission is aligned with NR symbol boundary; otherwise, there is no need to align the R2D transmission with NR symbol or slot boundary.
2.2 R2D frame structure components
	Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period



According to the agreement, it is important to discuss the component(s) in R2D or D2R transmission. In this section, the component(s) in R2D transmission and the R2D frame structure are discussed.
· Midamble
In RFID, the R2D encoding method is PIE or Manchester. Using PIE and Manchester coding, the power state changes during each information bit. The rising- or falling-edge can be detected by device and used to determine the starting position of the symbol. Therefore, in the decoding process of R2D data, the SFO within one symbol affect the decoding performance.
Similar in A-IoT system, if PIE or Manchester is used in R2D transmission, it contains clock recovery information. A-IoT device can decode R2D transmission based on the rising- or falling-edge detection. In addition, due to low complexity of A-IoT device, the R2D reference signal is not needed for other purposes, such as channel estimation. Therefore, midamble is not a necessary component in R2D transmission.
Midamble is unnecessary in R2D transmission.
· Postamble
In last RAN1 meeting, two methods to determine the end of data transmission have been proposed. One involves TBS indication, while the other uses postamble. In TR 38.848, the design target of maximum message size to be received by the Ambient IoT device is approximately 1000 bits. If TBS indication is used, one needs to design the TBS indication information as contained in control field in the frame structure including aspects such as whether a dedicated CRC is needed for the control filed. Moreover, postamble can re-use the preamble design and flexibily accommodate appropriate data bits ranging up to 1000 bits where using control filed indication it may lead to larger overhead than postamble. In addition, using postamble to indicate the end of data transmission is more straightforward and simpler. Thus, postamble should be included in R2D frame structure.
Postamble should be included in R2D transmission.
· Periodic sync signal
In NR system, maintaining synchronization between UE and gNB is critical using dedicated SSB resources. However, A-IoT system is an asynchronous system due to the large device SFO (e.g., 105 ppm). Furthermore, it is always reader-talk-first traffic, and the device does not need to remain synchronized with the reader when there is no downlink signaling. Thus, SSB-like periodic sync signal in R2D transmission is not needed.
SSB like periodic sync signal is not considered in R2D transmission.
· Control field
As discussed in our contribution [2], control information can be transmitted in PRDCH. Control field can include scheduling information of uplink (e.g., uplink frequency offset, uplink encoding method), coding information of DL/UL, or transmission type information (e.g., unicast, multicast, or broadcast information; device type 1, device type 2A, or device type 2B indication).
Control field should be included in R2D transmission containing at least the following aspects
· Scheduling information, e.g. frequency offset, encoding method
· [bookmark: _GoBack]Transmission type information, e.g., unicast, multicast or broadcast information.
· Guard period
As discussed above, device can use rising- or falling-edge to decode R2D transmission, eliminating the necessity of including a guard period in one R2D transmission. The presence of guard period may introduce additional delay and reduce date rate. The benefit of guard period is unclear, rendering it is an unnecessary component in R2D transmission.
Guard period is not considered in single or consecutive R2D transmission(s).
· Frame structure
To sum up, for R2D transmission, the following components should be considered: preamble, control field, postamble, data. And the following R2D frame structure is proposed.
[image: ]
Figure 1 R2D frame structure with separate control field
It should be noted that, the control field may not be a separate field, it may be included in preamble or data.  If so, the R2D frame structure is shown in Figure 2. Whether the control field is in preamble or data, the control field should be encoded independently.Since D2R transmission is triggered by downlink command, uplink scheduling information can also be replaced in DL MAC.
[image: ]
Figure 2 R2D frame structure without separate control field
2.3 D2R components
· Midamble
As discussed in our contribution [2], the reader can perform the channel measurement based on D2R signaling. To mitigate the impact of SFO, the D2R data can be divided into multiple segments, with a midamble inserted between two adjacent segments. This midamble can be used to calibration the length of D2R symbols and aid in D2R data decoding. In addition, the midamble can function as D2R reference signal and assist reader to perform channel measurement. Leveraging the results of channel estimation, reader can enhance decoding performance of D2R data transmission.
Midamble should be included in D2R transmission.
· Postamble
Similar as R2D transmission, according to TR 38.848, the design target of maximum message size transmitted from A-IoT device is up to 1000 bit. The signal overhead of postamble can be smaller than the overhead of TBS indication. Thus, postamble can be used to indicate the end of data transmission.
Postamble should be included in D2R transmission.
· Periodic sync signal
A-IoT device only transmits uplink signal upon receiving a downlink command. If no downlink command is received, device refrains from transmitting an uplink signal to reader. Thus, periodic sync signal is not suitable for A-IoT uplink transmissions. 
Periodic sync signal is not considered in D2R transmission.
· Control field
In NR, UCI is carried in PUCCH which indicates DL HARQ-ACK feedback, SR or channel measurement results. According to SID, there is no HARQ, or ARQ in A-IoT system. Additionally, it is too complicated for A-IoT device to perform channel measurements. In addition, the D2R signaling is triggered by the R2D commands, SR seems unnecessary in A-IoT system. Thus, no D2R control information is needed. 
However, if the A-IoT system allows the A-IoT device to autonomously select part of scheduling parameters (such as encoding method), this information can be carried in D2R control information.
[bookmark: _Toc14780]The necessity of D2R control information should be clarified firstly.
· Guard period
Due to the high SFO of A-IoT device, the A-IoT device is difficult to control the length of guard period. If midamble is used in D2R transmission, it can also serve as guard period. Thus, the guard period is not needed.
Guard period is not considered in D2R transmission.
· Reference signal
In A-IoT system, TDMA is the baseline. Transmitting large amounts of data requires significant resources, resulting in longer transmission times. The varying channel conditions over time can impact data decoding. Obtaining the channel state information by D2R reference signal would be advantageous for the reader to decode D2R data. It should be noted that, each of midamble, preamble, and postamble can be used as reference signal and the reference signal may not require a separate signaling design. 
D2R reference signal can be considered in D2R transmission, can be considered to be implemented using a midamble, preamble, or postamble.
If proximity determination is performed in reader, D2R reference signal can also be used as proximity determination. The reference signal used for channel measurement or proximity determination can be a dedicated signal or reusing preamble, midamble or postamble.
· Frame structure
To sum up, the following components can be considered in D2R transmission: Preamble, midamble, data, postamble. And the figure below shows the D2R frame structure.
[image: ]
Figure 3 D2R frame structure
In some cases, readers may only require proximity determination without the need for additional data scheduling. In this context, a frame structure dedicated to proximity determination can be beneficial. The following two frame structures can be considered, one utilizing preamble as a reference signal, the other including a dedicated reference signal designed for proximity determination.
	[image: ]
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	(a) Preamble used for proximity determination
	(b) Dedicated reference signal used for proximity determination


Figure 4 Frame structure dedicated to proximity determination
3   Random access
3.1 Random access procedure
[bookmark: OLE_LINK15]In RFID technologies, 2-step or 4-step procedure is usually used for tag EPC/UID inventory. And in NR specifications, 2-step and 4-step procedures are supported for UE access. For Ambient IoT, inventory and access of devices are considered as a same physical layer process. Thus, 4-step and/or 2-step access procedure can be studied in Rel-19.
· 4-step access
In 4-step access procedure, the BS transmits an immediate or periodic access command. Then, the Ambient IoT device transmits an access response with respect to the access command. After decoding the response, the BS transmits an acknowledgment message. The device then reports its ID to the BS after confirm the acknowledgment message. The whole access process is shown in Figure 5.


Figure 5 4-step access procedure for Ambient IoT
Wherein,
· Access command is the inventory request. For slot based anti-collision algorithm, access command could contain a slot range indicator. For access of single device, the number of slots is indicated as 1 by access command.
· [bookmark: OLE_LINK1]Access response is random number of X bits and/or a part of device ID (e.g. the last X bits of ID), FFS for X.
· Acknowledge contain the access response decoded by BS/intermediate UE
· Device ID is the electronic product code of Ambient IoT device.
[bookmark: OLE_LINK14]For the case that multiple devices are intended to be identified, it was agreed that a contention-based access procedure initiated by the BS/intermediate UE is used. Thus, during the above access procedure, for the stage of Step 1→ Step 2, an anti-collision algorithm is needed to avoid response collision caused by multiple devices selecting the same resource. For the stage of Step 3→ Step 4, if the BS fails to receive the device ID (including Step3 failure and Step4 failure), the BS can attempt to re-transmit the acknowledge message. And if the BS successfully receives the device ID, the next DL command can be transmitted depending on the requirement of use case.
· 2-step random access
[bookmark: OLE_LINK10][bookmark: OLE_LINK17][bookmark: OLE_LINK11]In 2-step access procedure, the BS transmits an immediate or periodic access command. Then, the Ambient IoT device reports its ID to the BS after receiving the access command. The access process is shown in Figure 6.


Figure 6 2-step access procedure for Ambient IoT
Wherein,
· Access command is the inventory request. For slot based anti-collision algorithm, access command could contain a slot range indicator. For access of single device, the number of slots is indicated as 1 by access command.
· Device ID is the electronic product code of Ambient IoT device.
During the above access procedure, an anti-collision algorithm should be applied to avoid reported ID information collision caused by multiple devices selecting the same resource. Furthermore, if the BS successfully receives the device ID, the next DL command can be transmitted depending on the requirement of use case.
[bookmark: OLE_LINK5]Regarding traffic type, DT and DO-DTT can share the same random access process. The difference is that DT uses immediate access command while DO-DTT employs periodic access command. Taking DO-DTT as an example, the BS can periodically transmit access command to initiate access process. And the waiting-to-access device can transmit an access response (4-step) or ID (2-step) upon receiving the access command. Moreover, on the step of device ID reporting, the device can transmit a separate ID or report data information along with the ID
[bookmark: OLE_LINK18]Comparing 4-step and 2-step access procedure, the difference is where the collision resolution accomplishes and applies to. For 2-step access, the data itself will have to go through the collision resolution part while for 4-step the collision resolution is accomplished at the second step targetting only the generated random number. The former is suitable for scenarios with high connection density and frequent conflicts. And the latter is suitable for inventorying a small number of devices, especially for the case of single device. Hence 4-step and 2-step random access procedure should be studied for Ambient IoT.
4-step and 2-step random access procedure should be studied for Ambient IoT.
3.2 Anti-collision algorithm
In existing RFID technologies, the inventory process usually uses slot-ALOHA, BTree or Q-selection methodology to avoid the collision of response signals sent by multiple devices. Whereas, the efficiency of existing algorithms is limited for inventory of a large number of devices. 
For Ambient IoT, considering the large coverage range and also the potential expansion of the future IoT applications, large number of devices and high connection density are expected. Then, more devices that have access requirements will response to the access command from BS, which greatly increases the probability of multi-device collision. As a result, higher access efficiency will be an important requirement for Ambient IoT. In some use cases, the BS has to complete the inventory of amounts of devices in a limited time. For example, the moving truck stops briefly near the BS to wait for the inventory of the devices on board. Therefore, the following technologies can be considered to enhance access efficiency.
· Enhanced slot based anti-collision algorithm 
[bookmark: OLE_LINK19]In practice, the efficiency is highest for BTree or ALOHA algorithm when 2-4 devices are intended to be identified. For ALOHA or Q-slection algorithm, in a collision slot, the number of conflicting devices is usually small and there is a high probability that this number is less than or equal to 4. Hence, a combined algorithm of Q-selection and BTree can be considered to improve access efficiency. Specifically, Q-selection algorithm is performed for access of multiple devices. And for a collision slot of the Q-selection algorithm, BTree algorithm is used to complete the access process of conflicting devices in this slot and then the next slot of the Q-selection algorithm starts. 
· [bookmark: OLE_LINK2] Anti-collision algorithm based on orthogonal preambles 
According to the agreements in RAN1#116 meeting, a R2D timing acquisition signal (e.g. R2D preamble) is included at least for time domain frame structure. Thus, Q-selection algorithm based on orthogonal preambles can be studied. In this methodology, each device can randomly select a preamble from a set of orthogonal preambles and a slot value to transmit an access response signal. For a collision slot, the BS may detect single or multiple preambles. For each detected preamble in the collision slot, the BS respectively uses BTree algorithm to complete the access process of corresponding device(s) in this slot and then the next slot starts. 
· [bookmark: OLE_LINK16]Anti-collision algorithm orthogonal/non-orthogonal extended UL data
[bookmark: OLE_LINK7]The orthogonal or non-orthogonal sequences are used for different devices to achieve parallel UL data transmission. Under the Ambient IoT coverage requirements, lower data rate (e.g., low coding rate and repetition etc.) may be configured to enhance coverage performance, which causes a decrease in access efficiency. In this case, orthogonal/non-orthogonal UL data will greatly improve the access efficiency compared with direct repeated transmission. Taking the extension sequence length of 4 as an example, the extended data is equivalent to four repeated transmissions. Although the transmission time or bandwidth of signal is increased to four times, N>=4 extension sequences can support the parallel transmission of a maximum of N signals. This means that access efficiency will be significantly improved. 
[bookmark: OLE_LINK20]Assuming the same transmission duration of each bit among different anti-collision algorithms, a comparison of access efficiency is presented in Figure 7, where access efficiency represents that the number of devices that can be accessed per second. And simulation methodology and assumptions refer to companion contribution [3]. It can be observed that the combined Q-selction and BTree algorithm can improve access efficiency by more than 10% compared to traditional Q-selction algorithm. And the access efficiency of Q-selction based on CDM data exceeds 2 times that of Q-selction. 

Figure 7 Access efficiency for different anti-collision algorithms

Due to the large coverage range, high connection density and limited access latency, the following approaches can be considered to enhance access efficiency for Ambient IoT.
· Enhanced slot based anti-collision algorithm, e.g. Q-selection + BTree 
· Anti-collision algorithm based on orthogonal preambles
· Anti-collision algorithm orthogonal/non-orthogonal extended UL data
4   [bookmark: OLE_LINK6]Timing aspect
[bookmark: OLE_LINK22]Time between a R2D transmission and the corresponding D2R transmission
[bookmark: OLE_LINK21]When the Ambient IoT device receives transmit a R2D signal and transmits a corresponding D2R signal, a time interval is allowed between the R2D signal and the D2R signal. Considering device Rx signal processing time and Tx signal preparation time, the minimum of this interval should be greater than or equal to the sum of R2D signal processing time and D2R signal preparation time. 
The minimum time TR2D_min between a R2D transmission and the corresponding D2R transmission should be larger than or equal to the sum of R2D signal processing time and D2R signal preparation time of Ambient IoT device.
On the other hand, this interval needs to be defined with an upper limit to prevent devices from transmitting signals at any time longer than the minimum interval. Thus, the maximum of the interval between the R2D signal and the corresponding D2R signal should be restricted. And the following approaches can be considered:
· Option 1: Define default maximum time between a R2D transmission and the corresponding D2R transmission
· Option 2: Indicate the transmission time of the D2R transmission in response to a R2D transmission.
Compared to Option 1, Option 2 can achieve more flexible scheduling, which is beneficial for time domain resource allocation and improving transmission efficiency. It is suitable for scenarios with high device capability and dense connection. However, Option 2 is more complex than Option 1 and requires Ambient IoT devices to store relevant configuration information for the interval indicator. This is a burden for low-capability devices, especially Device 1. Also, the transmission of interval indicator needs additional resource overhead. The down-selection of the two methods can be further studied.


                
Option 1                                                                                          Option 2
Figure 8 Time between a R2D transmission and the corresponding D2R transmission
The time between a R2D transmission and the corresponding D2R transmission should be further restricted based on the following approaches:
· Option 1: Define default maximum time between a R2D transmission and the corresponding D2R transmission
· Option 2: Indicate the transmission time of the D2R transmission in response to a R2D transmission.
Time between a D2R transmission and the corresponding R2D transmission
If the BS receives a D2R signal and transmits a corresponding R2D signal, a time interval is allowed between the D2R signal and the R2D signal. The minimum of this interval should be greater than or equal to the energy harvesting/preparation time of the Ambient IoT device. The maximum of this interval can be based on BS implementation and does not need to be specified.


Figure 9 Time between a D2R transmission and the corresponding R2D transmission
The minimum time TD2R_min between a D2R transmission and the corresponding R2D transmission should be larger than or equal to the energy harvesting/preparation time of the Ambient IoT device.
Time between two different consecutive R2D transmissions to the same A-IoT device
[bookmark: OLE_LINK23]Due to limited peak power consumption, an Ambient IoT device may not receive or detect another R2D signal while processing one R2D signal. Thus, if the BS transmits two consecutive R2D signals to the same Ambient IoT device(s), a time interval between these two R2D signals is reserved. This interval should not be less than the first R2D signal processing time of the device(s). And the maximum of the interval can be based on BS implementation and does not need to be specified.


Figure 10 Time between consecutive R2D signals to the same Ambient IoT device(s)
The minimum time TR2D_R2D_min between two consecutive R2D transmissions to the same Ambient IoT device(s) should be larger than or equal to the first R2D signal processing time of the device(s).
Minimum Time between two different consecutive D2R transmissions from the same A-IoT device
For two different consecutive D2R transmissions from the same A-IoT device, the application scenario seems unclear. If a large message packet is divided into multiple small packets that are separately transmitted, the different small packets can share a common preamble and be transmitted within a frame structure. There is no need to split it into two separate D2R signals. Hence, for two different consecutive D2R transmissions from the same A-IoT device, the timing relationship between these two transmissions should be further considered after clarifying the application scenarios.
Time between two different consecutive D2R transmissions from the same A-IoT device should be further considered after clarifying the application scenarios.
[bookmark: OLE_LINK8][bookmark: OLE_LINK4]Furthermore, TBS and device type may affect the signal processing/preparation time of the Ambient IoT device. For different TBSs, the signal processing time of the Ambient IoT device may be different. For a DL command, it is feasible to determine the TBS of the DL command and the TBS of the corresponding uplink response (if any) based on the command type. Therefore, it can be considered to obtain the time intervals mentioned above according to DL command type. On device type, the signal processing time is different among device types due to differences of hardware performance and signal processing methods. Device 2b can generate independent UL signal internally, use ZIF receiver to detect signal and has more radio frequency modules, so it may require larger signal processing time than Device 1/2a. Thus, it can be considered that at least two types of devices among device 1, 2a and 2b have different time intervals mentioned above.
It can be considered to determine device processing time based on TBS and/or device type.
5   Conclusion
In this contribution, we discuss the frame structure and physical layer procedure for Ambient IoT. And the relevant proposals are given as following:
1. For A-IoT device, there is no need to align D2R transmission with NR symbol or slot boundary.
For R2D transmission, if OFDM-based waveform is used, R2D transmission is aligned with NR symbol boundary; otherwise, there is no need to align the R2D transmission with NR symbol or slot boundary.
Midamble is unnecessary in R2D transmission.
Postamble should be included in R2D transmission.
SSB like periodic sync signal is not considered in R2D transmission.
Control field should be included in R2D transmission containing at least the following aspects
· Scheduling information, e.g. frequency offset, encoding method
· Transmission type information, e.g., unicast, multicast or broadcast information.
Guard period is not considered in single or consecutive R2D transmission(s).
Midamble should be included in D2R transmission.
Postamble should be included in D2R transmission.
Periodic sync signal is not considered in D2R transmission.
The necessity of D2R control information should be clarified firstly.
Guard period is not considered in D2R transmission.
D2R reference signal can be considered in D2R transmission, can be considered to be implemented using a midamble, preamble, or postamble.
4-step and 2-step random access procedure should be studied for Ambient IoT.
Due to the large coverage range, high connection density and limited access latency, the following approaches can be considered to enhance access efficiency for Ambient IoT.
The minimum time TR2D_min between a R2D transmission and the corresponding D2R transmission should be larger than or equal to the sum of R2D signal processing time and D2R signal preparation time of Ambient IoT device.
The time between a R2D transmission and the corresponding D2R transmission should be further restricted based on the following approaches:
· Option 1: Define default maximum time between a R2D transmission and the corresponding D2R transmission
· Option 2: Indicate the transmission time of the D2R transmission in response to a R2D transmission.
The minimum time TD2R_min between a D2R transmission and the corresponding R2D transmission should be larger than or equal to the energy harvesting/preparation time of the Ambient IoT device.
The minimum time TR2D_R2D_min between two consecutive R2D transmissions to the same Ambient IoT device(s) should be larger than or equal to the first R2D signal processing time of the device(s).
Time between two different consecutive D2R transmissions from the same A-IoT device should be further considered after clarifying the application scenarios.
1. It can be considered to determine device processing time based on TBS and/or device type.
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