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1. Introduction
It is envisaged that the number of connected devices will reach ~500 billion by 2030, which is about ~59 times larger than the expected world population (~8.5 billion) by that time [1]. Among these, a large portion of the devices will be Internet-of-Things (IoT) devices for improving productivity efficiency and increasing comforts of life. As the number of IoT devices grows exponentially, it may be challenging to power all the IoT devices by battery that needs to be replaced or recharged manually, which leads to high maintenance cost. The automation and digitalization of various industries demand new IoT technologies of supporting battery-less devices with no energy storage capability or devices with energy storage that does not need to be replaced or recharged manually [2]. Such types of devices are collectively termed as ambient IoT (A-IoT), which is powered by various renewable energy sources such as radio waves, light, motion, or heat, etc. Possible use cases of A-IoT devices include asset inventory/tracking and remote environmental monitoring [3]. 
Considering the limited size and low complexity required by practical applications of A-IoT devices, the output power of energy harvesting from ambient power sources is typically from 1µW to a few hundreds of µW, which is orders of magnitude lower than normal user equipment (UE) having peak power consumption higher than 10mW [4]. This requires a new wireless access technology and device architectures for A-IoT, which cannot be fulfilled by existing cellular systems including low-power IoT technologies such as NB-IoT and eMTC.
This contribution discusses necessary issues on general aspects of A-IoT physical layer design including numerologies, bandwidths, multiple access, waveform, modulation and coding.
1. Numerology
Given the device complexity and limited energy storage, a single carrier (e.g. OOK waveform for DL) system can be considered as a baseline for A-IoT communication. In this case, there is no strong necessity to define dedicated numerology for A-IoT system. However, the coexistence between A-IoT and NR Uu systems at least for in-band and guard-band operation modes needs to be handled. For the coexistence, it can be beneficial to align A-IoT system numerology with NR Uu, at least for DL. At gNB side, the resources reserved for A-IoT system can reuse the same resource structure in NR Uu and have aligned boundary with NR Uu PRB and slot. That would minimize inefficiencies involved with the coexistence, i.e., an overhead, and scheduling of A-IoT devices can be easily implemented. Figure 1 illustrates an example where A-IoT and NR Uu coexist in a TDM manner with same numerology, and A-IoT resource boundaries are aligned with NR Uu slot boundaries. For stand-alone operation mode, A-IoT can follow same numerologies as for the in-band/guard-band modes for simplicity and consistency. For example, for 15 kHz subcarrier spacing, which has been widely deployed in FR1, OFDM symbol length is 66.76 μs with 5.2 μs and 4.69 μs NCP length. In addition, in order to minimize an impact that may require gNB hardware change, it is preferable to reuse IFFT operation to generate DL signal for A-IoT tags shown in Figure 2. 
Proposal 1: For in-band/guard-band operation modes, at gNB and intermediate node sides, at least for DL, an A-IoT system can follow NR Uu numerology for better NR/A-IoT coexistence, assuming 15 kHz (i.e., subcarrier spacing with 66.67 μs symbol duration) as a baseline. FFS on 30 kHz SCS.
Proposal 2: Numerology for stand-alone operation mode can follow the numerology for in-band/guard-band mode for consistency and simplicity of the system design.
Proposal 3: Strive to design the system such that the DL signal for A-IoT can be generated and multiplexed with Rel-18 NR DL signals.


Figure 1. A-IoT and NR coexist with same numerology
[image: ]
Figure 2. OOK-4 signal generation
1. Operation band for A-IoT UL/DL and carrier wave
According to the SID [3], an A-IoT system operates on FR1 licensed FDD spectrum. Considering device complexity and cost, it is desirable to deploy bandwidth of A-IoT from gNB/intermediate node to A-IoT Tags (referred as A-IoT DL) and from A-IoT tags to gNB/intermediate node (referred as A-IoT UL) on the same operation band, e.g., both on FDD UL band or both on FDD DL band. However, this manner may be further restricted by topologies and regulations, which requires further study in RAN1. For example, at least for Topology 1, a gNB may not be allowed or certain restrictions may apply, e.g., maximum EIRP, to transmit A-IoT DL traffic on FDD UL band. Similarly, for topology 2 with UE-type intermediate node, the intermediate node may not be allowed, or certain restrictions may apply, to transmit A-IoT DL traffic on FDD DL band, depending on regional regulations. Therefore, it first needs to be clarified which combination(s) of A-IoT DL/UL band and topology are feasible. Then, the associated system design details can be studied.
Proposal 4: Study feasibility of the following combinations of FDD DL/UL spectrum and deployment topologies for A-IoT DL/UL transmissions:
· Case 1: Topology 1, A-IoT DL on FDD DL band, A-IoT UL on FDD UL band
· Case 2-1: Topology 1, both A-IoT DL and UL on FDD UL band
· Case 2-2: Topology 1, both A-IoT DL and UL on FDD DL band
· Case 3: Topology 2, A-IoT DL on FDD DL band, A-IoT UL on FDD UL band
· Case 4-1: Topology 2, both A-IoT DL and UL on FDD UL band
· Case 4-2: Topology 2, both A-IoT DL and UL on FDD DL band
An A-IoT system can be deployed with different operation modes i.e. in-band, guard-band and stand-alone. At a tag side, the bandwidth design for different operation modes should strive to be consistent to reduce device complexity. However, from a holistic system design perspective, especially considering A-IoT and NR Uu coexistence, it should be noted that under each operation mode, there can be different requirements and design aspects for choosing A-IoT operating spectrum. For instance, the cross-system interference may not be an issue for the stand-alone mode but it needs to be separately investigated for in-band and guard-band modes. Figure 3 illustrates examples of A-IoT operating spectrum for in-band, guard-band and stand-alone operation modes. During the RAN1 study, the potential differences caused by different operation modes should be carefully considered and investigated.


(i) in-band,


		
        (ii) guard-band,								 (iii) stand-alone
Figure 3. A-IoT system with in-band, guard-band, stand-alone operation modes
Proposal 5: For defining A-IoT DL/UL operating spectrum, consider different design aspects and requirements for different operation modes, such as A-IoT/NR coexistence for in-band and guard-band deployments, and strive for consistent design with acceptable implementation complexity for both low-end and high-end tags.

1. Channel bandwidth
As discussed in the previous section, it is preferable that A-IoT DL signals can be generated with NR DL signals by reusing the same hardware. In this case, it is possible and desirable to define a channel bandwidth for A-IoT DL signal in a unit of PRBs. The determination of the channel bandwidth shall be based on the link budget analysis. On the other hand, in the legacy NR Uu system, an interference control is based on both the orthogonality of OFDM-base waveforms and band-pass filter at receiver chain of devices. However, it is infeasible for A-IoT tags, at least for low-end tags, to implement RF band-pass filter due to restrictions of both complexity and energy consumption. Therefore, given the possible lack of band-pass filter, any interference signal (regardless of NR Uu transmissions or A-IoT transmissions) and any in-band emissions within the A-IoT receiving channel bandwidth will significantly impact the DL envelope detection-based decoding performance. Therefore, it needs further investigation whether a gap between NR Uu bandwidth and A-IoT system bandwidth, i.e., a guard band, is needed to mitigate the impact of in-band emissions. Even for stand-alone mode, if it supports the deployment of multiple A-IoT operation bands in an FDM manner, the necessity of a gap between adjacent A-IoT operating bands needs to be studied as well. Figure 3 illustrates some examples of the frequency gap for in-band, guard-band and stand-alone modes.
Different from the DL, the UL channel bandwidth for A-IoT may further depend on the UL line code selection, because the tag may only be able to backscatter carrier wave without digital filters. Therefore, some study is needed considering UL line coding scheme and the target data rate. 
For A-IoT UL, and tag backscatter carrier wave with modulated UL data, impedance matching is used for modulation by altering the reflection coefficients of the UL carrier wave. During UL backscattering, the tag is not able to distinguish a carrier wave from another signals in the UL channel bandwidth. Therefore, within the UL channel bandwidth, it needs to be ensured that only the carrier wave is to be transmitted. Figure 4 illustrates bandwidth for 60 kbps bit rate with different line code, where the bandwidth of NRZ(OOK) is -60 kHz ~ 60 kHz, FM0 and Manchester is -120 kHz ~ 120 kHz and Miller-4 is -360 kHz ~ -120 kHz and 360 kHz~120 kHz, respectively. 
Proposal 6: Study and define DL channel bandwidth for A-IoT considering the DL performance and tag capability for handling interference from energizing carrier wave and other DL signals. 
Proposal 7: Study the feasibility and performance to support coexistence of legacy NR DL signals and A-IoT DL signal on the same carrier, including whether a frequency gap between A-IoT and NR DL signals is needed for the in-band/guard-band modes.
Proposal 8: Study and define UL channel bandwidth for A-IoT considering UL line coding scheme and target data rate. 
Proposal 9: In UL channel bandwidth, ensure that only the intended carrier wave is transmitted.
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Figure 4. Spectrum of different line code
1. Waveform
A-IoT waveform design should result in a harmonized structure that supports both low-end and high-end tags. Therefore, considering the capability of low-end tags, DL waveform should be designed with constant amplitude to allow RF envelope detection, assuming that envelope detection is used for DL demodulation. In this regard, OOK waveform can be a starting point for A-IoT system. On the other hand, as discussed in the previous section, it will be cost effective and beneficial for commercial deployments of A-IoT systems to reuse current gNB transmitter hardware as much as possible with some limited firmware updates to generate the final resulting waveform with constant amplitude. Therefore, it is beneficial to study how to generate A-IoT DL waveform with constant amplitude with legacy gNB transmitter hardware. In this case, using single subcarrier vs. multiple subcarriers can be an implementation choice. However, the A-IoT tag has lower capability for DL detection such as the tag may only be able to use envelope detection. Therefore, constant amplitude waveform could provide better performance while the DL waveform may be transparent to a tag.
Proposal 10: Design the A-IoT DL waveform with constant amplitude to support envelope detection by A-IoT devices with reusing legacy gNB transmitter hardware (i.e. IFFT).
A-IoT UL waveform is determined by the waveform design of CW, which is discussed in a companion contribution [4]. For active Tags, by adopting same modulation and coding scheme, it is preferable that the waveform results in similar characteristics as the backscattered UL transmissions.
1. [bookmark: _Hlk142411003][bookmark: _Ref142605378]Modulation and coding
Since the receiver capability of gNB or of intermediate nodes for the reception of UL transmissions is different from the receiver capability of A-IoT devices for the reception of DL transmissions, modulation and coding schemes (line code and channel coding) for A-IoT DL transmissions and UL transmissions should be separately discussed.
DL Modulation and coding
On DL transmissions, the receiver capability of A-IoT devices is the main bottleneck that needs to be considered. Based on the requirements on the device cost, power consumption and complexity, it is expected that an RF narrow-band band-pass filter cannot be supported by low-end devices. The A-IoT device receiver may only be able to perform envelope detection to decode A-IoT DL transmissions. Therefore, OOK modulation should be the baseline for DL. Other modulation schemes, which may be supported only by high-end tags, should be avoided considering the harmonized design principle. 
Observation 1: At least for low-end type of A-IoT tags, no RF narrow-band band-pass filter is assumed for A-IoT device receiver, and only envelope detection can be performed for A-IoT DL reception.
Proposal 11: OOK is used as a baseline for A-IoT DL transmissions as modulation scheme.
Typical line coding schemes for passive IoT communications include Non-Return-to-Zero (NRZ) code, Return-to-Zero (RZ) code, Manchester code, Differential Binary Phase (DBP) code, Miller code, FM0 code, Pulse Interval Encoding code, etc. RFID DL transmission uses PIE code with key motivation of energy harvesting. PIE code supports coding waveform with high power lever for a large percentage, e.g., >80%, of time, which can satisfy the requirement of RFID energy harvesting during DL transmission without any other external signals. According to the coding waveform design, such requirement is difficult to satisfy by the other line coding schemes mentioned above. Therefore, the line coding scheme of A-IoT DL transmission depends on the assumed source of energy harvesting. PIE code, which is adopted by RFID as DL coding scheme, achieves stable power supply at the expense of coding efficiency and coverage. It encodes by defining asymmetric pulse-width and, thus, it is more sensitive to the time delay noise and has lower coding efficiency. In addition, its waveform will generate a DC component at DL central frequency, which cannot be filtered out by the low-end A-IoT deceives assuming no band-pass filter. The DC component acts as interference and impacts the envelope detection performance. Compared to PIE code, FM0 code and Miller code have no such issues and, thus, have better efficiency and coverage for DL transmissions. If power supply is expected to be provided by A-IoT DL signals/channels during DL reception without assuming existence of any other external energy harvesting signals, PIE code may be a good candidate. If other coding schemes are selected, further enhancement on the coding mechanism is necessary to ensure that coded waveform itself can also serve as a source of energy harvesting. On the other hand, if RAN1 system design can assume that A-IoT devices can harvest energy from other sources such as NR Uu DL/UL signals/channels, carrier wave, or any other renewable energy sources by the A-IoT device, then more coding schemes e.g., Miller, FM0 and Manchester codes can be considered by taking into account the detection performance (coding gain), occupied bandwidth and some other functionalities, e.g., providing clock for A-IoT Tag.  
Moreover, as discussed in the previous section, if reusing the same hardware for OFDM from NR Uu, CP will be inserted in the time domain before each OFDM symbol. The inserted CP may break the normal line coding scheme, as shown in Figure 5. The performance impact may be different for different potential line coding schemes and the receiver algorithm. In addition, it may also negatively impact the chip-level synchronization. Therefore, the impact of CP shall be considered and further studied together with the line coding scheme. 
Channel coding (e.g., repetition, FEC) is possible to be added before the line coding. However, considering the power consumption of the A-IoT Tag, it is difficult to support FEC decoder at the Tag. A gain from a simple repetition coding may be obtained from the line code design. The repetition in time domain may also provide an additional time domain diversity gain, which can be further studied. 
Observation 2: Determination of DL coding scheme depends on the assumption of energy harvesting source during DL reception.
Proposal 12: RAN1 should clarify whether an A-IoT DL signal should provide energy harvesting capability by the signal itself or it can be assumed that some signals other than A-IoT DL signal can be utilized, e.g., NR Uu signals or carrier wave, etc. 
Proposal 13: Study and select a line code for A-IoT DL, at least considering the following aspects:
· The need of energy harvesting from A-IoT DL signal
· DL decoding performance
· Occupied bandwidth
· Synchronization and clock for A-IoT
· Impact on inserted CP
Proposal 14: FEC is not supported by A-IoT DL. Further study the necessity and benefit of repetition in time domain for A-IoT DL. 


Figure 5. OOK signal (with PIE code) with inserted CP in time domain. 
UL Modulation and coding
On UL transmissions, receiver capability of a gNB and an intermediate node is no longer the bottleneck. It can be assumed that either RF band-pass filter or baseband band-pass filter can be supported, and the gNB/intermediate node is able to filter out interferences and unnecessary components from A-IoT UL transmission. Therefore, the modulation and coding schemes of UL transmissions can be designed mainly considering the capability of tag transmitter.
For UL transmission, OOK modulation can be studied as a starting point given its simplicity. Other modulation schemes, e.g. DSB-ASK/SSB-ASK, BPSK or FSK, can be also studied for whether they can satisfy the power consumption and device complexity requirements of low-end devices.
Observation 3: For A-IoT gNB and intermediate node, either RF band-pass filter or baseband band-pass filter can be assumed, and at least envelope detection can be performed for A-IoT UL reception.
Proposal 15: At least OOK can be used for A-IoT UL transmission as modulation scheme. Further study the feasibility of other modulation schemes, e.g., other ASK schemes, FSK, and BPSK considering the power consumption of the Tag.
Unlike the uncertainty on energy harvesting for DL receptions, for UL transmission the energy is assumed to be harvested from a carrier wave. Hence, there is no strong need to apply PIE code for A-IoT UL transmissions. Compared to A-IoT DL transmissions, the UL transmission based on backscattering will experience round-trip pathloss and also reflection loss, leading to a lower UL signal strength. Therefore, UL transmissions can be based on coding schemes with better performance such as Manchester, FM0 and Miller codes. 
For both Topology 1 and Topology 2 considered in this study, the reader may be able to provide carrier wave, unless it is provided by a dedicated node. In the RFID system, FM0 and Miller codes are used, whose waveform has low energy in DC. As shown in Figure 6, FM0 has lower energy in DC than NRZ code. This could mitigate the self-interference from the carrier wave. In addition, different subcarrier sequences are introduced for Miller code, which can shift the spectrum to other frequency range, e.g., hundreds of kHz, as shown in Figure 7. This could help to reduce the interference. In NR, the gNB has high processing capability. Therefore, it is possible to filter out the signal coming from outside the intended reception frequency range. Therefore, different subcarrier sequences may be able to use in order to support multiple access and increase UL capacity. 
Observation 4: The backscattered UL transmission is expected to have a lower signal strength compared to DL transmission due to the round-trip pathloss and reflection loss of backscattering.
Proposal 16: For A-IoT UL, study the coding performance of the following schemes: FM0, Miller, Manchester.
Proposal 17: For A-IoT UL, study subcarrier sequences in order to shift UL spectrum and potentially support FDM of different UEs. 
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Figure 6. Spectrum of NRZ code (OOK) and FM0 code 
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Figure 7. Spectrum of Miller code with different subcarrier sequences
Different from the A-IoT device in the DL, the gNB has higher capability of decoding. Therefore, a FEC coding scheme may be supported to improve the decoding performance on top of a line code. 
Proposal 18: Further study channel coding schemes for A-IoT UL considering the coding performance at the receiver (i.e., gNB or intermediate node) and complexity at the transmitter (i.e., Tag). 
1. Multiple access
As discussed in the previous section, Tag may be able to support envelope detection only for DL reception. Impedance matching may only be used for selecting the target DL frequency, i.e. different A-IoT channels. Therefore, it may not be feasible to support FDM for multiple tags. TDMA shall be the starting point for A-IoT DL. Different from DL, the gNB is able to filter out UL signals from unintended frequencies. 
For A-IoT UL, as discussed in section 4, only one carrier wave shall be transmitted. However, the uplink backscattering signal may be shifted to other frequency than the one for the carrier wave. For example, a frequency shifter may be considered as discussed in [5]. In addition, as discussed in section 6.2, different subcarrier sequences may also be able to shift the UL signal to different frequency. In addition, for high-end devices, it may be possible to generate different carrier frequencies, or additional frequency shift. Therefore, FDMA for uplink can be further studied.  
CDMA requires precise chip-level synchronization at the receiver side and, considering different propagation delays from tags and a possibly non-negligible clock drift, it may not be easy to support CDMA. The performance of CDMA also needs to be investigated considering the power consumption and complexity at tag side and be compared to that of TDMA. 
Proposal 19: Consider TDMA as a baseline for multiple access scheme for both DL and UL. 
Proposal 20: Further study FDMA for UL, considering:
· Feasibility of frequency shift for UL transmission by high-end A-IoT tag 
· Feasibility to generate different carrier frequencies with high-end devices
· Feasibility of frequency offset introduced by different subcarrier sequences
[bookmark: _GoBack]Proposal 21: The performance of CDMA needs to be studied and compared to TDMA, in addition to the power consumption and complexity at A-IoT tag.
1. Conclusion
In this contribution, the issues for general aspects of A-IoT are discussed with the following observations and proposals:
Observation 1: At least for low-end type of A-IoT tags, no RF narrow-band band-pass filter is assumed for A-IoT device receiver, and only envelope detection can be performed for A-IoT DL reception.
Observation 2: Determination of DL coding scheme depends on the assumption of energy harvesting source during DL reception.
Observation 3: For A-IoT gNB and intermediate node, either RF band-pass filter or baseband band-pass filter can be assumed, and at least envelope detection can be performed for A-IoT UL reception.
Observation 4: The backscattered UL transmission is expected to have a lower signal strength compared to DL transmission due to the round-trip pathloss and reflection loss of backscattering.
Proposal 1: For in-band/guard-band operation modes, at gNB and intermediate node sides, at least for DL, an A-IoT system can follow NR Uu numerology for better NR/A-IoT coexistence, assuming 15 kHz (i.e., subcarrier spacing with 66.67 μs symbol duration) as a baseline. FFS on 30 kHz SCS.
Proposal 2: Numerology for stand-alone operation mode can follow the numerology for in-band/guard-band mode for consistency and simplicity of the system design.
Proposal 3: Strive to design the system such that the DL signal for A-IoT can be generated and multiplexed with Rel-18 NR DL signals.
Proposal 4: Study feasibility of the following combinations of FDD DL/UL spectrum and deployment topologies for A-IoT DL/UL transmissions:
· Case 1: Topology 1, A-IoT DL on FDD DL band, A-IoT UL on FDD UL band
· Case 2-1: Topology 1, both A-IoT DL and UL on FDD UL band
· Case 2-2: Topology 1, both A-IoT DL and UL on FDD DL band
· Case 3: Topology 2, A-IoT DL on FDD DL band, A-IoT UL on FDD UL band
· Case 4-1: Topology 2, both A-IoT DL and UL on FDD UL band
· Case 4-2: Topology 2, both A-IoT DL and UL on FDD DL band
Proposal 5: For defining A-IoT DL/UL operating spectrum, consider different design aspects and requirements for different operation modes, such as A-IoT/NR coexistence for in-band and guard-band deployments, and strive for consistent design with acceptable implementation complexity for both low-end and high-end tags.
Proposal 6: Study and define DL channel bandwidth for A-IoT considering the DL performance and tag capability for handling interference from energizing carrier wave and other DL signals. 
Proposal 7: Study the feasibility and performance to support coexistence of legacy NR DL signals and A-IoT DL signal on the same carrier, including whether a frequency gap between A-IoT and NR DL signals is needed for the in-band/guard-band modes.
Proposal 8: Study and define UL channel bandwidth for A-IoT considering UL line coding scheme and target data rate. 
Proposal 9: In UL channel bandwidth, ensure that only the intended carrier wave is transmitted.
Proposal 10: Design the A-IoT DL waveform with constant amplitude to support envelope detection by A-IoT devices with reusing legacy gNB transmitter hardware (i.e. IFFT).
Proposal 11: OOK is used as a baseline for A-IoT DL transmissions as modulation scheme.
Proposal 12: RAN1 should clarify whether an A-IoT DL signal should provide energy harvesting capability by the signal itself or it can be assumed that some signals other than A-IoT DL signal can be utilized, e.g., NR Uu signals or carrier wave, etc. 
Proposal 13: Study and select a line code for A-IoT DL, at least considering the following aspects:
· The need of energy harvesting from A-IoT DL signal
· DL decoding performance
· Occupied bandwidth
· Synchronization and clock for A-IoT
· Impact on inserted CP
Proposal 14: FEC is not supported by A-IoT DL. Further study the necessity and benefit of repetition in time domain for A-IoT DL. 
Proposal 15: At least OOK can be used for A-IoT UL transmission as modulation scheme. Further study the feasibility of other modulation schemes, e.g., other ASK schemes, FSK, and BPSK considering the power consumption of the Tag.
Proposal 16: For A-IoT UL, study the coding performance of the following schemes: FM0, Miller, Manchester.
Proposal 17: For A-IoT UL, study subcarrier sequences in order to shift UL spectrum and potentially support FDM of different UEs. 
Proposal 18: Further study channel coding schemes for A-IoT UL considering the coding performance at the receiver (i.e., gNB or intermediate node) and complexity at the transmitter (i.e., Tag). 
Proposal 19: Consider TDMA as a baseline for multiple access scheme for both DL and UL. 
Proposal 20: Further study FDMA for UL, considering:
· Feasibility of frequency shift for UL transmission by high-end A-IoT tag 
· Feasibility to generate different carrier frequencies with high-end devices
· Feasibility of frequency offset introduced by different subcarrier sequences
Proposal 21: The performance of CDMA needs to be studied and compared to TDMA, in addition to the power consumption and complexity at A-IoT tag.
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