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Introduction
A new SID of study on solutions for Ambient IoT (Internet of Things) in NR was approved in RAN P#102 with the following objectives [1]:
	The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. [bookmark: OLE_LINK5][bookmark: OLE_LINK6]~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.
…
The following objectives are set, within the General Scope:
1. Evaluation assumptions
a) Conclude at least the following aspects of design targets left to WGs in Clause 5 (RAN design targets) of TR 38.848 [RAN1].
· Clause 5.3: Applicable maximum distance target values(s)
· Clause 5.6: Refine the definition of latency suitable for use in RAN WGs
· Clause 5.8: 2D distribution of devices
b) Define necessary further evaluation assumptions of deployment scenarios for coverage and coexistence evaluations [RAN1, RAN4]
c) Identify basic blocks/components of possible Ambient IoT device architectures, taking into account state of the art implementations of low-power low-complexity devices which meet the RAN design target for power consumption and complexity. [RAN1]
d) Define link budget calculation for coverage, including whether/how to model carrier wave from node(s) inside or outside the connectivity topology.
NOTE: Assessment performance of the design targets is within the study of feasibility and necessity of proposals in the following objectives, e.g. by inspection of reference implementations in the field, simulations, analytically.
NOTE: strive to minimize evaluation cases in RAN1.
…


In this contribution, we first introduce the general consideration of Ambient IoT device architectures, including the background of the typical architecture of the radio frequency identification tag (RFID tag, UHF RFID ISO 18000-6 EPC C1G2) [2], and the high-level principles for Ambient IoT device architecture design. Secondly, we provide the potential architectures for Ambient IoT devices with different capabilities. Finally, we analyze the potential frequency shifting solution and summarize the power consumption of the proposed device architectures.

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Discussion 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]General considerations on Ambient IoT device architectures
In TR 38.848[3], the complexity target of Device A is to be comparable to UHF RFID ISO 18000-6C, and its power consumption is ≤ 1 μW or ≤ 10 μW. The ambient IoT device with ~1 μW defined in SID shares the same complexity and power consumption level as Device A. Hence, the architectures of RFID tags can be the reference for designing ambient IoT device architectures. In this section, we first introduce the architecture of typical passive backscatter RFID tag (based on ISO/IEC 18000-6C) [2], and then put forward the basic consideration for the high-level principles of ambient device architectures.

Typical architecture of the RFID tag
The architecture of the RFID tag [4, 5] is very simple and consists of a power supply, demodulator, modulator, digital baseband (digital BB), and clock circuit, as shown in Figure 1.  
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Figure 1：A typical architecture of RFID tag

Specifically, the main blocks and the corresponding function of a typical RFID tag are summarized as follows [5]:
· Matching Network: This block is a circuit to achieve impedance matching, which aims to obtain the maximize power transfer or minimize signal reflection.
· [bookmark: OLE_LINK11][bookmark: OLE_LINK12]Power supply: It harvests the radio frequency (RF) energy from the environment and drives the chip leveraging the obtained power. Usually, the power supply is composed of an RF rectifier, a power management unit (PMU), and a capacitor. The RF rectifier rectifies the input RF signal and generates the needed DC voltage to power the other blocks of the system. 
· Demodulator: It is the receiver of the RFID tag that detects the commands sent by the RFID reader. It also extracts the clock from the received RF signal, which is needed to synchronize the RFID with the RFID reader.
· Modulator: This block is the transmitter of the system that sends the message to the RFID reader. 
· Digital BB: This is the digital part of the system that controls all other blocks of the system. It determines when to receive, when to transmit and when to remain idle. It also stores the ID of the tag that is sent to the RFID reader by the modulator.
· Clock circuit: This is an internal clock generator that supplies an internally generated clock to the digital part.

Actually, each block mentioned above has a different component selection or circuit design. These differences seriously affect the transceiver performance, tag complexity, and power consumption. 
Specifically, the demodulator is the block that is responsible for detecting the data sent by the reader to the tag, and the common demodulator consists of an envelope detector and a comparator, which is used to detect the command by low-power non-coherent detection.
· Envelope detector[4-11]: This component is an electronic circuit that takes a (relatively) high-frequency amplitude modulated signal as input and provides an output, which is the demodulated envelope of the original signal. 
· Passive envelope detector[6, 7, 8]: The simplest form of passive envelope detector is the diode detector. It is simply a diode between the input and output of a circuit, connected to a resistor and capacitor in parallel from the output of the circuit to the ground. If the resistor and capacitor are correctly chosen, the output of the circuit should approximate a voltage –shifted version of the original signal. Obviously, the simplest form has low power consumption with passive circuit elements. However, the diode detector is more susceptible to noise than a product detector.
· Active envelope detector[5, 9, 10, 11]: The typical form of envelope detector is a CMOS-based envelope detector, which is composed of CMOS, resistor, and capacitor, and has better detection performance compared with diode detector. However, the MOS-based detector has larger power consumption in several to tens µW level.
· Comparator[12]: This component is an active device that compares two voltages or currents and outputs a digital signal indicating which is large. Actually, it can also be regarded as 1-bit ADC with relatively low power consumption. As the relevant reference disclosure, the minimum power consumption can reach tens nW level[4, 5, 8, 10], and the normal power consumption is in tens µW level.
In backscatter RFID communication systems, the transmission from tag to reader is achieved by load modulation. By turning on or turning off the switch according to the data stream, the load is adjusted to be in a matching or mismatching state, which generates the different amplitudes of the reflection signals, and a simple amplitude modulation is achieved. As usual, load modulation mainly includes two types: passive and active load modulation. The former has low power consumption in tens nW[4, 5] with only the resistor and capacitor, and the power consumption of the latter is higher than the former[13, 14]. 
Regarding the digital BB, namely, digital core, digital part, or MCU, it has the larger power consumption in the RFID system. For ultra-low power devices (1 µW level), it occupies approximately 50% power consumption of total power consumption.  
Besides, the clock circuit is also an important component of the RFID system. Different implementations of the clock circuit have different power consumption and frequency offsets, which will seriously affect other physical layer designs. Specifically, the clock circuit mainly includes three types [5]: RC oscillator, ring oscillator, and crystal oscillator. Generally, their power consumption increases in order, and frequency offset decreases in order. 
To sum up, for the RFID tag, the power consumption of the comparator, digital BB, and clock circuit accounts for the majority of the overall power consumption, which dominates the power consumption of the RFID tag.
[bookmark: OLE_LINK8]Observation 1: For RFID tags, the power consumption of the comparator, digital BB, and clock circuit accounts for the majority of the overall power consumption.

According to relevant literature and the above analysis, a table of the power consumption of components of a typical RFID tag is given below. We can find that, that the power consumption of RFID tag can limited to 1 µW.
Table 1: Power consumption of passive RFID Tag
	Blocks/Components
	Implementation
	Power Consumption of RFID

	Matching Network
	RLC circuit
	Passive

	RF rectifier
	Diode + RC circuit
	Passive

	Envelope detector
	Diode + RC circuit
	Passive

	Comparator
	Low power comparator
	~300 nW

	Modulator
	RLC circuit
	Tens nW

	Digital BB
	Low power digital BB
	~400 nW

	Clock circuit
	Relaxation/Ring oscillator
	Tens to hundreds nW



Observation 2: The passive RFID tag can be designed with ~1µW power consumption.

High-level principles of ambient IoT device architectures 
For the design of ambient IoT device architectures, some important high-level principles should be taken into account carefully. Firstly, RFID usually harvests the RF energy for driving the tag. This single energy supply method is very limited. When the RF energy is not abundant in the environment, the energy harvesting replacing the receiver sensitivity becomes the bottleneck of the reception of the RFID tag, which will serious impact the performance. Besides, for the ambient IoT device with few hundred µW peak power consumption, it is far from enough to power supply solely through RF energy harvests. Hence, various energy sources should be supported to supply power for the ambient IoT device, e.g., RF, solar/light, piezoelectric (kinetic/vibration), electromagnetic, electrostatic, heat/thermal, thermoelectric, magnetic, wind/water, acoustic, etc[3].
Proposal 1: Various energy sources should be supported for supply power, e.g., RF, solar/light, piezoelectric (kinetic/vibration), electromagnetic, electrostatic, heat/thermal, thermoelectric, magnetic, wind/water, acoustic, etc.

[bookmark: OLE_LINK15][bookmark: OLE_LINK16]Secondly, designing the ambient IoT device architectures should observe the harmonized design principle. The study of ambient IoT in Rel-18 is based on two kinds of device capability, as described in SID[1]. For the aim of harmonized air interface design with minimized differences, we need to comprehensively consider the impact of different device capabilities on physical layer design, and design with the worst device capability as the baseline. The minimum power consumption of ambient IoT devices is approximately 1µW. In order to meet such ultra-low power consumption limitations, complicated modulation schemes should be avoided. On the one hand, the coherent detection scheme usually has a larger power consumption compared with the non-coherent scheme, and it will be a great challenge to meet such an ultra-low power consumption budget if supports the coherent scheme. On the other hand, the coherent detection scheme has stringent phase accuracy requirements, but the clock circuit with ultra-low power consumption cannot guarantee it. Hence, non-coherent detection may be the only potential scheme in ambient IoT devices for receiving.
Proposal 2: Designing the ambient IoT device architectures should observe the harmonized design principle.
Proposal 3: The physical layer design should take the worst device capability into account.
Proposal 4: For Rx, non-coherent detection with low power consumption should be considered.

Potential architectures for Ambient-IoT
In SID[1], ambient IoT devices are divided into two categories based on device capabilities, i.e., devices with 1µW peak power consumption, and devices with a few hundred peak power consumption. For convenience, we name these two kinds of devices as Device I and Device II, respectively. Regarding the transmission of Device II, there are two kinds of UL transmission manners, i.e., backscatter and signal generated internally. To simplify, we named the device with two UL transmission manners as Device II-1 (backscatter) and Device II-2 (signal generated internally).
Table 2: Types of ambient IoT devices
	
	Device I
	Device II-1
	Device II-2

	Power consumption
	~ 1µW
	Few hundred µW
	Few hundred µW

	UL transmission manner
	Backscatter
	Backscatter
	Signal generated internally



Architectures for Device I (~1µW peak power consumption)
Regarding Device I, it should have energy storage, and approximately 1µW peak power consumption, and doesn’t need any amplifier in the device. Its UL transmission is backscattered on a carrier wave provided externally.
As discussed in section 2.1.1, we can find that, the power consumption of the RFID tag can meet the 1 µW requirement of ambient IoT devices. Meanwhile, RFID supports backscatter communication in the return link with a tens bps data rate, which is clearly higher than the data rate required by ambient IoT. Hence, the design of the RFID tag with 1µW can be the reference, and the RFID tag-like architecture could be the starting point for designing the architecture of Device I.
Proposal 5: For the Ambient IoT device with 1 µW peak power consumption, the RFID tag-like architecture (i.e., Fig 1) could be the starting point.
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Figure 2：~1 µW peak power consumption device

Figure 2 shows the potential architectures for Device I with the radio frequency envelope detection (RF ED) receiver, which is based on at least the following diagram for ambient IoT device:
· Power supply:
· The RF signal is converted to DC via RF rectifier;
· The power supply is managed by Power management unit (PMU);
· Demodulator:
· The RF signal is converted into baseband signal directly via RF ED;
· Low power comparator or 1 bit ADC is applied;
· Modulator:
· The carrier wave (CW) is modulated and backscattered by modulator;
· Digital BB: low power digital BB is applied;
· Clock circuit: low power clock circuit is applied at least satisfying the SFO requirement;
· Matching network can be used to suppress interference.
The complexity and power consumption of each component should be at the same level as the RFID tag due to the limited total power consumption. Specifically, a passive envelope detector should be selected. Other active components, i.e., comparator and digital BB, should use the ultra-low power ones.
For Device I, due to the limitation of power consumption, a low-power clock circuit should be considered, e.g., a ring oscillator. In general, the frequency offset of the ring oscillator is relatively high, about 104-105 ppm. Hence, a clock circuit that meets the power consumption budget and the requirement of SFO should be further studied carefully.
Proposal 6: For the Ambient IoT device with 1 µW peak power consumption, the initial sampling frequency offset (SFO) up to 10X ppm, where X = 4 or 5.

Architectures for Device II (few hundred µW peak power consumption)
Regarding Device II, it should have energy storage, and a few hundred µW power consumption, and needs some amplifier in the device. For the UL transmission of ambient IoT devices, both backscatter and signal generated internally could be considered. It is worth noting that, these two UL transmission manners only differ in UE implementation, but do not distinguish on the network side.
Proposal 7: two UL transmission manner, i.e., backscatter and signal generated internally, only differ in UE implementation, but do not distinguish on the network side.

Compared with Device I, Device II has greater flexibility in component selection and architecture design due to the large power consumption budget.
Regarding some kinds of components used in Device I and Device II, e.g., envelope detector, comparator/ADC, and clock circuit, the advanced components can be chosen and better performance could be obtained. Besides, the amplifier can be used in the device for improving the coverage, e.g., LNA and reflection amplifier.
Proposal 8: The advanced blocks/components (e.g., envelope detector, comparator/ADC, and clock circuit) with better performance should be considered compared with the ambient IoT device with 1 µW power consumption.
Proposal 9:  For the Ambient IoT device with a few hundred µW power consumption (backscattered), the LNA and reflection amplifier could be taken into account for improving the coverage.

Table 3 Power consumption and sensitivity of LP-WUR [15]
	Receiver
	RF ED
	Zero-IF ED
	IF ED

	Power consumption
	<10 µW
	300-600µW
	<1000µW; > Zero-IF ED

	Sensitivity
	>-70dBm
	-96dBm~-102dBm
	>-110dBm



For the receiver of Device II, actually, LP-WUR could be the starting point, since it can meet the few hundred µW power consumption requirement and has a relatively high level of sensitivity, details shown in Table X. According to Table 3, it can be found that the power consumption of Zero-IF ED is within a few hundred µW, and its detection performance is better than the RF ED. The IF ED has a larger power consumption of close to 1mW. If the power consumption of the transmitter of the ambient IoT device is taken into account, the total power consumption of the ambient IoT device with RF ED or Zero-IF ED receiver may meet a few hundred µW requirements, but the ambient IoT device with IF ED receiver may not. Hence, whether to use the IF ED receiver in ambient IoT device should be further study.
Observation 3: The power consumption of LP-WUR (RF ED and Zero-IF ED) can satisfy the power consumption budget few hundred µW.
Observation 4: the Zero-IF ED receiver of ambient IoT device has the better detection performance compared with RF ED receiver.
Proposal 10: The LP-WUR could be the baseline for the receiver of the Ambient IoT device with a few hundred µW power consumption.
Proposal 11: further study the IF ED LP-WUR architecture whether can be used in ambient IoT device with few hundred µW power consumption.

For the transmitter of Device II-1, it just has one more component than Device I, i.e., reflection amplifier [16-25]. Compared with Device I which modulates and reflects the CW signal directly, Device II-1 will amplify the modulated signal via the reflection amplifier and then reflects it back. Obviously, it can enhancement the transmission power from ambient IoT device to the BS or node. The basic circuit elements of the reflection amplifier affect the power consumption of the reflection amplifier. Usually, tunnel diode based reflection amplifier has tens µW power consumption[17-23] and transistor-based reflection amplifier has hundreds µW power consumption[24,25]. Hence, the implementation of reflection amplifier can be further determined according to the power consumption requirements and sensitivity requirements.
For Device II-2, its transmitter is more similar to the normal UE, consisting of DAC, mixer, LO and amplifier at least. Regarding the power consumption, the typical value are 10µW, 110µW, and tens to hundreds µW for DAC[26], mixer + LO[15], and amplifier, respectively. Obviously, the power consumption of transmitter initially meets the needs of several hundred µW.
Observation 5: For the A-IoT device with a few hundred µW power consumption (signal generated internally), the transmitter includes DAC, mixer, LO and amplifier at least.

To sum up, we propose the device architecture of Device II-1 and Device II-2.
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Figure 3: Possible Device II-1 architecture (RF ED)
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Figure 4: Possible Device II-1 architecture (Zero-IF ED)

Figures 3 and 4 show the potential architectures for Device II-1 with the RF ED and Zero-IF receiver, respectively, which is based on at least the following diagram for ambient IoT device:
· Power supply:
· The RF signal is converted to DC via RF rectifier;
· Any other potential power supply can be optional applied; (not shown in Figures 3 and 4, but should not be precluded)
· The power supply is managed by Power management unit (PMU);
· Demodulator (receiver):
· For RF ED receiver and Zero-IF ED receiver, the RF signal is respectively converted into baseband signal directly via RF ED and via an RF mixer with a LO.
· Low power comparator or ADC is applied;
· Modulator (transmitter):
· The CW is modulated and backscattered by modulator;
· Reflection amplifier can be optional applied.
· Some component(s), e.g., RF LNA, BB AMP, and filter(s), can be optionally applied.
· Digital BB: low power digital BB is applied;
· Clock circuit: low power clock circuit is applied at least satisfying the SFO requirement;
· The matching network can be used to suppress interference, and the bandwidth of the matching network in Device II is smaller than that in Device I, due to the higher Q value.
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Figure 5: Possible Device II-2 architecture (Zero-IF ED)
Figures 5 illustrates the potential architectures for Device II-2 with the Zero-IF receiver, which components is similar to possible Device II-1 architecture except the modulator (transmitter):
· Modulator (transmitter):
· The based band signal is converted to RF signal via an RF mixer with a LO;
· Some components, i.e., amplifier, and filter(s), can be optionally applied.

Device architecture with frequency shifting function
[bookmark: OLE_LINK7]Regarding the backscatter communication system, co-frequency interference seriously affects reception performance, and it should be handled. One effective candidate is frequency shifting. By shifting the backscatter signal from the frequency domain location of CW to another frequency domain location, the interference of CW to the backscatter signal is reduced. The frequency shifting can be achieved by a numerically controlled oscillator (NCO) in the baseband or an IF mixer [27]. For the implementation of the latter, the power consumption is about a few µW with the frequency shift within 33MHz. If the higher capability of frequency shift is required, the power consumption will be further added. Obviously, frequency shifting could be considered for Device II-1 which satisfies the power consumption requirement.
Besides, frequency shifting has another benefit, i.e., it is a candidate solution for supporting FDMA between different ambient IoT devices. By (pre-)configuring or indicating different frequency shifting, different ambient IoT devices can shift the modulated CW to different frequency points and then backscatter.  In this way, the utilization of frequency resources can be significantly improved, thereby increasing the network capacity and reducing the latency of random access. Hence, frequency shifting can be supported in ambient IoT, and the corresponding components, e.g., frequency shifter, xan be considered in the device architecture of Device II-1.
Proposal 12: Frequency shifting should be supported in ambient IoT.

For Device II-1, the device architectures with frequency shifter are given in Figures 6 and 7 respectively for devices with RF ED and Zero-IF ED receivers.
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Figure 6: Possible Device II-1 architecture (RF ED, with frequency shifter)
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Figure 7: Possible Device II-1 architecture (Zero-IF ED, with frequency shifter)

Summary of power consumption for proposed device architecture
According to relevant reference and products, we proposed the following table to summary the power consumption of ambient IoT device.
Table 4 Summary of the power consumption for ambient IoT device
	
	Device I (1µW)
Backscatter
	Device II-1(hundreds µW)
backscatter
	Device II-1(hundreds µW)
Signal generated internally
	Comments

	Matching network
	-
	-
	-
	-
	-
	-
	

	Power supply
	RF rectifier
	-
	RF rectifier
	-
	RF rectifier
	-
	Diode+RC

	Rx
	Envelope detector
	-
	Envelope detector
	Several to tens µW
	Envelope detector
	Several to tens µW
	Passive:Diode+RC
Active:MOS+RC

	
	Comparator / ADC
	~200nW
	Comparator / ADC
	~20µW
	Comparator / ADC
	~20µW
	

	
	
	-
	LNA
	~75µW
	LNA
	~75µW
	


	
	
	
	Mixer + LO (optional)
	~110µW
	Mixer+LO
	~110µW
	

	
	
	
	BB amplifier
	~10µW
	BB amplifier
	~10µW
	Optional

	Tx
	Modulator
	Tens nW
	Modulator
	Tens nW
	DAC
	10µW
	


	
	
	
	Reflection amplifier
	[45, 200]µW
	PA
	Tens to hundreds µW
	

	
	
	
	
	
	Mixer + LO
	~110µW
	


	Digital part
	Digital part
	~400nW
	Digital part
	~5µW
	Digital part
	~5µW
	

	Clock circuit
	Ring Oscillator
	Tens to hundreds nW
	-
	-
	-
	-
	

	Frequency shifter
	
	
	Frequency shifter
	Several µW
	
	
	Optional

	Total
	RF ED Device
	~1µW
	RF ED Device
	[200,350]µW
	Zero-IF ED device
	[400,700]µW +PA
	w/o frequency shifting

	
	
	
	Zero-IF ED device
	[350,800]µW
	
	
	w/o frequency shifting




[bookmark: _Ref494215420][bookmark: _Ref502921678][bookmark: _Ref502921460]Summary
In the contribution, we provides our view on the ambient IoT device architectures, and propose that,
Observation 1: For RFID tags, the power consumption of the comparator, digital BB, and clock circuit accounts for the majority of the overall power consumption.
Observation 2: The passive RFID tag can be designed with ~1µW power consumption.
Proposal 1: Various energy sources should be supported for supply power, e.g., RF, solar/light, piezoelectric (kinetic/vibration), electromagnetic, electrostatic, heat/thermal, thermoelectric, magnetic, wind/water, acoustic, etc.
Proposal 2: Designing the ambient IoT device architectures should observe the harmonized design principle.
Proposal 3: The physical layer design should take the worst device capability into account.
Proposal 4: For Rx, non-coherent detection with low power consumption should be considered.
Proposal 5: For the Ambient IoT device with 1 µW peak power consumption, the RFID tag-like architecture (i.e., Fig 1) could be the starting point.
Proposal 6: For the Ambient IoT device with 1 µW peak power consumption, the initial sampling frequency offset (SFO) up to 10X ppm, where X = 4 or 5.
Proposal 7: two UL transmission manner, i.e., backscatter and signal generated internally, only differ in UE implementation, but do not distinguish on the network side.
Proposal 8: The advanced blocks/components (e.g., envelope detector, comparator/ADC, and clock circuit) with better performance should be considered compared with the ambient IoT device with 1 µW power consumption.
Proposal 9:  For the Ambient IoT device with a few hundred µW power consumption (backscattered), the LNA and reflection amplifier could be taken into account for improving the coverage.
Observation 3: The power consumption of LP-WUR (RF ED and Zero-IF ED) can satisfy the power consumption budget few hundred µW.
Observation 4: the Zero-IF ED receiver of ambient IoT device has the better detection performance compared with RF ED receiver.
Proposal 10: The LP-WUR could be the baseline for the receiver of the Ambient IoT device with a few hundred µW power consumption.
Proposal 11: further study the IF ED LP-WUR architecture whether can be used in ambient IoT Device with few hundred µW power consumption.
Observation 5: For the A-IoT device with a few hundred µW power consumption (signal generated internally), the transmitter includes DAC, mixer, LO and amplifier at least.
Proposal 12: Frequency shifting should be supported in ambient IoT.
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