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1	Introduction
In this contribution, we discuss the issues related to the UE location verification in NTN. 
2	Discussion 
In RAN #96, the following recommendations and observations were made [1].
	[bookmark: _Hlk109747301]Recommendations:
In this study, we have identified the need to define a network based solution which aims at verifying the reported UE location information.
The verification should be performed independently from the location information reported by UE.
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
- The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-	Solutions using existing NG-RAN architecture and procedures shall be considered



	Observations:
a)	At least some of the information the UE supplies to the network will have to be considered as trusted, to avoid extreme conclusions (at least RRC measurements cannot be faked); 
b)	Core networks connecting to the same shared RAN will always require some degree of common coordination / configuration: this is typically the case for network sharing (especially MOCN). For NTN, this may include e.g. specific timer settings/behaviour for UE connection attempts;
c)	Due to mere traffic load considerations, it may not be desirable to cover whole portions of a continent, including multiple countries, with a single cell. Therefore, in real deployments the served cell information may typically be more granular than in the extreme case envisaged so far.
The above has been deemed sufficient to mitigate the issue in Rel-17.




According to the GNSS-based solutions for enhancements on UL time and frequency synchronization in Rel.17 NR NTN, gNB broadcasts ephemeris information for a serving satellite. From the ephemeris information, UE can calculate easily the deceiving measurement values of AoA and/or time difference between Tx and Rx corresponding to the deceiving location. 
On the other hand, beam ID and cell ID in which the deceiving UE belongs are not easy to deceive. 
According to above, we have following observations. 
Observation 1: Regarding the UE location information reported to gNB, some types of information are easy to deceive, while some types of information are not.  

Observation 2: If a UE can fake its GNSS-based positioning information, the UE also can fake its measured information with which UE localization can be directly calculated, such as AoA and time difference between Tx and Rx.  

According to the observations, we have following proposal.
Proposal 1: It is necessary to identify reliable measurement information.
Proposal 2: When GNSS reporting information of a UE is not reliable, the information of AoA and time difference between Tx and Rx by that UE should be considered unreliable.
Proposal 3: Estimating and verifying the location of UE by tracking the change of beam ID and cell ID to which the UE is connected can be considered. 

3	Conclusions
In this contribution, the following proposals are made.
Proposal 1: It is necessary to identify reliable measurement information.
Proposal 2: When GNSS reporting information of a UE is not reliable, the information of AoA and time difference between Tx and Rx by that UE should be considered unreliable.
Proposal 3: Estimating and verifying the location of UE by tracking the change of beam ID and cell ID to which the UE is connected can be considered. 
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