3GPP TSG RAN WG1 #109-e	R1-2205087
e-Meeting, May 9th – 20th, 2022

Source: 	Fujitsu
[bookmark: Title]Title:	Other issues on network-controlled repeaters
[bookmark: DocumentFor]Agenda item:	9.8.3
Document for:	Discussion and decision
1. Introduction
In RAN#94e, the study item on NR network-controlled (NC) repeaters was approved [1]. To enable the network-controlled functionality of repeaters, the following objectives for study were suggested in the SID.
	Study and identify which side control information below is necessary for network-controlled repeaters including assumption of max transmission power [RAN1]
· Beamforming information
· Timing information to align transmission / reception boundaries of network-controlled repeater
· Information on UL-DL TDD configuration
· ON-OFF information for efficient interference management and improved energy efficiency
· Power control information for efficient interference management (as the 2nd priority)
Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]

Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed.



Release 18 is the first release of NC repeaters. From the point of view of network, how to manage network-controlled (NC) repeaters is a very important issue which needs to be solved. We would like to discuss a bit about the identification and authorization of NC repeaters here, though the discussion on network-controlled repeaters has not started in RAN2/RAN3.
2. Discussion
In our accompanied contribution [2], we concluded that the gNB needs to identify NC repeaters to produce and provide specific side control information for them. Hence, RAN identification is necessary of NC repeaters. If NC repeaters can have L1/L2/L3, the exiting RNTI for UEs can be reused as their RAN identification.
[bookmark: _Ref100783494]Observation 1: The gNB needs to identify network-controlled repeaters and indicate the specific side control information to them. A RAN identification, or an equivalence, of the network-controlled repeaters is necessary.
· Different network-controlled repeaters locate in different places and serve different UEs. They need repeater-specific side control information at least for beamforming, power control and ON/OFF.

[bookmark: _Ref100824932][bookmark: _Ref101896700][bookmark: _Ref101979966]Proposal 1: At least a RAN identification is necessary of network-controlled repeaters.
· If network-controlled repeaters can have L1/L2/L3, the exiting RNTI for UEs can be reused as their RAN identification.

Regarding to the authorization, it could be done by either the gNB or the CN. 
The STD impacts of the authorization by the CN is probably less than that by the gNB. The existing authorization mechanism for IAB nodes can directly be reused with some minor updates. An IAB node can provide access links to UEs, touch the traffic data of UEs and the management signaling of its children IAB nodes if any. An IAB node is a network node. In comparison, NC repeaters are single-hop repeater which cannot touch any content/information of UEs. The security requirement of NC repeaters is lower than that of IAB nodes. Hence, the authorization mechanism of IAB nodes is overqualified for NC repeaters. The overqualified authorization mechanism may increase the device cost and the deployment cost of NC repeaters. The NC repeaters should be capable of establishing a NAS connection. When a new NC repeater is set up in network, the corresponding update of the core network is required.
On the other hand, except for being a network node like an IAB node, we think an NC repeater can also be a UE-like device. The NC repeater can establish a RRC connection with the gNB to obtain signaling/configuration in RAN. The gNB can identify and authorize NC repeaters within RAN. In this way, NC repeaters can be a plug-and-play device which is friendly to the maintenance cost. The security provided by the authorization in RAN is probably enough, given that NC repeaters as repetition device cannot touch any data/signaling of other devices.
[bookmark: _Ref101979975]Proposal 2: Discuss whether authorization of network-controlled repeaters is done by the gNB or the CN.

3. Conclusion
In this contribution, we consider the identification and authorization of network-controlled repeaters. We propose:
Proposal 1: At least a RAN identification is necessary of network-controlled repeaters.
Proposal 2: Discuss whether authorization of network-controlled repeaters is done by the gNB or the CN.
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