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In RAN#94e meeting, a SID for study on expanded and improved NR positioning was approved for Rel-18 where one item is to study integrity for RAT dependent positioning techniques as follows [1].
	· Improved accuracy, integrity, and power efficiency:
· Study solutions for Integrity for RAT dependent positioning techniques [RAN2, RAN1]:
· Identify the error sources, [RAN1, RAN2].
· Study methodologies, procedures, signalling, etc for determination of positioning integrity for both UE-based and UE-assisted positioning [RAN2]
· Focus on reuse of concepts and principles being developed for RAT-Independent GNSS positioning integrity, where possible.


In this contribution, we provide our views on this integrity issue for RAT dependent positioning techniques from RAN1 perspective.
Discussion
2.1 Background
In Rel-17 study item, positioning integrity for GNSS was studied, and described from multiple aspects including integrity concepts, use cases, error categories, methods in 38.857 [2]. Some concepts are introduced as follows
Integrity Concepts:
	Positioning Integrity: A measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the LCS client when the positioning system does not fulfil the condition for intended operation



KPIs:
	Target Integrity Risk (TIR): The probability that the positioning error exceeds the Alert Limit (AL) without warning the user within the required Time-to-Alert (TTA). 
Alert Limit (AL): The maximum allowable positioning error such that the positioning system is available for the intended application. If the positioning error is beyond the AL, the positioning system should be declared unavailable for the intended application to prevent loss of positioning integrity.
Time-to-Alert (TTA): The maximum allowable elapsed time from when the positioning error exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert.
Integrity Availability: The integrity availability is the percentage of time that the PL is below the required AL



Protection Level (PL): 
	Protection Level: The PL is a statistical upper-bound of the Positioning Error (PE) that ensures that, the probability per unit of time of the true error being greater than the AL and the PL being less than or equal to the AL, for longer than the TTA, is less than the required TIR, i.e., the PL satisfies the following inequality:
Prob per unit of time [((PE> AL) & (PL<=AL)) for longer than TTA] < required TIR


Basically, positioning integrity is to determine whether the positioning function satisfies positioning integrity, i.e. whether PL is larger than AL
· PL is a calculated value by the integrity computing entity (UE or LMF), and how to calculate PL depends on statistic error models of the related error sources in the assistance data. 
· AL is one of a KPI generated at LCS client side. 
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Figure 1: Relationship between Positioning Error (PE), Protection Level (PL), Alert Limit (AL), Misleading Information (MI) and Hazardous Misleading Information(HMI) [2]
In Rel-17 normative work, RAN2 discussed the following aspects for A-GNSS positioning integrity:
· Which kind of feared events should be monitored and indicated, and what is the spec impact of feared event.
· What is the signaling transfer procedure of KPIs, feared events and integrity results, under the case of MT-LR, MO-LR of UE-based integrity. 
Figure 2 and Table 1 depict the detailed feared event for GNSS positioning. Two modes were discussed for reporting integrity results. 
· Mode 1: UE directly reports PL value to LMF. (agreed in R17)
· Mode 2: UE reports integrity flag to LMF, the integrity flag is whether PL is larger than AL. (not agreed in R17)
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Figure 2. Structure of 5 kinds of feared events
Table 1. Details of 5 kinds of feared events
	Feared Event Category 
	Feared Event 
	Examples of positioning integrity assistance information (FFS) 

	1. Feared events in the GNSS Assistance Data 
	Incorrect computation of the GNSS Assistance Data, e.g. software bug, corrupt or lost data
	Validity or quality flags for existing assistance information

	
	External feared event impacting the GNSS Assistance Data, e.g. satellite, atmospheric or local environment feared events (Category 3) impacting the GNSS reference stations in the GNSS correction provider's network.
	

	2. Feared events during positioning data transmission (not treated in R17 eventually)
	Data integrity faults
	Data corruption check, e.g. CRC

	
	
	Data Authentication / Signature

	3. GNSS feared events
	Satellite feared events
e.g. bad signal-in-space or bad broadcast navigation data
	Satellite health or quality flags

	
	Atmospheric feared events
	Ionospheric indicator

	
	
	Tropospheric indicator

	
	Local Environment feared events, e.g. Multipath, Spoofing, Interference
	Assistance information: Trustable time reference, Data Authentication / Signature, Regionalized indicator of multipath, interference, jamming, spoofing, etc

	4. UE feared events (not treated in UE-based case eventually)
	GNSS receiver measurement error
	e.g., GNSS-MeasurementList

	
	Hardware faults
	*

	
	Software faults
	*

	5. LMF feared events (not treated in R17 eventually)
	Hardware faults
	*

	
	Software faults
	*


Eventually, 37.355 [3] is updated in Rel-17 to specify the necessity LPP signaling procedure for A-GNSS integrity. Some detailed agreements can be found in Appendix. 
In Rel-17 for A-GNSS, for each error source, the parameters for error moles are provided by the location server via Assistance Data. Specifically, Gaussian distribution is assumed for each error model, and a mean and variance value are provided. For example, clock error model for integrity is shown as follows. 
SSR-IntegrityClockBounds-r17 ::= SEQUENCE {
	meanClock-r17							INTEGER (0..255),
	stdDevClock-r17							INTEGER (0..255),
	meanClockRate-r17						INTEGER (0..255),
	stdDevClockRate-r17						INTEGER (0..255),
	...
}
Then, UE calculates and reports the horizontal PL, vertical PL and achievable target integrity risk.
2.2 Views on integrity for RAT dependent positioning
Basically, positioning integrity is a measure of the trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the LCS client when the positioning system does not fulfil the condition for intended operation. Hence, it is beneficial to extend the integrity procedure for A-GNSS to RAT dependent positioning including all wireless positioning methods defined in Rel-16 and 17, so that the integrity can enable applications or LCS client to make the correct decisions. 
For example, when wireless positioning system cannot provide enough accurate positioning service for an automatic driving use case, it can trigger feared event report to LCS client for warning, and then driving mode can be switched to manual driving for safety.  
Observation 1: It is beneficial to extend the integrity procedure for A-GNSS to RAT dependent positioning in Rel-18, so that the integrity can enable LCS client to make the correct decisions. 

In order to extend positioning integrity to RAN-dependent positioning methods, feared event error sources and error models should be discussed. In our view, error sources and error models should be separately discussed for different positioning methods at least considering the following aspects
· PRS/SRS measuring error at UE side or gNB side; 
· Synchronization error between TRPs; 
· This may be only for DL and UL TDOA methods. 
· Timing error between baseband and Antenna in which UE/TRP do not have the capability to calibrate;
· Hardware errors of TRP and/or UE
· Software errors of TRP and/or UE
For each error source, we think Gaussian distribution can still be assumed as similar as for A-GNSS. 
Moreover, we think support of both LMF-based and UE-based integrity is needed. LMF-based positioning integrity can be at least used in multi-RTT and UL-TDOA method. 
Proposal 1: For positioning integrity to RAN-dependent positioning methods, feared event error sources and error models should be studied. The error sources can include PRS/SRS measuring error at UE side or gNB side, synchronization error between TRPs, Timing error between baseband and Antenna in which UE/TRP do not have the capability to calibrate. 

Conclusion
In this contribution, we provide our views on this integrity issue for RAT dependent positioning techniques
Observation 1: It is beneficial to extend the integrity procedure for A-GNSS to RAT dependent positioning in Rel-18, so that the integrity can enable LCS client to make the correct decisions. 
Proposal 1: For positioning integrity to RAN-dependent positioning methods, feared event error sources and error models should be studied. The error sources can include PRS/SRS measuring error at UE side or gNB side, synchronization error between TRPs, Timing error between baseband and Antenna in which UE/TRP do not have the capability to calibrate. 
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Appendix
	1. RAN2 agrees that the PL will be reported in the Integrity Results. It is FFS whether Mode 2 and the TIR, AL, TTA that were used in the integrity calculation will also be reported in the integrity results.
2. RAN2 agrees to use Common Positioning IEs to transfer the KPIs and Integrity Results.
3. RAN2 agrees that the LPP procedures can be used to transfer the KPIs and Integrity Results. For UE-assisted, the LCS procedures remain FFS in the case of MO-LR.
4. RAN2 confirms that LPP messages RequestLocationInformation and ProvideLocationInformation are used to transfer integrity KPIs/results, respectively, for GNSS positioning at least for UE-based mode.
5. RAN2 confirms that LPP messages RequestAssistanceData and ProvideAssistanceData are used to transfer integrity assistance data for GNSS positioning at least for UE-based mode.
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Figure 3. LPP assistance data transfer
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Figure 4. LPP location result transfer
· MO-LR & UE based positioning integrity determination (UE initiates the positioning request and integrity computing entity is UE)
· LMF tells UE the assistance data of feared events used to calculate PL(via A-GNSS-ProvideAssistanceData)
· UE calculates PL after UE obtain measurement results
· UE knows KPIs, and determines positioning integrity by itself
· MT-LR & UE based positioning integrity determination (NW/LCS client initiates the positioning request and integrity computing entity is UE)
· LMF tells UE the assistance data of feared events used to calculate PL (via A-GNSS-ProvideAssistanceData)
· LMF tells UE KPIs (via CommonRequestLocationInformation)
· UE calculates PL after UE obtain measurement results
· UE should report to LMF:(via CommonProvideProvideLocationInformation)
· Mode 1: PL value and achieved TIR
· LMF tells the integrity results to external LCS client
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