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Introduction
When the foundation has been laid in R17, enhancements can be considered to improve the support for the mentioned use cases and also to expand RedCap into a new range of use cases such as smart grid. To further expand the market for RedCap use cases with relatively low cost, low energy consumption, and low data rate requirements, e.g., industrial wireless sensor network use cases, some further complexity reduction enhancements should be considered. 
According to the R18 RedCap SID [1], at least the following solutions should be studied.
	· Study further UE complexity reduction techniques based on Rel-17 evaluation methodology in TR 38.875 [RAN1]
· Consider network impact, coexistence of Rel-17 and Rel-18 RedCap and non-RedCap UEs in a cell, UE impact, specification impact
· Potential solutions, which may complement each other, for reducing device complexity are focusing on:
· UE bandwidth reduction to 5MHz in FR1,
· Possibly in combination with relaxed UE processing timeline for PDSCH and/or PUSCH and/or CSI
· reduced UE peak data rate in FR1, 
· Possibly including restricted bandwidth for PDSCH and/or PUSCH
· Possibly in combination with relaxed UE processing timeline for PDSCH and/or PUSCH and/or CSI


The WI of R18 RedCap will be launched after SI, and some of the WI objectives will be confirmed based on SI outcome. The latest draft scope of RedCap WID [2] is as follows:
	To further expand the RedCap use cases, the following enhancements can be considered:
Power saving/energy efficiency enhancements   
· Enhanced eDRX in RRC_INACTIVE (>10.24s) [RAN2, RAN3, RAN4]
· Note that this objective requires SA2, CT1 involvement
Complexity/cost reduction   
· TBD based on SI outcome: Further reduced UE cost / complexity [RAN1] 
· 
· Support for lower UE power class [RAN4] 
· Focus on non-coverage-limited scenarios, e.g., indoor industrial


In our understanding, the intention of R18 RedCap is to enlarge the market for RedCap. Therefore, in this contribution, we share our views for R18 RedCap WI scope in addition to the current objectives.
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Use cases extension - Differential protection in smart grid
As descripted in the justification part of SID, enhancements can be considered to expand RedCap into a new range of use cases such as smart grid. In fact, CEPRI (China Electric Power Research Institute), a directly affiliated institute of State Grid Corporation of China proposed to consider smart grid differential protection backup in R18 [3]. As one of the key requirements of differential protection backup is low cost, then support the differential protection backup in R18 RedCap is reasonable.
Background of differential protection
For line current differential protection, SA1 had already studied this service in R18 [4] [5]. According to [4], the mechanism of line current differential protection follows the Kirchhoff's current law, which is that the sum of currents at a junction of a circuit equals to zero, the principle and structure of the line current differential protection can be illustrated in the following figure.
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Figure 1: Line Current Differential Protection by two protection relays (Relay_a and Relay_b) [4]
Two protection relays deployed at two substations form the protection zone, each protection relay continuously measures its local current and transmits it towards the other. Each protection relay compares the locally measured current and the current received from the remote relay to calculate the differential current at a specific instant of time. Whenever the differential current exceeds the threshold values as determined by the relay restraint characteristics, the relay will send a trip command to the circuit breaker (XCBR) to open the circuit, thus protecting the power line from being burnt down and any secondary damages a fireball blaze on the power line can cause.
In order to make the differential protection timely and effective, the phase segregated current value data needs to be exchanged continuously and frequently (always online) between two stationary protection relays via fixed topological structure, and the communication reliability and latency between two protection relays are need to be guaranteed within a very strict range. In addition, the relays must be aligned in time, excessive time-misalignment will result in increase or decrease of the apparent differential current, causing blocking of the protection or in the worst case a false trip. Lastly, to avoid being attacked, differential protection also requires high security. According to [4][5] and vertical’s demand, the communication requirements of  differential protection are as follows:
Table 1: KPIs of line current differential protection
	Communication service availability
	End-to-end latency: maximum
(note)
	Time synchronization accuracy
	Service bitrate: user experienced data rate
	Message size [byte]
	UE speed
	UE density [#/km2)]

	> 99.999 %
	10ms
	<10us
	2.5 Mbit/s
	< 245
	Stationary
	≤ 100/km2

	Note: UE-to-UE communication



By the end of 2020, the length of 220kv(and above) electric transmission line in the national power grid is around 794,000 kilometers in China, while the length of 6-20kv electric transmission line is 4.273 million kilometers. For the 6-20kv electric transmission line, there are around 5.242 million distributing transformers and 5.868 million distributing switching deployed inside of it, in addition, the established 10kv tower is over 20 million set. However, due to the high cost and construction difficulty, the length of 10 kv optical fiber access network is only 210,000 kilometers. 
Based on the situation, there is a huge demand on fast/accurate fault location of power distribution, fast self-healing of non-fault areas and improve the reliability of the power supply by using 5G network. Furthermore, 5G can also solve the difficulty of traditional protection processing in abnormal situations, such as CT disconnection, dead-zones fault and loss of single-point of information, improve the sensitivity and reduce the action time of the protection. Therefore, the demand for 5G-based differential protection is huge and imminent.
Observation 1: The market of differential protection by using 5G for communication is huge especially for low voltage lines below 110 thousand volt, e.g. in China and other regions. 

Requirements of 5G back up for differential protection 
In order to further guarantee the reliability of differential protection, the traditional differential protection and the high voltage differential protection are usually in an 1+1 (even 1+N) backup mode on the main equipment of high voltage and the communication equipment. This backup mode can be illustrated in the following figure 2.
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Figure 2: Traditional back up for differential protection
Currently, the pilot programs of 5G-based differential protection have been running in many transformer substations of different areas. However, due to the lack of 5G-based back up for differential protection, the power grid operator doubt the reliability of 5G wireless transmission. Some power grid operators only use 5G differential protection as a backup way of differential protection communication, and the main channel is still optical fiber or power line carrier, this restricts the wide scale application of 5G differential protection.
In fact, those doubts make senses, as single communication terminal may damage, and the change of environmental factors may lead to instantaneous depth fading, these situations may lead to a connection failure between the communication terminal and the gNB, and further lead to differential protection failure. It faced the challenge of failing to meet the high reliability depends on the successful reception just relying on only one terminal in real scenarios, therefore, 5G-based back up  is urgent and essential for differential protection in the smart grid.
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Figure 2: 5G back up for differential protection
Observation 2: The idea of backup mode for differential protection signals transmitted by NR is one urgent and essential requirement for NR application on smart grid. 
Observation 3: NR backup mode for differential protection can potentially resolve the concern from grid customers on wireless transmission robustness and is aligned with the differential protection devices which are traditionally equipped by 1+1 or 1+N backup mode.  

Consider 5G back up for differential protection in R18 RedCap
The original intention of RedCap is to support IOT use cases, furthermore, it was captured in the draft SID/WID justification part [1][2] that some enhancements can be considered in R18 to expand RedCap into smart grid use case. Therefore, it is naturally to specify the corresponding features for RedCap to support specific use cases in smart grid, e.g., differential protection backup. In addition, as analyzed in chapter 2.1.2, the required peak data rate and processing capability for the UE in differential protection backup use case are relatively low, and under the structure of 1+1 or 1+N back up, the cost is very important factor to deploy the differential protection backup. The requirements of differential protection backup are very compatible with RedCap's characteristics. Therefore, it is very suitable to consider differential protection backup in RedCap item. 
Proposal 1: Including the differential protection backup requirement into R18 RedCap WI.
In order to support differential protection UE back up, as we discussed in our previous contribution [6], there are several possible solutions, e.g., SA based solution, implementation (application layer) based solution or specification based solution. If the differential protection backup can be included in the R18 RedCap item, the solutions can be further discussed.

Security enhancement
The security of Redcap is an important factor for industry 5G application together with network slice and NSAAA feature [7]. However, R17 RedCap mainly focus on physical layer, such as cost reduction and UE capability reduction, etc. In R18, it is deserved to pay some efforts on security aspects which is beneficial to 5G eco-system for industry application and can bring more confidence to vertical customers.
· Encryption. UP security policy including confidentiality protection and integrity protection for RedCap application. 
· Access control. Apart from preventing unauthorized Redcap UE to access to slice or due to slice overload, the user data access attribute defined in GST [8] should be considered as well. There are three values of user data access, includes direct internet access, termination in the private network and local traffic (no internet access) respectively. By restricting the direction of user data, security can also be guaranteed.
· Isolation. The isolation is an important feature for slice and consists of physical isolation and logical isolation, which also provides a foundation for security. However, the isolation level defined in GST has not been considered in R17 [9].  In addition, different slices (eMBB, URLLC and mMTC) could be simultaneously used for R18 RedCaps in one 2B network. Enhancement to existing SST or introduce a new Redcap slice type could be discussed in R18. 
Proposal 2: Encryption and Slicing enhancement should be considered from RedCap application perspective in R18 WI, especially related to security part. 

Cross-functionalities
Cross-Functionalities, like NTN based RedCap, are also considerable in R18. In addition, for a) supporting V2X/PC5 on n47 V2X, b) operating in unlicensed bands, c) supporting SUL, there was no work on any RedCap specific specification update in R17 for them, if found necessary, the enhancements for these  operations can be included in the R18 RedCap WI scope.
Further, if the related enhancements are specified in other R18 WIs/SIs (e.g., coverage enhancements in R18, it can be assumed to be candidate features to R18 RedCap UEs.
Proposal 3: Enhancements coming from cross-Functionalities for both eMBB and Non-eMBB Evolution can be assumed to be candidate features to R18 RedCap UEs.
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Based on the analyses and discussions, we have the following observations and proposals:
Observation 1: The market of differential protection by using 5G for communication is huge especially for low voltage lines below 110 thousand volt, e.g. in China and other regions. 
Observation 2: The idea of backup mode for differential protection signals transmitted by NR is one urgent and essential requirement for NR application on smart grid. 
Observation 3: NR backup mode for differential protection can potentially resolve the concern from grid customers on wireless transmission robustness and is aligned with the differential protection devices which are traditionally equipped by 1+1 or 1+N backup mode.  
Proposal 1: Including the differential protection backup requirement into R18 RedCap WI.
Proposal 2: Encryption and Slicing enhancement should be considered from RedCap application perspective in R18 WI, especially related to security part. 
Proposal 3: Enhancements coming from cross-Functionalities for both eMBB and Non-eMBB Evolution can be assumed to be candidate features to R18 RedCap UEs.



[bookmark: _GoBack]Reference 
[1] RP-213661, New SID on Study on further NR RedCap UE complexity reduction. RAN#94e, December 6 - 17, 2021.
[2] RP-212705, New WID on enhanced support of reduced capability NR devices
[3] RP-213243 Motivation on smart grid differential protection backup for Rel.18, CEPRI, China Southern Power Grid, CMCC, China Telecom, Spreadtrum Communications. RAN#94e, December 6 - 17, 2021.
[4] TR 22.867, Study on 5G Smart Energy and Infrastructure_v18.1.0, (Release 18), 2021-09.
[5] TS 22.104, Service requirements for cyber-physical control applications in vertical domains_v18.2.0, (Release 18), 2021-09.
[6] RP-213211, Smart grid differential protection backup requirement for Rel.18, Spreadtrum Communications, CEPRI, China Southern Power Grid, H3C, Xiaomi. RAN#94e, December 6 - 17, 2021.
[7] TS 33.501, Security architecture and procedures for 5G system.
[8] Generic Network Slice Template, Version 4.0, 23 November 2020.
[9] TS 28.541, Management and orchestration; 5G Network Resource Model (NRM); Stage2 and stage3.
image1.png
Power line





image2.png
Back up optical fiber

Main optical fiber

Relay_a (main)

Relay_a’(back up)

Relay_b (main)

Relay_b’ (back up)




image3.png
-

_-*" Relay_b (main)

Relay_a (main) . .
5G gNB. R

: b
ﬁ UEY’ (back up) UE?’ (back up)

Relay_b’ (back up)
Relay_a’(back up)

b




