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Introduction
In Rel-16 native NR positioning support was standardized and in Rel-17 enhancements were made. At RAN#94 a new SI was approved on enhancements for Rel-18 NR positioning [1]. This contribution discussed our views related to RAT-dependent integrity. Our companion contributions discuss our other views [2-8]. The objective in the SID is: 
· Study solutions for Integrity for RAT dependent positioning techniques [RAN2, RAN1]:
· Identify the error sources, [RAN1, RAN2].
· Study methodologies, procedures, signalling, etc for determination of positioning integrity for both UE-based and UE-assisted positioning [RAN2]
· [bookmark: _Hlk510705081]Focus on reuse of concepts and principles being developed for RAT-Independent GNSS positioning integrity, where possible
Discussion
Overview of Integrity
GNSS integrity has been introduced into NR specifications during Rel-17. The following definitions were introduced in [9,10]:
Positioning integrity: A measure of the trust in the accuracy of the position-related data and the ability to provide associated alerts.
Error: Error is the difference between the true value of a GNSS parameter (e.g. ionosphere, troposphere etc.), and its value as estimated and provided in the corresponding assistance data as per Table 8.1.2.1b-1
Bound: Integrity Bounds provide the statistical distribution of the residual errors associated with the GNSS positioning corrections (e.g. RTK, SSR etc). Integrity bounds are used to statistically bound the residual errors after the positioning corrections have been applied. The bound is computed according to the Bound formula defined in Equation 8.1.1a-2. The bound formula describes a bounding model including a mean and standard deviation (e.g. paired over-bounding Gaussian). The bound may be scaled by multiplying the standard deviation by a K factor corresponding to an IRallocation, for any desired IRallocation within the permitted range.

Time-to-Alert (TTA): The maximum allowable elapsed time from when the Error exceeds the Bound until a DNU flag must be issued.
DNU: The DNU flag(s) corresponding to a particular error as per Table 8.1.2.1b-1. Where multiple DNU flags are specified, the DNU condition in Equation 8.1.1a-1 is present when any of the flags are true (logical OR of the flags).
Residual Risk: The residual risk is the component of the integrity risk provided in the assistance data as per Table 8.1.2.1b-1. This may correspond to the fault case risk but the implementation is permitted to allocate this component in any way that satisfies Equation 8.1.1a-1
irMinimum, irMaximum: Minimum and maximum allowable values of IRallocation that may be chosen by the client. Provided as service parameters from the Network according to Integrity Service Parameters.
Correlation Times: The minimum time interval beyond which two sets of GNSS assistance data parameters for a given error can be considered to be independent from one another.

Additionally the following IEs were added and are helpful for understanding the integrity concept in GNSS:
targetIntegrityRisk indicates the Target Integrity Risk (TIR) for which the Protection Level (PL) is requested. The TIR is given by P=10-0.1n [hour-1] where n is the value of targetIntegrityRisk and the range is 10-1 to 10-9 per hour.
Given the high degree of commonality between the RAT-D and RAT-I modes, it makes sense to reuse as much as possible the methodology and mechanisms specified for the RAT-I mode in the RAT-D study
Proposal 1: Reuse the above definitions for RAT-dependent integrity and update the references to GNSS to also include RAT-dependent methods. 
Potential Error Sources
In our understanding RAN1 should focus on the potential error sources for RAT-dependent positioning and the majority of the overall study on RAT-dependent integrity should be handled by RAN2. 
Table 1 presents the sources of errors, organized into those that are common or specific to each mode for RAT-dependent positioning: 
	Common RAT-D & RAT-I
	Specific to RAT-I
	Specific to RAT-D

	· Feared events during positioning data transmission
· UE feared events ( measurement error, SW or HW bugs)
· LMF feared events (HW & SW bugs)
· Multipath
· Noise & interference
· Jamming and spoofing

	· Feared events in GNSS assistance data (incorrect computation, bug or lost data)
· GNSS feared events: 
· Satellite health, 
· atmospheric feared events (Iono/Tropo)

	· Feared events in 5GS assistance data (if any) 
· gNB feared events: 
· Measurements error
· Calibration error
· Synchronization offset/drift among TRP for timing based methods)
· Timing errors as defined by [9]
· SW/HW bugs



[bookmark: _Ref101959648]Table 1 Identified source of errors

It should be noted that different methods have different error sources. 
Observation 1: Different RAT-dependent methods have different error sources. 
Proposal 2: For DL-TDOA and UL-TDOA the following error sources have been identified: multipath, noise, interference, synchronization offset/drift among TRPs, timing errors as defined in TS 38.305, spoofing, jamming,  calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1.
Proposal 3: For Multi-RTT the following error sources have been identified: multipath, noise, interference, timing errors as defined in TS 38.305, spoofing, jamming, calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1. 
Proposal 4: For UL-AoA and DL-AoD, the following error sources have been identified: multipath, noise, interference, spoofing, jamming, calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1. 
We would like to highlight that some of the above error sources may be highly dependent on specific implementations. This may make it very difficult to model the distribution of these error sources in a useful way. For example, the synchronization offset/drift among TRPs is highly dependent on how the system is deployed/operated. 
Observation 2: Some error sources may be difficult to model due to their dependence on specific implementations. 
As such RAN1 needs to consider the best way to model the identified error sources and/or determine alterntiave solutions for dealing with them in the integrity context. 
Proposal 5: RAN1 to study how to model the RAT-dependent error sources. 
One of the identified error sources is spoofing and jamming. A fundamental component of enabling NR positioning integrity is to enable the NR network to detect fraudulent activity targeted at faking the UE’s location. Therefore, there is a need to define a signalling framework for detecting malicious activities in positioning. The purpose of such framework is to ultimately detect where (in time-frequency and space) the fraudulent device operates. Once a fraudulent device is detected, actions to preserve the positioning integrity are taken (e.g. reduce or cancel the effect of the fraudulent device on the affected positioning session by removing the device, learn its transmission behaviour and avoid the impacted resources, etc.).  
Proposal 6: RAN1 to study anomaly detection (e.g., for spoofing and jamming) as part of RAT-dependent integrity as well as other methods for overcoming spoofing attacks. 
Conclusion
In this contribution we made the following observations and proposals: 
Proposal 1: Reuse the above definitions for RAT-dependent integrity and update the references to GNSS to also include RAT-dependent methods.
Observation 1: Different RAT-dependent methods have different error sources. 
Proposal 2: For DL-TDOA and UL-TDOA the following error sources have been identified: multipath, noise, interference, synchronization offset/drift among TRPs, timing errors as defined in TS 38.305, spoofing, jamming,  calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1.
Proposal 3: For Multi-RTT the following error sources have been identified: multipath, noise, interference, timing errors as defined in TS 38.305, spoofing, jamming, calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1. 
Proposal 4: For UL-AoA and DL-AoD, the following error sources have been identified: multipath, noise, interference, spoofing, jamming, calibration errors, and antenna movement. RAN1 should determine a high-priority subset of error sources to be discussed in RAN1. 
Observation 2: Some error sources may be difficult to model due to their dependence on specific implementations.
Proposal 5: RAN1 to study how to model the RAT-dependent error sources.
Proposal 6: RAN1 to study anomaly detection (e.g., for spoofing and jamming) as part of RAT-dependent integrity as well as other methods for overcoming spoofing attacks.
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