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Introduction
The RAN1 study for R17 RedCap devices was completed in Q4 2020, and a new WID was approved in RAN-90e meeting [1]. A main objective of the WI is to specify higher layer support for the enhancements of R17 RedCap devices, including:
· Specify definition of RedCap UE type(s) including set(s) of L1 capabilities for RedCap UE identification and for constraining the use of those RedCap L1 capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths.
· Specify functionality that will enable RedCap UEs to be explicitly identifiable to networks and allow operators to restrict their access if desired.
· Specify necessary updates of UE capabilities (38.306) and RRC parameters (38.331).
In this contribution, we discuss the higher layer support for NR Rel-17 RedCap devices, including:
· Cross-layer design consideration for access control/restriction/barring
· Early indication of reduced capabilities during RACH procedure
[bookmark: _Hlk23927392][bookmark: _GoBack]Cross-Layer Design Considerations for Access Control/Restriction/Barring of NR RedCap Devices
Based on the R17 study[1], the max UE BW assumed for RedCap devices is sufficient for the acquisition of NR R15/16 SSB and SIB1. As a result, RedCap UE and non-RedCap UE can share the same cell-defining SSB, CORESET0 and SIB1. 
Within the payload of NR R15/16 MIB, there is a spare bit un-used by non-RedCap UE, which can be used by network to indicate the support of R17 RedCap devices. On the other hand, if more than 1 bit is needed for the indication, a dedicated information element can be included in the SIB1.
To support the access control, access restriction and access barring of R17 RedCap devices, it is necessary to specify:
· The procedure by which UE identifies itself as RedCap. The existing registration request can be a good candidate for consideration, because it is the procedure in which UE submits its identity to core network and it is the core network that can enforce restriction on UE’s services and intended uses. 
· The framework by which network ensures RedCap UEs are restricted to only their intended use. We think this framework should consist at least the following two procedures:
· Subscription validation. The procedure needs to be performed to confirm whether UE’s device type (RedCap) matches its subscription. More specifically, after network receives UE’s RedCap indication, it needs to verify UE’s indication against its subscription plan, which includes information such as whether UE’s plan supports RedCap (and/or its allowed set of RedCap categories). Network can reject UE’s registration request if UE indicates RedCap but its subscription says otherwise. Similarly, if UE subscription is RedCap but UE does not indicate that during registration request, network can reject the UE registration.
· Capability match. Verification of UE’s RedCap indication against its subscription does not completely prevent a hacked or misconfigured UE from reporting a wrong indication. Therefore, network needs to perform an additional verification on whether UE’s radio capabilities also match with the capability criteria associated with UE’s RedCap indication. 
There are procedures already defined in the current SA specs that can be used for the purposes described above. They only need to be enhanced to support the new RedCap indication in their signaling.     
· The framework by which network restricts/controls RedCap UE’s access, if desired. In NR Rel-15, a unified access control (UAC) framework was designed to enable access control on a variety of access categories/identities, with enough future compatibility built in. For NR Rel-17, the UAC framework can be re-used, with necessary enhancement for the access identities, to enable access restriction/control on RedCap UE at least during network congestion. On the other hand, gNB can also advertise its support for RedCap in system information in the same fashion as for eMTC in LTE, or employ dedicated signaling to configure RedCap UEs with a list of cells that it may or may not access .

Therefore, we have the following proposals:
[bookmark: p1]Proposal 1: The following options can be considered by network to indicate support R17 RedCap devices:
· Option 1: using the spare bit of MIB
· Option 2: using dedicated IE of SIB1
[bookmark: p2]Proposal 2:  Support enhancements of existing access control procedures and frameworks to support restricted use and restricted access of NR Rel-17 RedCap UEs.

Early Indication of Reduced Capabilities During RACH Procedure
[bookmark: _Hlk40395323]Early indication of RedCap device type before the establishment of RRC connection is beneficial to optimize the tradeoff of coverage,  scheduling flexibility and efficiency. For example, gNB needs to consider the differences of initial BWP configurations when scheduling msg3 transmission/retransmission. Coverage recovery schemes for the RAR and contention resolution message transmitted to the RedCap UE. Moreover, if a delay-tolerant RedCap UE and a delay-sensitive URLLC UE are accessing the network simultaneously, early indication by RedCap UE can better help the network to prioritize the access request and coordinate the resource allocation to fulfill the QoS requirements of different service type.
Therefore, it is useful and necessary to study a mechanism by which UE can indicate that it has only reduced capabilities during connection establishment procedure.
[bookmark: p3]Proposal 3: Support early indication of RedCap device type by Type-1 and Type-2 RACH procedures.
Due to the relaxation of latency requirements for R17 RedCap devices [2], the RAR delivery for Non-RedCap UE can be prioritized, as shown by Figure 1.
[bookmark: p4]Proposal 4: FFS RAR window configuration for initial access of RedCap UE.
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Figure 1: Separate RAR Window Configurations for RedCap and Non-RedCap Devices


Conclusions
[bookmark: _Hlk58502603]Based on the agreement at RAN#90e meeting [2], detailed WI objectives for higher layer support of R17 RedCap devices are to be refined at RAN#91e. The work of RAN1 and RAN2 on this objective shall start after RAN#91e. 
Based on the existing status of discussion in RAN1 and RAN2, we have the following proposals:
Proposal 1: The following options can be considered by network to indicate support R17 RedCap devices:
· Option 1: using the spare bit of MIB
· Option 2: using dedicated IE of SIB1
Proposal 2:  Support enhancements of existing access control procedures and frameworks to support restricted use and restricted access of NR Rel-17 RedCap UEs.
Proposal 3: Support early indication of RedCap device type by Type-1 and Type-2 RACH procedures.
Proposal 4: FFS RAR window configuration for initial access of RedCap UE.
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