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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introductions
In RAN #90-e meeting, the WID on support of reduced capability NR devices was approved in [1]. The objectives related to the Higher layer support for RedCap NR devices are following:
	· [bookmark: _Hlk58502603]Specify higher layer support of enhancements listed above [RAN2, RAN1]. Details are to be refined at RAN#91e taking the outcome of the RedCap SI into account, and work on this objective shall start after RAN#91e:
· Specify definition of RedCap UE type(s) including set(s) of L1 capabilities for RedCap UE identification and for constraining the use of those RedCap L1 capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths.
· Specify functionality that will enable RedCap UEs to be explicitly identifiable to networks and allow operators to restrict their access if desired.
· Specify necessary updates of UE capabilities (38.306) and RRC parameters (38.331).



In this contribution, we provide our views mainly on UE identification and access restrictions. 

2. RedCap UE identification 
RedCap UEs need to be identified in order to ensure the network can provide services properly for the UE. The following options for including the indication have been discussed in RedCap SI, however, no conclusion or recommendation could be reached
· Option 1: Msg1 (Separate initial UL BWP for RedCap UEs or PRACH partitioning)
· Option 2: Msg3
· Option 3: Msg5
· Option 4: MsgA for 2 step RA
It was agreed in RAN1#103-e meeting [2] that the Option 4 (during MsgA transmission) are deprioritized until further progress is made on Options 1 and 2 for 4-step RACH procedure.
Above options are viewed as solutions for “early” identification of RedCap UEs with the difference in the “early” stage. Before agreeing on any options, the necessity for such early identification should be justified. 
In the RAN2#112-e meeting, following agreements were achieved for UE identification:
	Agreements:
1.	Whether it is needed to identify RedCap UEs during Msg3 from RAN2 perspective or not depends on the following two aspects:
-	Whether Msg4/5 special handing for RedCap UE is needed, pending RAN1
-	Whether there is a need to reject part of RedCap UEs in addition to cell barring and UAC mechanism
Agreements:
1. Include the possible options (msg1, msg3, msg5) in the TP without saying anything on RAN2 preferences on when identification is required
2. Do not send a LS on RedCap UE identification to RAN1 and wait for more RAN1 process



In addition, some observations on the necessity were made in RAN1#103-e for above option 1/2/3 in [3]:
	On Necessity of Options 1/2/3:
Agreements:
· Observation: Early identification of RedCap UE type(s) during transmission of Msg1 may be necessary for:
· coverage recovery (including link adaptation) for one or more of: Msg2 PDCCH/PDSCH, Msg3 PUSCH and PDCCH scheduling Msg3 reTx, Msg4 PDCCH/PDSCH or PUCCH in response to Msg4, Msg5 PUSCH and associated PDCCH, if it is determined that coverage recovery for RedCap UEs is necessary for one of more of these channels;
· identifying UE minimum processing times capabilities for PDSCH processing and PUSCH preparation, if relaxations to UE min processing times are defined for N1 and N2;
· identifying UE capability for UL modulation order for Msg3 and Msg5 scheduling, if relaxations to max UL modulation order (i.e., UL modulation order restricted to lower than 64QAM) are introduced;
· identifying UE max bandwidth capability for Msg3 and Msg5 scheduling and PUCCH in response to Msg4.
· Note: Exact necessity depends on outcome of studies on UE cost/complexity reduction in AI 8.6.1 and Coverage Recovery in AI 8.6.3, and the SI on Coverage Enhancements.  
Agreements:
· Observation: If early identification of RedCap UE type(s) via Option 1 is not supported, identification of RedCap UE type(s) during transmission of Msg3 may be necessary for coverage recovery (including link adaptation) for one or more of: Msg4 PDCCH/PDSCH, Msg5 PUSCH and associated PDCCH
· Note: Exact necessity depends on outcome of studies on Coverage Recovery in AI 8.6.3

Agreements:
· Observation: If early identification of RedCap UE type(s) via Options 1, 2, or 4 are not supported, then RedCap UE type(s) need to be identified either during transmission of Msg5 or as part of UE capability reporting.



According to above, for option 1 and option 2, one motivation is for coverage recovery for Msg.2/3/4/ Msg5 PUSCH and associated PDCCH. 
Based on observations of RedCap coverage study [4], the bottleneck channels are uplink, there is need to compensate the coverage loss in UL, while no coverage issue is identified for DL. Therefore, coverage recovery for Msg.2/4 and associated PDCCH is not necessary and not required for RedCap. For Msg.3 and PUSCH, it is noted that the Coverage Enhancements WI will specify mechanisms like Type A PUSCH repetitions for Msg3, TB processing over multi-slot PUSCH and joint channel estimation etc. It is not specific for RedCap UEs, a general solution for differentiating the UEs supporting/requiring repetitions and UEs not supporting/requiring repetitions is more desirable.  
Observation 1: Coverage enhancements for Msg.3 PUSCH are common for all UE types and not specific for RedCap UEs, if coverage enhancements SI/WI decide the solutions for differentiating the UEs supporting/requiring repetitions and UEs not supporting/requiring repetitions, it is desirable to reuse the solutions for RedCap UEs. 
There are additional motivations proposed for option 1 to support the early identification:
· Identify UE minimum processing times capabilities for PDSCH processing and PUSCH preparation, if relaxations to UE min processing times are defined for N1 and N2
· Identifying UE capability for UL modulation order for Msg3 and Msg5 scheduling, if relaxations to max UL modulation order (i.e., UL modulation order restricted to lower than 64QAM) are introduced;
Based on the approved WID scope, there are no objective to specify relaxations to UE min processing times for N1 and N2 compared to Rel-15/Rel-16, no relaxations to max UL modulation order. Therefore, about motivations do not exist anymore. 
Observation 2: According to the WID, early identification of RedCap UEs is not needed for relaxing the processing time, UL modulation order .
Proposal 1: 
· No support of early identification of RedCap UEs by Msg. 1 and Msg. 3.
· RedCap UE type(s) need to be identified either during transmission of Msg5 or as part of UE capability reporting.
We slightly prefer to be identified as part of UE capability reporting since the latency reduction achieved by using Msg5 is marginal compared to UE capability reporting. 

3. Enhancement of UAC for RedCap UEs
3.1 Groups of RedCap Devices for Access Restriction
RedCap WI is expected to support three use cases. The requirements for each use case are summarized in the following table. 
Table I: RedCap use cases and requirements
	Use cases
	reference bit rate 
	end-to-end latency 
	reliability /availability 
	peak bit rate
	Battery 

	Industrial sensor
	<2Mbps (UL heavy)
	<100ms;
5-10ms for safety related sensors
	Availability:99.99% 
	N/A
	few years

	Video surveillance
	2-4 Mbps for economic video; 7.5-25 Mbps for High-end video
	< 500 ms
	Reliability: 99%-99.9%. 
	N/A
	N/A

	Wearable
	5-50 Mbps in DL and 2-5 Mbps in UL 
	N/A
	N/A
	Up to 150 Mbps for DL and up to 50 Mbps for UL
	Multiple days (up to 1-2 weeks)



In general, it is preferred to define less UE types considering the economics of scale and to avoid market fragmentation. However, according to the above description, it can be noticed that even for RedCap devices the range of bitrate for different devices may vary greatly, e.g. from less than 2 Mbps to up to 150 Mbps. In [5], we discussed the UE type or category based on the requirements (e.g. maximum bitrate supported) for RedCap UEs. It is beneficial to support two UE types for RedCap devices to cover various use cases: high-end (i.e. high bitrate) and low-end (i.e. low bitrate) devices. As different bitrate implies different requirements on the amount of radio resource, hence the UE type should be considered while performing the access control.
It’s worth noting that the services provided by the low-end RedCap devices are NOT always low priority services. For example, a wearable eHealth related device needs to transfer collected medical data of the user to the hospital when acute disease occurs. Another example is some smart watches can detect that the user has fallen. When an accident like this occurs, a hard fall alert is delivered, and the user or the watch itself may initiate a call for emergency services. Besides, there are of course other low-end RedCap devices only used for delay tolerant service, such as a thermometers senor in a fish tank. In summary, we observed following:
Observation 3: Low-end RedCap devices can be further divided into 2 use cases based on the provided service considering different access requirements:
· Low-end wearable devices: devices may be used for important or delay sensitive service, e.g. transfer collected medical data with a wearable eHealth related device when acute disease occurs;
· Low-end industry devices: devices only used for delay tolerant service, e.g. a thermometers senor in a fish tank.
According to the above analysis, the access initiated by the RedCap devices has quite different requirements on the amount of radio resource, success probability and access latency etc. To simply the access control mechanism, it is reasonable to group the RedCap devices which have the similar requirements for access control. According to this guideline, the access restriction for low-end RedCap should not only based on the UE type, but also the use case (e.g. wearable/industrial sensor). For example, 3 groups of RedCap devices, which require different access control treatments, can be defined:
· High-end RedCap devices: RedCap devices with higher data rate requirement, e.g. high-end wearables and high-end video surveillance;
· Low-end wearable devices: RedCap devices with lower data rate requirement, and could be used for important or delay sensitive service, e.g. a wearable eHealth related device;
· Low-end industry devices: RedCap devices with lower data rate requirement, and mainly used for delay tolerant service, e.g. a thermometers senor in a fish tank.
Proposal 2: Unified Access Control (UAC) should be able to treat access initiated by the following 3 groups of RedCap devices differently: High-end Redcap devices, Low-end wearable devices and Low-end industrial sensors.
3.2 Access Control solution for RedCap UEs
In Rel-15, Unified Access Control (UAC) mechanism is developed for NR. UAC is based on the use of Access Identity and Access Category. The Access Identity is determined by the user’s subscriber and the Access Category is determined by the type of service initiated. When initiating a service request, the UE NAS provides one or more Access Identities and one Access Category to UE RRC. If a cell intends to partially or fully bar the access request triggered by certain Access Category, the cell can broadcast UAC-BarringInfoSet for the Access Category.
[image: ]
For each Access Identity, the uac-BarringForAccessIdentity of UAC-BarringInfoSet indicates whether the access request is 100% allowed. For the Access Identities which access requests are not 100% allowed, UAC-BarringInfoSet further indicates the rate of barring and barring timer which can be used for backoff when the access is barred.
Observation 3: Unified Access Control mechanism, which is introduced in Rel-15 for NR, can perform access control based on Access Identity (determined by user subscriber) and Access Category (determined by type of service).
The RedCap devices and normal (i.e. non-RedCap) UE may be treated differently in some aspects, such as charging policy and QoS, hence it is very likely that the operator would like to differentiate RedCap devices from normal UE via user subscriber. Given Access Identity is associated with user subscriber, it is reasonable to use new Access Identities for RedCap devices. In addition, it is better to allocated different Access Identities for RedCap devices belonging to different groups to differentiate the above 3 groups of RedCap devices.
Using new Access Identities for RedCap devices enables UAC to bar RedCap devices. Sometimes, the congestion is not very serious, one cell may only want to bar portion (e.g. 20%) of access requests from the low-end industry RedCap devices, to reduce the load of the network. According to the UAC mechanism, the cell can indicate UAC-BarringInfoSet only for the Access Identity allocated to low-end industry RedCap device to achieve this.
Proposal 3: Different Access Identities can be used in UAC for High-end, Low-end wearable and Low-end industry RedCap devices to enable applying different access control strategies on RedCap devices belonging to different groups.
In some other cases, due to the congestion is serious or operator strategy, the network wants to bar portion of the access requests triggered by a certain service, e.g. MO SMS, with different probability for different devices groups, e.g. bar 100% requests from the Low-end industry RedCap devices, 80% requests from the low-end wearable RedCap devices and 20% requests from high-end RedCap devices.
According to the UAC mechanism, a common Access Category specific barring probability is applied to all the Access Identities if the access restriction is applied to the Access Identity. Hence, the above requirement can only be achieved by allocating different Access Categories for RedCap devices belonging to different groups. 
Proposal 4: RAN2 to discuss whether there is a requirement to apply different access probability among different groups of RedCap devices when the accesses are triggered by the same type of service. 
Proposal 5: If the answer to Proposal 3 is yes, different Access Categories can be used in UAC to differentiate accesses from high-end RedCap devices, low-end wearable RedCap devices and low-end industry RedCap devices.

4. Conclusion
[bookmark: _GoBack]This contribution presents our views on UE identification and access restrictions. The observations and proposals are summarized as below:
Observation 1: Coverage enhancements for Msg.3 PUSCH are common for all UE types and not specific for RedCap UEs, if coverage enhancements SI/WI decide the solutions for differentiating the UEs supporting/requiring repetitions and UEs not supporting/requiring repetitions, it is desirable to reuse the solutions for RedCap UEs. 

Observation 2: According to the WID, early identification of RedCap UEs is not needed for relaxing the processing time, UL modulation order .

Observation 3: Low-end RedCap devices can be further divided into 2 use cases based on the provided service considering different access requirements:
· Low-end wearable devices: devices may be used for important or delay sensitive service, e.g. transfer collected medical data with a wearable eHealth related device when acute disease occurs;
· Low-end industry devices: devices only used for delay tolerant service, e.g. a thermometers senor in a fish tank.
Proposal 1: 
· No support of early identification of RedCap UEs by Msg. 1 and Msg. 3.
· RedCap UE type(s) need to be identified either during transmission of Msg5 or as part of UE capability reporting.
Proposal 2: Unified Access Control (UAC) should be able to treat access initiated by the following 3 groups of RedCap devices differently: High-end Redcap devices, Low-end wearable devices and Low-end industrial sensors.
Proposal 3: Different Access Identities can be used in UAC for High-end, Low-end wearable and Low-end industry RedCap devices to enable applying different access control strategies on RedCap devices belonging to different groups.
Proposal 4: RAN2 to discuss whether there is a requirement to apply different access probability among different groups of RedCap devices when the accesses are triggered by the same type of service. 
Proposal 5: If the answer to Proposal 3 is yes, different Access Categories can be used in UAC to differentiate accesses from high-end RedCap devices, low-end wearable RedCap devices and low-end industry RedCap devices.

· 
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