Page 8
Draft prETS 300 ???: Month YYYY
3GPP TSG RAN WG1 #103-e		R1-2008020
e-Meeting, October 26th – November 13th, 2020

[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Source: 	CMCC
[bookmark: Title]Title:	Discussion on identification and access control for Reduced Capability NR devices
Agenda item:	8.6.5
[bookmark: DocumentFor]Document for:	Discussion & Decision
1. [bookmark: _Toc120549591]Introduction
In RAN1#102-e, the following agreements and conclusion related to identification of RedCap UEs and access barring and congestion control are made [1],
Agreements:
· Further study the options for identification of RedCap UEs, including at least the following indication methods:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.
· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.
Conclusion:
RAN1 to wait for further progress in RAN2 on the issues of temporary access barring and congestion control.
 
 
In this contribution, consideration on identification and access control for Reduced Capability NR devices are discussed and proposals are given.
2. Discussion on identification of RedCap UEs
As analysed in [2], with UE complexity reduction, the following coexistence problems may happen, 
· With reduced UE RX/TX antennas, there will be downlink coverage performance loss for RedCap devices. If gNB determines AL of common PDCCH or MCS of Msg.2 PDSCH according to the normal eMBB/URLLC devices capability, RedCap UEs in cell edge areas may have problems to access the cell.
· With relaxed UE processing time, if gNB schedules Msg.3 with a K2 value smaller than RedCap processing capability, RedCap UE will fail on Msg.3 transmission. Similar problems exist for HARQ feedback indication, which corresponds to K1 values. If RedCap UEs do not have enough PDSCH processing time for ACK/NACK determination due to smaller K1 is indicated, ACK/NACK will not be reported to gNB.
· With reduced bandwidth, if gNB reconfigures a larger initial UL BWP or configures 8 FDM PRACH occasions (larger than 20MHz in frequency domain) for normal devices, access failure may happen for RedCap devices. And if the maximum UE bandwidth is smaller than CORESET#0 configuration indicated in PBCH, for example, 50MHz is smaller than the maximum CORESET#0 bandwidth, 69.12MHz, for FR2, it will not get SIB1 information.
For the first two problems, early identification of RedCap UEs is desired. If gNB is aware of the existence of RedCap devices in the network, it can determine AL of common PDCCH or MCS of broadcast PDSCH according to the low capability devices when necessary, e.g. RedCap UEs want to access the network. This can save network resources, comparing to use a conservative scheduling strategy at any time. On the other hand, early identification facilitates more suitable scheduling and feedback slot offsets. For example, identification by Msg.1 can avoid using a small K2 value during msg.3 scheduling. Identification by Msg. 3 can avoid using a small K1 value for HARQ slot indication of Msg.4.
If Msg.1 with separate PRACH resource, or PRACH preamble partitioning are used for the recognition, gNB can identify RedCap devices earlier than Msg.3, however the reserved PRACH resources for RedCap devices will reduce the access capacity of eMBB/URLLC users. Therefore, Msg.3 is better than Msg.1 for early identification of RedCap devices.
Proposal 1: Msg.3 can be used for early identification of RedCap UEs.
Separate initial BWP is another way to solve above-mentioned coexistence problems. By configuring a conservative scheduling strategy on the separate initial BWP, using a more relaxed scheduling and feedback slot offset, the above problems can be solved. In addition, independent SIB1 message can be broadcasted in the separate initial BWP, and gNB will not reconfigure an initial DL or UL BWP with bandwidth larger than the maximum UE bandwidth of RedCap devices, the third coexistence problems will also be solved.
When separate initial BWP is only reserved for RedCap UEs, which means eMBB/URLLC UEs are not allowed to access the reserved BWP, then as soon as gNB finds UEs request access in this BWP, it will be aware of the existence of RedCap devices. Therefore, when the network has large channel bandwidth, separate initial BWP can be used for early identification RedCap UEs and solve coexistence problems.
Proposal 2: Separate initial BWP can be used for early identification of RedCap UEs.
3. Discussion on access control for RedCap devices 
As shown in Figure.1, when a UE wants to access the network, it will first receive SSB, then monitor type0-PDCCH and get scheduling information of SIB1, then read SIB1 and obtain necessary information for UE to access the network, after that it can request access to network by PRACH procedure.
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Figure.1 Procedure to access the network
Therefore, access control of RedCap devices can be done at different stages in the above procedure.
• Access control by PBCH: There is one sparse bit in MIB. Moreover, for FR1, two bits in PBCH are reserved since the maximum of SSB index is 7. The sparse bit and reserved bits can be used for access control.
• Access control by type0-PDCCH: For DCI format 1_0 with CRC scrambled by SI-RNTI, 15 bits in DCI are reserved and these bits can be used for access control.
• Access control by SIB1: The unified access control mechanism can be reused for access control of RedCap devices in SIB1.
• Access control by PRACH procedure: RedCap devices can be identified during the PRACH process, then gNB can perform access control accordingly, for example, it does not response to the PRACH request.
With earlier access control, the RedCap terminal can avoid the subsequent access process and realize power saving.
Proposal 3: Early access control by PBCH, type0-PDCCH, SIB1, PRACH procedure can be further studied.
4. Conclusions
In this contribution, considerations on identification and access control for Reduced Capability NR devices are discussed and proposals are made as following,
Proposal 1: Msg.3 can be used for early identification of RedCap UEs.
Proposal 2: Separate initial BWP can be used for early identification of RedCap UEs.
Proposal 3: Early access control by PBCH, type0-PDCCH, SIB1, PRACH procedure can be further studied.
5. References
[1] Draft_Minutes_report_RAN1#102-e_v020.
[2] [bookmark: _GoBack]R1-2008016, Discussion on  UE complexity reduction features, CMCC, 3GPP TSG RAN WG1 #103-e, October 26th – November 13th, 2020.
