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[bookmark: _Ref513464071]Introduction
In RAN#86, a new SI on reduced capability (RedCap) NR devices was approved [1]. Two objectives of the SI are
· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
· Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].

In RAN1 #102e, the following agreement and conclusion have been made as a progress for the device identification of the RedCap UEs [2]:

[bookmark: _Hlk49352463]Agreements:
· Further study the options for identification of RedCap UEs, including at least the following indication methods:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.
· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.
Conclusion:
· RAN1 to wait for further progress in RAN2 on the issues of temporary access barring and congestion control.
Conclusion:
· RAN1 to defer to RAN2 for further progress on studies regarding RRM relaxations and E-DRx for RedCap UEs to facilitate reduced UE power consumption.
In this contribution, we discuss the options for device identification and access restriction issues.
Discussion
Device identification and access restriction
The UE capabilities is known to gNB after RRC connection is established. However, if the gNB identifies the RedCap UE earlier, it could potentially restrict access, reject service, and/or limit the use of resources in the cell to avoid system performance degradation due to inefficient resource usage to serve low capability UEs.
A couple of options have been discussed for the RedCap UE identification in the previous RAN1 e-meeting as following:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
Among the options, using Msg1/A seems to provide the most benefits as it can address the PRACH collision issue. For example, if there are massive number of RedCap UEs in a cell, the contention based PRACH performance will be impacted significantly if there is no separate PRACH resources for the RedCap UEs. The RedCap UE may be delay tolerant as compared with other types of device (e.g., URLLC/IIoT). In this case, a small portion of PRACH resources could be configured for the RedCap UEs and the rest of PRACH resources could be used for the other types of devices which require a lower latency. Therefore, sharing PRACH resource between RedCap UE and other device types is not desirable.
Observation-1: Using Msg1/A for RedCap UE identification could avoid unnecessary PRACH collision increase for the other type of devices.
Observation-2: With a limited number of PRACH resource configured for the RedCap UEs, the access could be restricted naturally 
The configuration of the separate PRACH resources for the RedCap UEs could be supported optionally by the network. For example, a gNB could make a decision that whether dedicated PRACH resource for the RedCap UEs based on the cell loading, the estimated RedCap UEs in the cell, and so on. 
In the case that there is no dedicated PRACH resource configured for RedCap UEs, the RedCap UEs may use the PRACH resources configured for the other types of devices as well. In this case, the gNB will identify the RedCap UEs from the UE capability signaling. Therefore, Option-3 seems to be used when Option-1/4 is not used by the gNB.
Observation-3: The use of Msg1/A for RedCap UE identification could be up to gNB configuration.
Proposal 1: Support dedicated resources of Msg1/A for the RedCap UE identification and it is up to the network whether to configure the dedicated Msg1/A resources for RedCap UEs.

Conclusion
Based on the above discussion, we have made the following observations and proposal:
Observation-1: Using Msg1/A for RedCap UE identification could avoid unnecessary PRACH collision increase for the other type of devices.
Observation-2: With a limited number of PRACH resource configured for the RedCap UEs, the access could be restricted naturally.
Observation-3: The use of Msg1/A for RedCap UE identification could be up to gNB configuration.

Proposal 1: Support dedicated resources of Msg1/A for the RedCap UE identification and it is up to the network whether to configure the dedicated Msg1/A resources for RedCap UEs.
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