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1. Introduction
Included as part of the Rel-17 SI on support of reduced capability NR devices [1], is one objective is to study the standardization framework and principles:

· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].

Based on the submitted contributions to RAN1 #102-e meeting, the discussion points for the OTHERS sub-agenda item were categorized into the following topics: 
· Access control

· Identification of RedCap UEs by the NW

· RRM relaxations and e-DRx for power savings

From those RAN1#102-e discussions, the following agreements were made relating to UE initial access:
Agreements:

· Further study the options for identification of RedCap UEs, including the following indication methods:

· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.

· Opt. 2: During Msg3 transmission. 

· Opt. 3: Post Msg4 acknowledgment. 

· E.g., during Msg5 transmission or part of UE capability reporting.

· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.

· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.

Conclusion:

· RAN1 to wait for further progress in RAN2 on the issues of temporary access barring and congestion control

Conclusion:

· RAN1 to defer to RAN2 for further progress on studies regarding RRM relaxations and E-DRx for RedCap UEs to facilitate reduced UE power consumption. 

In RAN2#111-e, the following agreements were made relating to UE identification and access restrictions:

1. An indication in system information is needed to indicate whether a REDCAP UE can camp on the cell. FFS whether the indication is explicit or implicit. 

2. UAC mechanism also apply to REDCAP UEs.

3. System information indicates whether REDCAP operation is allowed/barred on a frequency. FFS reuse the legacy intraFreqReselection or introduce separate flag

4. Further discuss enhancement of UAC for REDCAP UEs, including e.g.:

a) define new Access Identity for REDCAP UEs

b) define new Access Categories for REDCAP UEs

(for any final decision we need to check with SA1 and/or CT1)
Following the RAN2#11-e meeting, RAN2 conducted a further  email discussion “[Post111-e][914][REDCAP] UE identification and access restrictions”, to progress the issue of UE identification and access restrictions.  Note, that for the key question relating to where in the initial RACH procedure should the REDCAP UE be identified, the RAN2 consensus at the time of writing this document, was that this was a RAN1 issue.
In this document we provide our observations and proposals regarding the:
1. Existing Idle Mode Barring Mechanisms 
2. Enhancements to support REDCAP Initial Access and Barring
3. REDCAP Device Identification by the network
2. 
Discussion
Given the possible high number of REDCAP devices and their potentially reduced coverage, operators may wish to limit REDCAP devices from using certain cells/carriers whilst continuing to serve non-REDCAP devices.  
2.1
Existing Idle Mode Barring Mechanisms

In this sub-section we discuss existing mechanisms for barring that do not require a RRC connection.  

Before sending any connection request to base station mobile device shall evaluate broadcast information to determine if service to that cell is barred or not.  
The NR MIB has 2 bits reserved for cell barring purposes:

· cellBarred
indicates whether the cell allows UEs to camp on this cell as per specification TS 38.304.   This 1 bit bars ALL types of UEs attempting to camp onto the cell.

· intraFreqReselection 
indicates if Intra frequency cell reselection is Allowed or notAllowed. It controls cell reselection to intra-frequency cells when the highest ranked cell is barred, or treated as barred by the UE as specified in TS 38.304

Observation 1:
The NR MIB “cellBarred” bit applies to all UEs (RedCap and non-RedCap) attempting to access the cell.

For LTE MTC devices, 5 spare bits within the LTE MIB are repurposed to provide explicit scheduling information, via the schedulingInfoSIB1-BR-r13 IE, for the MTC specific version of SIB1.  The absence of these bits effectively bars MTC devices from accessing that cell.  Unfortunately, the NR MIB has between 1-3 spare bits depending on the configuration, so whilst in theory a spare MIB bit could be repurposed to indicate RedCap device barring, given other new NR features, this bit is most likely reserved to indicate a MIB extension.

Observation 2:
The NR MIB does not support enough spare bits to indicate RedCap device specific barring.
From reading the NR MIB, specifically the 8 bits used to convey the pdcch-ConfigSIB1 IE, non-REDCAP devices can determine the coreset and associated search space, in which to monitor for DCI format 1_0 scrambled by the SI-RNTI.  Given the simplified set of options for transmitting SIB1, DCI format 1_0, carries 15 reserved bits, when used to schedule SIB1 and other SIB messages.  Table 1, illustrates the contents of the current DCI used to schedule SIB1.
	Field (Item)
	Bits
	Reference

	Frequency domain resource assignment
	Variable
	Variable with DL BWP N_RB
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 indicates the size of CORESET 0

	Time domain resource assignment
	4
	Carries the row index of the items.
· In case of DCI for SIB1, this refers to a table specified in 38.214 - Table 5.1.2.1.1-1. 
· In case of DCI for Other SIB, this refer to  pdsch_TimeDomainAllocation in SIB

	VRB-to-PRB mapping
	1
	According to 38.212 Table 7.3.1.1.2-33
     0 : Non-Interleaved
     1 : Inverleaved

	Modulation and coding scheme
	5
	38.214  - Table 5.1.3.1-1: MCS index table 1 for PDSCH
38.214 - Table 5.1.3.1-2: MCS index table 2 for PDSCH

	Redundancy Version
	2
	 

	System Information Indicator
	1
	0 : SIB 1
1 : SI messages

	Reserved
	15
	Reserved


Table 1:  DCI format 1_0 with CRC scrambled by SI-RNTI

 
Observation 3:
The DCI format 1-0 variant used to schedule SIB1 and other SI messages has 15 reserved bits.

Within SIB1 there are already IEs, specifically the uac-BarringInfo IE (shown below) that could be enhanced to bar REDCAP devices.
[image: image3.png]uac-Barringinfo
uae-BarringForCommen

acccssCatesory INTEGER (...
uaebarringinfosetindex. INTEGER o
uacBarringperPLMN-List
plmn-tdentityindex INTEGER (..12)
uac-ACBarringListType  CHOICE.
wacimplicitACBarringList TEGER
wac ExplicitACBarringList
accessCategory TEGER
wac-barringinfoSetindex  INTEGER o
uac-Barringinfosetuist
wac-BarringFactor ENUMERATED 1900, 605, P10, p1S, 520, P25, P30, P40, PSO, PEO, P70, 75, pT]
P85, p90, p95],
uac-BarringTime ENUMERATED 154,58, 516, 532, 564, 5128, 5286, 5512),
uaeBarringforccessidentlty BIT STRING i)

uaeAecessCategory Selectiondssistancelnfo ENUMERATED ba




UAC relies on two key concepts, UE access identity and UE access category.  

· UE “access” identity 

This is determined by the a few parameters in the UICC (SIM), and basically defines the access class (or owner) of the UE, i.e. Emergency Services, Public Utilities, Mission Critical service, etc.  Note there are a few reserved values (3-10) for the UE access identity currently available.  

· UE “access” category 

This is determined by the type of service that the device wishes to initiate with the cell.   As with the UE access identity, there are a number of spare “operator defined” Access Categories, but these can only be configured with NAS signalling via a RRC connection.

Using the SIB1 uac-BarringInfo information elements, the network can either completely bar or deprioritise/delay access for certain combinations of UE-identity and UE-category.   
Per the recent RAN2 email discussion referred to in the introduction, the enhancement of this UAC IE for REDCAP is something that is pending SA1 discussions.
Observation 4:
The enhancement of UAC for REDCAP is pending SA1 discussions.
2.2
Enhancements to support REDCAP Initial Access and Barring 
In this last sub-section, we reviewed the existing mechanisms (some outside the scope of RAN1) available within NR to bar conventional UEs.  Given that we can foresee scenarios where an operator may wish to have a cell that:

a. Supports service to non-REDCAP UEs but bars service to all REDCAP devices

b. Supports service to non-REDCAP UEs but bars services to a specific REDCAP capability set, e.g.  the cell bars 1Rx based Type 1 [2] but supports 2Rx based 2Rx based Type 2 [2].

Then using the existing mechanisms largely unchanged, this type of “hard” barring (intended to compliment the UAC more granular style of “soft” barring) would need be performed at the SIB level.  This would then mean that:

· The network would ideally transmit the MIB, the DCI scheduling the SIB1 and PDSCH carrying SIB1 itself, at a level that meets the coverage needs of all REDCAP devices.
· Redcap devices would need invest time and power into receiving the SIB1.  

· This could be particularly problematic in cells that have no REDCAP support and for which transmission of MIB/SIB1 DCI and SIB1 PDSCH is not necessarily optimised for REDCAP,
In this sub-section we discuss in Table 2, possible alternative lower layer solutions for “hard” barring of REDCAP UEs intended to support the existing UAC mechanism, that could save these devices power and time by eliminating the need for them to attempt to read the SIB1 before determining if they are fully barred.  
Proposal 1:
A REDCAP UE can determine if a cell supports REDCAP without the need to read SIB1.
Proposal 2:
A REDCAP UE can determine if a REDCAP capable cell is barring specific REDCAP capability types without the need to read SIB1.
Note:   This level of “hard” barring compliments the SIB1 based UAC level of “soft” barring.

	Method
	Title
	Description
	Advantage(s)
	Disadvantage(s)

	1
	New Physical Signal

(reuse existing SIB1)
	New sync-style signal is broadcast with the existing SSB
	REDCAP UE can efficiently determine if a cell supports REDCAP or not.
	Limited Information that can be conveyed (i.e. only if cell is REDCAP capable, no specific barring information)

	2
	New SSB

(define new R-SIB1)
	New SSB signal with new PBCH especially for REDCAP, defining a separate CS0/SSO.
	REDCAP UE can efficiently determine if a cell supports REDCAP or not.

New SSB includes new PBCH, allowing new REDCAP specific R-SIB1 to be defined.
	SI states,  “Note: Rel-15 SSB bandwidth should be reused and L1 changes minimized”, implying the existing SSB must be used.



	3
	New MIB extension

(define new R-SIB1)
	Additional PBCH symbols defined in either known/configurable location(s) relative to SSB 
	Extended MIB bits can be used for indicating:
Cell Capability, REDCAP type barring,  new REDCAP CS0/SS0, etc
	Specifications effort in defining future-proofed location and characteristics of this PBCH extension for all FR1/2 SSB/SCS configurations.

	4
	Using Reserved bits in the existing DCI for SIB1
(reuse existing SIB1)
	The existing SIB1 DCI is now transmitted to meet the coverage needs of REDCAP.  
Some of the reserved bits in the SIB1 DCI are now used to indicate REDCAP cell support and possibly barring information.
	Minimises signalling changes and specification effort.  


	REDCAP UEs will struggle in cells that have no REDCAP support, since:
· The SIB1 DCI may not be being transmitted to meet the coverage needs of REDCAP

· The SIB1 DCI “unused” reserved bits maybe misinterpreted.

	5
	Using new DCI (new RNTI) sharing existing SIB1 DCI coreset and search space

(define new R-SIB1)
	A new DCI is now transmitted in the Search Space used by the existing SIB1 DCI.  

DCI includes REDCAP type barring and R-SIB1 scheduling information.


	Offers most flexibility, including option of using new R-SIB1 specifically for REDCAP devices.
REDCAP UE can determine efficiently if a cell supports REDCAP.

Minimises specification effort
	Requires a new RNTI.
Search Space for existing SIB1 DCI needs to be over dimensioned to accommodate both the REDCAP and non-REDCAP SIB1 scheduling DCIs.


Table 2:  Comparison of methods to convey REDCAP cell and barring information
From Table 2, a key decision for RAN1 and RAN2, is whether to:

· reuse the existing SIB1 for REDCAP devices 

· to create a separate R-SIB1 specifically for REDCAP devices

Further studies are recommended to determine the following:

· How the transmission and reception of a combined SIB1 compares to separated SIB1 and R-SIB1 given the IE differences and coverage limitations of REDCAP devices.

· For example, it is not clear yet, if REDCAP devices should use distinct RACH and UAC configurations (contained within SIB1) compared to non-REDCAP devices.

· If having a distinct R-SIB1 with essentially the same IEs as the SIB1, but with separate values, is preferable to having a combined SIB1 with new REDCAP specific IEs.
Proposal 3:   
RAN1 and RAN2 to determine if a separate SIB1 for REDCAP devices, R-SIB1, is specified.

If a separate R-SIB1 is agreed, then we prefer that a new DCI (Table 2, method 5) that shares the search space currently defined for the DCI scheduling SIB1, is specified to:
· Indicate cell REDCAP capability (it does so implicitly)

· Indicate REDCAP type barring 

· Schedule the PDSCH for a new R-SIB1
Proposal 4:   
If a separate R-SIB1 is specified for REDCAP devices, then a new DCI RNTI is defined to scramble a DCI that shares the same search space as used by the current SIB1 DCI, but which schedules the new R-SIB1.
If the existing SIB1 is to be reused for REDCAP, then we prefer  using reserved bits in existing DCI that schedules SIB1 to indicate REDCAP cell support/barring as this would help minimize L1 changes and be relatively straightforward to specify.
Proposal 5:   
If the current SIB1 is to be reused by REDCAP devices, then some of the reserved bits in the existing DCI used to schedule the SIB1 are used to indicate cell REDCAP capability.

2.3
REDCAP Device Identification by the network
From the RAN1#102-e agreement below and subsequent related RAN2 email discussion, there is an outstanding issue regarding how the network initially identifies a REDCAP device:
Agreements:

· Further study the options for identification of RedCap UEs, including the following indication methods:

· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.

· Opt. 2: During Msg3 transmission. 

· Opt. 3: Post Msg4 acknowledgment. 

· E.g., during Msg5 transmission or part of UE capability reporting.

· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.

· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.

In our view, the solution is dependent on the coverage needs for msg2/msgB (and beyond) in the RACH access procedures for the finalised REDCAP device types.  Given  the likely REDCAP reduced hardware capabilities, in particular the reduced receiver antenna number and also the further reduced antenna efficiency of certain REDCAP device form factors, we believe that msg2/msgB for these devices will need to be transmitted with significantly more energy/resource than for conventional non-REDCAP devices.  Therefore, to optimise the transmission of msg2/msgB for both REDCAP and non-REDCAP devices, the network needs to know at the msg1/msgA stages, i.e. options 1 and 4.
However, our support of options 1 and 4 are conditional on:
1. RAN1 consensus on the additional coverage needs on msg2/msgB

2. Further investigation into the selected identification method impact on PRACH resources for the system, 
a. Using a separate REDCAP specific UL BWP may resolve this
Proposal 6:         If RAN1 determines that additional coverage recovery is needed on msg2/msgB, the network can identify REDCAP UEs at the msg1/msgA stage (options 1 and 4) of the RACH procedures.
                            FFS:  The specific method(s) of identification, preamble partitioning/separate UL BWP/etc
3. Conclusion

In this document we have discussed the following:
· Existing Idle Mode Barring Mechanisms 

· Enhancements to support REDCAP Initial Access and Barring

· REDCAP Device Identification by the network

From those discussions, we have the following observations and proposals.
Observation 1:
The NR MIB “cellBarred” bit applies to all UEs (RedCap and non-RedCap) attempting to access the cell.

Observation 2:
The NR MIB does not support enough spare bits to indicate RedCap device specific barring.
Observation 3:
The DCI format 1-0 variant used to schedule SIB1 and other SI messages has 15 reserved bits.

Observation 4:
The enhancement of UAC for REDCAP is pending SA1 discussions.
Proposal 1:
A REDCAP UE can determine if a cell supports REDCAP without the need to read SIB1.

Proposal 2:
A REDCAP UE can determine if a REDCAP capable cell is barring specific REDCAP capability types without the need to read SIB1.

Note:   This level of “hard” barring compliments the SIB1 based UAC level of “soft” barring.

Proposal 3:   
RAN1 and RAN2 to determine if a separate SIB1 for REDCAP devices, R-SIB1, is specified.

Proposal 4:   
If a separate R-SIB1 is specified for REDCAP devices, then a new DCI RNTI is defined to scramble a DCI that shares the same search space as used by the current SIB1 DCI, but which schedules the new R-SIB1.

Proposal 5:   
If the current SIB1 is to be reused by REDCAP devices, then some of the reserved bits in the existing DCI used to schedule the SIB1 are used to indicate cell REDCAP capability.

Proposal 6:         If RAN1 determines that additional coverage recovery is needed on msg2/msgB, the network can identify REDCAP UEs at the msg1/msgA stage (options 1 and 4) of the RACH procedures.
                            FFS:  The specific method(s) of identification, preamble partitioning/separate UL BWP/etc
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