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Introduction
In RAN #86 meeting Spain, RP-193238 is approved as a new SID [1] in the release 17 package.
[bookmark: _Hlk24041913]In the scope of the SID, the following should be studied by RAN2 and RAN1: 
· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases.
· Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired.
In this contribution, we have some views and proposals on the above study areas for the Reduced Capability NR Devices (RedCap) in release 17.
Indication of Redcap devices for access restriction
As discussed in the RAN plenary meeting, network operator has the requirement to indicate the REDCAP UE whether it is allowed to access its 5G network or not, because the main target of the network may be deployed for eMBB and/or URLLC UEs in the first place. On one hand, the coverage could be one of the most considered aspect, along with the spectrum efficiency and latency consideration as well. In that sense, to support the coverage of REDCAP devices with reduced capability like single Rx antenna can’t be always promised in some deployment scenario. On the other hand, other operators may like to provide service to both eMBB and REDCAP UEs, so there should be some mechanism for the network to indicate the UE its preference as early as possible.
One direct method is to indicate explicitly in the MIB to REDCAP UEs for the permission to access or not, to avoid unnecessary power consumption and latency for initial access of some REDCAP UEs, which may be very sensitive to the power loss. During the discussion of initial access for NR Rel_15, some bits are reserved for RAN2 usage and one spare bit is left for future usage, so if this bit can be approved for such usage in RAN2, then early access control can be promised.
However, if RAN2 would like to keep the bit for future usage, then we need to discuss some other approach for access control, such as reusing the UAC mechanism.
Proposal 1: Network access control to RedCap UE should be explicitly indicated as early as possible.

On the other hand, if the network allows the RedCap UE to access, it may additionally configure some specific resources or have some coverage recover approach. By the specific configuration in the initial BWP, for example separated PRACH resources, network could know the RedCap UE when they access to the network in early stage. In other words, the RedCap UE could let itself be identified by the network during the initial access. Thus, early indication of RedCap UE capabilities could be addressed in the RACH procedure, such as in Msg1/A, so that some coverage enhancement for msg2/B could be supported accordingly.
Proposal 2: Mechanism to let network acknowledge the RedCap devices in early access stage should be supported. 

Conclusion
In this contribution, we discuss the access control indication and RedCap UE type early indication, based on the discussion, we have the following proposals:
Proposal 1: Network access control to RedCap UE should be explicitly indicated as early as possible.
Proposal 2: Mechanism to let network acknowledge the RedCap devices in early access stage should be supported.
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