3GPP TSG RAN WG1#102-e


R1-2005528
e-Meeting, Country, 17th-28th August 2020
Agenda item:
8.6.4
Title:
Framework and Principles for Reduced Capability Devices
Source:
Nokia, Nokia Shanghai Bell
Document for:
Discussion and Decision
1. 
Introduction
Included as part of the Rel-17 SI on support of reduced capability NR devices [1], is one objective is to study the standardization framework and principles:

· Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
In this document, we discuss existing NR mechanisms for barring UEs and what could be used and/or developed to bar and support initial access for REDCAP UEs.
2. 
Background
Given the possible high number of REDCAP devices and also their potentially reduced coverage, operators may wish to limit REDCAP devices from using certain cells/carriers whilst continuing to serve non-REDCAP devices.  In this section we describe the current suite NR mechanisms available to bar devices and discuss potential enhancements in order to support efficient barring of REDCAP devices. 
2.1
Idle Mode:    MIB Based Cell Barring
Before sending any connection request to base station mobile device shall evaluate broadcast information to determine if service to that cell is barred or not.
The NR MIB has 2 bits reserved for cell barring purposes:

· cellBarred
indicates whether the cell allows UEs to camp on this cell as per specification TS 38.304.   This 1 bit bars ALL types of UEs attempting to camp onto the cell.
· intraFreqReselection 
indicates if Intra frequency cell reselection is Allowed or notAllowed. It controls cell reselection to intra-frequency cells when the highest ranked cell is barred, or treated as barred by the UE as specified in TS 38.304
Observation 1:
The NR MIB “cellBarred” bit applies to all UEs (RedCap and non-RedCap) attempting to access the cell.

For LTE MTC devices, 5 spare bits within the LTE MIB are repurposed to provide explicit scheduling information, via the schedulingInfoSIB1-BR-r13 IE, for the MTC specific version of SIB1.  The absence of these bits effectively bars MTC devices from accessing that cell.  Unfortunately, the NR MIB has between 1-3 spare bits depending on the configuration, so whilst in theory a spare MIB bit could be repurposed to indicate RedCap device barring, given other new NR features, this bit is most likely reserved to indicate a MIB extension.
Observation 2:
The NR MIB does not support enough spare bits to indicate RedCap device specific barring.
From reading the NR MIB, specifically the 8 bits used to convey the pdcch-ConfigSIB1 IE, non-REDCAP NR devices can determine the coreset and associated search space, in which to monitor for DCI format 1_0 scrambled by the SI-RNTI.  Given the simplified set of options for transmitting SIB1, DCI format 1_0, actually carries 15 reserved bits, when used to schedule SIB1 and other SIB messages.
Observation 3:
The DCI format 1-0 variant used to schedule SIB1 and other SI messages has 15 reserved bits.

2.2
Idle Mode:    SIB1 Unified Access Control 
Within SIB1, Unified Access Control (UAC) Information is conveyed by the uac-BarringInfo IE.  
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UAC relies on two key concepts, UE access identity and UE access category.  
· UE “access” identity 
This is determined by the a few parameters in the UICC (SIM), and basically defines the access class (or owner) of the UE, i.e. Emergency Services, Public Utilities, Mission Critical service, etc.  Note there are a few reserved values (3-10) for the UE access identity currently available.  
· UE “access” category 
This is determined by the type of service that the device wishes to initiate with the cell.   As with the UE access identity, there are a number of spare “operator defined” Access Categories, but these can only be configured with NAS signalling via a RRC connection.

Using the SIB1 uac-BarringInfo information elements, the network can either completely bar or deprioritise/delay access for certain combinations of UE-identity and UE-category.   
Observation 4:   Using reserved values for UE access identity to enhance the existing UAC mechanism to enable barring of REDCAP devices is undesirable because:

· Access identities are intended to be hardware agnostic
· Using new access identities specifically for REDCAP devices, would require a new set of access rules to be created for different combinations of access identity and category

· Legacy SIB1 must now be transmitted in such a way (i.e. with sufficient repetitions/frequency) to ensure the coverage needs of REDCAP devices are met.
Observation 5:   Using reserved values for UE access category to enhance the existing UAC mechanism to enable barring of REDCAP devices is undesirable because:

· Legacy SIB1 must now be transmitted in such a way (i.e. with sufficient repetitions/frequency) to ensure the coverage needs of REDCAP devices are met.

· RRC Connection between the REDCAP device and the network is required for the network to signal the “new” operator defined UE access categories.
2.3
Connected Mode:  Higher Layer Barring methods
During the UE registration and authentication process, the AMF (Access and Mobility Management Function) retrieves the Access and Mobility Subscription data from the UDM (Unified Data Management).    This Subscription data could used to bar cell services to a device (REDCAP or non-REDCAP).
Observation 6:   User Subscription data could be used to bar different devices, however this would require the device to establish a RRC connection first.
For a UE in RRC_CONNECTED mode, the network can initiate the UE radio access capability information procedure should it required additional UE capability information.   Whilst this procedure could be used to transfer REDCAP specific capabilities, it first requires the UE to establish an RRC connection, which means that the network will have to limit the initial RACH access and SI transmission characteristics to some assumption of the lowest common set of REDCAP capabilities.

Observation 7:   The network can retrieve detailed REDCAP device physical layer capabilities from the UE radio access capability information procedure, however this would require the device to establish a RRC connection first.
Fundamental issues with relying on the UE to enter RRC connected mode to determine if it has access to services within a cell, include:

· Time and power used to determine cell barring by the REDCAP UEs

· RACH resources reserved for REDCAP UEs

Observation 8:   Requiring REDCAP devices to enter RRC Connected mode to determine if the cell  supports REDCAP and/or if REDCAP devices are barred, is an inefficient use of resources for both the Network and the UE.
3. 
Discussion

In this last section we reviewed the existing mechanisms (most outside the scope of RAN1) available within NR to bar UEs.  In this section we discuss a possible lower layer solution to barring REDCAP UEs, that could save these devices power and time resources by eliminating the need for them to attempt full cell access before determining if they are barred.
As stated by observation 2, the NR MIB has too few spare bits available to support barring of REDCAP devices only.  Note that ideally, you’d have at least 2 bits, one to indicate that the cell supported REDCAP devices and another to indicate REDCAP specific barring. Without a REDCAP cell capable MIB bit, a REDCAP UE may waste further resources attempting to monitor the SIB1 DCI and then acquiring the SIB1 itself in cells with no REDCAP support. 
Observation 9:     A method to bar idle mode REDCAP devices. should also indicate if the cell is REDCAP capable to prevent REDCAP devices from unnecessarily wasting resources attempting to access a non-REDCAP capable cells.
Given the lack of spare MIB bits, other options for conveying bits to indicate REDCAP barring include:

· defining a new MIB extension. 
· using spare bits in the DCI used to schedule SIB1.  (see observation 3)
Of the above options, we prefer the later option of using spare bits within the existing DCI used to schedule SIB1.  This approach has the drawback of requiring the DCI scheduling SIB1, to be transmitted in a way (i.e. more frequently) to accommodate the coverage capability of the REDCAP UEs which may be more than is required by the non-REDCAP UEs.  In our view, this drawback is greatly outweighed by the following benefits:
· Ease of specification
· Defining a new extension to the MIB, will require extensive cross-group coordination and agreement.

· The assumption here, is that the existing MIB/SSB would still be used by REDCAP UEs.

· The location of the REs to support a new MIB is non-trivial especially given the variants of the SSB symbol mapping that already exist for different FR and SCS combinations.

· DCI barring does not require REDCAP UE to attempt any UL transmission

· At the previous meeting some companies suggested enhancing the RACH procedure to accommodate additional signalling to indicate to the Network the UE’s REDCAP capability.  We prefer a method to bar REDCAP UEs that does not require UL transmissions that potentially just add interference to a cell that does not actually support them.
Proposal 1:   
Spare Bits in the DCI used to schedule SIB1, are used to support REDCAP devices in determining:
· If the cell is REDCAP capable

· If REDCAP service is barred

A key decision for RAN1 and RAN2, is whether to:

· reuse the existing SIB1 for REDCAP devices 
· to create a separate R-SIB1 specifically for REDCAP devices
Further studies are recommended to determine the following:
· How the transmission and reception of a combined SIB1 compares to separated SIB1 and R-SIB1 given the IE differences and coverage limitations of REDCAP devices.
· For example, it is not clear yet, if REDCAP devices should use distinct RACH and UAC configurations (contained within SIB1) compared to non-REDCAP devices.

· If having a distinct R-SIB1 with essentially the same IEs as the SIB1, but with separate values, is preferable to having a combined SIB1 with new REDCAP specific IEs.
Proposal 2:   
RAN1 and RAN2 determine if a separate SIB1 for REDCAP devices, R-SIB1, is specified.
If a separate R-SIB1 is agreed, then scheduling information (e.g. to a new coreset and search space for a new R-SIB1 scheduling DCI) could be sent in the same DCI used to schedule the non-REDCAP SIB1.  The presence of this information would then implicitly tell the UE if REDCAP service was being barred or not.
Proposal 3:   
If a separate R-SIB1 is specified for REDCAP devices, spare bits in the DCI that are used to schedule SIB1, are used to support REDCAP devices in determining:

      •  The scheduling of R-SIB1

4. Conclusion

In this document, we have discussed existing NR mechanisms for barring UEs and what could be used and/or developed to bar REDCAP UEs, and have the following observations and proposals.
Observation 1:
The NR MIB “cellBarred” bit applies to all UEs (RedCap and non-RedCap) attempting to access the cell.

Observation 2:
The NR MIB does not support enough spare bits to indicate RedCap device specific barring.

Observation 3:
The DCI format 1-0 variant used to schedule SIB1 and other SI messages has 15 reserved bits.

Observation 4:   Using reserved values for UE access identity to enhance the existing UAC mechanism to enable barring of REDCAP devices is undesirable because:

· Access identities are intended to be hardware agnostic

· Using new access identities specifically for REDCAP devices, would require a new set of access rules to be created for different combinations of access identity and category

· Legacy SIB1 must now be transmitted in such a way (i.e. with sufficient repetitions/frequency) to ensure the coverage needs of REDCAP devices are met.

Observation 5:   Using reserved values for UE access category to enhance the existing UAC mechanism to enable barring of REDCAP devices is undesirable because:

· Legacy SIB1 must now be transmitted in such a way (i.e. with sufficient repetitions/frequency) to ensure the coverage needs of REDCAP devices are met.

· RRC Connection between the REDCAP device and the network is required for the network to signal the “new” operator defined UE access categories.

Observation 6:   User Subscription data could be used to bar different devices, however this would require the device to establish a RRC connection first.

Observation 7:   The network can retrieve detailed REDCAP device physical layer capabilities from the UE radio access capability information procedure, however this would require the device to establish a RRC connection first.
Observation 8:   Requiring REDCAP devices to enter RRC Connected mode to determine if the cell  supports REDCAP and/or if REDCAP devices are barred, is an inefficient use of resources for both the Network and the UE.
Observation 9:      A method to bar idle mode REDCAP devices. should also indicate if the cell is REDCAP capable to prevent REDCAP devices from unnecessarily wasting resources attempting to access a non-REDCAP capable cells.
Proposal 1:   
Spare Bits in the DCI used to schedule SIB1, are used to support REDCAP devices in determining:

· If the cell is REDCAP capable

· If REDCAP service is barred

Proposal 2:   
RAN1 and RAN2 determine if a separate SIB1 for REDCAP devices, R-SIB1, is specified.

Proposal 3:   
If a separate R-SIB1 is specified for REDCAP devices, spare bits in the DCI that are used to schedule SIB1, are used to support REDCAP devices in determining:

       •  The scheduling of R-SIB1
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