3GPP TSG RAN WG1 #102-e                                                       R1-2005478
e-Meeting, August 17th – 28th, 2020

Source:               ZTE 

Title:                    Access control and identification for Reduced Capability NR devices
Agenda item:      8.6.5
Document for:    Discussion and Decision

1 Introduction
In RAN #88e meeting, study item on support of reduced capability NR devices [1] was revised. As a baseline, the requirements for these three use cases are:

Generic requirements:

· Device complexity: Main motivation for the new device type is to lower the device cost and complexity as compared to high-end eMBB and URLLC devices of Rel-15/Rel-16. This is especially the case for industrial sensors. 

· Device size: Requirement for most use cases is that the standard enables a device design with compact form factor. 

· Deployment scenarios: System should support all FR1/FR2 bands for FDD and TDD.

Use case specific requirements: 

· Industrial wireless sensors: Reference use cases and requirements are described in TR 22.832 and TS 22.104: Communication service availability is 99.99% and end-to-end latency less than 100 ms. The reference bit rate is less than 2 Mbps (potentially asymmetric e.g. UL heavy traffic) for all use cases and the device is stationary. The battery should last at least few years. For safety related sensors, latency requirement is lower, 5-10 ms (TR 22.804)

· Video Surveillance: As described in TR 22.804, reference economic video bitrate would be 2-4 Mbps, latency < 500 ms, reliability 99%-99.9%. High-end video e.g. for farming would require 7.5-25 Mbps. It is noted that traffic pattern is dominated by UL transmissions.

· Wearables: Reference bitrate for smart wearable application can be 5-50 Mbps in DL and 2-5 Mbps in UL and peak bit rate of the device higher, up to 150 Mbps for downlink and up to 50 Mbps for uplink.  Battery of the device should last multiple days (up to 1-2 weeks).

In this contribution, we discuss the functionality of identification of reduced capability UEs and access control of the reduced capability UEs by network.
2  Access control for reduced capability NR devices

As stated in [1], it is envisaged that eMBB, mMTC, URLLC and TSC use cases may all need to be supported in the same network. Normal NR devices and reduced capability NR devices may coexist on the same networks the number of reduced capability NR devices for industrial wireless sensors, Video Surveillance and wearables may be huge in a given cell. Thus, supporting of reduced capability NR devices in existing NR network may reduce the performance of eMBB and URLLC services. To avoid the negative impacts to existing network, access control for reduced capability NR devices should be considered. If desired, access control can allow operators to restrict access of reduced capability NR devices.

Proposal 1: Access control for reduced capability NR devices should be considered.
In RAN1 or RAN2, some methods of access control for reduced capability NR devices during initial access procedure should be introduced so that reduced capability NR devices can identify the accessible cells. As described in [1], Rel-15 SSB bandwidth should be reused for reduced capability NR devices. If the spare bits in MIB can be utilized, a spare bit in MIB can be used for access control signaling for reduced capability NR devices. However, only one spare bit is reserved in MIB payload. The possibility to use this spare bit for access control for reduced capability NR device is very low.
Observation1: The possibility to use the spare bit in MIB payload for access control signaling for reduced capability NR devices is very low due to only one spare bit in MIB payload.
In TS 38.212 [2], DCI format 1_0 with CRC scrambled by SI-RNTI in Type0 PDCCH has 15 bits reserved. Considering that legacy NR devices and reduced capability NR devices may share CORESET 0 and DCI during initial access procedure, certain reserved bit or bits in DCI scheduling SIB1 can be used as an access control signaling, e.g. one bit set to “0” means restricted access while set to “1” means allowed access. In this case, normal NR devices will ignore the access control signaling in DCI dedicated for reduced capability NR devices.
Besides, SIB1 can carry the access control signaling for reduced capability NR devices, but this method will take much longer time for reduced capability NR devices to identify the accessible cells.

Observation2: The access control signaling for reduced capability NR devices could be carried in SIB1 or the DCI scheduling SIB1.
If the access control signaling for reduced capability NR devices is carried in DCI scheduling SIB1 instead of SIB1, the reduced capability UE can stop the system information acquisition procedure once the reduced capability UE successfully decodes the DCI with restricted access signaling. In this case, unnecessary SIB1 decoding can be avoided for the reduced capability NR devices. It is beneficial for power saving. So, it is preferred to carry the access control signaling for reduced capability NR devices in DCI scheduling SIB1.
Proposal 2: An access control signaling for reduced capability NR devices is carried in DCI scheduling SIB1.

3 Identification of the reduced capability NR devices

In FR1, the bandwidth of the reduced capability UEs is at least 20 MHz, the reduced capability UE has no problem to share SSB/PBCH block, SIB1 and other SIs configured for normal NR UEs for cell search and system information acquisition. During initial random access procedure, the reduced capability UE can receive the RAR and Msg4 within the CORESET 0 configured for normal NR UEs.
In FR2,  if the bandwidth of the reduced capability UEs is 100 MHz, the reduced capability UE also has no problem to share SSB/PBCH block, SIB1 and other SIs configured for normal NR UEs for cell search and system information acquisition. During initial random access procedure, if the bandwidth of the reduced capability UEs is 100 MHz, the reduced capability UE also can receive the RAR and Msg4 within the CORESET 0 configured for normal NR UEs. If the bandwidth of the reduced capability UEs is 50 MHz and the size of CORESET 0 configured for normal NR UEs is larger than 50 MHz, the reduced capability UE only can receive RAR and Msg4 that are scheduled within the UE bandwidth of the reduced capability UE. In this case, gNB should identify the reduced capability UE type before RAR/Msg4 transmission. During initial random access procedure, Msg3 transmission should be scheduled within the transmission capability of the RedCap UEs. Dedicated initial UL BWP can be configured for the RedCap UEs if the size of initial UL BWP configured for normal NR UEs is larger than the bandwidth of the RedCap UE. To guarantee Msg3 for the reduced capability UE is scheduled within the dedicated initial UL BWP or within the transmission capability of the reduced capability UE, gNB should identify the reduced capability UE type before Msg3 transmission. During initial access procedure, RRCSetup message is carried in Msg4. Msg4 is transmitted in PDSCH including a UE contention resolution identity. If the reduced capability UE type can be identified by Msg3, Msg4 for the reduced capability UE can be scheduled according to maximum UE bandwidth of the reduced capability UE. Depending on the maximum UE bandwidth agreed for the reduced capability NR devices, the reduced capability UE type can be identified by Msg1 or Msg3 transmission. If the reduced capability UE is required to be identified by PRACH transmission (Msg1), then dedicated PRACH transmission occasion and/or related PRACH configuration should be considered. If the reduced capability UE is required to be identified by Msg3, then one reserved bit in Msg3 should be used for identification.
Observation 3: If the reduced capability UE cannot be identified during initial access, scheduling limitation or configuration limitation may be needed for normal NR UEs
Proposal 3: Identification of the reduced capability UE type by Msg1 or Msg3 shall be considered depending on the maximum UE bandwidth agreed for the reduced capability NR devices.
4 Conclusions

In this contribution, we have discussed the access control methods for reduced capability NR devices. We make the following proposals:
Observation1: The possibility to use the spare bit in MIB payload for access control signaling for reduced capability NR devices is very low due to only one spare bit in MIB payload.
Observation2: The access control signaling for reduced capability NR devices could be carried in SIB1 or the DCI scheduling SIB1.
Observation 3: If the reduced capability UE cannot be identified during initial access, scheduling limitation or configuration limitation may be needed for normal NR UEs.

Proposal 1: Access control for reduced capability NR devices should be considered.
Proposal 2: An access control signaling for reduced capability NR devices is carried in DCI scheduling SIB1.
Proposal 3: Identification of the reduced capability UE type by Msg1 or Msg3 shall be considered depending on the maximum UE bandwidth agreed for the reduced capability NR devices.
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