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1	Introduction
In this contribution we present requirements on Mission Critical Communication not yet fulfilled by NR. We show that a work item is required in Rel-18 to meet short-comings related to early identification and finer differentiation of mission critical UEs or services compares to other UEs or services.
[bookmark: _Ref178064866]2	Discussion
Compared to 4G, 3GPP has introduced a set of new features and service/subscriber identifiers for 5G systems to better support prioritization of Mission critical (MC) UEs/services, including
· Flexible configuration of network slices to address the specific requirements of MC services and applications
· The Unified Access Control (UAC) framework for access barring, where access identity 2 was introduced in 5G for UEs configured with MC services, and operator defined access categories can be used for better slicing support.
· New RRC establishment cause was added for identifying MC UEs (i.e., mcs-PriorityAccess  for UEs configured with access identity 2) based on the decoded Msg3 or MsgA PUSCH in a random access procedure.
· Prioritized first message in random access procedure to increase the likelihood of a faster successful completion of the random access for MC UEs (i.e., UEs configured with access identity 2)
2.1	Remaining requirements
5G is expected to be capable of simultaneously supporting a variety of use cases, e.g., enhanced mobile broadband, massive machine type communications, and ultra-reliable low-latency communications. Due to diverse service requirements and the limitation of network resources, to realize the full potential of a shared 5G network for multiple use cases and services, it is crucial to design accessibility differentiation and control mechanisms that can preserve a stable network condition during high traffic load, while ensuring service availability for prioritized devices, users and services.
Mission critical (MC) users like first responders require fast and reliable communications in various emergency situations. Due to increased spectrum needs to support emerging advanced MC applications (e.g., real time MC video, augmented reality (AR), virtual reality (VR) etc.) and seeking for cost efficient MC solutions, more and more public safety agencies consider use of prioritized  access to mobile network operators’ spectrum for MC communications. This brings stringent requirements on a shared 5G network to support accessibility differentiation and prioritization for MC UEs and services during initial access, especially in high load situations.  These requirements can be found in [1, TS 22.280] and are summarized as follows:
· Higher priority for MC UEs/Services compared to normal UEs/Services
· To prioritize network accessibility for MC UEs/services, especially in high-load situation 
· Early identification of MC UEs/services
· To enable a 5G network to make an early decision on prioritizing MC traffic and improving the reliability of the transmissions/receptions to/from the MC UEs/services.
· To enable the 5G network to make an early decision on prioritizing the MC UEs/services, avoiding unnecessary network processing and delay caused by information exchange between DU, CU-CP and CN.
· Finer differentiation granularity to support different priority levels for different MC UE/Service groups
· To enable the 5G network to wisely select which of the MC UE/service group(s) shall access the network. For large incidents, where all normal UEs are blocked and removed from the network, but the system capacity is still not enough to serve all requested MC traffic; or for situations where MC UEs are connected to a deployable 5G network or a private 5G network, which has reduced capabilities and resources compared to normal cellular mobile networks.
· To enable the 5G network to make an early decision on prioritizing the higher priority MC UE/Service group, avoiding unnecessary network processing and delay caused by information exchange between DU, CU-CP and CN.
The existing 5G access control and random access mechanisms can very well address the first requirement, i.e., supporting higher access priority for MC UEs/Services compared to normal UEs, but not the last two. Therefore, a new work item on access control and random access enhancement is proposed to address the remaining issues to enable early identification and finer accessibility differentiation for MC UEs/Services.
2.2	Potential objectives
To fulfil the requirements we think the following objectives should be explored. It should be noted that in order to fulfil the requirements new access identities should be introduced. This falls outside of TSG-RAN but is included here for completeness.
· Specify functionality and configurations that will enable networks to identify MC UEs/services using an early indication in Msg1 and/or MsgA PRACH. [RAN2, RAN1]
· Differentiated PRACH configuration (e.g., PRACH occasions, preamble indexes, etc.) for MC UEs/services and other UEs/services
· RAR configuration for MC UEs/services (e.g., new RA-RNTIs, new CORESET or/and common search space for Msg2/MsgB)
· Specify functionality and configurations to prioritize reliability/coverage enhancement of transmissions from MC UEs compared to normal UEs [RAN1, RAN2] such as
· Repetition or using a higher transmit power for Msg1/Msg3/MsgA transmissions from MC UEs
· Inclusion of an early CSI report from MC UEs in initial access
· Specify functionality and mechanisms to support finer priority-level differentiation between different MC UE groups or a finer differentiation granularity for MC services in initial access [SA1, RAN2]
· Introduce new access identities for different MC UE groups or service groups
· Define new rules on mapping the newly introduced access identities to RRC establishment causes
[bookmark: _Toc73692036]Introduce a work item to Rel-18 to address the mission critical requirements in TS 22.280.
3	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	Introduce a work item to Rel-18 to address the mission critical requirements in TS 22.280.
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