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1 Introduction
In SA#98e, draft TR 22.840 has been adopted and raised to V1.0.0 [1] by MCC for presentation. Hence, the use case and traffic scenarios defined by SA1 should be considered as the baseline for RAN Ambient IoT study and further specification work. In addition, that TR also contains information about communication pattern, power harvest, energy storage and power management of ambient IoT devices, which is also beneficial for RAN and should be taken into account for design target.
On the other hand, in RAN#98e, representative use cases are defined by grouping use cases from TR 22.840, deployment scenarios and their characteristics are also introduced. A skeleton for TR 38.848 has been approved as v0.0.2, and several RAN design target metrics were also captured, including power consumption, complexity, coverage, data rate and positioning accuracy, leaving remaining issue as follows [2],
	· To conclude on device characteristics and categorization
· To conclude on handling of use cases and definition of representative use cases
· To conclude on entries and descriptions of deployment scenario characteristics
· To construct deployment scenarios, and identify applicable representative use cases
· Formulate a set of RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases
· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.


In this contribution, based on the SA1’s Ambient IoT TR, we will discuss RAN design target related to the use case requirements.
2 Device categorization
Based on the endorsed proposals in the moderator’s summary [3] in RAN#98e, the Ambient IoT device can be categorized as follows:
	Ambient IoT devices are characterized in the study according to their energy storage capacity, and capability of generating RF signals for their transmissions.
The study considers that a device has one of the following energy storage capacities:
- Storage capacity 1: No storage at all.
- Storage capacity 2: Up to E1 Joules
- Storage capacity 3: Up to E2 Joules
Editor's note: Values of E1 and E2 are FFS, and it is possible that E1 = E2, in which case storage 2 and 3 could be replaced by a single description such as "limited energy storage".
Relying on these storage capacities, the study considers the following set of Ambient IoT devices:
- Device A: No energy storage, no independent signal generation/amplification, i.e. backscattering transmission.
- Device B: Has energy storage, no independent signal generation, i.e. backscattering transmission. Use of stored energy can include amplification for reflected signals.
- Device C: Has energy storage, has independent signal generation, i.e., active RF components for transmission.
Editor's note: FFS whether to include device function; whether to include a target maximum power consumption for each device; whether/how to describe what stored energy is used for; if combinations of these devices are considered.


We have some concern with the categorization based on energy storage capacity E Joules. According to the requirement definition by SA1, majority use cases require Ambient IoT device to have perception capability, i.e., sensors will be attached or integrated on Ambient IoT device, therefore sensors also consume the energy of Ambient IoT device. Since there already exist various types of sensors e.g., 3-axis acceleration sensor, temperature, pressure or humidity sensor. The power consumption for the sensors varies due to whether it is integrated into the chipset or not, semiconductor process, sample rate and accuracy. Hence, the energy storage capacity is impacted by the attached sensor as well. It is difficult to determine whether communication part or sensor consume more energy in Ambient IoT device. An Ambient IoT device with higher energy storage capacity doesn’t necessarily mean that the communication part will cause higher power consumption. 
Considering an Ambient IoT device with 3-axis acceleration sensor or other high power consumption sensors or a distant Ambient IoT device which has to communicate frequently with RAN, device categorization based on storage capacity exists some ambiguity since the same storage capacity cannot distinguish Ambient IoT device with different sensor under similar use case.
Therefore, in order to avoid the ambiguity caused by non-communication factors for device categorization, we prefer to categorize Ambient IoT device based on whether the device has energy storage and whether device is capable of independent signal generation, similar as device A/B/C in above block. 
Proposal 1: RAN is kindly asked to prioritize the device categorization based on whether the device has energy storage and whether device is capable of independent signal generation.
And energy storage capability can be considered as an additional capability which can be further discussed based on SA1 TR after RAN has concrete conclusion on Ambient IoT device power consumption.
In addition, prematurely limiting the upper boundary of energy storage can easily preclude the application of Ambient IoT devices for certain use case. We prefer to use lower boundary.
Proposal 2: Storage capacity can only be considered as an additional capability, and minimum boundary of Joules is applied, instead of the maximum boundary:
	The study considers that a device has one of the following energy storage capacities:
- Storage capacity 1: No storage at all.
- Storage capacity 2: Higher than E1 Joules
- Storage capacity 3: Higher than E2 Joules
Editor's note: Values of E1 and E2 are FFS, and it is possible that E1 = E2, in which case storage 2 and 3 could be replaced by a single description such as "limited energy storage".



3 RAN design targets
SA1 provides specific requirement for E2E latency, Communication Range, Position Accuracy, Data Rate, Device density, and Device speed. However, SA1 does not provide sufficient information on power consumption and device complexity, both of which has impact on RAN and Ambient IoT device design target. Here are the representative use case categories that listed in our contribution [4] in last meeting.
Table 1. Requirements for the 4 use case categories
	Use case category
	Use Cases identified in TR 22.840
	Max E2E latency
	Communication Range
	Positioning Accuracy
	Data Rate
	Message Size
	Device density
	Device speed

	Warehouse inventory
	1; 2; 5; 7; 16; 21; 24; 27
	~1s
	30 m (indoor)
	3 m, 90%
	<1000 bits/s
	<256 bit
	1.5 million per km2
	< 6 km/h

	Environment perception by sensor
	3; 6; 11; 13; 15; 18; 19; 20; 22; 23; 24; 25; 26
	1~30s
	50 m (indoor),
 200 m(outdoor)
	NA
	<1000 bits/s
	<100 bytes
	1000 per km2
	Static

	Positioning, tracking and ranging
	2; 4; 7; 8; 9; 10; 12; 14; 16; 24; 27
	1~10s
	50 m (indoor),
 200 m(outdoor)
	1~3 m, 90%
	<1000 bits/s
	256 bits
	1000 per km2
	5 km/h (indoor)
20 km/h (outdoor)

	Activator
	17; 28
	NA
	NA
	NA
	NA
	NA
	NA
	NA


Limitation on power consumption and device complexity prevents Ambient IoT device from using certain sophisticated technologies. Therefore, RAN should study power consumption and device complexity of Ambient IoT device firstly when identifying RAN design target and potential technical approach from our perspective, especially in SI.
3.1 Power comsumption
Currently, traditional IoT technologies can be generally characterized by low cost, low complexity and low power consumption. Apart from commerical reason, this consequences are largely result in the traditional IoT use case which does not require IoT device to have complicated functionality and thus very low power consumption can be achieved.
For the use case of traditional IoT technology, IoT device with the ability to send its own identification code (e.g. EPC code) is sufficient. Regarding the use case defined by SA1, about 1/3 of them only require Ambient IoT device to send its identification code. In the remaining 2/3 use case, Ambient IoT device are required to be able to percept environment and/or to signal its location. It is quite clear that whether to maintain the sensor or provide accurate positioning, more power consumption is necessary.
Another issue that can affect power consumption is the communication distance or range of Ambient IoT device, there are use cases in which communication range are defined as 200m. Whether backscatter technology (without active amplification) can communication at such distance for Ambient IoT device with credit card size is also questionable considering free space loss solely. If other active communication technologies were to be introduced, active Ambient IoT devices should have a longer communication range, but would also consume more energy compared to passive devices.
Ambient IoT device composes a mandatory chipset (MCU and other necessary components), a mandatory antenna, an optional sensor, an optional activator (if use case 17 and 28 are valid, we are not so sure why activator don’t have a supply power). Therefore, the total power consumption of the Ambient IoT can be divided into two parts:
1. communication part (chipset and antenna)
2. non-communication part (optional sensor and activator)
Proposal 3: The total power consumption of Ambient IoT device is composed by a communication part (mandatory includes chipset and antenna), a non-communication part (optional includes sensor or activator).
During the RAN level study, we should make it clear whether the design targets of power consumption is only the communication part or the total power consumption.
Option a: The power consumption requirement for Ambient IoT device only refers to communication part, i.e., chipset and antenna.
Option b: The power consumption requirement for Ambient IoT device refers to the total power consumption, i.e., both communication part and non-communication part.
Proposal 4: RAN should decide the definition of power consumption requirement for Ambient IoT device:
Option a: The power consumption requirement for Ambient IoT device only refers to communication part, i.e., chipset and antenna.
Option b: The power consumption requirement for Ambient IoT device refers to the total power consumption, i.e., both communication part and non-communication part.
3.2 Functionality, coverage and complexity
The use cases of SA1 can be broadly classified into 4 categories based on their functionality. And all use cases require the Ambient IoT device to have a basic function, which is to allow the RAN to identify itself. On top of identification, some use cases require the Ambient IoT device to have the ability of positioning and/or environmental perception.
Another implicit metric is the communication range. For near-field communication, backscatter can meet the requirement, while the far-field communication requires consideration of other technical solutions, and it is likely that the far-field communication will be more complex, requiring more logic gate circuits and more complex RF design. Therefore, it also needs to be included in the category of functional considerations.
Proposal 5: Near-field identification functionality is supported for all Ambient IoT devices, e.g., 30m.
Proposal 6:  Three additional functionalities need to be supported for Ambient IoT: communication over long distances (>200m), positioning and ranging, environmental perception.
In addition, since RFID security is widely criticized, Ambient IoT devices also need to enhance data and communication security to avoid any company or personal privacy leaks, these will be more significantly increase the complexity of the device and the number of logic gates.
Also, it seems that the RAN consensus is that the complexity of Ambient IoT devices should not exceed that of NB-IoT or LPWA IoT devices. As for how to compare complexity, using the number of logic gates circuits or the number of transistors is a feasible way. A gate equivalent (GE) stands for a unit of measure which allows specifying manufacturing-technology-independent complexity of digital electronic circuits. Several transistors make up a logic gate circuit. e.g., RFID tag is on the order of 105 gate equivalents (GEs). Modern cell phone SoCs contain about 10 billion transistors and about 109 GEs. 
Proposal 7: RAN is kindly asked to take the number of logic gates as a metric to identify the complexity of Ambient IoT devices.
3.3 Data rate and Max E2E latency
Unlikely the cellular network in 3GPP, the data rate requirements for Ambient IoT defined by SA1 are relatively low, with the vast majority of 28 use cases being low-speed communication within 1000 bps, which is very close to traditional RFID system.
In the traditional RFID system, the factors that limit the data rate and lantecy, apart from bandwidth, modulation methods, SNR and other parameters, is collision. The reason for the collision is that RFID uses backscatter as the main communication method, resulting in all the RFID tags within the RFID reader RF charging field transmit data on the same frequency band to RFID reader, causing serious interference. To solve this problem, RFID has designed a TDMA-based anti-collision technology.
Obviously, Ambient IoT technology should exceed RFID technology in terms of performance. If Ambient IoT also uses backscatter as communication method, it should also consider the collision among Ambient IoT device and study more efficient anti-collision algorithm than RFID at this stage; and whether to use backscatter or not, Ambient IoT should consider both the reduction of cellular interference and self-interference.
The anti-collision algorithm and interference cancellation problems are related to the density of Ambient IoT device, the higher the density, the higher probability that Ambient IoT device collides, so the device density proposed by SA1 should to be taken into account.
Proposal 8: The expected data rate for ambient IoT is lower than 1000bps. The collision and interference reduction need to be studied during WG SI.
In addition, we think that in order to meet the data rate and latency requirements proposed by SA1 for Ambient IoT, the collision avoidance and interference cancellation problems shall also be studied.
The number and density of devices in these two scenarios are much higher compared to RFID, so the probability of collision and interference between devices will be higher, and it is necessary to study suitable anti-collision algorithms to ensure that the communication rate and E2E lantency.
There are use cases with large communication distance (use case 3,11,19 and 23) and high device density (use case 5,16 and 18) provided by SA1. The number and density of devices in both two kinds of use case are much higher compared to RFID, and the probability of collision and interference among devices will be greater. Therefore, it is necessary to study suitable anti-collision algorithms to ensure that the communication rate and E2E lantency proposed by SA1 are satisfied.
Observation 1: If backscatter is used, Ambient IoT technology needs to consider anti-collision issues and should be more efficient than traditional RFID technology.
Proposal 9: In order to guarantee the communication rate and latency to meet the SA1 requirements, the following objectives need to be studied during working group SI:
1) if backscatter are used, study efficient collision avoidance techniques
2) if backscatter are not used, study techniques to reduce intra-reader self-interference, inter-reader interference, as well as interference to existing cellular networks.
3.4 Positioning
There is a relationship between positioning accuracy and coverage distance. When the coverage distance is small enough, whether or not the Ambient IoT device is covered actually provides a certain degree of positioning information. This phenomenon is more significant in use case with low density of Ambient IoT devices. Therefore, whether an Ambient IoT device is perceivable or not can be used as the most basic positioning information.
For now, SA1 haven’t reach concluion on the general requirement and KPI for positioning. From our point of view, the positioning accuracy need to be around 3 meters. In the past, we can estimate the positioning accuracy of a particular technoloy only after the physical layer is clear and ready. Working groups need to study the positioning solutions according to its positioning distance and device density, but it is difficult to determine specific technical solutions for positioning and ranging because the current physical communication technology used in Ambient IoT is still uncertain. 
Proposal 10: To support ambient IoT positioning, a pre-condition is that the ambient IoT device need to be in the coverage of at least 2 ambient IoT readers.

3	Conclusion
This contribution discusses on device categorization and design targets for Ambient IoT, and provides the following proposal:
Proposal 1: RAN is kindly asked to prioritize the device categorization based on whether the device has energy storage and whether device is capable of independent signal generation.
Proposal 2: Storage capacity can only be considered as an additional capability, and minimum boundary of Joules is applied, instead of the maximum boundary:
	The study considers that a device has one of the following energy storage capacities:
- Storage capacity 1: No storage at all.
- Storage capacity 2: Higher than E1 Joules
- Storage capacity 3: Higher than E2 Joules
Editor's note: Values of E1 and E2 are FFS, and it is possible that E1 = E2, in which case storage 2 and 3 could be replaced by a single description such as "limited energy storage".


Proposal 3: The total power consumption of Ambient IoT device is composed by a communication part (mandatory includes chipset and antenna), a non-communication part (optional includes sensor or activator).
Proposal 4: RAN should decide the definition of power consumption requirement for Ambient IoT device:
Option a: The power consumption requirement for Ambient IoT device only refers to communication part, i.e., chipset and antenna.
Option b: The power consumption requirement for Ambient IoT device refers to the total power consumption, i.e., both communication part and non-communication part.
Proposal 5: Near-field identification functionality is supported for all Ambient IoT devices, e.g., 30m.
Proposal 6:  Three additional functionalities need to be supported for Ambient IoT: communication over long distances (>200m), positioning and ranging, environmental perception.
Proposal 7: RAN is kindly asked to take the number of logic gates as a metric to identify the complexity of Ambient IoT devices.
Proposal 8: The expected data rate for ambient IoT is lower than 1000bps. The collision and interference reduction need to be studied during WG SI.
Observation 1: If backscatter is used, Ambient IoT technology needs to consider anti-collision issues and should be more efficient than traditional RFID technology.
Proposal 9: In order to guarantee the communication rate and latency to meet the SA1 requirements, the following objectives need to be studied during working group SI:
1) if backscatter are used, study efficient collision avoidance techniques
2) if backscatter are not used, study techniques to reduce intra-reader self-interference, inter-reader interference, as well as interference to existing cellular networks.
Proposal 10: To support ambient IoT positioning, a pre-condition is that the ambient IoT device need to be in the coverage of at least 2 ambient IoT readers.
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