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[bookmark: _Ref488331639]Introduction
In this contribution, we further discuss ambient IoT about the use cases for RAN study, the deployment scenarios, device categorization and design target. Then, we will discuss the deployment scenario and the device categorization for ambient IoT. 
Use cases for RAN study
More than 30 use cases and traffic scenarios have been agreed in SA1 after SA1#101 meeting, including: 
· e.g., automated warehousing, medical instruments inventory management and positioning, smart grid, non-public network for logistics, Intralogistics in automobile manufacturing, automated supply distribution, base station machine room environmental supervision, personal belongings finding, Indoor positioning, smart laundry, sensors in smart homes, flower auction, Fresh Food Supply Chain, Forest Fire Monitoring, Smart Agriculture, Museum Guide, smart grazing dairy farming, smart pig farm, smart manhole cover safety monitoring, smart bridge health monitoring, Elderly Health Care, end-to-end logistics, pressure powered switch etc.
In RAN plenary meeting 98e, the following have been agreed for use cases grouping.
Agreement:
· Define the groups of Grouping A as follows, as a start point:
· Indoor
· Outdoor
· Indoor/outdoor
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Define the groups of Grouping B as follows, as a start point:
· Inventory
· Sensors
· Positioning
· Command
· Whether to incorporate Grouping A and Grouping B according to Approach 1 (include both separately) or Approach 2 (Group first by A, and second by B) will be decided in RAN#99.
· Mapping of SA1 use cases to the groups of each grouping will be discussed in the next meeting, including whether RAN needs to attempt that mapping, or only has to define the groups.

It differentiates the use cases with the required function for Grouping B while with the operation environment for grouping A. From the above agreements, one of the remaining issues is whether to apply Approach 1 or Approach 2 for grouping. In our views, the supported functionality is the most important aspects to define a use case, as for different functionalities, the requirement for the design will be different: it only needs to acquire the identification for the inventory use cases while it needs to support positioning mechanism for the positioning functionality. Large number of devices needs to be handled within very short time for inventory while the power consumption for sensors shall be taken into account for the sensors use cases. Hence, Grouping B shall be applied. In addition, the operation environment (i.e. indoor, outdoor) also have significant impact on the design requirement, e.g., the required coverage, the required connectivity topology. For indoor case, only short communication ranges (10-50 meters) are required while medium communication ranges (e.g. up to 250 meters) are needed for outdoor use cases. They should be equally considered. The staged approach would also put unnecessary fragmentation of grouping. Thus, we propose to apply both Grouping A and Grouping B at the same time for use cases grouping (i.e. adopt Approach 1).

Proposal 1: In grouping of use cases, study of Ambient IoT incorporates Grouping A and Grouping B according per Approach 1. 

It is important to derive the design targets by utilizing the KPI as discussed and agreed in SA1. In order to have a clear understanding of the specific requirement of each use case group, mapping of SA1 use cases to each of the use case group should be done.
In the following, the mapping of SA1 use cases to each of the use case group is performed [9]. Please note that some of the SA1 use cases may require more than functionality (e.g. some use case requires both inventory and positioning). This kind of use cases (yellow highlighted in Table 1) will be grouped based in the main functionality required. The mapping table use the KPI table in [2] as reference. It can be updated with small addition agreed in SA#101.
Table 1: Ambient IoT use case classification (need further group based on indoor and outdoor)
	Use cases Categories
	Use cases agreed in TR 22.840 v0.3.0

	Inventory
	1; 2; 4; 5; 7; 11;16; 27; traffic scenario 1, traffic scenario 3

	Sensors
	3; 6; 13; 15; 17; 18; 19; 20; 22; 23; 24; 25; traffic scenario 2

	Positioning
	[bookmark: _Hlk126599813]8; 9; 10; 12; 14; 21;

	Actuator
	26; 28;



Deployment scenarios
Connectivity topology
In RAN plenary meeting 98e, the following have been agreed for connectivity topology.
Agreement:
· Topology (1): BS <-> Ambient IoT device 
· NOTE 1: Includes the possibility of BS Rx and BS Tx in different BSs
· Topology (2): BS <-> intermediate node <-> Ambient IoT device 
· NOTE 1: Intermediate node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· Topology (3): BS <-> assisting node <-> Ambient IoT device <-> BS 
· NOTE 1: Assisting node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· FFS: If the two BS can be different
· Topology (4): UE <-> Ambient IoT device
· FFS: Topology (5) UE <-> Ambient IoT device <-> {BS or UE}

NOTE: For potential topology (5), discuss its relation with other topologies, its necessity, etc. in RAN#99.
NOTE for all topologies: The Ambient IoT device may be provided with carrier wave from another node(s) either inside or outside the topology
NOTE for all topologies: The links in each topology may be bidirectional or unidirectional
FFS: Whether to consider combination of different topologies in the study.
FFS: BS, UE, or assisting node could be multiple BSs, UEs or assisting nodes, respectively.

[bookmark: _Hlk129600206]Topology 1~4 in the above agreement can well cover the needed deployment scenarios. In topology 1, the gNB directly communicates with ambient IoT device and in Topology 4, a UE communicates with ambient IoT device. In topology 2, ambient IoT device communicate with an intermediate node and then the data is forwarded to the gNB by the intermediate node. In topology 3, an assisting node is used to help to provide carrier (if backscattering is used) or to receive the data from the ambient IoT device and forward the data to the gNB. It can reduce the complexity of the gNB if an assisting node is used. When backscattering is used, it can be the gNB or the assisting node to provide the carrier for backscattering and the other to receive the backscattering signal.
With the above four topologies, we see the SA1 use cases can be fully covered. If we don’t consider any power harvesting scheme, Topology 1 & 4 would can cover most of the use cases. For Topology 5, SA1 did not introduce ambient IoT devices as intermedia node for communication. Thus, we don’t see the necessity of Topology 5. It is also not very feasible for ambient powered (passive) devices to work in that topology.
[bookmark: _Hlk129591257]Proposal 2:  Topology (5), i.e. UE <-> Ambient IoT device <-> {BS or UE}, is not supported

Spectrum and Coexistence
The typical Ambient IoT devices have very limited energy collected for communication. The number of carriers for DL detection should be 1 carrier. UL transmission should also be 1 carrier, and may or may not be the same. With regard of the carrier spectrum, several options are discussed.
We had the following agreement: 
Agreement:
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]The study considers Ambient IoT deployment in-band to NR, in guard-band of NR, and standalone band from NR, and FFS: relationship to deployment scenarios.
· Note: Prioritization among them can be discussed in later meetings.
NR eMBB have good spectrum resource for deployment. This helps to the success of NR commercialization. For some lower band like 700MHz & 900MHz, ambient IoT can achieve better coverage to meet the requirements. The needed spectrum for Ambient IoT may not be too much as the data rate requirement is much smaller than NR. Thus, ambient IoT can be deployed in the same NR band with eMBB. In order to improve the resource utilization efficiency, supporting In-band deployment should be ensured. We mainly consider the in-band deployment and the related coexistence technologies with NR.
Proposal 3: Ambient IoT deployment in-band to NR is supported with high priority.
 
[bookmark: _Hlk129605635]3.3 Traffic assumption
The serving traffic of Ambient IoT need some further definition to continue the RAN study. One aspect is the traffic parameters on the frequency and volume. Another aspect could be the way how the traffic is triggered and terminated.
For the traffic parameters, we should firstly base on the SA1 study of data rate up to 10kbps (5.4). Then, we the RAN level can decide the arrival probability, periodicity and packet sizes. This methodology can mainly be based on the previous study of IoT type theology. Considering the data rate is much lower, packet size and arrival rate can be adjusted accordingly.
[bookmark: _Hlk129605776]RAN had some initial discussion on Device-Originated, Device-Terminated traffic type, Device-Terminated command type and Device-Terminated reporting trigger type traffics. Our understanding of the topic is that the ambient IoT may introduce “passive” communication scheme. Device may be driven by ambient power and the triggering of communication would be different to existing technologies. We had FFS point: whether the TR will describe different types of device-terminated traffic, e.g. Device-Terminated command and Device-Terminated reporting trigger, and whether to describe relationships between device-originated and device-terminated traffic, etc. To us, although this is important issue for Ambient IoT, we don not see the direct impact to the traffic assumption needed for study. Th ambient IoT device can either be requested by polling (DO) or sleep until call (DT). The study report can generally describe the different t types traffics, but we can define more on the traffic parameters (traffic models).
Proposal 4: Ambient IoT Traffic assumption can introduce the traffic model parameters targeting 10kbps data rate.

Device categorization
Working assumption:
This framework is used to categorize energy storage:
· Storage 1: no storage at all
· Storage 2: Up to E1 joules
· Storage 3: Up to E2 joules
FFS: In RAN#99 value(s) of E1, E2 and it is possible that E1=E2, in which case we have only two storage categories. Note in this case that storage 2 and 3 could be replaced by a single description such as ”limited energy storage”, instead.

Agreement:
The following set of Ambient IoT devices are considered in the SI:
· Device A: No energy storage, no independent signal generation, i.e. backscattering transmission
· Device B: Has energy storage, no independent signal generation, i.e. backscattering transmission. Use of stored energy can include amplification for reflected signals
· Device C: Has energy storage, has independent signal generation, i.e. active RF component for transmission 
FFS: Whether to include device function
FFS: Whether to include a target maximum power consumption for each device
FFS: Whether/how to describe what stored energy is used for (in addition to the statement for Device B)
FFS: if combination of these devices will be considered.

[bookmark: _Hlk129608399][bookmark: _Hlk129633818]Regarding the different device categories, we further consider the power limit of E1 and E2. We see the power storage capacity is not directly related to the transmission of backscattering one or active one. That is, 2 joules may support active transmission for 1s and 1 joule may support that for 0.1s. Thus, we may not identify the energy storage limits. And, the energy storage may be depending on components. An alternative way of differentiation of Device B and Device C could consider the instant max power consumption. Or, energy storage duration can be considered. We suggest to further discuss the differentiation criteria between Devices B&C. 
Proposal 5: For differentiating of Device B and Device C, we could consider other criteria between Devices B&C.

Design target

Device capability
Definition of ambient IoT device[8] , as in the following:
Ambient IoT device: An ambient power-enabled Internet of Things device is an IoT device powered by energy harvesting, being either battery-less or with limited energy storage capability (e.g., using a capacitor).
Ambient power enabled IoT has the distinguished characteristics such as: battery-less, ultra-low cost, small size, maintenance-free and long-life cycle. It has the immense potential to fulfill the unmet requirement from various of verticals and open one new market for 3GPP. On the other hand, significant study (including that in RAN) shall be performed to achieve the design target.
With extremely limited power constraint from ambient power, it has to support ultra-low power communication. The power consumption level would be less than e.g., 1mw, which is never reached within 3GPP (please note that the peak power consumption of existing 3GPP IoT device is at least hundreds of mw). Due to the power consumption restriction and the target ultra-low complexity, much lower capability than NB-IoT/MTC is required. Furthermore, overlapping with the existing 3GPP IoT technologies shall itself be avoided in order not to induce market fragment. 
In addition, unlike with conventional battery, it may be unstable and the amount of power is expected to be very limited for most of the considered use cases and scenarios [2] [5] . But on the other hand, it requires ambient IoT to support device identity reading and reporting, sensor date reading and reporting or even positioning. All these challenges mean a new working aera, which would be quite different from where the current 3GPP technologies have been, is required.
[bookmark: _Hlk129611720]Observation 1: Much lower capability than NB-IoT/MTC is required for ambient IoT due to:
· Requirement from the targeted use cases
· Extremely limited power constraint from ambient power
· Avoiding the market fragment/overlapping with existing 3GPP IoT technologies
In order to tackle the envisioned challenges, careful study will be needed in RAN. Kinds of techniques to achieve ultra-low power consumption, ultra-low complexity, e.g., backscattering, ultra-low power transceiver, low-complexity waveform/modulation/coding, shall be investigated. Compact protocol design is required to manage aspects such as connection management, efficient scheduling, access control, mobility management etc. for the light weight devices. 
On the other hand, during the discussion in SA1, the difference with technologies outside of 3GPP, such as RFID has also been discussed. RFID is a well-designed technology for identification. It generally uses radio waves from the reader as the power source and it pursue ultra-low cost. However, we propose to set a clear boundary between RFID and ambient IoT, due to the following constraints from RFID:
· Only support single-tag connection at one time and NOT able to communicate to with multiple RFID tags simultaneously. 
· No power management, i.e., only operating instantly with harvested power 
· Very low system efficiency
· Although multiple RFID channels in a band, FDM is Not supported due to ultra-low complexity of RFID tags (e.g., no channel level filtering)
· Strong interference between DL/UL due to full-duplex operation.
· It needs thorough interference cancellation for the reader before detection of the uplink signal
· Communication distance can be significantly improved with separate transmitter and receiver of the reader
Due to the above constraint, there is bottleneck of the performance which RFID can provide: e.g., limited communication range (generally less than 10 meters), limited number of devices can be processed at the same time, low system efficiency. From the summary of the requirement of the use cases, it calls for higher performance for ambient IoT.
[bookmark: _Hlk129611730]Observation 2: For ambient IoT, it shall overcome the constraint of the existing RFID technologies. 


Figure 1 Device categorization for ambient IoT

Therefore, based on the above discussion, it is proposed to support a device capability in between RFID and existing 3GPP IoT technologies, as shown in Figure 1. Ambient IoT device shall have a much lower device capability that NB-IoT/MTC but has a higher device capability than RFID.  
[bookmark: _Hlk129611748]Proposal 6: For ambient IoT, it is proposed to support a device capability in between RFID and existing 3GPP IoT technologies.
· Ambient IoT device has a much lower device capability that NB-IoT/MTC but has a higher device capability than RFID.

Device power consumption
For the ambient powered IoT devices, we should introduce the power limit into the study. Study has shown that only up to tens of mW can be harvested from wireless radio waves and less than 1 mW can be harvested from solar panel with size of 1 cm2. In addition, there will be maximum EIRP restriction and transmission duration restriction, which limit the total power available for Ambient IoT devices. Thus, how to significantly reduce the power consumption of the Ambient IoT devices needs to studied.
Setting a peak power consumption should be introduced for ambient IoT. The peak power consumption shall be less than e.g, 1mW, due to low power density of ambient power sources. 
[bookmark: _Hlk129611518]Proposal 7: For ambient IoT, a peak power consumption should be introduced.

Coverage
In SA1, we basically agreed that communication Range from 10~50 meters for indoor (with one exception of 250 meters with open area indoor scenario) and up to 200 meters for outdoor are required for the agreed use cases.
[bookmark: _Hlk129611798]Observation 3: small coverage (10~50 meters) to medium coverage (up to 250 meters) are needed for the agreed use cases in SA1. 

Data rate
For data rate, SA1 has agreed that the user experienced data rate less than 10kbps.

Positioning accuracy
For positioning services, SA1 has agreed Positioning accuracy of 1-3m for indoor, [x] for outdoor in KPI in the TR. 

Security
Due to the ultra-low complexity of the device and the power consumption, optimized security may need to be considered. If Physical layer security is used, there is RAN impact.  
So, there is performance requirement to support Physical layer security. 
Candidate techniques to fulfil the design targets
We mainly consider following techniques to achieve ultra-low power consumption, ultra-low complexity, for ambient IoT devices.
Simpler waveform/modulation/coding scheme
In order to achieve ultra-low power consumption and ultra-low complexity, simpler waveform and coding scheme are needed. OFDM is the main waveform commonly used. The merit of OFDM is that it can achieve high spectrum efficiency and high peak data rate using wide bandwidth. However, it is difficult to use OFDM to achieve ultra-low power consumption since the operations such ADC, data buffering, FFT, channel estimation, etc. requires high power consumption. Therefore, OFDM may not be suitable for Ambient IoT as a simpler waveform is required.
[image: ]
Figure 2 OOK modulation
OOK/FSK may be a promising modulation scheme for Ambient IoT to enable ultra-low complexity data transmission/reception. In an OOK receiver, envelope detection can be used and complicated baseband digital processing is replaced with simple analogue envelope detection circuit. Thus, ultra-low power (e.g., several to tens of µW) receiver can be achieved by very simple implementation.
[image: ]
Figure 3 FSK modulation
Backscattering
The possible configurations of backscatter system include mono-static, where the transmitting AP and receiving AP is the same, and bi-static, where the transmitting AP and receiving AP are separated. In a backscattering communication system as illustrated in Figure 2, load modulation is usually used. The load modulation technology mainly includes two methods: resistance-based load modulation and capacitor-based load modulation. For resistance-based load modulation, a resistor which is called a load modulation resistor, is connected in parallel to the load. The resistor is turned on or turned off according to the clock of the data stream, and the switch is controlled by the binary data encoding. For capacitor-based load modulation, a capacitor is connected in parallel with the load to replace the load modulation resistor.
Active transmitter
[bookmark: _Hlk129610351]For the transmitter, it can also achieve ultra-low power transmission (e.g., around 200 µW) even with an active OOK/FSK transmitter [10] [11]. Therefore, both ultra-lower power receiver and transmitter, overall ultra-low power consumption for the devices, e.g., lower than 1 mW, can be achieved.
Compact protocol design
In order to achieve ultra-low power consumption and ultra-low complexity, protocol aspects should be studied, including connection management, efficient scheduling, access control, mobility management. This is to achieve the light weight devices
	
[bookmark: _Hlk129611811]Proposal 8: For ambient IoT, RAN study backscattering, ultra-low power transceiver, low-complexity waveform/modulation/coding. Compact protocol design is required to manage aspects such as connection management, efficient scheduling, access control, mobility management.

Conclusion
Based on the discussion, we have the flowing observations and proposals:
Proposal 1: In grouping of use cases, study of Ambient IoT incorporates Grouping A and Grouping B according per Approach 1. 
Proposal 2:  Topology (5), i.e. UE <-> Ambient IoT device <-> {BS or UE}, is not supported
Proposal 3: Ambient IoT deployment in-band to NR is supported with high priority.
Proposal 4: Ambient IoT Traffic assumption can introduce the traffic model parameters targeting 10kbps data rate.
Proposal 5: For differentiating of Device B and Device C, we could consider other criteria between Devices B&C.
[bookmark: _GoBack]Observation 1: Much lower capability than NB-IoT/MTC is required for ambient IoT due to:
· Requirement from the targeted use cases
· Extremely limited power constraint from ambient power
· Avoiding the market fragment/overlapping with existing 3GPP IoT technologies
Observation 2: For ambient IoT, it shall overcome the constraint of the existing RFID technologies. 
Proposal 6: For ambient IoT, it is proposed to support a device capability in between RFID and existing 3GPP IoT technologies.
· Ambient IoT device has a much lower device capability that NB-IoT/MTC but has a higher device capability than RFID.
Proposal 7: For ambient IoT, a peak power consumption should be introduced.
Observation 3: small coverage (10~50 meters) to medium coverage (up to 250 meters) are needed for the agreed use cases in SA1. 
Proposal 8: For ambient IoT, RAN study backscattering, ultra-low power transceiver, low-complexity waveform/modulation/coding. Compact protocol design is required to manage aspects such as connection management, efficient scheduling, access control, mobility management.
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