[bookmark: _Hlk961875]3GPP TSG RAN Meeting #99						RP-230118 
Rotterdam, Netherlands, March 20-23, 2023

Agenda item:	9.2.3 Study on Ambient IoT in RAN 
Source: 	Sierra Wireless
Title: 	Discussion on Ambient IoT
Document for:	Discussion and decision
Introduction
A new study item on ambient IoT [1] has been approved in RAN#97e meeting. In this contribution, we give our views on the following topics:
Categorization of SA1 Use Cases to Representative Use Cases
Device Types
Traffic Model
Topologies
Backscattering Modulation
Energy Storage
Security 

Note: the agreement, conclusions and WA made in RAN #98e are in the appendix I.
Categorization of SA1 Use Case to Representative Use Cases
SA1 Use Case Mapping
This section includes categorization of SA1 use cases based on the groups that were agreed in RAN#98e:
Define the groups of Grouping A as follows, as a start point:
Indoor
Outdoor
Indoor/outdoor
Define the groups of Grouping B as follows, as a start point:
Inventory
Sensors
Positioning
Command
Whether to incorporate Grouping A and Grouping B according to Approach 1 (include both separately) or Approach 2 (Group first by A, and second by B) will be decided in RAN#99.
Mapping of SA1 use cases to the groups of each grouping will be discussed in the next meeting, including whether RAN needs to attempt that mapping, or only has to define the groups.

In RAN #98e, two approaches for categorization were considered:
Approach 1: Have Grouping A, and Grouping B in the TR.
Approach 2: Group first by A, and second by B, i.e., for each group in A, a series of sub-groups from B.

To help determine which categorization approach is better, this section includes categorization of SA1 use cases for both methods. For the purpose of classifying/mapping SA1 use cases to representative use cases (rUC), the following assumptions were made:
When neither indoor nor outdoor environment was specified by SA1, the classification was made based on the SA1’s defined range of the device (i.e., indoor is <50m range and outdoor is >100m range)
Since inventory use cases are somewhat of a subset of positioning use cases, inventory use cases were assumed to only require the reported position be accurate enough to identify if the device is within a building or a particular zone of a building. 
Positioning use cases are use cases where a device’s location is not limited to a specific area, and thus the reported location may be unbounded. These use cases often require higher location accuracy reporting (i.e., meters) than inventory tracking. 
A command use case implies a low latency device-terminated communication command. This is assumed to exclude commands to set or make changes to polling intervals. 
Sensor use cases include use cases where the sensor read and report is synchronous (i.e., sent periodically) and/or asynchronous (i.e., reported only when values exceed a threshold). 
In some cases, the SA1 use cases were broadened beyond what was in TR 22.840. 



Approach 1 mapping:
	Environment
	SA1 Use Cases

	Indoor
	5.1 Automated warehousing
5.5 Automobile manufacturing
5.6 Sensors in smart homes
5.10 Ranging for ambient IoT 
5.13 Base Station Machine Room Environmental Supervision
5.14 Indoor positioning in shopping center 
5.15 Smart laundry
5.21 Museum guide
5.23 Smart pig farm

	Outdoor
	5.3 Substations in smart grids
5.19 Forest fire monitoring 
5.22 Smart grazing dairy farm
5.24 Smart manhole cover monitoring
5.25 Bridge health monitoring

	Indoor & Outdoor
	5.2 Medical instruments inventory management and positioning*
5.4 Non-Public Network for logistics (not specified – no KPIs given)
5.7 Airport terminal / shipping port
5.8 Finding remote lost item
5.9 LCS for Ambient IoT
5.11 Online modification of medical instruments
5.12 Personal belonging finding
5.16 Automated supply distribution
5.17 Device activation and deactivation 
5.18 Fresh food supply chain
5.20 Smart agriculture (i.e., greenhouse or farm)
5.26 Elderly health care
5.27 End-to-end logistics (during transport)
5.28 Pressure powered switch





	Representative Use Case (rUC)
	SA1 Use Cases

	Inventory

	5.1 Automated warehousing
5.2 Medical instruments inventory management and positioning
5.4 Non-Public Network for logistics
5.5 Automobile manufacturing
5.7 Airport terminal / shipping port
5.15 Smart laundry
5.16 Automated supply distribution
5.18 Fresh food supply chain
5.22 Smart grazing dairy farm
5.23 Smart pig farm
5.27 End-to-end logistics

	Sensors
	5.3 Substations in smart grids
5.6 Sensors in smart homes
5.13 Base Station Machine Room Environmental Supervision
5.15 Smart laundry
5.17 Device activation and deactivation
5.18 Fresh food supply chain
5.19 Forest fire monitoring
5.20 Smart agriculture
5.22 Smart grazing dairy farm
5.23 Smart pig farm
5.24 Smart manhole cover monitoring
5.25 Smart bridge health monitoring
5.26 Elderly Health Care

	Positioning
	5.2 Medical instruments inventory management and positioning
5.5 Automobile manufacturing 
5.8 Finding remote lost item
5.9 LCS for Ambient IoT
5.10 Ranging for ambient IoT
5.12 Personal belonging finding
5.14 Indoor positioning in shopping center
5.16 Automated supply distribution
5.18 Fresh food supply chain
5.21 Museum guide
5.26 Elderly Health Care
5.27 End-to-end logistics

	Command 

	5.4 Non-Public Network for logistics
5.5 Automobile manufacturing {beyond inventory & logistics}
5.6 Sensors in smart homes {beyond sensors}
5.8 Finding remote lost item
5.11 Online modification of medical instruments
5.12 Personal belonging finding
5.17 Device activation and deactivation
5.20 Smart agriculture
5.26 Elderly Health Care
5.28 Pressure powered switch






Approach 2 mapping:
	Environment
	RUC’s
	SA1 Use Cases

	Indoor
	Inventory
	5.1 Automated warehousing
5.5 Automobile manufacturing
5.15 Smart laundry
5.23 Smart pig farm

	Outdoor
	
	5.22 Smart grazing dairy farm

	Indoor & Outdoor
	
	5.2 Medical instruments inventory management and positioning
5.4 Non-Public Network for logistics
5.7 Airport terminal / shipping port
5.16 Automated supply distribution
5.18 Fresh food supply chain
5.27 End-to-end logistics

	Indoor
	Sensors
	5.6 Sensors in smart homes
5.13 Base Station Machine Room Environmental Supervision
5.15 Smart laundry
5.23 Smart pig farm

	Outdoor
	
	5.3 Substations in smart grids
5.19 Forest fire monitoring
5.22 Smart grazing dairy farm
5.24 Smart manhole cover monitoring
5.25 Smart bridge health monitoring

	Indoor & Outdoor
	
	5.17 Device activation and deactivation
5.18 Fresh food supply chain
5.20 Smart agriculture (e.g. greenhouse, farm)
5.26 Elderly Health Care

	Indoor
	Positioning
	5.5 Automobile manufacturing
5.10 Ranging for ambient IoT
5.14 Indoor positioning in shopping center 
5.18 Fresh food supply chain
5.21 Museum guide

	Outdoor
	
	

	Indoor & Outdoor
	
	5.2 Medical instruments inventory management and positioning
5.7 Airport terminal / shipping port
5.8 Finding remote lost item
5.9 LCS for Ambient IoT
5.12 Personal belonging finding
5.16 Automated supply distribution
5.17 Device activation and deactivation 
5.26 Elderly Health Care
5.27 End-to-end logistics

	Indoor
	Command
	5.5 Automobile manufacturing
5.6 Sensors in smart homes

	Outdoor
	
	

	Indoor & Outdoor
	
	5.4 Non-Public Network for logistics
5.8 Finding remote lost item
5.11 Online modification of medical instruments
5.12 Personal belonging finding
5.17 Device activation and deactivation 
5.20 Smart agriculture (e.g. greenhouse, farm)
5.26 Elderly Health Care
5.28 Pressure powered switch



Based on the above tables, the following observations can be made:
For both approach 1 and approach 2, several use cases fall into multiple categories.
Several SA1 use cases are similar and overlap.
Most use cases fall into both indoor and outdoor environment categories.
The SA1 use cases are distributed evenly among the rUCs.

Since there is no indication of market size per SA1 use case, RAN PL must not conclude that more use cases in a category means a larger market. Also, since there is no competitive analysis (especially against RFID), there is no information WRT market penetration rates for each use case. Therefore, the following conclusion can be made:
The number of use cases in each category is not an indication of market size or market penetration rates. 

Ideally to help prioritize use cases, RAN PL would study and identify market sizes and market penetration rates for each use case but this is not practical, so the following proposal is made:
No further work should be done, including prioritization, on the SA1 use cases or rUCs and work should instead focus on core requirements.
SA1 Use Case Grouping Approach
As mentioned in the previous section, two approaches to categorization were discussed in RAN #98e. The two approaches considered are:
Approach 1: Have Grouping A, and Grouping B in the TR.
Approach 2: Group first by A, and second by B, i.e., for each group in A, a series of sub-groups from B.

During RAN #98e, proponents of approach 2 suggested that it would be easier because use cases would not be duplicated in approach 2. However,  as shown in the above section, both approaches have duplication of SA1 use cases.  One issue with approach 2 is that it indicates or suggests that all four rUCs require deployment in both indoor and outdoor environments, which is not the case. The advantage of approach 1 is that is allows for easier and clearer mapping to topologies, deployment scenarios, and device types. Given the above, the following proposal is made:
Categorize SA1 use cases according to Approach 1: “Have Grouping A, and Grouping B in the TR.”
Device Types
The following agreement was made in RAN #98e regarding device types:
Proposal 5-3b-v2: the following set of Ambient Iot devices are considered in the SI:
Device A: No energy storage, no harvesting ambient sources, no independent signal generation, i.e.
backscattering transmission
Device B: Has energy storage from harvesting ambient sources, no independent signal generation, i.e.
backscattering transmission. Use of stored energy can include amplification for reflected signals
Device C: Has energy storage from harvesting ambient sources, has independent signal generation,
i.e. active RF component for transmission
FFS: Whether to include device function
FFS: Whether to include a target maximum power consumption for each device
FFS: Whether/how to describe what stored energy is used for (in addition to the statement for Device B)
FFS: if combination of these devices will be considered.

The three defined device types will certainly help progress the study forward, but there is clearly no agreement that all three device types will ultimately be support by the A-IoT spec.

One concern WRT device type C:  As specified in the WID, A-IoT shall not overlap with NB-IOT/LTE-M. However, NB-IOT/LTE-M systems can support UE’s with device type C configurations if enough ES (energy storage) is available.
NB-IOT/LTE-M systems can support UE’s with device type C configurations.

As with most 3GPP studies, the study should start with a wide scope, and hence the agreement to include these three device types is correct. However, the amount of protocol specification work and development work should be considered in this study. WRT to protocol development work, the follow observations can be made:
WRT protocol development – device types A and B would be able to use a similar protocol, but device type C would require a very different protocol from A and B.

WRT to UE development work, the following observation can be made:
WRT UE development – device types A and B would be able to share the same basic design (i.e., RF and baseband chipset(s)), but device type C would be very different design from A and B.
Given the above observation, RAN PL should carefully consider supporting device type C. 
Traffic model
The following conclusion was made in RAN #98e regarding traffic with a “FFS”:
FFS: whether the TR will describe different types of device-terminated traffic, e.g. Device-Terminated command and Device-Terminated reporting trigger, and whether to describe relationships between device-originated and device-terminated traffic, etc.

When designing the A-IoT protocol, whether support is needed for both DT (device-terminated) and DO (device-originated) traffic is a key requirement which needs to be decided by RAN PL.  For example, the device type and/or the carrier wave design is greatly affected if low latency DO transmissions are to be supported:
To support low latency DO transmissions, either a device type C is needed, or a carrier wave needs to be sent often (e.g., <10sec for most use cases).

To better understand the DO/DT requirements, the DO/DT traffic type for all representative use cases (rUC) should be studied and captured in the TR:
The TR should capture the device-originated and device-terminated traffic requirements for each representative use cases.

The following table captures which use cases require DO and/or DT communications using the following assumptions:
Low latency DO communication is defined as a DO transmission sent in <10sec of when an application trigger is generated (e.g.,  when a sensor exceeds a threshold, the device transmits in <10sec). 
Note: a periodic sensor report is NOT a low latency DO communication.
Low latency DT communication is defined as a DT transmission sent to a device in <10sec of when an application sends the message (e.g., an application server commands a light switch to turn on within 10sec).
In some cases, the SA1 use cases were broadened beyond what was in TR 22.840 (e.g., reporting erroneous or alarming sensor readings and geo-fencing) . 

	Representative Use Case (RUC)
	Traffic type needed

	Inventory
	Device-Terminated 

	Sensors
	Device-Terminated, Device -Originated

	Positioning
	Device-Terminated, Device -Originated (e.g., for geofencing)

	Command 
	Device-Terminated 


To support all the rUC’s, both low latency device-terminated and low latency device originated communications should be supported by A-IoT. 

Besides DO/DT communications, the maximum TB size requirement should be studied and captured in the TR. For example, the max TB sizes should be large enough to support sending of security signatures and certificates with minimal fragmentation. Based on this, the following proposal is made:
The maximum TB size should be studied and captured in the TR.

Another important aspect of security for commercial systems is to be able to support security patches or firmware updates. This will require enough capacity, speed, and efficiency to support larger blocks of transfers [e.g. 500KB]. A secured and reliable multicast and unicast transport mechanism to support larger transfers is likely required.
The requirement to support firmware updates should be studied and requirements thereof should be captured in the TR. 
Topologies
The following agreement WRT topologies was made in RAN #98e:
Proposal 4-4v2: 
Topology (1): BS <-> Ambient IoT device
· NOTE 1: Includes the possibility of BS Rx and BS Tx in different BSs
Topology (2): BS <-> Intermediate node <-> Ambient IoT device
· NOTE 1: Intermediate node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
Topology (3): BS <-> assisting node <-> Ambient IoT device <-> BS
· NOTE 1: Assisting node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· FFS: If the two BS can be different
Topology (4): UE <-> Ambient IoT device
FFS: Topology (5) UE <-> Ambient IoT device <-> {BS or UE}
 NOTE: For potential topology (5), discuss its relation with other topologies, its necessity, etc. in RAN#99.
NOTE: For all topologies: The Ambient IoT device may be provided with carrier wave from another node(s) either inside or outside the topology
NOTE: For all topologies: The links in each topology may be bidirectional or unidirectional
FFS: Whether to consider combination of different topologies in the study.
FFS: BS, UE, or assisting UE could be multiple BSs, UEs or assisting UEs, respectively.

The following figures were captured in FLS summary to help describe topology #2 and #3:
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For a backscatter device with or without energy storage, the carrier wave to power on the A-IoT UE and to be used  for backscattering is a critical part of the topology. The above agreement could be clearer that the agreed topologies do not incldue the carrier wave and only show the “traffic” channels. Adding the carrier wave options to the already specified 5 topology options would not be managable, but instead just listing possible formats, sources, and duplexing is practical and would be helpful. 
Carrier wave formats, sources and duplexing options should be captured in the TR and eventually down selected.

The carrier wave options at least includes the following:
Formats:
Unmodulated carrier wave 
Modulated carrier wave 
Sources:
UL transmission by a UE
DL transmission by gNB/eNB/Relay/IAB
Non-3GPP device (e.g. wifi, BT, TV signal,…)
Duplexing:
Full duplex - carrier wave in the same band as the backscattered signal
FDD - carrier wave in a different band as the backscattered signal 

Backscattering Modulation
There are many types of backscattering modulations, each with different advantages and disadvantages WRT KPIs like range, cost, and data rate. It would be helpful for the TR to include these options and possiblly evalute these against agreed KPIs in a further RAN1 study. 
Backscattering modulation options and KPI’s should be captured in the TR.

Commonly used backscatting modulation options includes:
ASK – On-Off Keying 
PSK
FSK 
QAM 

Commonly used backscatting modulation KPIs includes:
Range 
Battery life
Cost
Data rate 

Energy Storage
The following working assumption was made in RAN #98e regarding energy storage:
Proposal 5-2a-extended: Make a working assumption for this framework to categorize energy storage:
Storage 1: no storage at all
Storage 2: Up to E1 joules
Storage 3: Up to E2 joules
FFS: In RAN#99 value(s) of E1, E2 and it is possible that E1=E2, in which case we have only two storage
categories. Note in this case that storage 2 and 3 could be replaced by a single description such as ”limited
energy storage”, instead.


The required size of energy storage (ES) E1 and E2 will depend on requirements such as:
Range (MCL):  longer range -> slower data rate -> longer TX Time -> more ES needed
Max amount of data (i.e., to send before exhausting ES)
Max time between transmission (i.e., the ES charge time – clearly means of ambient energy harvesting)

Thus, choosing values of E1/E2 will limit the above requirements. Therefore, before choosing E1/E2, RAN PL should discuss and agree to core requirements. 
Before choosing E1/E2 values, RAN PL should discuss key requirements such as range (MCL), max amount of data (i.e., before exhausting ES), and max time between transmissions.
Security
A good way to differentiate 3GPP A-IoT from other ambient standards, is to support best in class security. Thus, the following SA1 proposed requirement should be supported:
Include SA1 requirement – “The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.”
Conclusions
1. For both approach 1 and approach 2 SA1 use case categorization methods, several use cases fall into multiple categories.
Several SA1 use cases are similar and overlap.
Most SA1 use cases fall into both indoor and outdoor environment categories.
The SA1 use cases are distributed evenly among the rUCs.
The number of use cases in each category is not an indication of market size or market penetration rates. 
1. No further work should be done, including prioritization, on the SA1 use cases or rUCs and work should instead focus on core requirements.
Categorize SA1 use cases according to Approach 1: “Have Grouping A, and Grouping B in the TR.”

NB-IOT/LTE-M systems can support UE’s with device type C configurations.
WRT protocol development – device types A and B would be able to use a similar protocol, but device type C would require a very different protocol from A and B.
WRT UE development – device types A and B would be able to share the same basic design (i.e., RF and baseband chipset(s)), but device type C would be very different design from A and B.
Given the above observations, RAN PL should carefully consider supporting device type C. 
To support low latency device-originated transmissions, either a device type C is needed, or a carrier wave needs to be sent often (e.g., <10sec for most use cases).
The TR should capture the device-originated and device-terminated traffic requirements for each representative use cases.
To support all the rUC’s, both low latency device-terminated and low latency device originated communications should be supported by A-IoT. 
The maximum TB size should be studied and captured in the TR.
The requirement to support firmware updates should be studied and requirements thereof should be captured in the TR. 
Carrier wave formats, sources, and duplexing options should be captured in the TR and eventually down selected.
Backscattering modulation options and KPI’s should be captured in the TR.
Before choosing E1/E2 values, RAN PL should discuss key requirements such as range (MCL), max amount of data (i.e., before exhausting ES), and max time between transmissions.
Include SA1 requirement – “The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.”
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Appendix I: Agreements and WA in RAN #98e
Proposal 4-3b-v2: 
Agree that for basestation deployments (when present), “Coexistence with existing 3GPP
technologies” can be:
Deployed on the same sites as an existing 3GPP deployment corresponding to the basestation type
Deployed on new sites without an assumption of an existing 3GPP deployment

Proposal 5-1a-extended, in section 6.1.6 (Energy harvesting text)
 The following text is included in TR 38.848, with precise location up to later decision, unless there is an
objection to letting the precise location be decided later, in which case the text is included in an Annex
of the TR.
“Companies have reported the following energy sources for energy harvesting in literature: RF,
solar/light, piezoelectric (kinetic/vibration), electromagnetic, electrostatic, heat/thermal,
thermoelectric, magnetic, wind/water, acoustic, etc.”

Proposal 5-3b-v2: the following set of Ambient Iot devices are considered in the SI:
Device A: No energy storage, no harvesting ambient sources, no independent signal generation, i.e.
backscattering transmission
Device B: Has energy storage from harvesting ambient sources, no independent signal generation, i.e.
backscattering transmission. Use of stored energy can include amplification for reflected signals
Device C: Has energy storage from harvesting ambient sources, has independent signal generation,
i.e. active RF component for transmission
FFS: Whether to include device function
FFS: Whether to include a target maximum power consumption for each device
FFS: Whether/how to describe what stored energy is used for (in addition to the statement for Device B)
FFS: if combination of these devices will be considered.


Working assumption:
Proposal 5-2a-extended: Make a working assumption for this framework to categorize energy storage:
Storage 1: no storage at all
Storage 2: Up to E1 joules
Storage 3: Up to E2 joules
FFS: In RAN#99 value(s) of E1, E2 and it is possible that E1=E2, in which case we have only two storage
categories. Note in this case that storage 2 and 3 could be replaced by a single description such as ”limited
energy storage”, instead.


Proposal 4-4v2: Define the following topologies as starting points for the next meeting:
· Topology (1): BS <-> Ambient IoT device
· NOTE 1: Includes the possibility of BS Rx and BS Tx in different BSs
· Topology (2): BS <-> Intermediate node <-> Ambient IoT device
· NOTE 1: Intermediate node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· Topology (3): BS <-> assisting node <-> Ambient IoT device <-> BS
· NOTE 1: Assisting node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT
· FFS: If the two BS can be different
· Topology (4): UE <-> Ambient IoT device
· FFS: Topology (5) UE <-> Ambient IoT device <-> {BS or UE}
 
NOTE: For potential topology (5), discuss its relation with other topologies, its necessity, etc. in RAN#99.
NOTE: For all topologies: The Ambient IoT device may be provided with carrier wave from another node(s) either inside or outside the topology
NOTE: For all topologies: The links in each topology may be bidirectional or unidirectional
FFS: Whether to consider combination of different topologies in the study.
FFS: BS, UE, or assisting UE could be multiple BSs, UEs or assisting UEs, respectively.
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[bookmark: _Hlk129243692]Proposal 2, in section 3.6 (Handling of SA1 use cases)
Define the groups of Grouping A as follows, as a start point:
Indoor
Outdoor
Indoor/outdoor
Define the groups of Grouping B as follows, as a start point:
Inventory
Sensors
Positioning
Command
Whether to incorporate Grouping A and Grouping B according to Approach 1 (include both separately) or Approach 2 (Group first by A, and second by B) will be decided in RAN#99.
Mapping of SA1 use cases to the groups of each grouping will be discussed in the next meeting, including whether RAN needs to attempt that mapping, or only has to define the groups.


Conclusion 3-2  and Proposal 3-1 in section 4.6 (Deployment scenarios table)
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FFS: whether/which rows can be indicated with more than one value, e.g. Environment = Indoor/Outdoor
FFS: Possible values for each characteristic row (see following questions)
FFS: Whether device characteristic is added to the table.

Proposal 4-1v2, in section 5.1.6 (Environment)
‘Environment of device’ can be ‘indoor’, ‘outdoor’, ‘indoor or outdoor’.
FFS: Whether to further describe other aspects, e.g. the size of the served area.

Proposal 4-2 in section 5.2.5 (Basestation characteristic)
Proposal 4-2: Agree that ‘basestation characteristic’ can be: macro-cell based deployment, micro-cell based
deployment, pico-cell base deployment, or none.
FFS: If/how it is necessary to reflect mobile IAB basestation.

Proposal 4-3a in section 5.3.5 (on in-band, guard-band, standalone band)
Proposal 4-3a: Agree that the study considers Ambient IoT deployment in-band to NR, in guardband of NR, and standalone band from NR, and FFS: relationship to deployment scenarios.
Note: Prioritization among them can be discussed in later meetings.

Proposal 4-5, in section 5.5.5 (Spectrum)
Proposal 4-5: Agree that spectrum in a deployment scenario is: licensed FDD, licensed TDD, unlicensed.
Note: Further discuss if the study should apply any limitations to the cases for which unlicensed spectrum is studied.

Conclusion 4-6 in section 5.6.5 (Traffic assumption)
FFS: whether the TR will describe different types of device-terminated traffic, e.g. Device-Terminated command and Device-Terminated reporting trigger, and whether to describe relationships between device-originated and device-terminated traffic, etc.
image1.png
Topology (2)




image2.png
Table 3: Deployment Scenario <X>

Applicable representative use
cases

Characteristic

Description

Environment (of device)

Basestation characteristic (if
any)

Connectivity topology

1UCL.1UC2. ..... ...

Spectrum

Coexistence with existing 3GPP
technologies

Traffic assumption





