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1. Introduction

In RAN#97e meeting, a new SID “Study on Ambient IoT” has been agreed and further revised in RAN#98e meeting [1]. The main objectives of the SID are as following:

	· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects

· Indoor/outdoor environment

· Basestation characteristics, e.g. macro/micro/pico cells-based deployments

· Connectivity topologies, including which node(s) , e.g. basestation, UE, relay, repeater, etc. can communicate with target devices

· TDD/FDD, and frequency bands in licensed or unlicensed spectrum

· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.

NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 

NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.

NOTE: A representative use case can be studied for a group of use cases that have similar requirements.

· Formulate a set of RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases, at least including

· Power consumption

· Complexity

· Coverage

· Data rate

· Positioning accuracy

NOTE: The requirements from SA1 on the relevant use cases shall be taken into consideration.

NOTE: The study shall aim to provide better coverage compared to existing non-3GPP technologies for the relevant use cases.

NOTE: Other RAN design targets in relation to connection density, mobility, security, latency, reliability etc. may be discussed, if necessary for the relevant use cases. 

NOTE: Detailed definitions of the RAN design targets should be discussed during the study.

· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.

NOTE: This is not to require a detailed WG-level of analysis.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.


In this contribution, we will give some further analysis on how to group the use cases and extract development scenarios of Ambient IoT. Based on the analysis, some suggestions will be given for the following study in RAN.

2. Discussion

2.1 Handling of SA1 use cases in RAN

In RAN#98 meeting, RAN attempted to group SA1 use cases that have similar requirements for the purpose of working out the RAN deployment scenarios and RAN design targets. The agreements have been reached as following:

Agreement:
· Define the groups of Grouping A as follows, as a start point:

· Indoor

· Outdoor

· Indoor/outdoor

· Define the groups of Grouping B as follows, as a start point:

· Inventory

· Sensors

· Positioning

· Command

· Whether to incorporate Grouping A and Grouping B according to Approach 1 (include both separately) or Approach 2 (Group first by A, and second by B) will be decided in RAN#99.

· Mapping of SA1 use cases to the groups of each grouping will be discussed in the next meeting, including whether RAN needs to attempt that mapping, or only has to define the groups.

Two schemes for grouping the use cases have been brought in last meeting. Per our understanding, no matter which grouping scheme is used, it’s expected to group the use cases into several use case groups and each group can have as many KPIs as possible with consistent values. Then such use cases grouping result can facilitate RAN to derive the corresponding deployment scenarios and determine as many characteristic details as possible for a certain deployment scenario.
For grouping A scheme, the use cases would be grouped into 2 use case groups based on deployment environments, e g., indoor or outdoor, with the intention to abstract KPIs or the common characteristics for the use cases deployed in a certain environment. However, under the same deployment, the KPIs or the value of the KPIs of different applications may differ greatly. For example, the application of Inventory generally has certain requirements on end-to-end latency, device density and positioning accuracy while Sensors application may have less requirements on these KPIs. Such an example can be found in the following Table 1. 

Table 1: KPIs for different use cases, both of which are primarily deployed indoor
	Scenarios
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density


	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Automatic Intralogistics in automobile manufacturing (#5)
	>100 ms

(note 1)
	99%
	NA
	<1 kbit/s

(note 2)
	96 bits

(note 3)
	<1,5 Million/km2 (note 4)
	<30 meters

Indoors
	600 000 m2

(note 5)
	NA
	NA
	NA
	NA
	[3] m

	Ambient IoT devices in smart home

(#6)
	20 s
	99.9 %
	NA
	NA
	8~96bits


	NA
	[10-30]m

Indoors
	NA
	Stationary
	NA
	NA
	NA
	NA


Observation1: The grouping A scheme groups the use cases based on deployment environments, but within each group, the characteristics for different services/applications may still differ greatly.  
For grouping B scheme, the use cases can be grouped into 4 use case groups based on service/application characteristics. However, even for a certain service/application, when it’s applied in the different deployment environments, such as indoor or outdoor, the requirements in terms of communication distance, service area dimension, and device density etc., would be different. Generally, the communication range, service area dimension would be larger in outdoor deployment than in indoor deployment. For example, personal belonging finding for outdoor case and for indoor case may have very different requirements on communication range, device density and positioning accuracy, as illustrated in Table2.

Table 2 KPIs for Personal belongings finding use cases, which are deployed in different environments
	Scenarios
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density
	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Personal belongings finding 

(indoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits
	<5 per 100 m2
	10 m
	<200 m2
	Static
	1 per hour
	NA1 s
	99%


	[1-3] m, 90% availability

	Personal belongings finding

(outdoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits


	<10 per 100 m2
	100 m
	Up to the whole PLMN
	Static
	1 per hour
	NA1 s
	99%
	FFS


Observation2: The grouping B scheme groups the use cases based on service/application characteristics, but within each group, depending on the deployment environment, the use cases might have very different service KPIs.  

In a summary, the Grouping A and the Grouping B group the use cases from different perspectives. But neither of these two scheme can achieve the effect that the use cases in a certain group can have consistent KPIs. If supporting Approach 1 (include both of Grouping A and the Grouping B separately), one drawback is that each use case would be grouped twice. Moreover, each group doesn’t distinguish the traffic or deployment characteristics further. In this way, the value range of each KPI is large in each group, and, the KPI isn’t clear. 

Meanwhile, if supporting Approach 2 (Group first by A, and second by B), one use case would be grouped only once, and the KPIs of each use case group are clearer. Hence, Approach 2 is preferred. We assume that an alternative of Approach 2, e.g., Group first by B, and second by A, could achieve the same result as Approach 2, therefore, it’s no need to discuss this alternative.

As a result, according to Approach 2, we categorize all the use cases from SA1 in the following Table-3. Furthermore, the brief summary of KPIs or main characteristics of this use case category are given (the whole details can be found in the Annex):

Table 3: Categorization of the use cases 
	Use case categories by grouping A
	Use case further categories by grouping B
	Example use cases
	KPIs or main characteristics of this use case category

	Indoor
	Inventory
	#1 Ambient IoT on automated warehousing

#2 Medical instruments inventory management and positioning

#5 Intralogistics in automobile manufacturing

#7 AIoT for airport terminal / shipping port

#8 Finding Remote Lost Item (indoor)

#18 Fresh Food Supply Chain
	· Max. allowed end-to-end latency may vary a lot, e.g., [hundreds ms, 1 minute]

· User-experienced data rate may vary a lot, e.g., [0.12 bps, 2Kbps]
· Message Size is ~100 bits

· Communication Range is [10, 50]m

· Device density is [10, 15000] devices/100m2

	
	Sensors
	#6 AIoT sensors in smart homes

#13 AIoT for Base Station Machine Room Environmental Supervision

#23 Smart livestock farming (pig barns)

#26 Elderly Health Care 


	· Almost there is no positioning requirement

· Max. allowed end-to-end latency is several seconds

· User-experienced data rate is < 1kbit/s

· Message Size is <1000 bits

· Device density is [20, 8500] devices/100m2
· Communication Range is [10, 200]m
· Suitable security mechanisms for the AIoT devices in most of the use case in this category, e.g., encryption and data integrity. 

	
	Positioning
	#9 LCS for AIoT/Absolute positioning

#10 Ranging for AIoT (Finding Items in a home)

#12  AIoT service for personal belongings finding (indoor /outdoor)

#14 indoor positioning in shopping centre using Ambient IoT
	· Positioning Accuracy is [1,10] m

· Communication Range is 10m

· Device density is [5, 25] devices/100m2 
· User-experienced data rate is < 1kbit/s

· Message Size is < 1kbit

	
	Command
	#11 Online modification of medical instruments status

#15 AIoT enablement for smart laundry

#16 AIoT service for automated supply distribution

#17 Device Activation and Deactivation

#21 Ambient IoT for Museum Guide

#28 pressure powered switch 

#29 Device Permanent Deactivation
	· Max. allowed end-to-end latency may vary a lot, e.g., [hundreds ms, 10s]

· User-experienced data rate may < 2Kbps

· Message Size is < 200 bits

· Device density is [1, 15000] devices/100m2 
· Communication Range is [30, 50] m

	Outdoor
	Inventory
	#4 AIoT in Non-Public Network for logistics 

#27 End-to-end logistics
	

	
	Sensors
	#3 AIoT devices in substations in smart grids

#19 Forest Fire Monitoring using AIoT

#20 Smart Agriculture

#22 Smart grazing dairy farming enabled by AIoT

#24 Smart manhole cover safety monitoring using AIoT

#25 smart bridge health monitoring using AIoT
	· Almost there is no positioning requirement

· Max. allowed end-to-end latency is several seconds

· User-experienced data rate is < 1kbit/s

· Message Size is <100 bits

· Communication Range is [15, 700] m

· Device density is [1, 50] devices/100m2 
· Suitable security mechanisms for the AIoT devices in most of the use case in this category, e.g., encryption and data integrity.

	
	Positioning
	#8 Finding Remote Lost Item (outdoor)

#9 LCS for AIoT/Absolute positioning

#12  AIoT service for personal belongings finding (outdoor)
	· Max. allowed end-to-end latency is several seconds

· Positioning Accuracy [10] m

· User-experienced data rate is < 1kbit/s

· Communication Range is 100 m

· Device density is <750 devices/100m2 

	
	Command
	#28 pressure powered switch

#30 Ambient IoT device acting as a controller in smart agriculture
	· Max. allowed end-to-end latency is hundreds ms

· Message Size is ~100 bits

· Communication Range is 500 m


Proposal 1a: It’s suggested RAN to adopt Approach 2 for grouping the use cases from SA1.

Proposal 1b: It’s suggested RAN to capture Table 3 into TR 22.840.

2.2 Deployment scenarios

In RAN#98e meeting, RAN have had much discussion on the deployment scenarios. And the agreements have been reached as following:

Agreements:  Capture deployment scenarios as follows:

Table: Deployment Scenario <X>:

	Applicable representative use case
	Characteristic
	Description

	rUC1, rUC2,...
	Environment (of device)
	

	
	Basestation characteristic (if any)
	

	
	Connectivity topology
	

	
	Spectrum
	

	
	Coexistence with existing 3GPP technologies
	

	
	Traffic assumption
	


FFS: whether/which rows can be indicated with more than one value, e.g. Environment = Indoor/Outdoor

FFS: Possible values for each characteristic row (see following questions)

FFS: Whether device characteristic is added to the table

Furthermore, the agreements related to the characteristics of the deployment scenario are also listed below:

	Environment (of device)
	Agreement:
·    ‘Environment of device’ can be ‘indoor’, ‘outdoor’, ‘indoor or outdoor’.

	Basestation characteristic (if any)
	Agreement:
‘Basestation characteristic’ can be: macro-cell based deployment, micro-cell based deployment, pico-cell base deployment, or none.

·    Companies are encouraged to discuss if there are additional necessary details of these descriptions in following meetings.

	Connectivity topology
	Agreement:
· Topology (1): BS <-> Ambient IoT device

· NOTE 1: Includes the possibility of BS Rx and BS Tx in different BSs

· Topology (2): BS <-> intermediate node <-> Ambient IoT device

· NOTE 1: Intermediate node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT

· Topology (3): BS <-> assisting node <-> Ambient IoT device <-> BS

· NOTE 1: Assisting node can be relay, IAB, UE, repeater, etc. which is capable of ambient IoT

· FFS: If the two BS can be different

· Topology (4): UE <-> Ambient IoT device

· FFS: Topology (5) UE <-> Ambient IoT device <-> {BS or UE}

	Spectrum
	Agreement:
Spectrum in a deployment scenario is: licensed FDD, licensed TDD, unlicensed.

·    Note: Further discuss if the study should apply any limitations to the cases for which unlicensed spectrum is studied.

	Coexistence with existing 3GPP technologies
	Agreement:
The study considers Ambient IoT deployment in-band to NR, in guard-band of NR, and standalone band from NR, and FFS: relationship to deployment scenarios.

· Note: Prioritization among them can be discussed in later meetings

Agreement:
For basestation deployments (when present), “Coexistence with existing 3GPP technologies” can be:

· Deployed on the same sites as an existing 3GPP deployment corresponding to the basestation type

· Deployed on new sites without an assumption of an existing 3GPP deployment

	Traffic assumption
	Conclusion 4-6
FFS: whether the TR will describe different types of device-terminated traffic, e.g. Device-Terminated command and Device-Terminated reporting trigger, and whether to describe relationships between device-originated and device-terminated traffic, etc.

	Device Categorization
	Working assumption:
This framework is used to categorize energy storage:

· Storage 1: no storage at all
· Storage 2: Up to E1 joules
· Storage 3: Up to E2 joules
FFS: In RAN#99 value(s) of E1, E2 and it is possible that E1=E2, in which case we have only two storage categories. Note in this case that storage 2 and 3 could be replaced by a single description such as ”limited energy storage”, instead.

 

Agreement:
The following set of Ambient IoT devices are considered in the SI:

· Device A: No energy storage, no independent signal generation, i.e. backscattering transmission
· Device B: Has energy storage, no independent signal generation, i.e. backscattering transmission. Use of stored energy can include amplification for reflected signals
· Device C: Has energy storage, has independent signal generation, i.e. active RF component for transmission
FFS: Whether to include device function

FFS: Whether to include a target maximum power consumption for each device

FFS: Whether/how to describe what stored energy is used for (in addition to the statement for Device B)

FFS: if combination of these devices will be considered.


Per our understanding, here the deployment scenario is a term described from the perspective of RAN network (not application or service), so the straightforward idea is that for each use case group identified in section 2.1, we can extract a corresponding deployment scenario. Of course, if most of the characteristics and their values of two deployment scenarios are similar, we can finally merge these scenarios.

We also think the discussion on deployment scenarios can form a connecting link between the preceding (the discussion on use cases categorization) and the following (the discussion on RAN design targets). In this section, we mainly provide the mapping between the use case groups and deployment scenarios. The discussion about mapping between the use case groups/deployment scenarios and RAN design targets can be found in [3].
Here are some high level considerations about how to map the use cases groups into different deployment scenarios:

· Generally, there is a certain correspondence between the deployment environment and the characteristics of the base station morphology. For example, macro cells or micro cells are generally deployed outdoor, and micro cells or pico cells are generally deployed indoor. Therefore, we think it’s better to only keep the “Environment (of device)” as one characteristic of deployment scenarios and remove Basestation characteristic. Basestation characteristic can be discussed under the topic of RAN design target.
· There is no any KPI directly related to the spectrum for the use case groups. We also cannot see the specific need for the use of a certain spectrum, e.g., licensed FDD, licensed TDD, unlicensed, in some certain deployment scenarios. Therefore, we assume all the spectrums can be used in all the deployment scenarios. Then there is no need to list spectrum as a characteristic for each deployment scenario. Spectrum can be a common characteristic for all the deployment scenarios. 
· With the similar reason, we think the characteristic of “Coexistence with existing 3GPP technologies” can also be a common characteristic for all the deployment scenarios. So this characteristic can also be removed from the skeleton of the deployment scenario table.
· Taking the multiple KPIs of the use case groups into account, we think the current characteristics listed in deployment scenario table are not enough. Besides those characteristics agreed in last meeting, there are also some characteristics missing, e.g., <Device characteristic>, <Data rate>, <Delay sensitivity>, <Device density>, <Positioning accuracy> and <Security requirements>, which can make the identified deployment scenario better corresponding to the related use case group. 

· In last meeting, there was already some discussion on whether <Device characteristic> needs to be added to the deployment scenario table and a FFS is left. Per our understanding, only Environment (of device) and Connectivity topology would not be enough, <Device characteristic> is also needed to help us more clearly identify the corresponding RAN requirements.
Proposal 2a: It’s suggested RAN to remove the unnecessary characteristics of “Spectrum” and “Coexistence with existing 3GPP technologies” from the skeleton of the deployment scenario table. These two characteristics can be seen as common characteristics for all the deployment scenarios.

Proposal 2b: It’s suggested RAN to introduce additional characteristics, e.g., <Device characteristic>, <Data rate>, <Delay sensitivity>, <Device density>, <Positioning accuracy> and <Security requirements> in the skeleton of the deployment scenario table.

Based on the agreements in previous meeting and also Proposal 2a and Proposal 2b, we can achieve the following updated characteristics list of deployment scenarios and also the skeleton for mapping the use cases groups into different deployment scenarios:
	Main KPIs of use case group
	Updated characteristics of deployment scenarios

	Deployment environment
	Environment (of device)

Basestation characteristic (if any)

	Communication Range
	Connectivity topology

<Device characteristic>

	NA
	Spectrum

	NA
	Coexistence with existing 3GPP technologies

	Service characteristics

User-experienced data rate

Message Size
	Traffic assumption

<Data rate>

	End-to-end latency
	<Delay sensitivity 
(e.g., detailed latency metrics, or delay – insensitive / delay - sensitive)>

	Device density
	<Device density>

	Positioning accuracy
	<Positioning accuracy>

	Security requirements
	<Security requirements>


Furthermore, based on the above skeleton for mapping the use cases groups into different deployment scenarios, we figure out the following deployment scenarios:
Table 4-1: Deployment scenario for indoor inventory application
	Applicable representative use cases
	Characteristic
	Description

	#1 Ambient IoT on automated warehousing

#2 Medical instruments inventory management and positioning

#5 Intralogistics in automobile manufacturing

#7 AIoT for airport terminal / shipping port

#8 Finding Remote Lost Item (indoor)

#18 Fresh Food Supply Chain
	Environment (of device)
	Indoor

	
	Connectivity topology
	Topology (1)

	
	< Device characteristic >
	Device A, Device B

	
	Traffic assumption
	Device-terminated reporting trigger

	
	<Data rate>
	[0.12 bps, 2Kbps]

	
	<Delay sensitivity>
	[hundreds ms, 1 minute]

	
	<Connection density>
	[10, 15000] devices/100m2

	
	<Positioning Accuracy>
	NA

	
	<Security requirements>
	Yes


Table 4-2: Deployment scenario for indoor Sensors application
	Applicable representative use cases
	Characteristic
	Description

	#6 AIoT sensors in smart homes

#13 AIoT for Base Station Machine Room Environmental Supervision

#23 Smart livestock farming (pig barns)

#26 Elderly Health Care 
	Environment (of device)
	Indoor

	
	Connectivity topology
	Topology (1)

	
	< Device characteristic >
	Device A, Device B, Device C

	
	Traffic assumption
	Device-originated

Device-terminated reporting trigger

	
	<Data rate>
	< 1kbit/s

	
	<Delay sensitivity>
	several seconds

	
	<Connection density>
	[20, 8500] devices/100m2

	
	<Positioning Accuracy>
	NA

	
	<Security requirements>
	Yes


Table 4-3: Deployment scenario for indoor Positioning application
	Applicable representative use cases
	Characteristic
	Description

	#9 LCS for AIoT/Absolute positioning

#10 Ranging for AIoT (Finding Items in a home)

#12  AIoT service for personal belongings finding (indoor /outdoor)

#14 indoor positioning in shopping centre using Ambient IoT
	Environment (of device)
	Indoor

	
	Connectivity topology
	Topology (1)

	
	< Device characteristic >
	Device A, Device B, Device C

	
	Traffic assumption
	Device-terminated reporting trigger

	
	<Data rate>
	< 1kbit/s

	
	<Delay sensitivity>
	delay – insensitive

	
	<Connection density>
	[5, 25] devices/100m2

	
	<Positioning Accuracy>
	[1,10]

	
	<Security requirements>
	Yes


Table 4-4: Deployment scenario for indoor Command application
	Applicable representative use cases
	Characteristic
	Description

	#11 Online modification of medical instruments status

#15 AIoT enablement for smart laundry

#16 AIoT service for automated supply distribution

#17 Device Activation and Deactivation

#21 Ambient IoT for Museum Guide

#28 pressure powered switch 

#29 Device Permanent Deactivation
	Environment (of device)
	Indoor

	
	Connectivity topology
	Topology (1)

	
	< Device characteristic >
	Device A, Device B, Device C

	
	Traffic assumption
	Device-terminated command 

Device-terminated reporting trigger

	
	<Data rate>
	< 2 kbit/s

	
	<Delay sensitivity>
	[hundreds ms, 10s]

	
	<Connection density>
	[1, 15000] devices/100m2

	
	<Positioning Accuracy>
	NA

	
	<Security requirements>
	Yes


Table 4-5: Deployment scenario for outdoor inventory application
	Applicable representative use cases
	Characteristic
	Description

	#4 AIoT in Non-Public Network for logistics 

#27 End-to-end logistics
	Environment (of device)
	outdoor

	
	Connectivity topology
	Topology (1), Topology (2)

	
	< Device characteristic >
	Device A, Device B, Device C

	
	Traffic assumption
	Device-originated

Device-terminated reporting trigger

	
	<Data rate>
	

	
	<Delay sensitivity>
	

	
	<Connection density>
	

	
	<Positioning Accuracy>
	

	
	<Security requirements>
	Yes


Table 4-6: Deployment scenario for outdoor Sensors application
	Applicable representative use cases
	Characteristic
	Description

	#3 AIoT devices in substations in smart grids

#19 Forest Fire Monitoring using AIoT

#20 Smart Agriculture

#22 Smart grazing dairy farming enabled by AIoT

#24 Smart manhole cover safety monitoring using AIoT

#25 smart bridge health monitoring using AIoT
	Environment (of device)
	outdoor

	
	Connectivity topology
	Topology (1), Topology (2)

	
	< Device characteristic >
	Device B, Device C

	
	Traffic assumption
	Device-originated

Device-terminated reporting trigger

	
	<Data rate>
	< 1kbit/s

	
	<Delay sensitivity>
	several seconds

	
	<Connection density>
	[1, 50] devices/100m2

	
	<Positioning Accuracy>
	

	
	<Security requirements>
	Yes


Table 4-7: Deployment scenario for outdoor Positioning application
	Applicable representative use cases
	Characteristic
	Description

	#8 Finding Remote Lost Item (outdoor)

#9 LCS for AIoT/Absolute positioning

#12  AIoT service for personal belongings finding (outdoor)
	Environment (of device)
	outdoor

	
	Connectivity topology
	Topology (1), Topology (2)

	
	< Device characteristic >
	Device A, Device B, Device C

	
	Traffic assumption
	Device-terminated reporting trigger

	
	<Data rate>
	< 1kbit/s

	
	<Delay sensitivity>
	

	
	<Connection density>
	<750 devices/100m2

	
	<Positioning Accuracy>
	[10]

	
	<Security requirements>
	Yes


Table 4-8: Deployment scenario for outdoor Command application
	Applicable representative use cases
	Characteristic
	Description

	#28 pressure powered switch

#30 Ambient IoT device acting as a controller in smart agriculture
	Environment (of device)
	outdoor

	
	Connectivity topology
	Topology (1), Topology (2)

	
	< Device characteristic >
	Device B, Device C

	
	Traffic assumption
	Device-terminated command 

Device-terminated reporting trigger

	
	<Data rate>
	

	
	<Delay sensitivity>
	hundreds ms

	
	<Connection density>
	

	
	<Positioning Accuracy>
	

	
	<Security requirements>
	Yes


Proposal 3: It’s suggested RAN to capture the above Table 4-1~Table 4-8 into the section of Deployment scenarios in TR 22.840.
3. Conclusions

In this contribution, we give some further analysis on use cases and deployment scenarios of Ambient IoT. Based on the discussion, the following proposals are given:

Observation1: The grouping A scheme groups the use cases based on deployment environments, but within each group, the characteristics for different services/applications may still differ greatly.

Observation2: The grouping B scheme groups the use cases based on service/application characteristics, but within each group, depending on the deployment environment, the use cases might have very different service KPIs.

Proposal 1a: It’s suggested RAN to adopt Approach 2 for grouping the use cases from SA1.

Proposal 1b: It’s suggested RAN to capture Table 3 into TR 22.840.

Proposal 2a: It’s suggested RAN to remove the unnecessary characteristics of “Spectrum” and “Coexistence with existing 3GPP technologies” from the skeleton of the deployment scenario table. These two characteristics can be seen as common characteristics for all the deployment scenarios.

Proposal 2b: It’s suggested RAN to introduce additional characteristics, e.g., <Device characteristic>, <Data rate>, <Delay sensitivity>, <Device density>, <Positioning accuracy> and <Security requirements> in the skeleton of the deployment scenario table.

Proposal 3: It’s suggested RAN to capture the above Table 4-1~Table 4-8 into the section of Deployment scenarios in TR 22.840.
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5. Annex

Annex Table-1 Summary of all the indoor use cases in SA1 TR 22.840 [2]

	
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Inventory
	Automated warehousing
	1s(note 3)
	99%
	NA
	<100/128bits/s (note 4)
	96/128 bits (note 1)
	[NA]
	30m indoors
	NA
	5~10km/h
	NA
	NA
	NA
	2~3 m (note 2)

	
	Medical instrument inventory management and positioning
	hundreds ms level

(note 2)
	99%
	NA
	<2Kbps

(note 1)
	176bits
	≥1000/km2
(note 3)
	50m Indoor

200m Outdoor


	NA
	Static or walking speed

<6km/h
	NA
	NA
	NA
	NA

	
	Automatic Intralogistics in automobile manufacturing
	>100 ms

(note 1)
	99%
	NA
	<1 kbit/s

(note 2)
	96 bits

(note 3)
	<1,5 Million/km2 (note 4)
	<30 meters

Indoors
	600 000 m2

(note 5)
	NA
	NA
	NA
	NA
	[3] m

	
	Ambient IoT devices for food supply chain
	>1 minute
	NA
	NA
	<0.12 bit/s (Note 1)
	Typically, 
< 100 bits

(Note 2)
	1.5 Million devices/ km2

(Note 3)
	NA
	30,000m2
	NA
	NA
	NA
	NA
	NA

	
	Remote lost item finding (Indoor)


	>5s
	99%

(Note 1 )
	NA
	NA
	256 bits

(Note 2 )
	<750 devices/100m2
(Note 3)
	10m


	NA
	NA
	NA
	NA
	NA
	NA

	Sensor
	Ambient IoT devices in smart home
	20 s
	99.9 %
	NA
	NA
	8~96bits


	NA
	[10-30]m

Indoors


	NA
	Stationary
	NA
	NA
	NA
	NA

	
	BSMR environmental supervision
	1s (Note 2)
	99%
	99.9%
	<1kbit/s (Note 1)
	NA
	NA
	30m indoors
	NA
	NA
	NA
	NA
	NA
	NA

	
	Smart Agriculture
	>1 s
	99.9%
	NA
	<1 kbit/s
	<1000 bits
	1 per  m2
	30-100m
	500-70000 m2 per greenhouse
	static
	1 hour
	NA
	NA
	NA

	
	Smart Agriculture
	>1 s
	99.9%
	NA
	<1 kbit/s
	<1000 bits
	1 per  m2
	30-100m
	500-70000 m2 per greenhouse
	static
	1 hour
	NA
	NA
	NA

	
	Smart livestock farming

(pig barns)
	>10 s

(Note 1)
	NA
	NA
	<500 bit/s


	Typically,  
[< 100 bytes]

(note 2)
	850 000 devices / km2
(note 4)
	250 m

Indoor
	6000 m2
(note 5)
	NA
	15 minutes to half an hour

(note 3)
	NA
	NA
	NA

	
	Indoors elderly health care scenario
	1 s
	NA
	NA
	<1 kbit/s
	<100 bits
	<20 per 100 m2
	20 m
	<250 m2
(note 1)
	Static
	NA
	NA
	NA
	NA

	positioning
	Absolute positioning
	NA
	NA
	NA
	NA
	NA
	NA
	NA
	NA
	Indoor - up to [5 km/h]

Outdoor - up to [20 km/h]
	NA
	[10 s]
	[95 %]
	[10 m]
Horizontal Accuracy

[3 m] Vertical Accuracy

(NOTE 1)

	
	Finding Items in a home
	NA
	NA
	NA
	NA
	NA
	20 Ambient IoT devices/

(100m2)
	10m

IC/PC/OOC
	NA
	Static/ Moving

(<1m/s)
	500ms
	NA
	95 %
	100 cm,

10 degree

	
	Personal belongings finding

(indoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits
	<5 per 100 m2
	10 m
	<200 m2
	Static
	1 per hour
	NA1 s
	NA99%


	[1-3] m, 90% availability

	
	Parking area (e.g.  in shopping centre)
	0.5 s
	99.9%
	NA
	<1 kbit/s
	96 bits

(Note1)
	2500/ 10000m2
	10 m
	NA
	NA
	NA
	0.5 s
	90%
	3 m

(Note 2)

	
	Shopping area (e.g. in shopping centre)
	0.5 s
	99.9%
	NA
	<1 kbit/s
	96 bits

(Note1)
	2500/ 10000m2
	10m
	NA
	NA
	NA
	0.5 s
	90%
	3 m

(Note 2)

	command
	Airport Terminal/ Shipping Port
	>1sec


	99%


	NA
	NA
	256 bits (UL) (Note 1)
	>100 devices/1km2
	50m
	1-10km2 (Note 2)
	NA
	NA
	NA
	NA
	NA

	
	Medical instrument inventory management and positioning
	hundreds ms level

(note 2)
	99%
	NA
	<2Kbps

(note 1)
	176bits
	≥1000/km2
(note 3)
	50m Indoor

200m Outdoor


	NA
	Static or walking speed

<6km/h
	NA
	NA
	NA
	NA

	
	Ambient IoT devices for smart laundry
	>10 s
	NA
	NA
	<100bit/s
	Typically 
< 100 bytes
	20 / 100m2
	NA
	several m2 up to 1000 m2
	NA
	NA
	NA
	NA
	NA

	
	Ambient IoT devices for automated supply distribution
	>10 s
	99%
	NA
	<100 bit/s
	Typically,  <100 bytes


	<1,5 Million/km2
	NA
	600 000 m2
	NA
	NA
	NA
	NA
	[3] m

(Indoor, 90% confidence level and in horizontal)

	
	Museum guide (indoor)
	[2] s
	99.9%
	NA
	[< 1 kbit/s] UL (NOTE 1)
	[96] bits


	[<10,000 /km²]
	[30] m
	[20,000] m² (NOTE 2)
	[3] km/h
	NA
	NA
	90%
	[3] m


Annex Table-2 Summary of all the outdoor use cases in SA1 TR 22.840 [2]

	
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Inventory
	Automated warehousing
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	Medical instrument inventory management and positioning
	
	
	
	
	
	
	
	
	
	
	
	
	

	Sensor
	Remote monitoring of  transmission and distribution networks in smart grids
	1 s (note 4)
	99%
	NA
	< 1kbit/s

(note 5)
	Typically 
< 100 bytes

(note 1)
	< 10,000 /km2

(note 3)
	Outdoor: typically 50-200 meters
	[several km2 up to 100 000 km2]

(note 2)
	Stationary
	5-15 min
	NA
	NA
	several 10 m

	
	Forest Fire Monitor
	> 10sec
	99.9%

	NA


	NA
	NA
	100 per km2
(NOTE 1)
	[15-200] meters
	[10000 – 400,000] km2
	static
	1hour
	NA
	NA
	NA

	
	Smart dairy farm
	>1 s

(note 1)
	99%
	NA
	<500 bit/s


	Typically, 
[< 100 bytes]

(note 2)
	<5200 devices / km2

 (note 4)
	[300 m - 500 m] 

Outdoors

(note 6)
	430000 m2
(note 5)
	NA
	15 min

(note 3)
	NA
	NA
	NA

	
	Smart manhole cover remote monitoring
	10 s - 30 s

(note 1)
	99%
	NA
	<1 kbit/s
	Typically,
[< 100 bytes]

(note 2)
	 <1000 devices / km2

 (note 3)
	[300 m - 700 m] 
Outdoors


	City wide including rural areas 

(note 4)
	Stationary
	15 min

(note 5)
	NA
	NA
	NA

	
	Smart bridge health monitoring
	10 s

(note 1)
	99%
	NA
	<1 kbit/s
	Typically,
[< 100 bytes]

(note 2)
	<1000 devices / km2

 (note 4)
	[300 m - 500 m] 

Outdoors
	Along the bridge
	NA
	15 min

(note 3)
	NA
	NA
	NA

	positioning
	Remote lost item finding (Outdoor)


	>5s
	99%

(Note 1)
	NA
	NA
	256 bits

(Note 2)
	<750 devices/100m2 

(Note 3)
	100m


	NA
	NA
	NA
	NA
	NA
	NA

	
	Absolute positioning
	NA
	NA
	NA
	NA
	NA
	NA
	NA
	NA
	Indoor - up to [5 km/h]

Outdoor - up to [20 km/h]
	NA
	[10 s]
	[95 %]

	[10 m]
Horizontal Accuracy 

[3 m] Vertical Accuracy

(NOTE 1)

	
	Personal belongings finding

(outdoor)
	1 s
	99.9%
	NA
	<1 kbit/s
	<1 kbits


	<10 per 100 m2
	100 m
	Up to the whole PLMN
	Static
	1 per hour
	NA1 s
	99%NA
	FFS

	command
	Ambient IoT controller in smart agriculture
	hundreds

ms level
	99%
	N/A
	NA
	128bit (DL)
(note1)
	NA
	[500]m

outdoors
	NA
	Static
	NA
	Ambient IoT controller in smart agriculture
	hundreds

ms level
	99%

	
	Pressure powered switch
	
	
	
	
	
	
	
	
	
	
	
	
	



