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Introduction
[bookmark: _GoBack]In RAN# 98 e-meeting, issues on ambient IoT were discussed [1]. Use cases from SA1 outcomes were categorized by function or application, and ambient IoT devices were classified as different types. Environments deployment, connectivity topology, and other aspects were also studied. The characteristics of ambient IoT have been preliminarily confirmed.
In this contribution, aspects of ambient IoT will be further discussed. In section 2, further categorization of the representative use cases based on deployment scenarios and applications is introduced. In section 3, views on the scenario characteristics and their topology are illustrated. In section 4, consideration of the device categorization is provided. And in section 5, design targets based on mobility and security are described.
Categorization for the use cases
In the last meeting, use cases from SA1 are attempted to be grouped and classified. Group A means grouped by deployment environments and group B means grouped by functions or applications, and whether a further classification is necessary between A and B needs to be discussed. In our view, functions or applications are the target for ambient IoT deployment. They are combined tightly with industry requirements where a clear design target can be identified, then the deployment can be designed naturally based on such targets. Hence, group B is an appropriate classification for the SA1 use cases, and should be further studied.
[bookmark: Ob1]Observation 1: The classification for group B should be further studied.
Moreover, studying based on deployment and scenario is a typical method when representative use cases need to be identified, and an overall deployment structure can be constructed first to help categorize them. When group A is introduced, the overall deployment group can be categorized first, and subgroups are further divided to guarantee each application or function can be supported by the corresponding architecture. Some functions or applications may correspond to more than one deployment and need to be repeated in the different structures to avoid omissions. Therefore, group A can be considered as a classification method for the SA1 use cases as well, and can be further studied.
[bookmark: Ob2]Observation 2: The classification for group A can be further studied.
Based on the above discussion, both group A and group B can be considered as categorization methods, and group B seems more straightforward than group A. When in the SI stage, both group A and group B can be both adopted in the TR as a starting point, and group B is slightly preferred if only one approach needs to be selected.
[bookmark: pp1]Proposal 1: Capture both group A and group B in the TR.
Deployment scenario characteristic
1.1. Spectrum
In the last meeting, the spectrum in the deployment scenario is discussed, licensed band of TDD/FDD and unlicensed band are considered to be further discussed. For unlicensed band, the transmission power is limited and the interference is more serious, the performance of unlicensed band transmission can be a tough problem. Meanwhile, the method of LBT is not effective for resource allocation and can be hardly supported if the battery-less tag is deployed. Hence, unlicensed band is better to be deprioritized. 
[bookmark: pp2]Proposal 2: The Spectrum of unlicensed band is better to be deprioritized.
1.2. Connectivity topology
In RAN#98 meeting, five connectivity topologies for ambient IoT were finally defined as starting points for this meeting. In any connectivity topologies, no matter the direct connection mode or the relay mode, the stable communication between the RF carrier wave sender/information receiver and ambient IoT device is very important, in which the RF carrier wave sender/information receiver is BS, UE and assisting nodes in different topologies.
Considering the low complexity and low power consumption design of ambient IoT devices, a high activation threshold is usually required, especially for devices with only passive RF components and without energy storage capability. In order to improve the coverage of ambient IoT, in other words, to ensure that the carrier wave signal successfully activates the ambient IoT device and the signal from the ambient IoT device is received in time, especially when the device is moving, it is necessary to consider the multiple BSs, UEs or assisting UEs in different positions for all connectivity topologies, and they can collaborate such as jointly receiving a signal from ambient IoT devices to improve the sensitivity of signal demodulation.
[bookmark: pp3]Proposal 3: For all topologies, BS, UE, or assisting UE could be multiple BSs, UEs or assisting UEs, respectively, and they can collaborate such as jointly receiving signals from ambient IoT devices.
Device Categorization
At present, the following set of ambient IoT devices are considered:
•	Device A: No energy storage, no independent signal generation, i.e. backscattering transmission
•	Device B: Has energy storage, no independent signal generation, i.e. backscattering transmission. Use of stored energy can include amplification for reflected signals
•	Device C: Has energy storage, has independent signal generation, i.e. active RF component for transmission.
It is practical to consider the integration of these devices above, for example an ambient IoT device can transmit information either by backscatter communication or by active communication. Compared to backscattering, devices equipped with active RF components for transmission are more powerful but have more energy consumption. 
Considering that an ambient IoT device can switch between passive and active communication according to different situations of network coverage, such design and working mode can save energy consumption of the ambient IoT device. Moreover, active or passive communication modes may correspond to different traffic characteristics of the same use case. The ambient IoT device may choose active or passive communication mode according to different traffic characteristics such as device-originated or device-terminated traffic.
Therefore, at this stage, we should not rule out the possibility of integrated function design and consider the integration of backscatter and active communication functions in one ambient IoT device.
[bookmark: pp4]Proposal 4: Consider the integration of different types of devices, such as one device having both backscatter and active communication functions.
RAN design target
According to SID, the RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases at least including power consumption, complexity, coverage, data rate and positioning accuracy. In addition, mobility and security should also be considered.
The ambient IoT devices are static or moving at a low speed in TR 22.840, in which the mobility does not exceed 20 km/h. Compared with static scenarios, more practical issues need to be considered in the mobile scenario, which involves a lot of subsequent RAN designs, such as the information interaction process, cell handover, and so on. Moreover, the RAN designs of mobile scenarios are strongly related to different connectivity topologies and different ambient IoT devices. Therefore, it’s necessary to consider mobility in ambient IoT and it’s important to ensure QoS when the low-complexity ambient IoT devices are at low moving speed.
Security of ambient IoT is mentioned in TR 22.840 frequently. Not only authentication and authentication in the core network, but also some suitable RAN security designs, such as data encryption, can prevent information leakage to untrusted third-party companies. So security mechanisms which are energy efficient and as simple as possible are vital in RAN designs.
[bookmark: pp5]Proposal 5: Consider mobility as one of RAN design targets and the maximum value of mobility could be 20 km/h according to SA1.
[bookmark: pp6]Proposal 6: Consider security as one of RAN design targets and the security mechanism in RAN should be energy efficient and as simple as possible.
Conclusion
In this contribution, we discuss the issues of ambient IoT, and have the following observations and proposals:
Observation 1: The classification for group B should be further studied.
Observation 2: The classification for group A can be further studied.
Proposal 1: Capture both group A and group B in the TR.
Proposal 2: The Spectrum of unlicensed band is better to be deprioritized.
Proposal 3: For all topologies, BS, UE, or assisting UE could be multiple BSs, UEs or assisting UEs, respectively, and they can collaborate such as jointly receiving signals from ambient IoT devices.
Proposal 4: Consider the integration of different types of devices, such as one device having both backscatter and active communication functions.
Proposal 5: Consider mobility as one of RAN design targets and the maximum value of mobility could be 20 km/h according to SA1.
Proposal 6: Consider security as one of RAN design targets and the security mechanism in RAN should be energy efficient and as simple as possible.
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