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1. Introduction

A new study item on ambient IoT [1] has been approved in RAN#97e meeting. In this contribution, we give our views on the following objectives:

· Use cases and deployment scenarios
· Leveraging 3GPP systems

· Security

· Bands

· Proposed design targets

2. Use cases and deployment scenarios
There is on-going study item in SA1 on ambient power enabled IoT [3] which focuses on use cases and service requirements. Current progress is captures in TR 38.820 [2] with the latest version 0.3.0.  There are a lot of use cases (28) currently defined. Some of the use cases will result in conflicting requirements. Ideally all use cases should be covered but not at the cost of creating multiple protocols or make performance trade-offs to meet all use cases.  
Proposal 1:   The 3GPP A-IOT protocol shall support as many of the use cases outlined by TR 38.820 as possible but all use cases do NOT need to be covered.

The choice of use cases should be based on market size and the potential to “win” within that market (i.e., low competition). Based on this the following generalized use cases should be prioritized:

Proposal 2:   High priority generalized use cases:

· Sensor reading  - e.g. Smart homes, fire
· Finding Items – e.g., keys, pets, people

· Inventory management – e.g., Warehouse, end to end logistics, supply chain & distribution   
· Manufacturing – Automotive, Dairy Farming, Pig Farming, green house,…

Ideally only one protocol with one physical layer is developed to enhance economies of scales as much as possible. However, considering that both energy storage and non-energy storage A-IOT devices are to be considered and both active and passive A-IOT device are to be considered, 3GPP seems destined to consider at least two different physical layer protocols for active and backscattered. These two physical layers will be very different and as such should be studied and specified with focus and thus should be separate. 
Proposal 3:   If different physical layers are needed, the study and the development of the different protocols (e.g., backscatter vs active) should be split up.
3. Leveraging 3GPP Systems
RF-ID has a VERY strong market present, especially for passive-backscatter variant. 3GPP needs to ensure that A-IOT is well differentiated from all other ambient IoT protocols. 
Proposal 4:   The 3GPP A-IOT protocol should be differentiated from other ambient IoT protocols (e.g., RFID)

One possible way to differentiate A-IOT from others, is to ensure that cellular UEs and gNBs can easily be “readers’ where they can act as a transmitter and/or receiver with as little development and additional hardware (e.g., cost) as possible. This deployment scenario is sometimes referred to as ambient backscatter (the transmitter and receiver are not co-located) or as multi-static IoT. 
Proposal 5:   The 3GPP A-IOT protocol should support an ambient backscatter or multi-static IoT architecture where the transmitter could be a gNB or a UE and the receivers could be any A-IOT enabled and trusted gNB or any UE in range.
Given battery power cellular UEs (e.g., smartphones) could act as “readers”, the power consumption of the readers should also be considered and minimized.
Proposal 6:   Power consumption of both the Tag (A-IOT end device) and Reader/Interrogator should be minimized.
4. Security

Another way to differentiate 3GPP A-IOT from other ambient standards, is to support best in class security thus the following SA1 proposed requirement should be supported:
Proposal 7:   Include SA1 requirement – “The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.”
An important aspect of security for commercial systems is to be able to support security patches or firmware downloads. This will require enough capacity, speed, and efficiency to support larger blocks of transfers [e.g. 500KB]. A secured and reliable multicast and unicast transport mechanism to support larger transfers is likely required.
Proposal 8:   The 3GPP A-IOT system should be able to support the required capacity and an energy efficient mechanism to support reliable security updates and firmware downloads (e.g., larger multicast transports).
5. Bands

Flexible deployment of 3GPP A-IOT in all FR1 bands has commercial benefits for deployment acceleration and cost reduction thus the ability to deploy in a broad choice of spectrum bands should be the baseline requirement: 
Proposal 9:   3GPP A-IOT protocol shall support licensed FDD/TDD and unlicensed bands in FR1 

In addition to being band flexible, like with NB-IOT/LTE-M, the 3GPP A-IOT protocol should support in-band, guard-band and standalone deployments scenarios for licensed bands:
Proposal 10:   The 3GPP A-IOT protocol should support in-band, guard-band and standalone deployments in licensed bands.
6. Design Targets
Looking at the SA1 use case and requirements, the following design targets for the passive vs active cases are:

Proposal 11:   Consider the following design target for backscatter ambient IoT in RAN:

· Coverage: 10 meters indoor

· User Data rates: Up to 1Mbps 
· Ranging accuracy: 1 meter

· Mobility speed: static (0 km/h)

Proposal 12:   Consider the following design target for active ambient IoT in RAN:

· Coverage:  100 meters indoor, 250 meters outdoor

· Data rates:  Up to 1mbps (adaptive modulation)
· Ranging accuracy: 10 meters
· Mobility speed: up to 30 km/h (bike) but static is the priority
7. Conclusions

Proposal 13:   The 3GPP A-IOT protocol should support as many of the use cases outlined by TR 38.820 as possible but all use cases do NOT need to be covered.

Proposal 14:   High priority generalized use cases:

· Sensor reading  - e.g. Smart homes, fire
· Finding Items – e.g., keys, pets, people

· Inventory management – e.g., Warehouse, end to end logistics, supply chain & distribution   
· Manufacturing – Automotive, Dairy Farming, Pig Farming, green house,…
Proposal 15:   If different physical layers are needed, the study and the development of the different protocols (e.g., backscatter vs active) should be split up.

Proposal 16:   The 3GPP A-IOT protocol should be differentiated from other ambient IoT protocols (e.g., RFID)

Proposal 17:   The 3GPP A-IOT protocol should support an ambient backscatter or multi-static IoT architecture where the transmitter could be a gNB or a UE and the receivers could be any A-IOT enabled and trusted gNB or any UE in range.
Proposal 18:   Power consumption of both the Tag (A-IOT end device) and Reader/Interrogator should be minimized.

Proposal 19:   Include SA1 requirement – “The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.”
Proposal 20:   The 3GPP A-IOT system should be able to support the required capacity and an energy efficient mechanism to support reliable security updates and firmware downloads (e.g., larger multicast transports).
Proposal 21:   3GPP A-IOT protocol shall support licensed FDD/TDD and unlicensed bands in FR1 

Proposal 22:   The 3GPP A-IOT protocol should support in-band, guard-band, and standalone deployments in licensed bands.

Proposal 23:   Consider the following design targets for backscatter A-IoT in RAN:

· Coverage: 10 meters indoor

· User Data rates: Up to 1Mbps 
· Ranging accuracy: 1 meter

· Mobility speed: static (0 km/h)

Proposal 24:   Consider the following design targets for active A-IoT in RAN:

· Coverage:  100 meters indoor, 250 meters outdoor

· Data rates:  Up to 1mbps (adaptive modulation)

· Ranging accuracy: 10 meters
· Mobility speed: up to 30 km/h (bike) but static is the priority
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