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Introduction
A new RAN study item on Study on Ambient IoT was approved in RAN #97e with the following objectives [1]:
	This study targets at a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. The study shall provide clear differentiation, i.e. addressing use cases and scenarios that cannot otherwise be fulfilled based on existing 3GPP LPWA IoT technology e.g. NB-IoT including with reduced peak Tx power.

In terms of energy storage, the study will consider the following device characteristics:
•	Pure batteryless devices with no energy storage capability at all, and completely dependent on the availability of an external source of energy
•	Devices with limited energy storage capability that do not need to be replaced or recharged manually. 
Device categorization based on corresponding characteristics (e.g. energy source, energy storage capability, passive/active transmission, etc.) may be discussed during the study, in relation with the relevant use cases. The device’s peak power consumption shall be limited by its practical form factor for the intended use cases, and shall consider its energy source. 

· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects
· Indoor/outdoor environment
· Basestation characteristics, e.g. macro/micro/pico cells-based deployments
· Connectivity topologies, including which node(s) , e.g. basestation, UE, relay, repeater, etc. can communicate with target devices
· TDD/FDD, and frequency bands in licensed or unlicensed spectrum
· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.
NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 
NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.
NOTE: A representative use case can be studied for a group of use cases that have similar requirements.

· Formulate a set of RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases, at least including
· Power consumption
· Complexity
· Coverage
· Data rate
· Positioning accuracy
NOTE: The requirements from SA1 on the relevant use cases shall be taken into consideration.
NOTE: The study shall aim to provide better coverage compared to existing non-3GPP technologies for the relevant use cases.
NOTE: Other RAN design targets in relation to connection density, mobility, security, latency, reliability etc. may be discussed, if necessary for the relevant use cases. 
NOTE: Detailed definitions of the RAN design targets should be discussed during the study.

· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.
NOTE: This is not to require a detailed WG-level of analysis.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.


Based on the conclusion of the RAN #97e meeting, we discuss the following topics for Ambient IoT in this contribution.
· Suitable deployment scenarios and their characteristics
· Device categorization
Use cases for Ambient IoT
Ambient IOT's use cases can be divided into four categories: Tag identification, sensor monitor, target tracking and actuators [2].
Tag identification refers to the non-contact automatic identification technology using radio frequency technology, which has the advantages of fast transmission rate, anti-collision, and mass reading, including labels identification of goods and asset management and so on. Typical scenarios such as automated warehousing, automobile manufacturing, and Medical instruments inventory management etc.
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Figure 1: Tag identification use cases
Sensor monitor refers to the detection of KPI data in the surrounding environment through sensors, and then, using these data to make corresponding judgments to achieve corresponding detection purposes, including danger, disaster, and health detection and data reporting, such as the leakage detection of the smart grid, the detection of indoor gas leakage in smart home, the detection of the heartbeat of the elderly and other scenarios.
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Figure 2: Sensor monitor use cases
Target tracking is an application that uses the network to obtain device location information to locate targets, including item finding, positioning and tracking, etc., such as searching for lost personal items, positioning and tracking children or pets, indoor item positioning and other scenarios.
[image: ]
Figure 3: Target tracking use cases
An actuator is a device that converts energy into motion. It does this by taking an electrical signal and combining it with an energy source. An actuator comes in a few different guises, including: Pneumatic、Hydraulic、Electric、Thermal、Magnetic. Typical application scenarios include smart home and industrial control, etc.
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Figure 4: Actuator use cases

The classification of use cases can be summarized as shown in the following table:
Table 1: USECASE classification
	Category
	Main function
	Typical use cases

	Tag identification
	Tag identification and asset management 
	Automated warehousing, automobile manufacturing, Medical instruments inventory management, Automated supply distribution, End-to-end logistics, etc.

	Sensor monitor
	Sensor data monitor and reporting 
	Smart grid, Sensors in smart home, Base Station Machine Room Environmental Supervision , Fresh Food Supply Chain , Forest Fire Monitoring, Smart Agriculture, Smart manhole cover safety monitoring, Smart bridge health monitoring, Elderly Health Care, etc.

	Target tracking
	Target tracking and positioning 
	Finding Remote Lost Item, LCS for Ambient IoT, Ranging for Ambient IoT, positioning in shopping centre, Museum Guide ,etc.

	Actuator
	Control and take action
	Pressure powered switch, etc.



Proposal 1: Based on the existing use cases from SA1, Ambient IOT use cases can be divided into the following four categories to facilitate discussion.
· Tag identification
· Sensor monitor
· Target positioning 
· Actuator
Ambient IOT deployment scenarios
For the typical Ambient IoT use case in section 2, the following deployment scenarios and their characteristics are illustrated from the following aspects in section 3.1-3.6, and summarized in section 3.7.
•	Indoor/outdoor environment
•	Base station deployment
•	Connectivity topologies
•	Duplex Mode and Spectrum 
•	Coexistence
•	Traffic type
Indoor/outdoor environment
Table 2: Indoor/outdoor environment
	Category
	Characteristic
	Typical use cases
	Coverage quality

	Dedicated indoor coverage
	Deploy dedicated base stations for industrial and commercial value scenarios
	Automated warehousing, automobile manufacturing, Automated supply distribution, Smart Agriculture, positioning in shopping centre, etc. 
	good

	public indoor coverage
	Reuse outdoor public network base stations
	Medical instruments inventory management, Sensors in smart home, Elderly Health Care,, etc.
	bad

	Dedicated outdoor coverage
	Deploy dedicated base stations for industrial and commercial value scenarios
	power grid, End-to-end logistics,  etc.
	good

	public outdoor coverage
	Public network
	Finding Remote Lost Item, LCS for Ambient IoT, Smart manhole cover safety monitoring, Smart bridge health monitoring, Forest Fire Monitoring, etc.
	Coverage quality varies widely



Observation 1: By deploy Ambient IOT with the existing Public indoor/outdoor network environment, some coverage deficiency can be observed and may need further improvement.
Base Station Deployment 
Table 3: Base station type deployment 
	Indoor/outdoor environment
	Base Station Type
	Typical use cases

	Dedicated indoor coverage
	Micro and Pico cells 
	Automated warehousing, automobile manufacturing, Automated supply distribution, Smart Agriculture, positioning in Shopping Centre, etc. 

	public indoor coverage
	Femto cells/repeater
	Medical instruments inventory management, Sensors in smart home, Elderly Health Care,, etc.

	Dedicated outdoor coverage
	Macro and micro cells
	power grid, End-to-end logistics,  etc.

	public outdoor coverage
	Macro and micro cells
	Finding Remote Lost Item, LCS for Ambient IoT, Smart manhole cover safety monitoring, Smart bridge health monitoring, Forest Fire Monitoring, etc.



Connectivity topology and its resource allocation
First, the coverage target is a prerequisite for determining the network topology. In addition, Ambient IOT is quite special, because its research target has determined the need to adopt related technologies such as energy harvesting and backscattering, and these technologies will also have a certain impact on the network topology.
Based on the current USECASEs of SA1, most companies require an outdoor distance of 100-300 meters and an indoor distance of 10-30 meters.
Proposal 2: Based on SA1 discussion on coverage target assumption (outdoor 100-300 meters and indoor 10-30 meters) and the analysis of existing energy harvesting schemes [4], relay topology is proposed as one baseline connectivity topology Ambient IOT.
As mentioned above, in order to meet the coverage objectives and the constraint requirements of energy harvesting, the network deployment of both base station relay and terminal relay needs to be studied. In addition, combined with the classification of whether the source of energy acquisition, spectrum resources, and backscatter carrier input of Ambient IOT is dedicated, we divide the network topology into three network structures: Dedicated resource relay, Hybrid resource Relay, and Ambient resource Relay, as shown in the following figure:
Dedicated resource Relay: The source of energy harvesting, spectrum resource and carrier input of backscatter all come from dedicated resources. For example, the existing RFID protocol design, RF energy sources and spectrum resources are all specially designed, rather than using the resources in the existing environment.


Figure 5: Dedicated resource Relay architecture
Hybrid resource Relay: The source of energy harvesting, spectrum resources and carrier input of backscattering partly come from dedicated resources, and the remaining come from resources in the environment. For example, the RF source of energy harvesting utilizes the radio frequency signal sent by the existing 5G deployed EMBB network, and the data of the backscatter is also modulated on the RF carrier sent by the 5G deployed EMBB network. However, the downlink control signaling uses independent spectrum resources, which may be in-band/guard-band/out-band resources.


Figure 6：  Hybrid resource Relay architecture
Ambient resource Relay: The source of energy harvesting, spectrum resource and carrier input of backscatter all come from resources in the environment. For example, in addition to energy harvesting and backscatter using radio frequency signals of the existing 5G network, downlink control signaling is also sent using radio frequency signals of the existing 5G network without using additional resources.



Figure 7:   Ambient resource Relay architecture

Table 4. Comparison of three network architectures
	Architecture
	Characteristic
	RF resources
	Spectrum resources
	Pros
	Cons

	Dedicated resource Relay
	Dedicated resources
	Dedicated
	Dedicated
	Dedicated resources, simple design, good performance
	High cost

	Hybrid resource Relay
	Some are dedicated resources, while others use ambient resources
	Ambient
	Downlink dedicated resources
	Saving uplink spectrum resources, Medium cost
	Slightly poor uplink performance

	Ambient resource Relay
	Ambient  resources 
	Ambient
	Ambient
	Low cost

	The design is complex, and the performance needs to be fully verified.



Proposal 3:  Three network architectures are recommended for Ambient IOT: Dedicated, Hybroid and Ambient resource Relay.
Duplex Mode and Spectrum
The main frequency spectrum of NR is the TDD system, and NR has already deployed many TDD networks. Therefore, the deployed network can be used to quickly provide services for Ambient IOT. The frequency spectrum of FDD is more extensive. Although most of them are occupied by LTE, they can be dynamically shared or refarmed into an NR network. In addition, the frequency points of the FDD spectrum are lower and the uplink and downlink spectrums are separated, so it is more beneficial for energy harvesting and backscattering.
Proposal 4: Both FDD and TDD mode can be adopted for Ambient IOT, and FDD mode can be selected as the starting point. 
Coexistence 
Due to the extremely low cost and complexity in design, it is difficult to be compatible with the original legacy terminals.  However, it can be compared with NB-IOT. Although it is not compatible, it can be deployed in IN-BAND without affecting the legacy terminal. The advantage of IN-BAND deployment is that there is no need to redeploy the base station to save operators' costs.
The NR standard has accepted many forward compatible designs when it was formulated, so the existing solutions can be used for compatibility design. For example, the simplest and most direct solution is to reserve a clean resource for Ambient IOT traffic.
Proposal 5: Use the existing NR forward compatibility solution and principle to solve/design the potential coexistence issue between Ambient IOT and NR.
Traffic Type
From the use cases analysis in Section 2.1, label identification, target positioning and actuator belong to device terminated traffic, while sensor detection is device originated traffic. Although the sensor detection service should be triggered and reported according to conditions after sensor detection in principle, it can also be triggered and reported periodically through the network side. Therefore, it is necessary to specifically analyze the real-time requirements of specific applications.
Proposal 6: Both device terminated and Device originated traffic need to be considered for Ambient IOT.
Observation 2: Device originated traffic can be transferred to device terminated traffic according to SA1 study, for example sensor service can be categorized as device terminated traffic.
Summary
We summarize the current USECASE scenarios for SA1 as follows:
Table 5. Summary of discussions on Ambient IOT deployment scenarios
	Use case
	Category
	Indoor/outdoor environment
	Deployment Base Station Type
	Connectivity topologies
	Duplex mode/ Spectrum
	Coexistence
	Traffic type

	5.1(automated warehousing)
	Tag identification
	Dedicated indoor coverage
	Micro/Pico cells
	Dedicated/ Semi-Ambient/Ambient network architecture
	FDD/TDD

	Adopt existing NR compatible scheme
	device terminated

	5.2(medical instruments inventory management)
	
	Public indoor coverage
	Outdoor Macro cells
	
	
	
	

	5.5(automobile manufacturing)
	
	Dedicated indoor coverage
	Micro/Pico cells
	
	
	
	

	5.11(modification of medical instruments)
	
	Public indoor coverage
	Outdoor Macro cells
	
	
	
	

	5.3(smart grids)
	Sensor monitoring
	Dedicated outdoor coverage
	Macro cells
	
	
	
	device terminate/device originated 

	5.6(sensors in smart homes)
	
	Public indoor coverage
	Outdoor Macro Cells
	
	
	
	

	5.15(enablement for smart laundry)
	
	Public indoor coverage
	Outdoor Macro cells
	
	
	
	

	5.18(Fresh Food Supply Chain)
	
	Dedicated indoor coverage
	Micro/pico cells
	
	
	
	

	5.19(Forest Fire Monitoring)
	
	Public outdoor coverage
	Macro cells
	
	
	
	

	5.20(Smart Agriculture)
	
	Dedicated outdoor coverage
	Macro/pico cells
	
	
	
	

	5.22(smart grazing dairy farming)
	
	Dedicated outdoor coverage
	Macro/Pico cells
	
	
	
	

	5.23(smart pig farm)
	
	Dedicated indoor coverage
	Pico/micro cells
	
	
	
	

	5.24(smart manhole cover safety monitoring)
	
	Public outdoor coverage
	Macro/Micro cells
	
	
	
	

	5.25(smart bridge health monitoring)
	
	Public outdoor coverage
	Macro/Micro cells
	
	
	
	

	5.26(Elderly Health Care)
	
	Public indoor/outdoor coverage
	Macro/Micro cells
	
	
	
	

	5.7(for airport terminal / shipping port)
	Target tracking
	Dedicated public coverage
	Macro/micro cells
	
	
	
	device terminated

	5.8(Finding Remote Lost Item)
	
	Public outdoor/indoor coverage
	Macro/micro cells
	
	
	
	

	5.9(LCS for Ambient IoT)
	
	Public outdoor coverage
	Macro/micro cells
	
	
	
	

	5.10(Ranging for Ambient IoT)
	
	Public indoor coverage
	Macro/micro cells
	
	
	
	

	5.12(personal belongings finding)
	
	Public outdoor/indoor coverage
	Macro/micro cells
	
	
	
	

	5.13(Base Station Machine Room Environmental Supervision)
	
	Public indoor coverage
	Macro cells
	
	
	
	

	5.14(indoor positioning in shopping centre using Ambient IoT)
	
	Dedicated indoor coverage
	Micro/pico cells
	
	
	
	

	5.16(automated supply distribution)
	
	Dedicated indoor/Public out coverage
	Macro/pico/micro cells
	
	
	
	

	5.21(Museum Guide)
	
	Dedicated indoor coverage
	Micro/pico cells
	
	
	
	

	5.27(end-to-end logistics)
	
	Dedicated indoor/Public out coverage
	Macro/Pico/micro cells
	
	
	
	

	5.28(pressure powered switch)
	Actuator
	Public indoor/outdoor coverage
	Outdoor Macro cells
	
	
	
	device terminated


Proposal 7: Representative use case can be selected based on outdoor/indoor environment and use case category.
Device categorization
Existing Ambient IoT devices are divided into three types: Passive, Semi-passive and Active based on factors such as energy acquisition methods and waveform generation. This classification method can be inherited in genenal categories. When new energy acquisition methods, storage methods and other factors are adopted, the above three types need to be further classified.
Passive device:
The main feature is that no external energy is required, and all energy is collected from the environment through the device itself. Based on the energy acquisition method and energy storage method, it can be further classified as follows:
Passive type A: Based on the different energy acquisition methods, it can be further divided into solar energy, RF, and hybrid energy acquisition device types.
Passive type B: Based on their ability to store energy, they can be divided into capacitor and super capacitor type devices.
Semi-passive device
The main feature is that the energy is provided by an external battery, but the device itself does not generate a transmission waveform, and still transmits data through backscattering. This approach solves the distance-limited problem of energy harvesting, but still suffers from backscatter.
Active device
The main feature is that the energy is provided by an external battery, and the device itself also generates the waveform that transmits the data. This type of equipment does not rely on external power supply and waveform input, so it has a wider coverage and is mainly suitable for scenarios that are less cost-sensitive.

Table 6. Device categorization based on corresponding characteristics 
	Category
	energy source
	energy storage capability
	Transmit scheme

	Passive type A
	Energy harvesting(Distinguish between different energy harvesting methods)
	---
	Backscatter

	Passive type B
	Energy harvesting
	Distinguish based on storage capacity: capacity or super capacitor.
	Backscatter

	Semi-passive
	Battery
	------
	Backscatter

	Active
	Battery
	------
	Generate waveform normally



Proposal 8: Device type for Ambient IOT can be divided into four categories: Passive type A (passive based on energy harvesting scheme), Passive type B (passive based on storage types), Semi-passive and Active.
[bookmark: OLE_LINK14][bookmark: OLE_LINK13]Conclusion
In this contribution, we discuss Ambient IoT deployment scenarios and their characteristics, as well as device categorization for Ambient IoT with the following observations and proposals.
Observation 1: By deploy Ambient IOT with the existing Public indoor/outdoor network environment, some coverage deficiency can be observed and may need further improvement.
Observation 2: Device originated traffic can be transferred to device terminated traffic according to SA1 study, for example sensor service can be categorized as device terminated traffic.
Proposal 1: Based on the existing use cases from SA1, Ambient IOT use cases can be divided into the following four categories to facilitate discussion.
· Tag identification
· Sensor monitor
· Target positioning 
· Actuator
Proposal 2: Based on SA1 discussion on coverage target assumption (outdoor 100-300 meters and indoor 10-30 meters) and the analysis of existing energy harvesting schemes [4], relay topology is proposed as one baseline connectivity topology Ambient IOT.
Proposal 3:  Three network architectures are recommended for Ambient IOT: Dedicated, Hybroid and Ambient resource Relay.
Proposal 4: Both FDD and TDD mode can be adopted for Ambient IOT, and FDD mode can be selected as the starting point. 
Proposal 5: Use the existing NR forward compatibility solution and principle to solve/design the potential coexistence issue between Ambient IOT and NR.
Proposal 6: Both device terminated and Device originated traffic need to be considered for Ambient IOT.
Proposal 7: Representative use case can be selected based on outdoor/indoor environment and use case category.
Proposal 8: Device type for Ambient IOT can be divided into four categories: Passive type A (passive based on energy harvesting scheme), Passive type B (passive based on storage types), Semi-passive and Active.
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Annex
Energy harvesting scheme [4]
Although there are many ways of energy harvesting, the only ones that can be mature and commercialized are solar energy and RF harvesting, as shown in the following table [4]:
The collection efficiency of solar energy is the highest, but due to the influence of day and night and indoor and outdoor factors, it is basically unusable indoors, and it cannot be used outdoors during the day. Therefore, solar energy can only be used as auxiliary energy harvesting. This also applies to other energy sources other than solar energy and RF energy. Therefore, the following mainly discusses the collection of RF energy and the impact on the network topology.
For RF collection, the most advanced technology in the industry also needs to meet the signal strength greater than -30dbm. In this case, the collection strength may reach 1-10mW/cm2, and the conversion efficiency is about 10%, that is, it can collect about 10uw~100uw. However, the signal strength of -30dbm is difficult to meet under the direct coverage of the existing network base station. Therefore, the relay link is required to assist in improving the signal strength.
TABLE 7. Analysis of Energy Harvesting Techniques.
	Energy source
	Technology
	Power density
	Advantages
	Disadvantages
	Application domains

	Solar
	PV cell
	10-100mW/cm2(outdoor)
<100uW/ cm2(indoor)
	High-output voltage
 Low fabrication costs
Predictable
	Unavailable at night
Non-controllable
	Environment monitoring, healthcare, agriculture

	RF
	Antenna
	0.01-0.1uW/ cm2
1-10mW/cm2
	Available anywhere, anytime
Predictable
controllable
	Distance-dependent
Low-power density
	Environment monitoring

	Mechanical
	Piezoelectric
	4-250uW/cm2
	High-power density
No external voltage source
Simplicity design and fabrication
 controllable
	Highly variable output 
Unpredictable
	Infrastructure monitoring, automotive

	
	Electromagnetic
	300-800uW/cm2
	High-output currents
Robustness
Low-cost design
Controllable
Possibility to build low-cost devices
Controllable
	Relatively large size
Unpredictable
	

	
	Electrostatic
	50-100uW/cm2
	High-output voltage
Relatively larger output power density
	Requires bias voltage
Unpredictable
	

	Human heat
	Piezoelectric
Pyroelectric
	<35uW/cm2
	Sustainable and reliable
Available Controllable
	Low-power density
Unpredictable
	healthcare

	Biomechanical
	Electromagnetic
Piezoelectric
Triboelectric
Electrostatic
	<4uW/cm2
<300uW/cm2
	Available Controllable
	Low-power density
Unpredictable
	healthcare
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