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Introduction
[bookmark: _Hlk120811287]During RAN#97e, the RAN plenary led study on Ambient IoT was agreed. The document discusses the use case, device categorization, topologies, link budget evaluation assumption etc., for the Ambient IoT. 
Use cases for Ambient IoT
The traditional RFID comprises of RFID reader otherwise known as interrogator and RFID tags also known as tags, labels or transponders. An interrogator transmits information to a tag using an RF signal and the passive tag receives both information and operating energy from this RF signal. The word passive means that the tag receives all operating energy only from the interrogator’s RF signal or from surrounding environment e.g., solar, vibration, kinetic etc.,  
The RFID tags otherwise named Ambient IoT device in SA1 can be used for inventory management at the warehouse by reading, writing into the device to enable tracking the device within the warehouse. The device transmits the electronic product code (EPC) information stored in its memory to the inventory management service residing in a server connected to the 5GS to help track the object as shown in the Figure 1. 


 
Figure 1: Inventory management system
The SA1 use case on Ambient IoT can be broadly categorized into following:
1. Logistics e.g., automated indoor warehousing for factories, medical for tracking purpose 
2. Commercial positioning e.g., indoor positioning such as shopping mall and museum guide, outdoor such as shipping port
3. Sensor data transmission e.g., smart grids, agriculture, forest fire transmitting environmental sensor data such temperature
In the commercial use case aspects, positioning can be considered for indoor and outdoor scenarios which can help to track a stolen object, inside shopping malls or museum guided tour. The environmental sensor data transmission such as temperature, pressure etc., where sensors attached to the ambient IoT device for indoor and outdoor scenarios transmits sensor reading to the server via 5GS. 



The following KPIs can be considered for each of those categories:
	Scenario 
	Message size
	Communication range 
	End to end latency 

	Logistics
	96 bits-480 bits 

	10-30m
	>10s

	Scenario 
	Positioning accuracy 
	Range 
	End to end latency 

	positioning
	3m-5m@90% for indoor 
10m-50m@90% for outdoor 

	10-30m for indoor 
100-300m for outdoor 
	>10s

	   Scenario 
	Message size
	Communication range 
	End to end latency 

	Sensor data transmission   
	100 bits/sec to 1kbits/sec
	10-30m for indoor 
100-300m for outdoor 
	1s


Table 1: Ambient IoT KPIs
Proposal 1: Support following use case category for the Ambient IoT 
· Logistics e.g., indoor warehousing 
· Commercial positioning e.g., indoor/outdoor positioning 
· Sensor data transmission e.g., temperature data transmission 

Proposal 2: Support following KPIs for each of the use case category 
· Logistics:  96-480bits for the transmission of EPC with 10m-30m communication range and >10s end to end latency 
· Commercial positioning: 3m-5m for indoor and 10m-50m for outdoor positioning for 10m-30m indoor range and 100-300m outdoor range and >10s end to end latency 
· Sensor data transmission: 100 bits/sec to 1kbits/sec for the transmission of sensor data for 10m-30m communication range for indoor and 100-300m communication range for outdoor and 10s end to end latency 

Device categorization 
The RFID technology supports passive, semi-passive and active RFID tags and hence these Ambient IoT devices can be classified into different categories according to the energy storage and read/write functionality supported by them. As explained in the Table 2, Ambient IoT devices with battery-less acts as passive device, semi-passive Ambient IoT device has a small capacitor to store the harvested energy while an active tags has a battery source which help in extending the battery life with the harvested energy.    
	Passive tags
	~10-20m range, no battery, energy harvesting from the RF signal

	Semi-Passive tags
	~10-20m range, capacitor 

	Active tags
	~50-100m, battery operated  


Table 2: Device categorization according to the energy storage
The second level of categorization depends on the read/write, backscattering, modulation and transmission of data to extend the coverage and such functionality supported by the RFID tags like an example shown in Table 3. These RFID tags can be of different category because of the tags can be pre-programmed which can be used for read only while others device type can be used to read and write. The Ambient IoT device can be further classified according to the backscattering technology and active data transmission  using modulation.  
[image: ]
Table 3: Device categorization according to the read/write functionality

Proposal 3: Support different category of Ambient IoT device according to the 
· Energy storage e.g., battery-less, capacitor 
· Functionalities e.g., read only, read/write, backscattering, active data transmission using modulation    

Topologies 
The Ambient IoT device can be deployed within 5GS using different topologies based on the transmission of RF signal to the ambient IoT device and the capturing the backscattered RF signal from the ambient IoT device. The need for different topologies depends on the implementation of the RFID reader functionality whether at the gNB side or at a UE side. The link budget may vary accordingly to different topologies, since the backscattered signal may or may not be received by the source node transmitting the RF signal.    
1. gNB transmitting the RF signal to the Ambient IoT device and the backscattered RF signal is received at the same gNB or received at multiple neighboring gNBs 
2. gNB transmitting the RF signal to the Ambient IoT device and the backscattered RF signal is received at a UE 
3. UE transmitting the RF signal to the Ambient IoT device, and the back scattered RF signal is received at the same UE or received at a different UE


Figure 2: Various Topologies considering nodes receiving backscattered signal
Proposal 4: Support implementation of the RFID reader functionality at gNB and/or UE for Ambient IoT device 
Proposal 5: Support different topologies for Ambient IoT device according to the transmission of RF signal to the Ambient IoT device and reception of backscattered RF signal from the Ambient IoT device
· Same node transmitting and receiving RF signal to/from Ambient IoT device 
· Different nodes transmitting and receiving RF signal to/from Ambient IoT device e.g., gNB transmitting the RF signal to the Ambient IoT device while backscattered RF signal received at UE
Proposal 6: The link budget calculation needs to consider both RF signal transmission and back-scattered signal reception for each topology illustrated in Figure 2
Power consumption, cost, sensitivity, and Coverage 
The word passive tags means that the tag receives all operating energy only from the interrogator’s RF signal or from surrounding environment e.g., solar, vibration, kinetic etc., to backscatter the information back to the source node and the conversion efficiency of 10-40% as harvesting energy from various sources as explained in Annexure B in 3GPP TR 22.840 and the power consumption of such passive Ambient IoT device should in nano watt. The power consumption considers of the power needed for communication and sensor functions. The Ambient IoT turn on energy threshold and the time taken to harvest energy should also be discussed as the harvested efficiency can vary according to the energy source. 
Usually cost of such RFID tags can be less than 1 USD and hence the RF receiver architecture should be comparably simple affecting the sensitivity, selectivity, and coverage. At least 10-30m coverage should be targeted considering the indoor scenario.
Proposal 7: RAN discuss Ambient IoT device turn on energy threshold and time taken to harvest energy
Proposal 8: RAN discuss the Ambient IoT operating coverage operation less than the NR coverage operation due to different RF receiver architecture, sensitivity etc.,   


Bandwidth and Frequency 
The traditional RFID tags mostly works on UHF frequency range between 858-930MHz and the exact frequency for UHF spectrum depends on regional basis which is shown in the below table. 
	Region 
	UHF Frequency 
	Criteria 

	US
	902-928MHz
	Unlicensed band and Restriction on Tx  power

	EU
	865-868MHz
	LBT is necessary for the transmitter of RF signal

	China
	915-928MHz
	· 


Table 4: UHF regional frequency
RAN should discuss whether Ambient IoT devices can be deployed to operate in the UHF frequency, coexistence issue with the existing RFID reader-Tags and discuss other frequency spectrum for indoor factory deployment such 3.5GHz.
Proposal 9: RAN discuss the deployment frequency for Ambient IoT device such as UHF frequencies as provided in Table 4 and other frequencies for indoor factory deployment
The NB-IoT bandwidth is typically 1RB which is 180KHz and the passive tags operating channel bandwidth is usually between 300-500KHz depending on frequency domain multiplexing method supported between transmitter and the tag. The tag data can backscatter on a 200-250KHz subcarrier. Hence the Ambient IoT device can operate on 180-360KHz channel bandwidth aligned with the NR numerology and subcarrier spacing. 
Proposal 10: RAN discuss the channel bandwidth supported for Ambient IoT device communication and should be aligned with the NR numerology and subcarrier spacing 
There are three frequency-division multiplexing (FDM) methods that minimize such Interrogator-on-Tag collisions in RFID such as channel boundary back scatterer, Alternative channel back scatterer and In-channel back scatterer as explained in [3]. 
· Channel-boundary backscatter: Interrogator transmissions are constrained to occupy only a small portion of the center of each channel, and Tag backscatter is situated at the channel boundaries.
· Alternative-channel backscatter: Interrogator transmissions are located in a subset of the channels, and Tag backscatter is located in a different subset of the channels.
· In-channel backscatter: Interrogator transmissions are constrained to occupy only a small portion of the center of each channel, and Tag backscatter is situated near but within the channel boundaries 
[image: ]
Figure 3: Different Frequency division multiplexing between the RFID reader RF signal and back scatterer signal
Proposal 11: RAN discusses supporting different Frequency division multiplexing between the RFID reader RF signal and back scatterer signal depending on Channel-boundary backscatter, Alternative-channel backscatter and In-channel backscatter
Proposal 12: RAN discusses the guard band between the transmitted RFID signal and the back scatterer signal
Conclusion
The corresponding proposals are summarized as follows:
Proposal 1: Support following use case category for the Ambient IoT 
· Logistics e.g., indoor warehousing 
· Commercial positioning e.g., indoor/outdoor positioning 
· Sensor data transmission e.g., temperature data transmission 

Proposal 2: Support following KPIs for each of the use case category 
· Logistics:  96-480bits for the transmission of EPC with 10m-30m communication range and >10s end to end latency 
· Commercial positioning: 3m-5m for indoor and 10m-50m for outdoor positioning for 10m-30m indoor range and 100-300m outdoor range and >10s end to end latency 
· Sensor data transmission: 100 bits/sec to 1kbits/sec for the transmission of sensor data for 10m-30m communication range for indoor and 100-300m communication range for outdoor and 10s end to end latency 
Proposal 3: Support different category of Ambient IoT device according to the 
· Energy storage e.g., battery-less, capacitor 
· Functionalities e.g., read only, read/write, backscattering, active data transmission using modulation    
Proposal 4: Support implementation of the RFID reader functionality at gNB and/or UE for Ambient IoT device 
Proposal 5: Support different topologies for Ambient IoT device according to the transmission of RF signal to the Ambient IoT device and reception of backscattered RF signal from the Ambient IoT device
· Same node transmitting and receiving RF signal to/from Ambient IoT device 
· Different nodes transmitting and receiving RF signal to/from Ambient IoT device e.g., gNB transmitting the RF signal to the Ambient IoT device while backscattered RF signal received at UE
Proposal 6: The link budget calculation needs to consider both RF signal transmission and back-scattered signal reception for each topology illustrated in Figure 2
Proposal 7: RAN discuss Ambient IoT device turn on energy threshold and time taken to harvest energy
Proposal 8: RAN discuss the Ambient IoT operating coverage operation less than the NR coverage operation due to different RF receiver architecture, sensitivity etc.,   
Proposal 9: RAN discuss the deployment frequency for Ambient IoT device such as UHF frequencies as provided in Table 4 and other frequencies for indoor factory deployment
Proposal 10: RAN discuss the channel bandwidth supported for Ambient IoT device communication and should be aligned with the NR numerology and subcarrier spacing 
Proposal 11: RAN discusses supporting different Frequency division multiplexing between the RFID reader RF signal and back scatterer signal depending on Channel-boundary backscatter, Alternative-channel backscatter and In-channel backscatter
Proposal 12: RAN discusses the guard band between the transmitted RFID signal and the back scatterer signal
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RFID tags are classified as Class 0 through Class 5, depending on their functionality:

Class 0
Class 1

Class 2

Class 3

Class 4

Class 5

UHFI read-only, preprogrammed passive tag
UHF or HF; write once, read many (WORM)
Passive read-write tags that can be witten to at any point in the supply chain

Read-write with onboard sensors capable of recording parameters like temperature,
pressure, and motion; can be semipassive or active

Read-wiite active tags with integrated transmitters; can communicate with other tags
and readers

‘Similar to Class 4 tags but with additional functionality; can provide power to other
tags and communicate with devices other than readers
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