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1. Introduction

In RAN#97e, the SID “Study on Ambient IoT” was approved in RP-222685. One objective is to identify key characteristics of the deployment scenarios for use cases and services in SA1’s TR 22.840:
	· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects

· Indoor/outdoor environment

· Basestation characteristics, e.g. macro/micro/pico cells-based deployments

· Connectivity topologies, including which node(s), e.g. basestation, UE, relay, repeater, etc. can communicate with target devices

· TDD/FDD, and frequency bands in licensed or unlicensed spectrum

· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.

NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 

NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.

NOTE: A representative use case can be studied for a group of use cases that have similar requirements.


2. Dense deployments of tags
Many of the use cases in TR 22.840 (e.g. Automated Warehousing, Medical Instruments, logistics) indicate that large numbers of tags will be located within a relatively small area, i.e. within the area served by an indoor (or outdoor) base station.
Multiple uses cases also require the capability to check the status of the tag (at least presence/absence of the tag and often location of the tag) while the tag is in the warehouse.

This implies the following characteristics:

a) The radio system should support the ability to address individual tags

b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).
c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

And as a consequence of the group addressing aspect of b):
d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

Proposal 1: the following 4 radio system characteristics are captured into the RAN TR on Ambient IoT:
a) The radio system should support the ability to address individual tags

b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).

c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

3. Data packet size (identification, packet framing and security)
The SA1 TR 22.840 refers to the Electronic Product Code (“EPC”) standards [1], [2] in multiple use cases. The typical EPC length seems to be 96 bits.
Multiple SA1 use cases (e.g. 5.8, 5.12, 5.14, 5.21) discuss authentication and authorisation for the tags. Other use cases (5.5, 5.22) require the ability to collect charging data. When technical solutions are developed for this, it is likely that some form of Integrity Check will need to be signalled along with the devices ID (EPC). To avoid replay attacks some sequence number would need to be associated with the integrity check. While SA3 need to be involved to calculate the exact values, it seems reasonable to assume that at least 64 bits are needed for the network to have assurance on the identity of the tag.
Observation 1: for use cases involving authentication and/or authorisation, at least 64 bits needs to be carried as a security overhead.

Some mechanisms will be needed to indicate the start of an uplink transmission, packet length, packet format, and – in the absence of an integrity check – some form of CRC. Excluding CRC/Integrity, this is likely to consume 24 bits.

Observation 2: packet framing overhead may be around 24 bits.

Assuming that some use cases will need security, it seems necessary to design radio system that can support data packets of the EPC, Integrity Check and packet framing, i.e., 96+64+24=184 bits 
Proposal 2: The radio system should support data packets of at least 184 bits (96 bit Electronic Product Code plus 64 bits for Integrity Checking plus 24 bits for packet framing)  

4. Summary and Proposals
 Proposal 1: the following 4 radio system characteristics are captured into the RAN TR on Ambient IoT:

a) The radio system should support the ability to address individual tags

b) Rather than “reflecting” every received radio signal, tags should be able to only react (reflect/transmit) when they receive something addressed to them (or their group).

c) Unless there is some DRX configuration agreed between the tag and “network”, the tag may spend a large amount of time receiving signals that address other tags.

d) When the received radio signal addresses a group of tags, some mechanism(s) are needed to distribute the load and interference of the uplink response signals.

Observation 1: for use cases involving authentication and/or authorisation, at least 64 bits needs to be carried as a security overhead.

Observation 2: packet framing overhead may be around 24 bits.

Proposal 2: The radio system should support data packets of at least 184 bits (96 bit Electronic Product Code plus 64 bits for Integrity Checking plus 24 bits for packet framing)
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