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1. Introduction

In RAN#97e meeting, a new SID “Study on Ambient IoT” has been agreed [1]. The main objectives of the SID are as following:

	· Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects

· Indoor/outdoor environment

· Basestation characteristics, e.g. macro/micro/pico cells-based deployments

· Connectivity topologies, including which node(s) , e.g. basestation, UE, relay, repeater, etc. can communicate with target devices

· TDD/FDD, and frequency bands in licensed or unlicensed spectrum

· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
NOTE: There can be more than one deployment scenario identified for a use case, and a deployment scenario may be common to more than one use case.

NOTE: Where more than one deployment scenario is identified for a use case, the trade-offs between them should also be studied. 

NOTE: The study shall not prioritize deployment aspects that should be coordinated with SA, e.g. public or private network, with or without CN connection.

NOTE: A representative use case can be studied for a group of use cases that have similar requirements.
· Formulate a set of RAN design targets based on the identified deployment scenarios and their characteristics for the relevant use cases, at least including

· Power consumption

· Complexity

· Coverage

· Data rate

· Positioning accuracy

NOTE: The requirements from SA1 on the relevant use cases shall be taken into consideration.

NOTE: The study shall aim to provide better coverage compared to existing non-3GPP technologies for the relevant use cases.

NOTE: Other RAN design targets in relation to connection density, mobility, security, latency, reliability etc. may be discussed, if necessary for the relevant use cases. 

NOTE: Detailed definitions of the RAN design targets should be discussed during the study.
· Compare and assess the feasibility of meeting the design targets for relevant use case on the basis of the deployment scenario(s) appropriate to it, and identify assumptions on required functionality to be supported.

NOTE: This is not to require a detailed WG-level of analysis.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.


In this contribution, we will give some initial analysis on the general RAN aspects of Ambient IoT and give our suggestions for the following study in RAN.

2. Discussion

2.1 Digest the use cases captured by SA1

SA1 is close to finishing their work on identifying the use cases and related KPIs for the study of Ambient IoT. During the preparation stage for this new SID, RAN has agreed to identify the suitable deployment scenarios at least based on the use cases/services agreed in SA1.

In the section 5 Annex, we roughly summarize all the use cases/scenarios captured by SA1 and collect their KPIs in the Table-1 for further comparison. Here based on that summary and according to similar application scenarios and similar service characteristics, we further categorize these use cases in the following Table-1:
Table-1 Use case categories
	Use case categories
	Example use cases
	KPIs or main characteristics of this use case category

	Category#1 of logistics and warehousing based on tag and with simple services
	#1 Ambient IoT on automated warehousing

#2 Medical instruments inventory management and positioning
#4 AIoT in Non-Public Network for logistics 

#5 Intralogistics in automobile manufacturing
#7 AIoT for airport terminal / shipping port
#11 Online modification of medical instruments status

#15 AIoT enablement for smart laundry
#16 AIoT service for automated supply distribution
#18 Fresh Food Supply Chain
	· With Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor).

· Message size vary a lot, e.g., from a hundred bits to a hundred bytes. (Note: According to the description of use cases, in more cases, the main content in UL report is the Ambient IoT device identity).
· The range of service area dimension also vary a lot, e.g., from several m2 up to 10km2.
· Devices density also vary a lot, e.g., from 1000/km2 to 1,5 million/km2.
· Middle or large max. allowed end-to-end latency.

	Category#2 of device monitoring/supervision and control in Smart agriculture, livestock farming, Smart City etc.
	#3 AIoT devices in substations in smart grids

#17 Device Activation and Deactivation /Orchid plants monitor

#19 Forest Fire Monitoring using AIoT

#20 Smart Agriculture

#22 Smart grazing dairy farming enabled by AIoT

#23 Smart livestock farming (pig barns)

#24 Smart manhole cover safety monitoring using AIoT

#25 smart bridge health monitoring using AIoT
	· With Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor)

· Middle or large message size, e.g., several or tens of bytes. (Note: According to the description of use cases, in more cases, the main contents in UL report are the Ambient IoT device identity plus some sensor data).

· Middle or large service area dimension, e.g., most cases are with thousands of m2 or even tens of thousands of km2. 

· Due to large service area, the total number of devices may be also large, but the device density might still be moderate or sparse.

· Middle or large max. allowed end-to-end latency

· Low or middle mobility

· The 5G system shall be able to support suitable security mechanisms for the AIoT devices in most of the use case in this category, including encryption and data integrity.

	Category#3 of lost and found with ranging and positioning requirements
	#8 Finding Remote Lost Item (indoor/outdoor)
#9 LCS for AIoT/Absolute positioning

#10 Ranging for AIoT (Finding Items in a home)

#12  AIoT service for personal belongings finding (indoor /outdoor)
	· With Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor)

· The range of message size is unclear due to lack of enough information.

· Small or middle service area dimension, e,g., some  indoor cases may be with hundreds of m2.
· Middle devices density, e.g., from tens of thousands to hundreds of thousands devices per km2
· Small or middle max. allowed end-to-end latency

· The 5G system shall support to validate/authorize an Ambient IoT device, or provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an AIoT device, in most of the use case in this category

	Uncertain AIoT use cases that are not taken into account for now
	#6 AIoT sensors in smart homes
#13 AIoT for Base Station Machine Room Environmental Supervision

#14 Parking area/Shopping area (in shopping centre)
#21 Ambient IoT for Museum Guide

#26 Elderly Health Care 

#27 End-to-end logistics

#28 pressure powered switch
	Some of these use cases have no detailed KPI or the service flow/characteristics of some use cases are not so clear. Moreover, it seems that some other use cases could also be handled by legacy LPWA technologies as the devices in these use cases may be easy to be maintained, e.g. to be equipped with battery, to be charged or replaced with new battery.


Proposal 1: It’s suggested RAN to category the use cases captured by SA1 as the following:

· Category#1 of logistics and warehousing based on tag and with simple services

· Category#2 of device monitoring/supervision and control in Smart agriculture, livestock farming, Smart City etc.

· Category#3 of lost and found with ranging and positioning requirements.

2.2 Identification of suitable deployment scenarios

The fundamental objective of this SID is as below to identify the suitable deployment scenarios based on the use cases:

Identify the suitable deployment scenarios and their characteristics, at least for the use cases/services agreed in SA1’s “Study on Ambient power-enabled internet of Things”, comprising among at least the following aspects

· Indoor/outdoor environment

· Basestation characteristics, e.g. macro/micro/pico cells-based deployments

· Connectivity topologies, including which node(s) , e.g. basestation, UE, relay, repeater, etc. can communicate with target devices

· TDD/FDD, and frequency bands in licensed or unlicensed spectrum

· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies
· Device originated and/or device terminated traffic assumption
Per our understanding, from RAN perspective, the first three factors would be the main metrics used to characterize different deployment scenarios. Based on the discussion of categorization of use cases in section 2.1, here are some general considerations on the possible deployment scenarios for implementing the different use case categories:

· Category#2 of device monitoring/supervision and control in Smart agriculture, livestock farming, Smart City etc. is a relatively focused/clean category. We see most of the use cases would be operated in the outdoor environment. The communication distance could be middle or large, e.g., more than hundred meters. And due to that the devices need to be deployed in a large service area dimension, the distance between two devices may be also large. And in some scenarios, e.g., #19 Forest fire monitoring using AIoT, it may be also difficult to deploy normal UEs nearby to relay the AIoT devices. So in a summary, for most use cases in this category, we assume their communication connection (and might also the energy supply) should mainly rely on the 5G macro cell or at least the 5G cell with repeater in order to fulfill the coverage requirement. Moreover, in this Category#2, the number of the AIoT devices may be also large, device connection/mobility/security management with the involvement of the core network would be the most efficient way. Last, the devices in this use cases category usually have the need to passively or actively report a certain size of data to a trusted 3rd party. 

· The characteristics of the use cases in Category#1 are very diverse in terms of coverage and communication distance, but one typical characteristic may be that the devices are generally very simple, e.g., with format of battery-less tag, and the main service is the simple inventory service. Even the requirement of mobility/positioning/security is not critical for this use case category, the need still exist for some use cases of outdoor logistics. Moreover, for some large indoor warehousing cases, in addition to using micro/pico cells to fulfill the basic need of both coverage and capacity, UE relay may also be taken into account.
· The typical use case in Category#3 is the indoor short-range communication. Even there is also the case of outdoor communication, we assume the communication distance may not be so large. Moreover, the data size would not be large, while the requirement for tolerable data transmission delay may be a bit strict. The most typical characteristic of this category would be the requirement on positioning accuracy and security.

Based on the above analysis, we suggest to consider the following potential deployment scenarios in the Table-2:

Table-2 Identified deployment scenarios (based on the use case categories)
	Deployment scenario
	Corresponding use case category
	Main aspects of the deployment scenarios

	
	
	Indoor/outdoor environment
	Base station characteristics
	Connectivity topologies

	Deployment scenario#1
	Category#2 of device monitoring/supervision and control in Smart agriculture, livestock farming, Smart City etc.
	Mainly outdoor, may also have indoor case
	macro cells-based deployments
	Can be additionally with NW-repeater to extend coverage;
With connection to core network to achieve efficient management of large number of AIoT devices and necessary security level.

	Deployment scenario#2
	Category#1 of logistics and warehousing based on tag and with simple services
	Mainly indoor, also have outdoor case
	macro/micro/pico cells-based deployments
	Can be additionally with NW-repeater or UE-relay to extend coverage;

With connection to core network to achieve necessity support of mobility and necessary security level, especially for the use cases of outdoor logistics.

	Deployment scenario#3
	Category#3 of lost and found with ranging and positioning requirements
	Mainly indoor, also have outdoor case
	micro/pico cells-based deployments
	With connection to core network to achieve necessity positioning accuracy and security level.


According to the above Table-2, we see more deployment scenarios would need connection to core network in order to achieve efficient management of devices, necessity security level and positioning accuracy etc.

For the following other three factors, we think they can be common for the above mentioned three deployment scenarios:

· TDD/FDD, and frequency bands in licensed or unlicensed spectrum: No matter which deployment scenario among the Deployment scenario#1, #2 and #3 is considered, both TDD and FDD can be applicable. And also both frequency bands in licensed and unlicensed spectrum are applicable. At this stage, we see no any unavailability of any of the frequency band types. However, taking into account the importance of enhancing coverage compared to traditional passive devices and also the importance of reducing the power consumption/complexity/cost of the devices, we’d better to prioritize the discussion on low band spectrum.
· Coexistence with UEs and infrastructure in frequency bands for existing 3GPP technologies: If the AIoT use cases are allowed to be deployed on the existing frequency band for NR, it needs to additionally consider the coexistence solutions, e.g., application of guard band or receiver-transmitter isolation.

· Device originated and/or device terminated traffic assumption: Generally we see both device originated and device terminated traffic are possible in all three use cases categories and can be supported in all three deployment scenarios. We suggest to give finer categorization of service traffic. The details are discussed in section 2.3.

Proposal 2: It’s suggested RAN to discuss the three identified deployment scenarios in Table-2 and prioritize the discussion on the deployment scenarios with connection to core network.

2.3 Typical services /Communication patterns 

According to the analysis on the use cases, the following services are identified as typical for Ambient IoT applications (with jointly consideration on the possible Ambient IoT device types mentioned in SA1 TR [2], e.g., Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor)):
· Inventory service: The inventory service may not only refer to the service in the automated warehouse inventory applications, e.g., the use case in Category#1. It can refer to a generic service which includes multiple tags and the tags generally are with tiny physical size and battery-less. Tags are attached to necessary areas such as goods and shelves, or maybe personal belongings. The network node can act as a legacy reader and the tags generally needs to report the device ID (an example length is 64bits corresponding to 20 digits in decimal number) upon reception of an inquiry from network node. Since the AIoT device is generally battery-less and the device ID to be transmitted is small, the device can directly backscatter the energy received from the DL inquiry/trigger signal or the ambient power to complete the report of device ID. In addition, writing operation for tag may also be possible for this service, e.g., writing simple data into the tag memory.
· Data report service: Compared to the Inventory service, one major difference for the Data report service is the size of the data to be reported. It may be much larger than the size of device ID. Such service is relatively common in the use case Category#2 and also can be found in the use case Category#1 or Category#3. For example, Ambient IoT devices can measure the environmental parameters and send the obtained information to the 5G system and/or a trusted 3rd party. In this service, a kind of UE-specific trigger/inquiry (may be similar as paging) may be needed. Meanwhile, proactive UL transmission is also possible. Due to that the size of data to be reported may be not small, the energy of directly backscattering the DL signal may not be enough to support such reactive or proactive report. Maybe only the Ambient IoT device with limited energy storage (e.g., capacitor) can support such services.

· Downlink control service: The device may have some actions as response to the DL signaling/data but not necessarily trigger uplink transmission. One example is from use case Category#2 and to control the facilities such as irrigation system and temperature control system in the use case of smart agriculture. Based on the collected information and preconfigured logic, the application server may request 5G network to send control signaling via macro/pico cell to Ambient IoT devices to control their operations, e.g. open or close the window of the greenhouse, start or close the irrigation system. Another example may be the control of passive antenna elements of the telecommunication equipment, e.g., in the scenario of smart city, which enhance the coverage of telecommunication equipment by controlling the direction of the passive antenna. One point for such new downlink control service is that the controller/actuator devices are generally with ultra-lower power consumption or even battery-less, which may require a very efficient way for triggering some actions, e.g., issuing a control command in the DL signal/channel.
· Positioning service: Positioning is a relatively special service which may involve the specific positioning signaling or data (e.g., three-dimensional positioning data (both horizontal and vertical) or relative distance and/or relative angle). In this service, the Ambient IoT device may need to send signal continuously or intermittently in a mainly reactive way triggered by network. So the Ambient IoT device with limited energy storage (e.g., capacitor) would be more suitable to support such service in order to fulfill the specific positioning requirement.
To identify the typical services is also an important pre-condition for the next step RAN study work, so we give the following proposal: 

Proposal 3: It’s suggested RAN to discuss the typical services based on the identified use case categories and deployment scenarios.

Furthermore, based on the identified typical services, we need to further abstract the communication patterns which are adapt to the possible Ambient IoT device types. This would be the preparation work for subsequent RAN framework design.

In the SA1 TR [2], the following possible communication patterns that could be dependent on power available for communication e.g. harvesting and the availability of storage capability have been mentioned:

· Normal operation: In this scenario, Ambient IoT devices have power available continuously or at least for significant amounts of time, either because there is continuous power harvesting or possibly in combination with limited energy storage (e.g. in a capacitor) to overcome momentary variations in power harvesting. The main effect of this scenario is that the processor and communications module in the Ambient IoT device can be continuously active. The communications module can listen to network at regular intervals to determine if there is mobile terminated traffic (e.g. trigger messages) and can transmit data when relevant. 
· Device triggered operation: In this scenario, devices have power available only intermittently. The main effect of this scenario is that the Ambient IoT device can only be active for the short periods of time. And it is the Ambient IoT device that decides when to communicate with the network. It is possible that the Ambient IoT device is not able to listen to the network for mobile terminated traffic for very long periods of time. This has an impact on service aspects such as provisioning.

· On demand operation: in this scenario 5G network will wake up and trigger the device to communicate in a relevant manner. This scenario only considers the network to trigger the communication and the Ambient IoT device cannot determine when to communicate. Waking up of the Ambient IoT device can be combined with a trigger to perform a specific action (e.g. do measurement) or to communicate (e.g. send an identifier). Waking up can also imply that the Ambient IoT device starts listening to the network for further instructions. 
We suggest RAN to take the above communication patterns mentioned by SA1 as baseline for further discussion, with jointly consideration on the identified use cases categories, deployment scenarios and typical services in previous sections. The main purpose would be to formulate several communication patterns that not only characterizes typical services well, but also helps to identify assumptions on required RAN functionalities/procedures.

Proposal 4: It’s suggested RAN to derive the communication patterns that not only characterizes typical services, but also helps to identify assumptions on required RAN functionalities/procedures.

3. Conclusions
In this contribution, we give some initial considerations on the general RAN aspects of Ambient IoT. Based on the discussion, the following proposals are given:

Proposal 1: It’s suggested RAN to category the use cases captured by SA1 as the following:

· Category#1 of logistics and warehousing based on tag and with simple services

· Category#2 of device monitoring/supervision and control in Smart agriculture, livestock farming, Smart City etc.

· Category#3 of lost and found with ranging and positioning requirements.

Proposal 2: It’s suggested RAN to discuss the three identified deployment scenarios in Table-2 and prioritize the discussion on the deployment scenarios with connection to core network.
Proposal 3: It’s suggested RAN to discuss the typical services based on the identified use case categories and deployment scenarios.

Proposal 4: It’s suggested RAN to derive the communication patterns that not only characterizes typical services, but also helps to identify assumptions on required RAN functionalities/procedures.
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5. Annex

Table-1 Summary of all the use cases in SA1 TR 22.840 V0.3.0 [2]:

	
	
	Max. allowed end-to-end latency
	User experienced data rate
	Message Size
	Communication Range
	Device speed
	Communication Service Availability
	Transfer interval
	Device density
	Service area dimension
	Positioning Accuracy
	Positioning service latency

	1
	Ambient IoT on automated warehousing
	1s(note 3)
	<100/128bits/s (note 4)
	96/128 bits (note 1)
	30m indoors
	5~10km/h
	
	
	
	
	2~3 m 

(note 2)
	

	2
	medical instruments inventory management and positioning
	hundreds ms level(note 2)
	<2Kbps

(note 1)
	176bits
	50m Indoor

200m Outdoor
	Static or walking speed

<6km/h
	99%
	hundreds ms level
	≥1000/

km2
	
	
	

	3
	Ambient IoT devices in substations in smart grids
	1s (note 4)
	[< 1kbit/s]

(note 5)
	Typically 
[< 100 bytes]

(note 1)
	Outdoor: typically [50-200] meters
	
	
	
	[< 10,000 /km2]

(note 3)
	[several km2 up to 100 000 km2]

(note 2)
	
	

	4
	supporting Ambient IoT in Non-Public Network for logistics
	
	
	
	
	
	
	
	
	
	
	

	5
	intralogistics in automobile manufacturing
	>100 ms

(note 1)
	<1 kbit/s

(note 2)
	96 bits

(note 3)
	<30 meters

Indoors
	
	
	
	<1,5 Million/km2 (note 4)
	600 000 m2

(note 5)
	[3] m
	

	6
	Ambient IoT sensors in smart homes
	20 s
	
	8~96bits


	[10-30]m

Indoors
	Stationary
	99.9 %
	
	
	
	
	

	7
	Ambient IoT for airport terminal / shipping port
	>1sec


	
	256 bits (UL) (Note 1)
	FFS
	
	99%


	
	FFS
	1-10km2 (Note 2)
	
	

	8
	Finding Remote Lost Item (indoor)
	>5s
	
	256 bits

(Note 2 )
	10m 


	
	99%

(Note 1 )
	
	<750 devices/100m2 (Note 3)
	
	
	

	
	Finding Remote Lost Item (outdoor)
	>5s
	
	256 bits

(Note 2)
	100m


	
	99%

(Note 1 )
	
	<750 devices/100m2 (Note 3)
	
	
	

	9
	LCS for Ambient IoT


	
	
	
	
	Indoor - up to [5 km/h]

Outdoor - up to [20 km/h]
	[95 %]

	
	
	
	[10 m] Horizontal Accuracy 

[3 m] Vertical Accuracy

(NOTE 1)
	[10 s]

	10
	Ranging for Ambient IoT

(Finding Items in a home)
	
	
	
	10m

IC/PC/OOC
	Static/ Moving

(<1m/s)
	95 %
	500ms
	20 Ambient IoT devices/

(100m2)
	
	100 cm

10 degree
	

	11
	online modification of medical instruments status
	hundreds ms level (note 2)
	<2Kbps

(note 1)
	176bits
	50m Indoor

200m Outdoor
	Static or walking speed

<6km/h
	99%
	hundreds ms level
	≥1000/km2(note 3)
	
	
	

	12
	Ambient IoT service for personal belongings finding(indoor)
	1 s
	<1 kbit/s
	<1 kbits
	10 m
	Static
	99.9%
	1 per hour
	<5 per 100 m2
	<200 m2
	[1-3] m, 90% availability
	

	
	finding (outdoor)
	1 s
	<1 kbit/s
	<1 kbits
	100 m
	Static
	99.9%
	1 per hour
	<10 per 100 m2
	Up to the whole PLMN
	FFS
	

	13
	Ambient IoT for Base Station Machine Room Environmental Supervision
	1s (Note 2)
	<1kbit/s (Note 1)
	
	30m indoors
	
	99.9%(Reliability)
	
	
	
	
	

	14
	Parking area (in shopping centre)
	0.5 s
	<1 kbit/s
	96 bits

(Note1)
	10 m
	
	99.9%/90%(Positioning service availability)
	
	2500/ 10000m2
	
	3 m

(Note 2)
	0.5 s

	
	Shopping area (in shopping centre)
	0.5 s
	<1 kbit/s
	96 bits

(Note1)
	10m
	
	99.9%/90%
	
	2500/ 10000m2
	
	3 m

(Note 2)
	0.5 s

	15
	Ambient IoT enablement for smart laundry
	>10 s
	<100bit/s
	Typically 
< 100 bytes
	
	
	
	
	20 / 100m2
	several m2 up to 1000 m2
	
	

	16
	Ambient IoT service for automated supply distribution
	>10 s
	<100 bit/s
	Typically,  <100 bytes


	
	
	
	
	<1,5 Million/km2
	600 000 m2
	[3] m (Indoor, 90% confidence level and in horizontal)
	

	17
	Device Activation and Deactivation
	
	
	
	
	
	
	
	
	
	
	

	18
	Fresh Food Supply Chain
	>1 minute
	<0.12 bit/s (Note 1)

NOTE 1: Based on sending 1 message of 100 bits once in 15 minutes
	Typically, 
< 100 bits

(Note 2)
	
	
	
	
	1.5 Million devices/ km2

(Note 3)
	30,000m2
	
	

	19
	Forest Fire Monitoring using Ambient IoT devices
	> 10sec
	
	
	[150-FFS] meters
	
	99.9% with fault tolerance.( Reliability)
	FFS
	FFS
	FFS
	
	

	20
	Smart Agriculture
	>1 s
	 <1 kbit/s
	<1000 bits
	30-100m
	static
	99.9%
	1 hour
	1 per  m2
	500-70000 m2 per greenhouse
	
	

	21
	Ambient IoT for Museum Guide
	[2] s
	[< 1 kbit/s] UL (NOTE 1)
	[96] bits


	[30] m
	[3] km/h
	99.9%
	
	[<10,000 /km²]
	[20,000] m² (NOTE 2)
	[3] m, 90% availability
	

	22
	smart grazing dairy farming enabled by Ambient IoT
	>1 s (note 1)
	<500 bit/s


	Typically, 
[< 100 bytes] (note 2)
	FFS
	
	
	15 min

(note 4)
	<5200 devices / km2 (note 5)
	430000 m2 (note 6)
	
	

	23
	Smart livestock farming (pig barns)
	>10 s

(Note 1)
	<500 bit/s


	Typically,  
[< 100 bytes] (note 2)
	250 m 

Indoor
	
	
	15 min to 0.5 hour (note 3)
	850 000 devices / km2 (note 4)
	6000 m2 (note 5)
	
	

	24
	smart manhole cover safety monitoring using Ambient IoT
	10 s - 30 s

(note 1)
	<1 kbit/s
	Typically,
[< 100 bytes]

(note 2)
	FFS
	
	
	15 min (note 4)
	<1000 devices / km2  (note 5)
	City wide including rural areas  (note 6)
	
	

	25
	smart bridge health monitoring using Ambient IoT
	10 s (note 1)
	<1 kbit/s
	Typically,
[< 100 bytes] (note 2)
	FFS
	
	
	15 min (note 3)
	<1000 devices / km2  (note 4)
	Along the bridge
	
	

	26
	Elderly Health Care
	
	
	
	
	
	
	
	
	
	
	

	27
	end-to-end logistics
	
	
	
	
	
	
	
	
	
	
	

	28
	pressure powered switch
	
	
	
	
	
	
	
	
	
	
	


