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[bookmark: _Ref2933478]Introduction
In this contribution, we present our views on the following issue regarding Rel-18 NR NTN enhancement 
· NW verified UE location.
NW Verified UE Location
Background
In RP-221820 [1], a RAN level SI has been approved to “Study detailed regulatory requirements (e.g. accuracy, privacy, reliability, latency) for network-verified UE location for NTN and for potential use cases/services (i.e. emergency call, lawful intercept, public warning, charging/billing).” As an outcome, in TR38.882 [2], the following requirement for NW verified UE location report is described 

	The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).



Furthermore, the requirement for UE location verification is due to the following considerations as described in TR38.882 [2],
· Emergency calls
· Lawful intercept (LI)
· Public Warning Service (PWS)
· Charging and Tariff notification ‘
· All regulated services 

In the approved WID, i.e., RP-222654, on Rel-18 NTN enhancement [3], it was agreed to make decision on the need of specification support of NW verified UE location in Rel-18, in RAN#98, quoted below

	4.1.3	Network verified UE location

[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].

[bookmark: _Hlk86407450][bookmark: _Hlk102684345]RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.



We strongly believe that there is no need for any specification support for Network verified UE location in Rel-18. In the following sections, we will provide our detailed explanation.

Proposal 1: In Rel-18, no specification support is needed for Network verified UE location. 
Regulatory Requirements
Based on our investigation, we do not believe there is proven regulatory requirement documents requiring NW verified UE location, especially based on the RAT dependent positioning.

Observation 1: It is unclear the existence of regulatory requirements on network verifying UE location. 
RAN1 View
In NR NTN, a radio cell generally has much larger coverage than a typical terrestrial network cell. This may introduce the ambiguity of associating a UE with a corresponding core network. When an NTN cell covers an area of more than one country, the improper association between a UE and a core network may lead to a sequence of issues in, e.g., emergency call, lawful intercept, public warning and charging/billing. 

To address these issues, it is required that a UE in an NTN cell reports its coarse location information to the network to facilitate the association of the UE with a proper core network. It is assumed in Release 17 NR NTN that the UE has the GNSS capability, which is used for the UE to achieve the uplink time and frequency synchronization. This assumption is also made for Release 18 NR NTN UE. In summary, the UE can acquire its location via GNSS measurement. 

In NR NTN system, the uplink synchronization requirement implies that the UE’s acquired GNSS location is quite accurate. For example, for 15 kHz SCS, the timing error requirement for NTN is , or . If the UE’s GNSS location error is larger than 139 meters, then this timing error requirement of  cannot be achieved. Note this 139 meters GNSS location error is much less than UE reported coarse location accuracy requirement of 2 km and network verified UE location accuracy requirement of 5 - 10 km.

Hence, the main motivation for network to verify UE reported coarse location is for the case that the UE intentionally reports a fake location, i.e., the reported UE location is different from the UE’s acquired GNSS location. If the UE is malicious, then the same UE can also fake its RAT dependent measurement reports and even uplink transmissions for RAT dependent measurement, which indicates the RAT dependent solution is not trustful either. For example, the UE can intentionally modify the reported Rx-Tx time gap in the multi-RTT positioning method, or the reported time difference in the DL-TDOA positioning method. Therefore, the feasibility of this objective is questionable. 

The following conclusions were made in RAN1 study [4]. The blue highlighted texts indicate RAN1’s concern that the UE’s measurement reports for RAT dependent positioning methods may also not be trustable, as UE’s reported coarse location information. 

	RAN1 #111 Conclusions

Conclusion:
For network verification of UE location in NR NTN with single satellite in view with multi-RTT positioning: 
· From RAN1 perspective, if the UE’s Rx-Tx time difference measurements report can be assumed to be trusted, multi-RTT positioning method using Rx-Tx time difference measurements can meet the accuracy requirement of less than 10km with 90% confidence, in case of:
· At least LEO600 based deployment
· Earth fixed cells
· Earth moving cell at least if UE dwell time within the cell is enough to perform at least two RTT measurements
· Note: the required over-the-air latency reported in evaluations ranged from less than 10s up to 180s

Conclusion
For network verification of UE location in NR NTN with single satellite in view with DL-TDOA positioning: From RAN1 perspective, if the UE’s RSTD measurements report can be assumed to be trusted, DL-TDOA positioning method can meet the accuracy requirement of less than 10km with 90% confidence, in case of:
· At least LEO600 based deployment
· Earth fixed cells
· Earth moving cell at least if UE dwell time within the cell is enough to perform at least two RSTD measurements
Note 1: the above is based on evaluation results that didn’t account for UE Clock drift
Note 2: the required over-the-air latency reported in evaluations ranged from less than 20s up to 180s
Note 3: The requirements of Network verification of UE location may not be met if realistic assumption on UE clock drift is considered.

Conclusion
For network verification of UE location in NR NTN based on multi-RTT using UE RX-TX time difference report, if the UE reports needed to perform multi-RTT can be assumed to be trusted, existing multi-RTT framework may be reused with potential enhancements to adapt it to NTN context. This may include, but not limited to:
· If justified: NTN-specific definition of UE RX-TX time difference, including as an example, potential modifications to UE Rx – Tx time difference to enable network verification of UE location without introducing any additional measurements at the UE (with respect to Rel-17 NTN)
· The following is not precluded: the UE Rx – Tx time difference is defined as TUE-RX – TUE-TX, where TUE-RX – TUE-TX is directly derived from the timing advance TTA applied by the UE at a given subframe.
· Above does not imply that the relevant work is prioritized.
· Other assistance data (e.g. ephemeris) to be transferred from gNB to the LMF.
· If justified: Other assistance data (e.g. to resolve ambiguity on mirror position issue) to be transferred from UE to LMF
· If justified: Adaptations enabling Rx-TX measurements for Multi-RTT involving multiple cells within the same satellite
For network verification of UE location in NR NTN based on DL-TDOA positioning, if the UE reports needed to perform DL-TDOA positioning can be assumed to be trusted, existing DL-TDOA positioning framework may be reused with potential enhancements to adapt it to NTN context.



Overall, it is not justified that UE measurement report needed for RAT dependent positioning is more trustable than the GNSS based positioning report. If a UE reported coarse location information is not trusted, then it is possible that the measurement reports related to RAT dependent positioning methods from the same UE cannot be trusted. 

Observation 2: It is not justified that UE measurement report needed for RAT dependent positioning is more trustable than the GNSS based positioning report.  
· If a UE reported coarse location information is not trusted, then it is possible that the measurement reports related to RAT dependent positioning methods from the same UE cannot be trusted.

In the past three RAN1 meetings, the evaluation of multiple RAT independent positioning methods were conducted. The observations on multi-RTT positioning method, DL-TDOA positioning method and UL-TDOA positioning method were made [4]. A large amount of performance issues haven been identified regarding NTN-specific RAT dependent positioning with a single satellite. 

In NR terrestrial network positioning methods, it is generally assumed that at least three gNBs are involved in the positioning procedure. For example, a UE’s location is estimated based on the RTT between UE and three gNBs. 

According to [2], in NTN network verified UE location, the scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority. It is agreed that 3GPP defined RAT dependent positioning methods are considered as a starting point for the study on network verified UE location in case of a NGSO (Non Geo Synchronous Orbit) scenario. 

In a NGSO scenario, the satellite moves and hence creates a series of virtual gNB locations. This facilitates the application of NR positioning schemes. However, this assumption does not apply to the  GSO (Geo Synchronous Orbit)  scenario. In a GSO scenario, the satellite has a static location, and multiple virtual gNB locations are infeasible. Hence, the RAT dependent positioning methods are not applicable to a single GSO scenario. 

Observation 3: RAT dependent positioning methods are not applicable to a single GSO scenario. 

It was concluded in RAN1 [4] that for network verification of UE location in NR NTN with a single satellite in view with multi-RTT positioning method requires the over-the-air latency ranged from less than 10s up to 180s, and in view with DL-TDOA positioning method requires the over-the-air latency ranged from less than 20s up to 180s. These are shown as yellow highlighted texts in the above RAN1 conclusions. The latency is derived for LEO-600 scenario. For other scenarios, e.g., LEO-1200 or MEO, the required over-the-air latency could be much longer due to slow satellite movement. The restrictions from LEO-1200 and MEO are based on physics and cannot be avoided. 

On the other hand, the SA2 requests that the location verification to be completed within a period of approximately 1 minute maximum and 30 seconds preferably. Hence, the duration of network verification UE location based on RAT dependent positioning methods with a single satellite may largely exceed the latency requirement for network verification of UE location. 

Observation 4: The duration of network verification of UE location based on RAT dependent positioning methods with a single satellite may largely exceed the latency requirement for network verification of UE location. 

It was concluded in RAN1 [4] that for network verification of UE location in NR NTN with a single satellite, the accuracy requirement of less than 10 km can be achieved with only 90% confidence. These are shown as pink highlighted texts in the above RAN1 conclusions. This implies that still 10% chance, UE’s location verification can be erroneous. Note this reliability can be much worse for certain UE geometry relative to satellite orbit.  Overall, this high error rate may break the regulatory requirements if existing. 

Observation 5: The reliability of network verification of UE location based on RAT dependent positioning methods with a single satellite is not satisfactory. 

It should be mentioned that supporting RAT dependent positioning methods are optional UE features. In other words, it is possible that some UEs do not support the RAT dependent positioning methods. The current solution developed in RAN1 does not seem suitable for a UE that does not support RAT dependent positioning features. For those UEs, whether and how the network verifies UE location in NTN is unclear. 

Observation 6: Supporting RAT dependent positioning methods are optional UE features, and it is unclear whether/how network verifies UE location in NTN if a UE does not support RAT dependent positioning methods.

Although it is mentioned [2] that the targeted accuracy of network verified UE location is 5-10 km, the usage of the current RAT dependent positioning methods in NTN does not prevent a much more accurate positioning accuracy (i.e., less than 5-10 km). For example, a larger time gap between two RTT measurements between UE and gNB can provide a higher positioning accuracy. More numbers of RTT measurements between UE and gNB can provide a higher positioning accuracy. If RAT dependent positioning methods are applied, how to restrict the network from getting the UE location with an accuracy of less than 5-10 km is unclear. This raises a serious UE privacy concern. Overall, we think any RAT dependent, especially new, positioning methods introduce unnecessary privacy concern for the UE without justifiable performance benefit. 

Observation 7: Any RAT dependent, especially new, positioning methods introduce unnecessary privacy concern for the UE without justifiable performance benefit.

It should be mentioned that Rel-17 NR NTN system can work without network verification of UE location. In one way, the network can trust the UE’s reported coarse location information and allocate the UE to the corresponding PLMN. In the other way, the network can apply any existing schemes to verify UE location if it is feasible. The system is not broken without the explicitly specified procedure of network verification of UE location. 

Observation 8: System is not broken without the procedure of network verification UE location.

RAN2 and RAN3 View
Following are RAN2 agreements on the study and evaluation of the need and solution of the network verified UE location feature. 

	RAN2#119 Agreements
· RAN2 understands that, based on the WID, only solutions that address the NTN specific characteristics (e.g. related to propagation delays, coverage loss, satellite movement) should be considered. But the identified solutions could then also be applicable to other cases (TN networks). In any case this will be discussed case by case (this understanding is not meant to change the WID description)


	RAN2#119bis Agreements
· RAN2 assumes that the network is able to compute possible UE locations independently from the GNSS location reported by UE
· RAN2 assumes that the UE location verification procedure can be triggered by the CN and it is up to the CN to decide when to trigger the procedure
· RAN2 should consider in priority the NGSO case with earth moving and earth fixed beams for the definition of the UE location verification procedure
· Multi-connectivity involving multiple NTN NG-RAN nodes or NTN NG-RAN node and TN NG-RAN node is not part of the Rel-18 study on UE location verification
· RAN2 assumes that the verification of the consistency (within 5-10 km) between the actual reported UE location with the UE location(s) computed by the network is up to the 5GC. (this doesn’t mean that RAN2 has nothing to do for this WI objective)


	RAN2#120 Agreements
· From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.
· RAN2 agrees the re-use of the LCS framework of the LMF for the network verification of UE reported location information in NTN. 
· RAN2 will work on the details of radio protocol aspects of the verification procedure based on the solution investigated by RAN1.




In short, RAN2 progress can be summarized as the following points:
· Reuse LCG framework of LMF for UE location verification
· Reuse CN triggered UE location verification procedure
· Assume UE can access to the service before location verification
· If needed, details of the RAN2 design of the verification procedure depends on RAN1 outcome. 

Based on the RAN2 progress, we can observe that no need is identified in RAN2 study. 

Observation 9: From RAN2 perspective, no need of the network verified UE location is identified.

Following are RAN3 agreements on this study. 
 
	RAN3#117 Agreements
· The verification is performed in the CN. 
· If the reported UE location is not correct, the CN will take necessary action and Rel-17 behavior can be kept as baseline. FFS on new cause value.
· RAN3 wait for RAN1/2 progress on the specific position method to be used for verification.


	RAN3 #117bis Agreements
· RAN3 is not affected by UE location reporting
· No additional RAN3 impact if UE location is not correct.


	RAN3#118 Agreements
· RAN is expected to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.
· The verification is performed in the CN.
· If the reported UE location is not correct, the CN will take necessary action and Rel-17 behavior can be kept as baseline. 
· RAN3 wait for RAN1/2 progress on the specific position method to be used for verification.




According to RAN3 progress, it’s observed that there is no RAN3 impact, and no need identified for the network verified UE location. 

Observation 10: From RAN3 perspective, no need and no impact of the network verified UE location is identified.

SA View
About the verification procedure, SA2 provides the view in LS (S2-2209589) and indicates the CN triggered LCS framework can be reused. 

	[image: ]



Observation 11: CN triggered UE location verification mechanism can be reused. 

About the verification latency requirement, SA2 and SA1 indicates in LS (S2-2211199, S1-223296) that there is no clear requirement but suggest considering 30s or 60s. 

	•Q1:	Is there any constraint on the latency (from trigger to result) of the verification procedure?


	Answer from SA1: 
There are no related 3GPP SA1 requirements.


	Answer from SA2:
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification. Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.




Observation 12: No clear latency requirement for network verified UE location but suggest no longer than 30s/60s. 

Conclusion
Based on the discussions above, we have the following proposal and observations. 
Proposal 1: In Rel-18, no specification support is needed for Network verified UE location. 
Observation 1: It is unclear the existence of regulatory requirements on network verifying UE location. 
Observation 2: It is not justified that UE measurement report needed for RAT dependent positioning is more trustable than the GNSS based positioning report.  
· If a UE reported coarse location information is not trusted, then it is possible that the measurement reports related to RAT dependent positioning methods from the same UE cannot be trusted.

Observation 3: RAT dependent positioning methods are not applicable to a single GSO scenario. 

Observation 4: The duration of network verification of UE location based on RAT dependent positioning methods with a single satellite may largely exceed the latency requirement for network verification of UE location. 

Observation 5: The reliability of network verification of UE location based on RAT dependent positioning methods with a single satellite is not satisfactory. 

Observation 6: Supporting RAT dependent positioning methods are optional UE features, and it is unclear whether/how network verifies UE location in NTN if a UE does not support RAT dependent positioning methods.

Observation 7: Any RAT dependent, especially new, positioning methods introduce unnecessary privacy concern for the UE without justifiable performance benefit.

Observation 8: System is not broken without the procedure of network verification UE location.

Observation 9: From RAN2 perspective, no need of the network verified UE location is identified.

Observation 10: From RAN3 perspective, no need and no impact of the network verified UE location is identified.

Observation 11: CN triggered UE location verification mechanism can be reused. 

Observation 12: No clear latency requirement for network verified UE location but suggest no longer than 30s/60s. 
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SA2 thanks RAN2 for their LS on LCS framework for Network verified UE location (NTN).

SA2 has discussed the re-use of the LCS framework of the LMF for the network verification of UE reported
location information in NTN and the solutions to support the network verified UE location in Rel-18
FS_eLCS_Ph3 study in TR 23.700-71.

SA2 has concluded that the following aspects are used as basis for normative work:

- Verification of UE location provided via satellite access should be performed leveraging the LCS framework
at the 5GC.

- The AMF is the entity in charge of providing the location verification decision, in line with Rel-17 mechanism
of UE location verification.

- The AMF may trigger location service procedures as defined in TS 23.273 to determine the UE
location verification decision and optional TAl determination. Location information received at AMF is
provided by LMF via the NI-LR procedure. The LMF may decide specific positioning methods to be
used for verification based on RAN WG decisions.

- The AMF may receive assistance information from NWDAF (i.e. analytics containing UE location
information) to perform the location verification decision.




