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Introduction
In the technical report for Rel-18 study on network controlled repeaters (NCR) [1], all the RAN1 evaluation results, provided by different sources, have been captured even though there is no commonly agreed simulation assumptions. It is observed that access link beam information, ON-OFF information, and power control information are beneficial. Besides, for NCR management, four solutions (solution1 to solution 4) are captured in the TR and an LS is sent to SA3/SA5 to check the feasibility of solution 1 and solution 2 [2]. Specifically, the following conclusions are made in the TR:
	RAN1 has studied the side control information for NCR with corresponding signalling (including its configuration). The SI phase is completed in RAN1 and the following are recommended to be specified as part of Rel-18 NCR WI from RAN1’s perspective:
· Beam information as side control information
· ON-OFF information as side control information
· UL-DL TDD configuration and NCR’s behaviour over flexible symbols.
Based on RAN3 analysis, the 4 candidate solutions may be further discussed pending confirmation from SA3 and SA5. With the captured content in TR38.867, RAN3 believe the SI phase is completed. 
Based on RAN2 analysis, early identification (via Msg1 or Msg3) for NCR is not needed. From security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3 in potential WI. With the captured content in TR38.867, RAN2 believe the SI phase is completed. 
Down selection of all captured solutions may take place in potential WI phase based on the feedback from other groups.



In this contribution, we will present our views on the way forward for Rel-18 NR NCR work item and give some suggestions on the potential WI scope.
Discussion
NCR management
For NCR management, a general principle should be that the network need to check the legality of an accessing NCR node to make sure it is legal before authorizing an NCR. Otherwise, malicious NCRs may be illegally deployed which will cause the following risks:
· Transmitting high power jamming signal to interfere with other normal transmissions by ignoring NW control. 
· Occupying the network radio resource by receiving control signalling without legal right.
As mentioned above, four solutions are identified in the TR for NCR management:
· Solution 1: the identification and validation of NCR device are done at RAN side, the authorization of NCR is done by deploying NCR specific slice
In this solution, authorization and validation are performed by different methods, authorization is done by CN via specific slice information for NCR, and validation is done by RAN via pre-allocated NCR credential information. The validation is performed optionally based on operator’s requirement. 
Slicing is usually utilized by operators to serve different services with different QoS support, and NCR is a network node which only provides transparent data transmission without any QoS control by itself. Therefore it is unclear whether it is suitable to apply slicing in this case. 
In addition it is unclear about the relation between authorization and validation in this solution. If the authorization is already done by CN, it is ambiguous on the motivation to have further validation at RAN side, which instead mixed up the functions and purposes for authorization. The authorization, in 3GPP, is always done by the core network as core network would have more information, e.g. subscription information etc. The validation by RAN would cause security problems which would need SA3’s investigation and decision, this was raised in both RAN2 and RAN3.

· Solution 2:  the NCR is identified at RAN side and the authorization/validation are performed by local RAN OAM. 
In this solution, there is no CN involvement and therefore no NAS security no AS security. Similarly as the above discussion in RAN2 and RAN3, there is security risks for the communication between UE and gNB/OAM, e.g. capability reporting. In addition, this solution may have inter-vendor operability issue. Therefore, confirmation of the feasibility from both SA3 and SA5 is required before further discussion about this solution.
· Solution 3: NCR identification is done at RAN side, and NCR authorization is done at CN side.
This solution is similar to what is already standardized for IAB. The NCR reports NCR indication to the gNB for identification and the CN authorizes NCR based on the NCR’S subscription information.  There is no security risk for this solution.

· Solution 4: Both NCR identification and authorization are performed at CN side.
This solution is similar to what is already standardized for D2D and V2X. The authorization procedure is similar to that of solution 3, i.e. CN authorized NCR based on the NCR’S subscription information,  and the gNB is aware of NCR based on the NCR authorized indication from CN. There is no security risk for this solution as well.
Although the solutions are captured in the TR, solution 1 and 2 obviously needs decision from SA3 and SA5 first. If to include all these candidate solutions into WI phase, it is time consuming to develop all the stage 3 details for each solution, with the uncertainty on the feasibility from SA3/SA5’s feedback.
To make the work more efficient, it would be preferable to start with solution 3 and solution 4 for NCR management. Whether and how to handle other candidate solutions can wait till their feasibilities are confirmed by SA3/SA5. 
Proposal 1: For NCR management, NCR WI starts with solution 3/4 (as in TR38.867). RANP can discuss whether to include solution 1/2 later based on the feedback from SA3/SA5 on their feasibility. 
Side control information  
RAN1 has concluded on beam information, ON-OFF information, and UL-DL TDD configuration and NCR’s behaviour over flexible symbols for Rel-18 NR NCR. Beam information is only agreed as beneficial for FR2, and there is no consensus for the FR1 beam information. Note that Section 6.1 of TR 38.867 says:
“At least for the access link, and at least for FR2, beam information is beneficial and recommended as the side control information for a network-controlled repeater to control the behaviour of the NCR at least for the access link.”
For the UL-DL TDD configuration, it is agreed that semi-static TDD UL/DL configuration is required by network-controlled repeater as legacy UEs or from OAM, and the behaviours of the NCR-Fwd on the flexible symbols are to be specified. Hence, potential beam information for FR2 NCR, ON-OFF information, semi-static TDD UL/DL configuration and NCR’s behavior over flexible symbols should be considered as the potential objectives in the WI. 
In addition to above, power control information (i.e., NCR-Fwd amplifying gain) can also be specified as side control information. Without network control of the NCR-Fwd amplifying gain, the signal distortion and thermal noise rise due to NCR lead to interference for the receiver, which degrades the network performance. For example, gNB transmits signals for NCR forwarding in two consecutive time slots with two beams, e.g., #B0 and #B1. NCR receives the signals with a higher power at gNB beam #B1. However, it is difficult for NCR-Fwd to dynamically adjust the amplifying gain by itself, since there is no time for NCR-Fwd AGC tuning between the two consecutive slots. Thus, NCR-Fwd is expected to work with a fixed amplifying gain. When a larger power is received by NCR from gNB beam B1, it may make NCR-Fwd saturated. The signal distortion not only makes the forwarding useless, but also introduces interference for the network. 
Based on the discussions, we propose: 
Proposal 2: Specify the following side control information for network controlled repeaters in Rel-18:
· Beam information and configuration for FR2 NCR
· ON-OFF information 
· Semi-static TDD UL/DL configuration and NCR’s behavior in flexible symbols
· Power control information

Conclusions
In this contribution, we discuss the Rel-18 WI on NR network controlled repeaters, and have the following proposals:
Proposal 1: For NCR management, NCR WI starts with solution 3/4 (as in TR38.867). RANP can discuss whether to include solution 1/2 later based on the feedback from SA3/SA5 on their feasibility. 
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