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1. Introduction

Passive IoT has been discussed in RAN plenary during Rel-18 preparation stage. The moderator summary for this discussion can be found in [1]. Moreover, a new Rel-19 SID [2] “Ambient power-enabled Internet of Things” has been agreed and started in SA1, which has the main objectives to study use cases, traffic scenarios, device constraints (e.g., power consumption) and identify potential performance requirements and KPIs.

There is still some interest in discussing this topic in RAN and further starting a RAN level study on the aspects which may not be included in the SA1 SID, such as deployments (macro/micro/pico, with or without relay, spectrum, coexistence with existing UEs, etc.), radio related design targets and required RAN techniques to achieve the design targets. Based on that, we give some analysis in this contribution. In our opinion, the precondition of further study in RAN is to clarify the following issues and achieve consensus as much as possible:

· Justifications (Drivers) for RAN study 

· Suitable scope of RAN-level study
· Relationship between SA1 and RAN studies
2. Discussion

2.1 New applications or scenarios
The legacy LPWA techniques, e.g., NB-IoT and eMTC, are capable of supporting enhanced coverage and massive connection of Internet of Things devices. Meanwhile, the devices generally have the characteristics of low cost, low power consumption and long battery life. With the application of these LPWA techniques, many traditional industries have undergone upgrading and transformation. The rapid upgrade of traditional industries further spawn more new applications, and they have put forward many new requirements.
For the ongoing SA1 SID “Ambient power-enabled Internet of Things”, after SA1#98e meeting, 7 use cases have been agreed as below:

· Ambient IoT for automated warehousing

· Medical instruments inventory management and positioning

· Ambient IoT devices in substations in smart grids

· Supporting Ambient IoT in non-public network for logistics

· Ambient IoT for intralogistics in automobile manufacturing industries
· Ambient IoT sensors in smart homes

· Ambient IoT in Flower Auction

In SA1#99e meeting, more use cases are agreed as below:

· Ambient IoT for Asset Tracking in Airport Terminals / Shipping Ports
· Finding remote lost item with Ambient IoT devices/personal belongings finding

· Online modification of medical instruments status

· Ambient IoT for Base Station Machine Room Environmental Supervision

· Indoor positioning in shopping centre using Ambient IoT

· Ambient_IoT enablement of smart laundry

· Ambient_IoT in automated supply distribution

· Ambient IoT in dairy cow stable

· Ambient IoT Device Activation and Deactivation

· Determining the location of Ambient IoT device or determining the distance/direction/relative position between two UEs or more UEs

With reference to the above use cases, we can roughly summarize the following application categories which raise some requirements that may not be fulfilled by existing IoT technologies:

· Applications with huge number of sensors/devices deployed (e.g., smart logistics and warehousing, smart library, etc.): The number of devices would be so massive that it is difficult or impossible to perform power-charging or battery replacement. High requirements are raised on super low device cost, very long battery life and maintenance-free.

· Industry and some healthcare applications with special conditions where a device with conventional battery is not applicable (e.g., under super high/low temperature, high humidity or in a place with a risk of flooding): In some certain applications, a massive number of IoT devices will be directly deployed in natural environment, e.g., smart livestock farming or smart medical services. In order to avoid potential environment pollution, devices should also be developed from non-toxic and biodegradable materials. Moreover, the requirements on coverage and mobility support may be high due to that the devices, or people, or animals equipped with Ambient_IoT tags may need to move among a large area in outdoor.

· Applications with a large number of Ambient_IoT controllers/regulator/actuators: Such actuators may need to respond or take actions upon reception of the command from NW, e.g., to vibrate or flicker. The possible example can be the Ambient_IoT tag placed in a medicine box or packet. Generally, such actuators also need to be small in size and therefore, they are not suitable to be equipped with conventional batteries. 
Since SA1 has made certain progress on identifying the use cases and related KPIs, RAN should avoid duplicated discussion on these aspects. Meanwhile, it needs to assume that RAN level research should not exclude any potential use cases.

Proposal 1: If a RAN level study is started, deployment scenarios and use cases considered in this RAN SI should at least include those agreed in SA1 SI. RAN level study should not exclude any potential use cases.
2.2 Target service/traffic categories 
From RAN perspective, what RAN cares more about are traffic model details or transmission characteristics (e.g., MO or MT; DL-triggered MO or active MO, tolerable delay, frequency of packet transmission etc.). Based on the above analysis on potential use cases in section 2.1, we suggest that RAN level study can focus on the following three traffic categories. For each category, some examples are offered to help understand its characteristics:

· One category is DL-triggered reporting service (can be seen as DL-triggered MO service), e.g., asset identification, status reporting and tracking. For Ambient IoT devices, this is probably the most common service type which plays an important role in the objects management and tracking in industries such as logistics and supply chain, transportation, healthcare. 

· The second category is UL initiated active reporting service (can be seen as active MO service), e.g., to connect a huge amount of various sensors, which collect and actively report when necessary the information about environment, equipment, and living things. As there will be tens or hundreds of billion sensors all over the world, a small-size wireless sensor without battery replacement during long lifetime is commonly required in many cases for acceptable maintenance cost. 

· The third category is downlink control service (can be seen as MT service), e.g., controller or actuator, which enables commands to be pushed out to ambient power-enabled devices to turn things on/off or steer procedures. The device may have some actions following the DL signal but not necessarily trigger uplink transmission. This can range from simple use cases, such as turning a light on/off, to more advanced control of procedures in industrial applications or control of antenna elements. One point for such new downlink control category is that the actuator devices are generally with ultra-lower power consumption or even battery-less, which may require a very efficient way for triggering some actions or even issuing a control command on the DL signal/channel. In addition, writing operation for tag can also be regarded as this category service, e.g., writing data to the tag memory. 
Proposal 2: If a RAN level study is started, according to the traffic characteristics, the following three service categories can be taken as baseline for study: (DL-triggered) reporting, (UL initiated) active reporting and downlink control.
2.3 Device type

According to the above discussion, it’s clear that the targeted IoT segment would be the device with ultra-low power consumption and ultra-low complexity (and also cost). Such new IoT technology shall provide complexity and power consumption orders of magnitude lower than the existing 3GPP LPWA technologies (e.g. NB-IoT and eMTC), and thus is not to be a replacement for them. For example, the typical power consumption of such IoT segment can be 1uW to 100uW which is far below the peak power consumption of legacy IoT device, e.g., higher than 10mW. Meanwhile, its capabilities on coverage, reliability, mobility, positioning and security would be higher than the existing passive system, e.g., RFID system. 

In SA1#99e meeting, initial agreements on the device type are achieved as below [4]:

· Type-A Ambient IoT devices: a type of IoT device, which is battery-less, powered by harvesting from energy sources characterized by lowest lower bounds of power density among the commonly known energy sources (e.g. RF), optimized for specific needs of services and applications requiring typically minimalistic static data read-out. The max instantaneous device communication power consumption is no larger than tens of μW.
· Type-B Ambient IoT devices: a type of IoT device, which is battery-less and can have limited energy storage capability (i.e. using a capacitor), powered by typically harvesting non-RF ambient energy sources characterized by higher power density, optimized for specific services and applications typically requiring very infrequency transmission of small-sized data collected by sensor. The max instantaneous device communication power consumption is no larger than a few hundred μW.
With reference to the SA1 agreements, it can be seen that the IoT segment to be studied would include multiple types of IoT devices, e.g., both battery-less devices and devices with energy storage capability. Therefore, the “Passive IoT” may be not suitable as the terminology naming since it cannot cover devices which are not purely passive. From RAN perspective, we care much about the characteristics of ultra-low power consumption and cost/complexity, we prefer a terminology of “Ultra-Low Power Consumption and Complexity/cost IoT (Ultra-LPCC IoT)”. Considering the consistency of SA1 and RAN, the same naming ‘Ambient power-enabled IoT’ as SA1 is also acceptable.

Proposal 3: If a RAN level study is started, it’s suggested to use a terminology of ‘Ultra-Low Power Consumption and Complexity/cost IoT (Ultra-LPCC IoT)’ or ‘Ambient power-enabled IoT’.
2.4 Network architecture

From RAN perspective, one basic issue is network architecture or deployment architecture. Per our understanding, there are mainly three technical aspects related to network architecture, e.g., device management, mobility management and coverage.

In high level, to facilitate the management of a massive number of Ultra-LPCC IoT devices and the possible mobility management of these devices, at least architecture with connection to CN should be considered. If the air interface and protocol stack designed for the architecture with connection to CN can be reused, it may be also fine to discuss the architecture without connection to CN. 

Moreover, in order to extend the coverage of new Ultra-LPCC IoT system so that it can meet the requirements of some new applications with a wider transmission range of device, e.g., smart livestock, the relay/repeater should also be considered.
In legacy passive RFID system, due to the following reasons, the coverage and transmission efficiency are poor: 

· Low radio-to-power conversion efficiency in passive device results in low uplink transmission power, which in turn leads to short transmission distance (peer to peer), low data rate and large transmission delay.

· Generally, peer-to-peer transmission is performed between a tag and a RFID reader. Due to self-interference caused by simultaneous UL/DL transmission between a tag and a RFID reader and mutual interference caused by simultaneous operation by multiple tags, the transmission efficiency and transmission range are very limited.

With the intention to deal with the coverage issue in legacy passive RFID system, we propose the following example architectures from the RAN perspective, mainly considering the location of energy source node, base stations and relays/repeater.
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· As shown in Fig 1(a), the energy source node is an independent network entity, which is used to provide radio frequency energy to the Ultra-LPCC IoT device, and the device communicates with the service node in the cellular network, e.g., a base station, relay or repeater. The service node can control the RF energy source node, e.g., setting the operating frequency band or transmit power of the RF energy source node. The energy source node may also be a node in other networks other than the cellular network, such as a television or radio tower or a WiFi AP.

· As shown in Fig 1(b), the RF energy source node can be integrated with the serving node of the cellular network, for example, located at a base station.

· As shown in Fig 1(c), the radio frequency energy source node can be integrated with a UE/relay/repeater. In this case, an Ultra-LPCC IoT device can also harvest energy from other devices that are closer to it, this can help to increase the efficiency of energy harvesting for the Ultra-LPCC IoT device. Moreover, due to the support of multi-hop operation, the communication range of the Ultra-LPCC IoT device may also be extended.

Proposal 4: If a RAN level study is started, at least architecture with connection to CN should be considered. If the air interface and protocol stack designed for the architecture with connection to CN can be reused, it may be also fine to discuss the architecture without connection to CN. 
Proposal 5: Relays/repeaters should be considered for the purpose of coverage extension.

2.5 RAN level design targets and study aspects
For such new IoT segment, in addition to the key design targets of low power consumption and low complexity/cost that discussed in section 2.2 and the basic coverage targets discussed in 2.4, we have seen the following additional design targets: 

· Number of connections in a certain area: in this new IoT segment, a massive number of passive/ultra-low complexity devices are creating an attractive market segment to us. But that doesn’t mean we will further pursue the increased number of connections (or connection density), e.g., than LPWA. We mainly need to consider how to efficiently support more devices in a certain area (with increased number compared to the number of tags supported by legacy passive technique, e.g., by a RFID reader). This is also a natural requirement after coverage is extended.
· Transmission Reliability: In legacy RFID system, due to weak transmission performance and interference, for the typical use case of asset identification, the identification efficiency and reliability may be low. Another scenario where the devices are covered, such as labels in containers also need to be discussed. In such case, the success rate of label recognition may decrease significantly, affecting the application performance. Therefore, in addition to extension of the coverage range, we think the penetration of the coverage should also be considered, e.g., to improve the operation reliability for the covered labels. Cellular-based Ultra-LPCC IoT systems can aim to improve reliability and further reduce interference, which in turn can improve the service performance.

· Mobility: A certain mobility (at least better than the mobility of legacy passive RFID system) is expected for new Ultra-LPCC IoT system. Such mobility requirement can be seen in many use cases, e.g., medical instruments management, smart livestock farming and lost item finding.
· Positioning: Many new applications that require the use of Ultra-LPCC IoT devices have positioning requirements, e.g., for tracking of products, tracking of the elderly, children, and tracking of livestock. For example, in an automated supply distribution application, the enterprises needs to monitor and track the products attached with Ambient IoT device from manufacturing to delivery, ensuring that the customized product is delivered to the right customer with right route. In legacy passive RFID system, the support of positioning is poor. However, positioning issue is another one that cellular-based systems is good at solving.

· Security: higher security than that supported by legacy passive RFID system is also expected. For example, for some applications, we need to ensure that the information stored in the Ambient IoT devices would not be accessed by untrusted third party. For this purpose, lightweight security mechanism based on lightweight protocol stack can be considered.
Accordingly, RAN can further identify the required techniques to address the above key design targets of the Ultra-LPCC IoT system, e.g., waveform, simplified protocol stack and supported bands etc.

Proposal 6: If a RAN level study is started, the key design targets of the Ultra-LPCC IoT system include coverage, number of connections in a certain area, reliability, mobility, positioning and security etc. RAN can further identify the required techniques to address the above key design targets.
3. Conclusions
In this contribution, we elaborated our views on the new type of Ultra-Low Power Consumption and Complexity/cost IoT (Ultra-LPCC IoT) devices and system. 

Based on the discussion, the following proposals are given:
Proposal 1: If a RAN level study is started, deployment scenarios and use cases considered in this RAN SI should at least include those agreed in SA1 SI. RAN level study should not exclude any potential use cases.

Proposal 2: If a RAN level study is started, according to the traffic characteristics, the following three service categories can be taken as baseline for study: (DL-triggered) reporting, (UL initiated) active reporting and downlink control.
Proposal 3: If a RAN level study is started, it’s suggested to use a terminology of ‘Ultra-Low Power Consumption and Complexity/cost IoT (Ultra-LPCC IoT)’ or ‘Ambient power-enabled IoT’.
Proposal 4: If a RAN level study is started, at least architecture with connection to CN should be considered. If the air interface and protocol stack designed for the architecture with connection to CN can be reused, it may be also fine to discuss the architecture without connection to CN. 

Proposal 5: Relays/repeaters should be considered for the purpose of coverage extension.

Proposal 6: If a RAN level study is started, the key design targets of the Ultra-LPCC IoT system include coverage, number of connections in a certain area, reliability, mobility, positioning and security etc. RAN can further identify the required techniques to address the above key design targets.
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