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1 Introduction

The SI on Network-Controlled Repeaters [1] just concluded in RAN WGs. The resulting TR [2] has been updated with, among other things, a TP agreed by RAN3 [3] capturing 4 solutions for repeater management, a comparison table, and conclusions. According to the agreed conclusions, down-selection may take place in a potential WI phase (feedback from SA3 and SA5 is pending).

Discussion of related draft WIDs is expected at this RAN meeting.

To minimize potentially contentious discussions in WGs, and considering that operator attendance at TSG-RAN may be typically higher than at RAN WGs, we believe it may be beneficial to start collecting ideas for down-selection already in RAN, while discussing any related draft WIDs.
This paper provides some initial observations and thoughts for such a discussion, if agreeable.
2 Discussion
The four agreed solutions for repeater management [3] can be summarized as follows:

· Solution 1: Identification and authorization/validation for the NCR are done at RAN side

· Solution 2: NCR is identified at RAN side; authorization/validation are performed by RAN OAM

· Solution 3: Identification is done at RAN side and authorization is done at CN side, reusing the procedure from IAB
· Solution 4: NCR authorization is done at CN side, using UE subscription information in the HSS, reusing the procedure from V2X and D2D

The agreed comparison table from [3] is in the Annex, for convenience.

An initial observation is that Solutions 3 and 4 are almost identical
. Therefore, we might consider grouping them together, leaving further discussion to the WGs.

Observation 1: Solutions 3 and 4 could be grouped together, leaving further details to WG discussions.

A further element of possible relevance to operators, is the impact on different parts of the network. Solutions 1 and 2 foresee authorization based on information configured by OAM and/or supplied by the NCR itself, while Solution 3 and 4 foresee authorization based on CN-supplied information. Solutions 1 and 2 impact RAN (including RAN OAM) but do not impact CN; Solutions 3 and 4 do the opposite
. Security and OAM implications of Solutions 1 and 2 are pending confirmation by SA3 and SA5. Furthermore, performing authorization in the RAN node may require the operator to do more manual work to ensure that a particular RAN node has authentication information for the NCRs it should serve.
Observation 2: Solutions 1 and 2 impact OAM and require RAN-based authorization (pending validation by SA3 and SA5 due to potential OAM and security aspects) but do not impact CN; Solutions 3 and 4 do the opposite (no OAM or security impacts could be identified). 
Considering the above, TSG RAN (and operators in particular) are kindly asked to provide their initial considerations on down-selection, if agreeable, to the discussion on potential draft WIDs for NCRs at this RAN meeting. We believe an early start of the down-selection discussion already in RAN would benefit from operator input and could save considerable discussion in WGs.
Proposal 1: TSG RAN (and operators in particular) are kindly asked to provide their initial considerations on down-selection, if agreeable, to the discussion on draft WIDs for NCRs at this meeting.
3 Conclusions and Proposals
Our observations and proposal are summarized below.
Observation 1: Solutions 3 and 4 could be grouped together, leaving further details to WG discussions.

Observation 2: Solutions 1 and 2 impact OAM and require RAN-based authorization (pending validation by SA3 and SA5 due to potential OAM and security aspects) but do not impact CN; Solutions 3 and 4 do the opposite (no OAM or security impacts could be identified). 

Proposal 1: TSG RAN (and operators in particular) are kindly asked to provide their initial considerations on down-selection, if agreeable, to the discussion on draft WIDs for NCRs at this meeting.
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Annex

Comparison of solutions from TR 38.867 [3].

	
	RAN OAM impact
	NG-C/NAS impact (Yes/No)
	Authorization entity (RAN/CN/OAM)
	Support of full protocol stack in control plane (RRC, NAS)

(Yes/No)
	Inter-vendor interoperability
	Security

	Solution 1
	No
NO: If NCR validation is not secured.

YES: If secure NCR validation is needed.
	No


	CN
(Uses slicing signaling to convey authorization information)
	Yes
	Yes


	Uu uses legacy security

Optionally, NCR validation needs to be performed in RAN.

	Solution 2
	Yes

Requires new OAM connectivity mechanism over RRC with NG-NR proxy function.
	No
	OAM


	No
	No

(Weather a specific OAM for NCR is needed belongs to deployment implementation based on Operator policy)

	No security on Uu

NCR authorization and validation needs to be secured via OAM

	Solution 3
	No
	Yes

NCR-indication and authorization via NG-C

No NAS impact
	CN
	Yes
	Yes
	Uu uses legacy security

CN provides secure NCR validation

	Solution 4
	No
	Yes

No NAS impact
NCR authorization via NG-C
	CN
	Yes
	Yes
	Uu uses legacy security

CN provides secure NCR validation


� RAN OAM is the OAM for the RAN.


� The only difference is that Sol. 3 calls for a “NCR support” indication IE from the AMF to the gNB, which is not necessary in Sol. 4.


� With Solutions 3 and 4 RAN OAM and legacy network signaling are unaffected, but NCR authorization information is expected to be present in the HSS and is signaled from AMF to gNB at context setup and modification.





