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Introduction
In the last round of RAN WGs meeting, it was concluded that SI phase is completed from the perspective of RAN1, RAN2 and RAN3[1]. Three kinds of side control information have been identified and recommended during the SI phase from RAN1. And four candidate solutions have been identified and further down selection would be needed in the normative phase from the perspective of RAN2 and RAN3. 
In this contribution, we provide our views on the scope of NCR work item.
Discussion
2.1 General

As captured in the conclusion part of TR document, SI phase is completed from RAN1, RAN2 and RAN3. It is straightforward to recommend that the NCR should be turned into normative phase work in the following months. 

Proposal 1:
It is recommended to set up the work item for the Network-controlled repeater.

2.2 Discussion on the side control information

From RAN1 perspective, the following are recommended to be specified as part of NCR WI.

	· Beam information as side control information
· ON-OFF information as side control information
· UL-DL TDD configuration and NCR’s behaviour over flexible symbols.



The side control information of power control is not recommended due to the controversial views, though the performance gains were observed from companies’ evaluations. The discussion of the power control in the SI focused on the interference management. But one basic function of the power control or gain control is neglected that NCR forwarding at least for the uplink should be set in a proper amplifying gain to compensate the PL between gNB and NCR. A proper uplink amplifying gain enables that the uplink forwarding could be multiplexed with other normal UEs’ uplink transmission, which provide additional flexibility for the scheduling and increase the efficiency of the frequency domain resources. Without the specification work of the power control of NCR forwarding, the uplink transmission power or gain of NCR forwarding would be depends on the implementation. It may complicate the design of the NCR forwarding for the uplink, which would also bring challenges and additional efforts for the interaction between gNB and NCRs from different vendors. If the time is allowed, it is proposed to considered to specify the power control of NCR forwarding for the pathloss compensation in the normative work. On the other side, a semi-static configured power or gain control could be considered for the NCR forwarding in the downlink based on the capability reporting of the NCR.

Observation 1:
A proper uplink amplifying gain enables that the uplink forwarding could be multiplexed with other normal UEs’ uplink transmission, which provide additional flexibility for the scheduling and increase the efficiency of the frequency domain resources.

Proposal 2:
It is proposed to consider to specify the power control of NCR forwarding in the uplink to compensate the pathloss between gNB and NCR.

Proposal 3:
A semi-static configured power or gain control could be considered for the NCR forwarding in the downlink based on the capability reporting of the NCR.

In the SI phase, a preliminary discussion was carried out for the signalling and configurations. One agreement was reached in RAN1#109e. But no further discussion happened in RAN1#110 meeting. It should be further discussed in the normative phase. 

	Agreement (RAN1#109e)
For an NCR-MT, the necessary configurations from RRC and/or OAM(or hard-coded) contain:
· The configurations of PHY channels to carry the L1/L2 signaling: 
· The configurations for receiving PDCCH and PDSCH.
· The configurations for transmitting PUCCH, if needed.
· The configurations for transmitting PUSCH, if needed.
· The configurations of L1/L2 signaling: 
· The configurations for DCI.
· The configurations for UCI, if needed.
· The configurations for MAC CE, if needed.




It could be observed that, the configuration of PUCCH, PUSCH, UCI and MAC are still not confirmed during the SI phase. It should be further discussed in the work item. For the side control information, at least a UCI and PUCCH for the ACK/NACK should be supported to provide the feedback to gNB if the control information is accurately received. The MAC CE is also important for the beam management of the NCR-MT which guarantee the transmission of the C-link. And the PUSCH could be used for the aperiodic feedback from the NCR-MT and any MAC CE transmission in uplink. It is also proposed to further discuss the configuration of PUCCH, PUSCH, UCI and MAC CE in the work item, which is also aligned with the conclusion from the SI.

Proposal 4:
Further discuss the configurations of PUCCH, PUSCH, UCI and MAC CE in the work item, which is also aligned with the conclusion from the SI.  

2.3 Discussion on network-controlled repeater management

In TR 38.867, four solutions have been captured for NCR identification and authorization:
-  Solutions without NG-C impact:
· Solution 1
· Solution 2
-  Solutions with NG-C impacts:
· Solution 3
· Solution 4

CN impacts

[bookmark: _Hlk110526307]From operator’s point of view, the main advantage of network-controlled repeater is lower deployment cost compared to IAB-node. If the solutions with NG-C impact (i.e. solution 3 and 4) are deployed, the core network facilities (e.g. AMF, UDM) need to be upgraded correspondingly to support the identification and authentication of the NCR. However, solution 3 and 4 are not deployment friendly solutions. The smart repeater is considered as a RF layer relay (different from L2/L3 relay), which is expected to be quickly deployed whenever a coverage hole is detected. Upgrading core network for the repeater causes unnecessary time and cost. Therefore, this will seriously affect the progress of large-scale commercial deployment for NCR.

For the solutions without NG-C impact (i.e. solution 1 and 2), both identification and authorization are done in RAN node, or alternatively the identification is done in RAN node and the authorization is done in OAM. These solutions can ensure the authorization of the NCR while avoid any impact on the core network, and can reduce the deployment cost of the NCR. 

Observation 2: 
Solution 1 and 2 has no impact on core network and are more deployment friendly for operators. While solution 3 and 4 have impacts on core network and need CN upgrade for NCR deployment.

Security concerns

During the discussion in RAN2#119-e and RAN3#117-e, some companies have concern on security aspects for solutions without NG-C impact, especially for solution 1 (see Figure 8.1.1-1 in TR 38.867). 
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Figure 8.1.1-1. Call flow for solution 1

For security concern on Uu interface of solution 1: 

For solution 1, we think there is no security issue, since the NCR device can apply legacy UE registration procedure to establish AS security to support ciphering and integrity protection. After AS security is established, the NCR device sends NCR credential information for NCR validation to the gNB via RRC message which is protected by legacy AS security. 

For security concern on configuring locally stored information in the gNB of Solution 1:

For solution 2, companies concerned on the NCR credential information is transmitted without AS security protection. To our understanding, to address the concern, UE should only transmit NCR credential information after AS security is activated. OAM is responsible for storing NCR subscription information and authorizing NCR if SA3 confirms. By this way, gNB can request the OAM to authorize the NCR after gNB receives the NCR credential information from NCR device. And the OAM informs the authorization result to the RAN node including such as an NCR authorized indication. The call flow is shown as below:
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Based on the analysis above, we think the solutions without CN impact should be recommended for normative work.

Proposal 5: 
The solutions without CN impact for NCR identification and authorization should be recommended for normative work. 

Conclusions
In this contribution, we provide our views on the scope of NCR work item. The observations and the proposal are as below.

Observation 1:
A proper uplink amplifying gain enables that the uplink forwarding could be multiplexed with other normal UEs’ uplink transmission, which provide additional flexibility for the scheduling and increase the efficiency of the frequency domain resources.

Observation 2: 
Solution 1 and 2 has no impact on core network and are more deployment friendly for operators. While solution 3 and 4 have impacts on core network and need CN upgrade for NCR deployment.

Proposal 1:
It is recommended to set up the work item for the Network-controlled repeater.

Proposal 2:
It is proposed to consider to specify the power control of NCR forwarding in the uplink to compensate the pathloss between gNB and NCR.

Proposal 3:
A semi-static configured power or gain control could be considered for the NCR forwarding in the downlink based on the capability reporting of the NCR.

Proposal 4:
Further discuss the configurations of PUCCH, PUSCH, UCI and MAC CE in the work item, which is also aligned with the conclusion from the SI.  

Proposal 5: 
The solutions without CN impact for NCR identification and authorization should be recommended for normative work. 
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