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Figure 7.2.1-1 shows the functional architecture for HTTP-Signalling between the MCX-capable UE and different network entities as emulated by the test models.
[image: ]
Figure 7.2.1-1: Functional architecture for HTTP-Signalling 

The UE is expected to establish HTTP connections to the following entities:
-	Initial Configuration Server: 
The UE gets configured with IP address (px_MCX_InitialConfigServer_IPAddress) and port number (px_MCX_InitialConfigServer_Port) of the server from which it retrieves the MCS UE initial configuration document (TS 24.484 [14] clause 7.2).
It depends on UE implementation how the IP address and port are configured at the UE but the UE is expected to support this to be configured. 
As there is no requirement by the core specs the HTTP connection is not security protected.
-	IdMS AUTH Endpoint:
The UE retrieves IP address (px_MCX_IdMS_auth_IPAddress) and port number (px_MCX_IdMS_auth_Port) from the MCS UE initial configuration document (TS 24.484 [14] clause 7.2).
The connection shall be TLS protected.
-	IdMS TOKEN Endpoint:
The UE retrieves IP address (px_MCX_IdMS_token_IPAddress) and port number (px_MCX_IdMS_token_Port) from the MCS UE initial configuration document (TS 24.484 [14] clause 7.2).
The connection shall be TLS protected.
-	HTTP Proxy:
The UE retrieves IP address (px_MCX_HTTP_Proxy_IPAddress) and port number (px_MCX_HTTP_Proxy_Port) from the MCS UE initial configuration document (TS 24.484 [14] clause 7.2).
The connection shall be TLS protected.
Design considerations and working assumptions:
-	Domain Name Server 
DNS is not needed for address resolution as in the URIs of the network entities in the MCS UE initial configuration document the IP address of the respective entity can be used as host name.
-	Initial UE configuration
The UE is able to retrieve the MCS UE initial configuration document (TS 24.484 [14] clause 7.2) via an HTTP connection to an Initial Configuration Server. Other means of initial configuration are out of scope for conformance testing.
-	HTTP signalling between UE and KMS
The UE is expected to support HTTP signalling with the KMS via the HTTP proxy using a transport key (TrK) according to TS 33.180 [43] clause 4.3.3 and clause 5.3.2.
-	Use of TLS
All HTTP traffic between the UE and the HTTP proxy and between the UE and the IdMS is protected using HTTPS (TS 33.180 [43] clause 5.1.3.1, clause 6.1.1 and B.12).
NOTE: Even though NOTE 2 of TS 24.482 [12] clause 6.2.1 might be interpreted as if the HTTP signalling to the authorization endpoint may not be TLS secured, 33.180 [43] mandates TLS to be used.
-	IP Addresses and port numbers
IP addresses and port numbers of the network entities as shown in figure 7.2.1-1 are given as PIXIT (see clause 9). As only restriction the tuple {IP address, port number} needs to be unique for each entity, but there is no restriction no to use one and the same IP address for all entities as long as they use different port numbers.
-	According to TS 24.282 [57] clause 10.2.2.1 the HTTP signalling between the MCData client and the media storage function (MSF) happens via an HTTP proxy according to annex A of TS 24.482 [12]. It is assumed that this is the same proxy as used for signalling with the KMS, CMS and GMS.
-	According to RFC 2616 [69] clause 5.1.2 HTTP requests via an HTTP proxy require the Request-URI to be an absolute URI  HTTP requests to KMS, CMS and GMS shall have an absolute URI as Request-URI.
<End of modification>
<Start of modification>
9	IXIT Proforma
[bookmark: _Toc99870717]9.1	General
This partial IXIT proforma contained in the present document is provided for completion, when the related Abstract Test Suite is to be used against the Implementation Under Test (IUT).
Text in italics is a comment for guidance for the production of an IXIT, and is not to be included in the actual IXIT.
The completed partial IXIT will normally be used in conjunction with the completed ICS, as it adds precision to the information provided by the ICS.
[bookmark: _Toc99870718]9.2	MCX
[bookmark: _Toc99870719]9.2.1	MCX Client PIXIT
Table 9.2.1-1: MCX Client Common PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	Client relevant IXIT
	
	
	
	

	px_MCX_Client_B_ID
	charstring
	"urn:uuid:cdcd34fb-c2f1-4488-a03a-6b5a5d360c47"
	
	MCX client ID for a remote user: As defined in TS 24.379 [9] clause 4.10 it is a UUID URN according to RFC 4122 [62], i.e. has the format "urn:uuid:XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzzzzz" 

	Users relevant IXIT
	
	
	
	

	px_MCPTT_ID_User_A
	charstring
	"mcptt-user-A-id@ mcptt-op.gov"
	NOTE 1
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCVideo_ID_User_A
	charstring
	
	NOTE 1
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCData_ID_User_A
	charstring
	
	NOTE 1
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCPTT_User_A_Alias
	charstring
	"mcptt-user-A-alias"
	
	Alphanumeric alias of MCPTT user. Ref. TS 24.483 [13].

	px_MCVideo_User_A_Alias
	charstring
	"mcvideo-user-A-alias"
	
	Alphanumeric alias of MCVideo user. Ref. TS 24.483 [13].

	px_MCData_User_A_Alias
	charstring
	"mcdata-user-A-alias"
	
	Alphanumeric alias of MCData user. Ref. TS 24.483 [13].

	px_MCPTT_ID_FA_A
	charstring
	"mcptt-FA-A-id@ mcptt-op.gov"
	
	The value is a "uri" attribute. TS 24.483 [13] clause 5.2.48W6

	px_MCX_User_A_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCPTT user. Ref. TS 24.483 [13].

	px_MCX_DomainName_Organization_A
	charstring
	"mcptt-op.gov"
	
	Domain name of the organization the user belongs to.

	px_MCX_User_A_username
	charstring
	"MCPTT#U01"
	
	UE's User username used for user authentication

	px_MCX_User_A_password
	charstring
	"psw@MCPTT&7"
	
	UE's User password used for user authentication

	px_MCX_TokenRsaPrivateKey
	octetstring
	
	
	Private key being used to create signature for ID and Access Token

	px_MCX_TrK
	bitstring
	
	
	Transport key for XML confidentiality and between the KMS and the MC KM client according to TS 33.180 [43] clause 9.3.3.

	px_MCX_TrK_ID
	B32_Type
	
	
	Transport key ID for XML confidentiality and between the KMS and the MC KM client according to TS 33.180 [43] clause 9.3.3.

	px_MCX_InK
	bitstring
	
	
	Integrity protection key for XML confidentiality and between the KMS and the MC KM client according to TS 33.180 [43] clause 9.3.3.

	px_MCX_InK_ID
	B32_Type
	
	
	Integrity protection key ID for XML confidentiality and between the KMS and the MC KM client according to TS 33.180 [43] clause 9.3.3.

	px_MCPTT_ID_User_B
	charstring
	"mcptt-user-B-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCVideo_ID_User_B
	charstring
	"mcvideo-user-B-id@ mcptt-op.gov"
	
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCData_ID_User_B
	charstring
	"mcdata-user-B-id@ mcptt-op.gov"
	
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCX_User_B_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCX user. Ref. TS 24.483 [13].

	px_MCPTT_ID_User_C
	charstring
	"mcptt-user-C-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCVideo_ID_User_C
	charstring
	"mcvideo-user-C-id@ mcptt-op.gov"
	
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCData_ID_User_C
	charstring
	"mcdata-user-C-id@ mcptt-op.gov"
	
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCX_User_C_ParticipantType
	charstring
	"first responder"
	
	Participant type of the MCX user. Ref. TS 24.483 [13].

	px_MCPTT_ID_User_D
	charstring
	"mcptt-user-D-id@ mcptt-op.gov"
	
	MCPTT user identity (MCPTT ID) which is a globally unique identifier within the MCPTT service that represents the MCPTT user. Ref. TS 24.483 [13].

	px_MCVideo_ID_User_D
	charstring
	"mcvideo-user-D-id@ mcptt-op.gov"
	
	MCVideo user identity (MCVideo ID) which is a globally unique identifier within the MCVideo service that represents the MCVideo user. Ref. TS 24.483 [13].

	px_MCData_ID_User_D
	charstring
	"mcdata-user-D-id@ mcptt-op.gov"
	
	MCData user identity (MCData ID) which is a globally unique identifier within the MCData service that represents the MCData user. Ref. TS 24.483 [13].

	px_MCX_SIP_PublicUserId_A_1
	charstring
	
	
	(First) public user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM;
the parameter shall be a SIP URI

	px_MCX_SIP_PrivateUserId_A
	charstring
	
	
	Private user id of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_HomeDomain_A
	charstring
	
	
	Home domain name of the SIP subscriber (user A) as stored in the HSS and on the ISIM, if the UE has an ISIM

	px_MCX_SIP_PublicUserId_B
	charstring
	
	
	Public user id of user B

	px_MCX_SIP_PublicUserId_C
	charstring
	
	
	Public user id of user C

	px_MCX_SIP_RegistrationWithTemporaryIdentities
	boolean
	
	
	If true the UE shall derive the public user id, private user id and home domain name from the IMSI for SIP registration

	Groups relevant IXIT
	
	
	
	

	px_MCPTT_Group_A_ID
	charstring
	"mcptt-group-A@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_A_ID
	charstring
	"mcvideo-group-A@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_A_ID
	charstring
	"mcdata-group-A@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_A_Name
	charstring
	"mcptt-group-A-name"
	
	A human readable Group name for the group

	px_MCVideo_Group_A_Name
	charstring
	"mcvideo-group-A-name"
	
	A human readable Group name for the group

	px_MCData_Group_A_Name
	charstring
	"mcdata-group-A-name"
	
	A human readable Group name for the group

	px_MCX_Group_A_Owner_Organization
	charstring
	"mcx-op.gov"
	
	Indicates the group's owner organization the group belongs to. Ref. TS 24.483 [13].

	px_MCPTT_Group_A_preferred_VCodec
	charstring
	"AMR-WB"
	
	Preferred voice codec for the group (a RTP payload). MCPTT clients shall support the AMR-WB codec.
RFC 4566 [25]
TS 26.171 [26]

	px_MCPTT_Group_B_ID
	charstring
	"mcptt-group-B@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_B_ID
	charstring
	"mcvideo-group-B@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_B_ID
	charstring
	"mcdata-group-B@mcptt-op.gov"
	
	Group ID for a group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCPTT_Group_T_ID
	charstring
	"mcptt-group-T@mcptt-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCVideo_Group_T_ID
	charstring
	"mcvideo-group-T@mcptt-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	px_MCData_Group_T_ID
	charstring
	"mcdata-group-T@mcptt-op.gov"
	
	Group ID for a temporary group. Value is an "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 that indicates the group id. Ref. TS 24.483 [13].

	Miscellaneous IXIT
	
	
	
	

	px_MCX_APN
	charstring
	"mcx-apn"
	
	A single APN which the UE shall use to access each and all MCX relevant services.
The APN is provided in the initial UE configuration as specified in TS 36.579-1 [2] Table 5.5.8.1-1.

	px_MCX_InitialRegistration_TypeOfPDN1
	MCX_Registration_PDN_Type
	mcx
	ims, internet, mcx
	First PDN registered during initial registration (either ‘ims’ or ‘internet’ or ‘mcx’; ‘none’ is not applicable as first PDN)

	px_MCX_InitialRegistration_TypeOfPDN2
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Second PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no second PDN connectivity requested by the UE during initial registration

	px_MCX_InitialRegistration_TypeOfPDN3
	MCX_Registration_PDN_Type
	none
	ims, internet, mcx, none
	Third PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to indicate that there is no third PDN connectivity requested by the UE during initial registration

	px_MCX_CoordinateLatitude_Client_B
	float
	none
	
	Simulated latitude value sent to the UE to inform about Client_B location

	px_MCX_CoordinateLongitude_Client_B
	float
	none
	
	Simulated longitude value sent to the UE to inform about Client_B location

	NOTE 1:	According to TS 23.280 [54] clause 8.1.2 a MC service ID shall be a URI; nevertheless in context of this specification only URIs consisting of userinfo, host and path elements (see RFC 3986 [53]) are supported.
Editor's note: A similar note may need to be added to other PIXITs too



[bookmark: _Toc99870720]9.2.2	MCX Server PIXIT
Table 9.2.2-1: MCX Server Common PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_MCX_GroupCreationXUI
	charstring
	"mcx-gms@mcptt-op.gov"
	
	Indicates the group creation XUI information for creation of groups. Ref. TS 23.003 [21].

	px_MCX_IdMS_auth_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Port
	integer
	
	
	Port number of the IdMS authorization endpoint

	px_MCX_IdMS_auth_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS authorization endpoint

	px_MCX_IdMS_token_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the IdMS token endpoint

	px_MCX_IdMS_token_Port
	integer
	
	
	Port number of the IdMS token endpoint

	px_MCX_IdMS_token_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the IdMS token endpoint

	px_MCX_HTTP_Proxy_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the HTTP proxy

	px_MCX_HTTP_Proxy_Port
	integer
	
	
	Port number of the HTTP proxy

	px_MCX_HTTP_Proxy_Certificate
	charstring
	
	
	Identifier or file name of the certificate to be used during establishment of the TLS tunnel to the HTTP proxy

	px_MCX_InitialConfigServer_IPAddress
	charstring
	
	
	IPv4/IPv6 address of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_Port
	integer
	
	
	Port number of the server optionally being used to download the Initial UE Configuration document

	px_MCX_InitialConfigServer_UriPath
	charstring
	"/cms/initial-ue-config"
	
	URI Path component: Absolute path used for HTTP requests addressing a server to download the UE initial configuration document

	px_MCX_TLS_CipherSuite
	TLS_CIPHER_Type
	TLS_RSA_WITH_NULL_SHA
	
	Cipher suite to be used for TLS connections

	px_MCX_OAuth_ClientId_A
	charstring
	
	
	Client ID of the UE's MCX application as used in OAuth signalling with the IdMS

	px_MCX_OAuth_RedirectURI_A
	charstring
	
	
	Redirect URI used by the UE implementation (user agent, MCX client and OS) to redirect the OAuth authentication response to the MCX client application
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Several parameters for MCX conformance testing can be defined as constants as they are neither preconfigured at the UE nor at the SS. Table 9.2.3-1 lists these constants.
Table 9.2.3-1: MCX Constant PIXIT Definitions
	Constant Name
	Constant Type
	Value
	Description

	tsc_MCX_KMS_Hostname
	charstring
	"kms." & px_MCX_DomainName_Organization_A
	FQDN of the KMS; used in initial UE configuration as domain name for the 'kms' URI in the App-Server-Info.

	tsc_MCX_CMS_Hostname
	charstring
	"cms." & px_MCX_DomainName_Organization_A
	FQDN of the CMS; used in initial UE configuration as domain name for the 'cms' URI in the App-Server-Info.

	tsc_MCX_GMS_Hostname
	charstring
	"gms." & px_MCX_DomainName_Organization_A
	FQDN of the GMS; used in initial UE configuration as domain name for the 'gms' URI in the App-Server-Info.

	tsc_MCX_KMS_CertUri
	charstring
	"certificate1." & tsc_MCX_KMS_Hostname
	Name of the KMS certificate sent to the UE during MCX user authentication

	tsc_MCX_IdMS_auth_UriPath
	charstring
	"/idms/auth"
	URI path to address the IdMS authorization endpoint

	tsc_MCX_IdMS_token_UriPath
	charstring
	"/idms/token"
	URI path to address the IdMS token endpoint

	tsc_MCX_IdMS_userauth_UriPath
	charstring
	"/idms/userauth"
	relative URI at IdMS used for user authentication

	tsc_MCX_KMS_init_UriPath
	charstring
	"/keymanagement/identity/v1/init"
	Path of the Request-URI for "KMS Initialize" request according to TS 33.180 [43] D.2.3

	tsc_MCX_KMS_keyprov_UriPath
	charstring
	"/keymanagement/identity/v1/keyprov"
	Path of the Request-URI for "KMS KeyProvision" request according to TS 33.180 [43] D.2.4

	tsc_MCX_KMS_ClientReqUrl_init
	charstring
	"https://" & tsc_MCX_KMS_Hostname & tsc_MCX_KMS_init_UriPath
	used as <ClientReqUrl> entry in the KMS Key Set and as Request-URI for "KMS Initialize" request according to TS 33.180 [43] D.2.3 (NOTE 1)

	tsc_MCX_KMS_ClientReqUrl
	charstring
	"https://" & tsc_MCX_KMS_Hostname & tsc_MCX_KMS_keyprov_UriPath
	used as <ClientReqUrl> entry in the KMS Key Set and as Request-URI for "KMS KeyProvision" request according to TS 33.180 [43] D.2.4 (NOTE 1)

	tsc_MCX_GMSURI
	charstring
	"subscription-proxy." & tsc_MCX_GMS_Hostname
	used for <GMS-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9; sub-domain of the GMS's hostname

	tsc_MCX_CMSXCAPRootURI
	charstring
	"http://xcap." & tsc_MCX_CMS_Hostname
	used for <CMS-XCAP-root-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9C

	tsc_MCX_GMSXCAPRootURI
	charstring
	"http://xcap." & tsc_MCX_GMS_Hostname
	used for <GMS-XCAP-root-URI> element in the MCS UE initial configuration document according to TS 24.484 [14] clause 7.2.2.7 and TS 24.483 [13] clause 8.2.9B

	tsc_MCX_MC_ID_User_A
	charstring
	px_MCX_User_A_username 
	According to TS 24.482 [12] clause 6.3.1 the MC ID set to the user name

	tsc_MCPTT_PublicServiceId_A
	charstring
	"sip:" & "mcptt-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCPTT Server which is simulated by the SS

	tsc_MCVideo_PublicServiceId_A
	charstring
	"sip:" & "mcvideo-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCVideo Server which is simulated by the SS

	tsc_MCData_PublicServiceId_A
	charstring
	"sip:" & "mcdata-server-A@" & px_MCX_DomainName_Organization_A
	The URI of the MCData Server which is simulated by the SS

	tsc_MCPTT_PublicServiceId_B
	charstring
	"sip:" & "mcptt-server-B@" & px_MCX_DomainName_Organization_A
	The URI of a second MCPTT Server which is implemented in the DUT used in MCPTT Server testing.

	tsc_MCPTT_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcptt-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCPTT function which configures the location reporting at the UE according to TS 24.379 [9] clause 13.2.2.

	tsc_MCVideo_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcvideo-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCVideo function which configures the location reporting at the UE according to TS 24.281 [55] clause 18.2.2.

	tsc_MCData_PublicServiceId_PF_A
	charstring
	"sip:" & "participating-mcdata-function-A@" & px_MCX_DomainName_Organization_A
	The URI of the participating MCData function which configures the location reporting at the UE according to TS 24.282 [57] clause 17.2.2.

	tsc_MCX_SessionID_A
	charstring
	"sip:" & "sessionA@cf." & px_MCX_DomainName_Organization_A"
	The URI of the MCPTT session A identity. Ref. TS 24.483 [13]. SIP URI according to TS 24.379 [9] clause 4.5.

	tsc_MCX_SessionID_B
	charstring
	"sip:" & "sessionB@cf." & px_MCX_DomainName_Organization_A
	The URI of the MCPTT session B identity. Ref. TS 24.483 [13]. SIP URI according to TS 24.379 [9] clause 4.5.

	tsc_MCPTT_SessionId
	charstring
	"sip:" & "mcptt-session-A@cf." & px_MCX_DomainName_Organization_A
	Service Id for MCPTT calls as used as Contact URI of the MCPTT server

	tsc_MCVideo_SessionId
	charstring
	"sip:" & "mcvideo-session-A@cf." & px_MCX_DomainName_Organization_A
	Service Id for MCVideo calls as used as Contact URI of the MCVideo server

	tsc_MCData_SessionId
	charstring
	"sip:" & "mcdata-session-A@cf." & px_MCX_DomainName_Organization_Atsc_MCData_PublicServiceId_A & "/service-id-A"
	Service Id for MCData calls as used as Contact URI of the MCData server

	tsc_MCData_MSF_Hostname
	charstring
	"msf." & px_MCX_DomainName_Organization_A
	Hostname of the message storage function (MSF)

	tsc_MCData_MSF_URI
	charstring
	"http://" & tsc_MCData_MSF_Hostname & "/userA/files"
	Absolute URI of the message storage function (MSF)

	tsc_MCPTT_Group_A_ProSeLayer2GroupID
	octetstring
	'00000A'O
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	tsc_MCPTT_Group_D_ProSeLayer2GroupID
	octetstring
	'00000D'O
	Indicates the Prose layer-2 group ID for the group. Ref. TS 23.303 [24].

	NOTE 1:	According to the NOTE at step 0 in clause 5.2.3 of TS 33.180 [43] the connection between the KMS and the HTTP Proxy is secured and therefore the URIs of the KMS are assumed to have “https” rather than “http” as scheme.
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Table 9.3-1: MCX IPCAN test model specific PIXIT
	Parameter Name
	Parameter Type
	Default Value
	Supported Values
	Description

	px_MCX_IPCAN_EpsBearerId_IMS
	MCX_IPCAN_EpsBearerId_Type
	5
	5..13
	Default EPS bearer for IMS PDN (if any)

	px_MCX_IPCAN_EpsBearerId_INTERNET
	MCX_IPCAN_EpsBearerId_Type
	6
	5..13
	Default EPS bearer for Internet PDN (if any)

	px_MCX_IPCAN_EpsBearerId_MCX
	MCX_IPCAN_EpsBearerId_Type
	7
	5..13
	Default EPS bearer for MCX PDN

	px_MCX_IPCAN_DedicatedEpsBearerId_MCPTT
	MCX_IPCAN_EpsBearerId_Type
	8
	5..13
	Dedicated EPS bearer for MCPTT

	px_MCX_IPCAN_DedicatedEpsBearerId_MCVideo
	MCX_IPCAN_EpsBearerId_Type
	9
	5..13
	Dedicated EPS bearer for MCVideo

	px_MCX_IPCAN_DedicatedEpsBearerId_MCData
	MCX_IPCAN_EpsBearerId_Type
	10
	5..13
	Dedicated EPS bearer for MCData



<End of modification>
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