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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
As an outcome of the Rel-18 email discussion in RAN#95e [1], WID of NR NTN enhancement [2] was revised. In the WID, the detailed objectives for network verified UE location are as follows:

Have a 1-TU 6-month study phase focusing on the following (to derive clear & limited scope):
· Study detailed regulatory requirement (e.g. accuracy, privacy, reliability, latency) for network-verified UE location for potential use cases/services (i.e. emergency call, lawful intercept, public warning, charging/billing) (at RAN plenary, from RAN#95 to RAN#96). [RAN]
· Including further clarification on network verified UE location and its relationship to network-based positioning [RAN]
· Study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3]

Note: RAN WG studies on solutions (if any) will start only after RAN study is concluded

RAN to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.

In this contribution, we share our views on the network verified UE location.
[bookmark: _Ref129681832]Discussion
Network verified UE location and its relationship to positioning
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]The network-verified UE location means the network will use some mechanisms to double check if the UE reported GNSS information is reliable and trusted [3]. In Rel-17, both RAN2 and RAN3 have conducted considerable normative work for UE location reporting based on the requirements from SA2. Before AS security is activated, due to the security concerns raised by SA3, no location reporting is allowed regardless of the granularity of the location information. After AS security is activated, the Uu signaling allows the NG-RAN to request the UE to report its accurate location or coarse location. Both accurate location report and coarse location report may require user consent depending on local regulations [4][5][6]. Further aspects for UE location reporting are still under discussion in RAN2/RAN3/SA2/SA3, with SA3 studying on user consent in [7]. Such UE location reporting mechanisms, once available, may be able to meet SA3 requirement for some location-based services.
Observation 1: The UE location reporting mechanisms under discussion in RAN2/RAN3/SA2/SA3, once available, may be able to meet SA3 requirement for some location-based services.

In our understanding, the reported location information based on GNSS may not be 100% reliable as there may be malicious behavior at the UE side. Therefore double check by the network to improve the reliability of the UE-reported location is needed. Some RAT dependent positioning methods standardized for TN [8] [9] can be used for verification, with NTN specific constrains taking into consideration. Due to NTN-specific constrains, the achievable accuracy and latency for network-based positioning methods may not be as good as the UE-reported location, but this does not prevent the verification method from improving the reliability of UE-reported location. Network verified UE location method is not network-based positioning method that, by itself, meets the accuracy requirement of the targeted location-based services, but a method to corroborate the UE-reported location information with reasonable accuracy.
Proposal 1: Network verified UE location method is not network-based positioning method that, by itself, meets the accuracy requirement of the targeted location-based services, but a method to corroborate the UE-reported location information with reasonable accuracy. 
Use cases and requirements for UE location verification
According to the email discussion of RAN#95 [1], motivations and the potential use cases/services for this objective may include emergency calls, lawful interception (LI), public warning system (PWS) and charging/billing. For PWS, a satellite cell may cover or overlap with different areas (e. g. two or more countries), the NTN may need to filter the warning notifications to the UEs according to the area/country the UEs belong to. For emergency call service, non-terrestrial network operators may need to judge the purpose of the call according to the regulation of the country where the UE is located. For charging/billing, the satellite operator may be subject to paying value-added services and income tax for the services provided to customers in that country. It is therefore necessary to identify in which country a UE is located when it receives services from the satellite network. 
It should be noted that there are many international or local regulations and standards corresponding to the above mentioned services, 3GPP based NTN or TN network will authorize UE use of network access according to network operator policy and these regulations. Based on the verified location, the network can allow or deny the access. It is discussed in the previous section that network-verified UE location does not necessarily need to provide positioning up to accuracy as good as UE-reported location, and a country-level granularity seems sufficient for many services. Moreover, according to the GSMA document in [10], several operators implemented solutions with a selective blockade of cells for the neighboring roaming partners in some borders of the region. The operators may implement a band of approximately 5 km where the visited operator does not offer service to the roamers from the neighboring operator. Hence, to verify UE location, country-level accuracy in few kilometers (e. g. 5km) should be sufficient.
 
Proposal 2: To verify UE location, country-level accuracy in few kilometers (e. g. 5 km) can be used as a target. 

NTN specific constraints
The major limitation of NTN based UE location verification is that a UE may not be covered by multiple satellites at the same time. Even if multiple satellites can be available, it can be a waste of resources for theses satellites to serve the same area only for positioning purpose. In addition, extra work may be needed to solve the UL synchronization issues for different satellites as it has not been studied in 3GPP. For single satellite based UE location verification, the network can collect information when the serving satellite moves to different locations, though the achievable verification performance may not be as good as that of multiple-satellite based solutions. The following table illustrates the comparison between multiple and single satellite based solution for UE location verification. As network verified UE location does not have to necessarily provide positioning with very high accuracy, single satellite based solution should be the baseline considering the applicability and workload for this study in Rel-18.
	
	Resolution
	Delay
	Complexity/Workload

	Multiple-satellite based 
	High
	Small
	Large

	Single-satellite based
	Medium/Low
	Medium or large
	Small



Observation 2: Location verification mechanism based on single satellite and based on multiple satellite have different application scenarios, different performance and different potential workload. 
Proposal 3: For wider applicability, signal-satellite based mechanism for NTN based UE location verification should be the baseline.
Conclusion
In the contribution, network-verified UE location in NTN is discussed. The observations and proposals are summarized below:
Observation 1: The UE location reporting mechanisms under discussion in RAN2/RAN3/SA2/SA3, once available, may be able to meet SA3 requirement for some location-based services.
Proposal 1: Network verified UE location method is not network-based positioning method that, by itself, meets the accuracy requirement of the targeted location-based services, but a method to corroborate the UE-reported location information with reasonable accuracy. 
Proposal 2: To verify UE location, country-level accuracy in few kilometers (e. g. 5 km) can be used as a target. 
Observation 2: Location verification mechanism based on single satellite and based on multiple satellite have different application scenarios, different performance and different potential workload. 
Proposal 3: For wider applicability, signal-satellite based mechanism for NTN based UE location verification should be the baseline.
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