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	Reason for change:
	In previous RAN3 meeting, the IAB PSK Notification procedure has been introduced in E1 interface to allow the IAB-donor-CU-CP to send the security key info to the IAB-donor-CU-UP. Each IAB-donor-CU-UP PSK info item includes an IAB-Donor-CU-UP PSK, an IP address of IAB-DU, and an IP address of CU-UP. 
Then the problem is how can the IAB-donor-CU-CP know the IP address of CU-UP and IAB-DU in advance. There are two possible way for the IAB-donor-CU-CP to know the IP address:
Option 1: IAB-donor-CU-CP know the IP address of IAB-DU and IAB-donor-CU-UP from UE associated signaling in E1 and F1 interface, i.e. from the UL/DL UP parameters contained in the bearer context management procedure (including the Bearer context setup procedure and the Bearer context modification procedure) via E1 interface, and the UE Context management procedure (including the UE context setup procedure and UE context modification procedure) via F1 interface.
Option 2: IAB-donor-CU-CP know the IP address of IAB-DU and IAB-donor-CU-UP from non-UE associated signaling in E1 and F1 interface, if the IP address(es) has been updated during the topology update procedure. The mentioned NUA signaling is the message in IAB UP TNL address Update procedure in E1 inerface, and the IAB-UP configuration update procedure in F1 interface.
Therefore, the current procedure in E1 and F1 interface can provide the IP address information which is necessary for the IAB PSK Notification procedure, and these procedures should be performed before the IAB PSK Notification procedure.  But the relationship between these procedures is missing in the current specification, then it is unclear how will the IAB-donor-CU-CP know the IP address of CU-UP and IAB-DU to provide the  security key info towards the IAB-donor-CU-UP. 

	
	

	Summary of change:
	Add NOTE in the clause 8.5.2.1 to clearly state that the IAB PSK Notification procedure will be performed after the IAB-donor-CU-CP obtaining the IP address of IAB-DU and IAB-donor-CU-UP.

Impact analysis
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release).
This CR has no impact under functional point of view. 
The changes are backward compatible.

	
	

	Consequences if not approved:
	The IAB-donor-CU-CP can not provide correct security info to the IAB-donor-CU-UP to protect F1-U.
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-------------------------------------------Start of changes-------------------------------------------
[bookmark: _Toc97907826]8.5.2	IAB PSK Notification
[bookmark: _Toc97907827]8.5.2.1	General
The purpose of the IAB PSK Notification procedure is to allow the gNB-CU-CP to send the security key info to the gNB-CU-UP, which will be used for the IKEv2 Pre-shared Secret Key (PSK) authentication to protect the F1-U interface of the IAB-node(s) as specified in TS 33.501 [13]. The procedure uses non-UE associated signalling.
NOTE: 	This procedure is applicable for IAB-nodes, where the term "gNB-CU-CP" applies to IAB-donor-CU-CP, and the term “gNB-CU-UP” applies to IAB-donor-CU-UP.
[bookmark: _GoBack]NOTE: 	Implementation should ensure that the IAB PSK Notification procedure be performed after the IAB-donor-CU-CP obtains the IP address of the IAB-DU and of the IAB-donor-CU-UP.

-------------------------------------------End of changes-------------------------------------------

