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5.4.2.3	Message contents for Sustained downlink data rate requirements
Physical layer parameters
<Unchanged Text Skipped>
–	SecurityAlgorithmConfig
Table 5.4.2.3-A1: SecurityAlgorithmConfig
	Derivation Path: Table 4.6.3-165

	Information Element
	Value/remark
	Comment
	Condition

	SecurityAlgorithmConfig ::= SEQUENCE {
	
	
	

	  cipheringAlgorithm
	nea0
	
	SDR_FR1, SDR_FR2

	
	nea2
	
	

	  integrityProtAlgorithm
	nia2
	
	

	}
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