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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
As an outcome of the Rel-18 email discussion in RAN#94e [1], WID of NR NTN enhancement [2] was agreed. In the WID, the detailed objectives for network verified UE location are as follows: 
4.1.3	Network verified UE location

Have a 1-TU 6-month study phase focusing on the following (to derive clear & limited scope):

· Study detailed regulatory requirement for network-verified UE location, e.g. accuracy requirement (at RAN plenary, from RAN#95 to RAN#96). [RAN]
· Including further clarification on network verified UE location and its relationship to network-based positioning [RAN]
· [bookmark: _Hlk89953816]Study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3]

RAN to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.

In this contribution, we share our views on the network verified UE location.
[bookmark: _Ref129681832]Discussion
Clarification on network-verified UE location
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]The network-verified UE location means the network will use some mechanisms to check the UE reported GNSS information is reliable and trusted, as the reported GNSS information by the UE cannot be considered reliable or trusted unless the information provided by the UE can be verified by the network [3]. 
In Rel-17, both RAN2 and RAN3 have conducted considerable normative work for UE location reporting based on the requirements from SA2. The coarse location reporting during initial access was excluded due to the security concerns raised by SA3, while the NG-RAN is allowed to configure the UE to report its accurate position after AS security is established given that user consent is achieved [4][5]. Details for UE location reporting is still under discussion in RAN2/RAN3/SA2/SA3. Such mechanism, once available, may be able to meet the security requirement from SA3.
[bookmark: _GoBack]Observation 1: the UE location reporting mechanism under discussion in RAN2/RAN3/SA2/SA3, once available, may be able to meet the security requirement from SA3.
To our knowledge, existing satellite communication systems in service do not support positioning or location verification function. In order to locate a UE, other positioning techniques (e.g. COSPAS, GPS) should be used [6]. So there is no positioning or location verification requirement from existing satellite communication system in service that can be used as a reference. 

Observation 2: Existing satellite communication systems in service don’t support positioning or location verification function. Therefore there is no positioning or location verification requirement from existing satellite communication system in service that can be used as a reference.
During the email discussion of RAN#94, companies mentioned the motivations or applications for this objective include public warning system (PWS), security related secnarios like lawful interception (LI), emergency calls, which have been supported by the TN. Applying the corresponding regulation properly to a UE requires detailed information regarding the UE location. More specifically, for LI the location information associated with target communication reported to the law enforcement agency shall be at least location information trusted by the 3GPP network. For PWS, a satellite cell may cover or overlap with TN cells with different types of access, the NTN should filter the Warning Notifications according to the UE’s location. For emergency calls, non-terrestrial network operators will have to take the location of the UE into account to determine which emergency call numbers apply for which purposes in case the UE has not recognized the emergency call number as a general emergency call [7]. 
It should be noted that there are many international or local applicable regulations and standards corresponding to different services, 3GPP based NTN or TN network will authorize UE use of network access according to network operator policy and these applicable regulations.  Based on the verified location, the network can allow or deny the access. 3GPP specifications, however, may not define the requirements [8]. As different services or scenarios require different levels of positioning accuracy ranging from tens of meters to kilometers, companies should reach a common understanding of what services the 3GPP-based NTN should target to support. Or as a starting point, which service’s requirement can be adopted as a reference. The following are some examples taken from [9] for different services that require different levels of location information:

	·	PLMN or country
	Services that are restricted to one country or one PLMN 

		Regional (up to 200km)	
	Weather reports, localized weather warnings, traffic information (pre-trip)

	·	100m (67%)
·	300m (95%)
	U.S. FCC mandate (99-245) for wireless emergency calls using network-based positioning methods

	·	75m-125m
	Urban SOS, localized advertising, home zone pricing, network maintenance, network demand monitoring, asset tracking, information services (where is the nearest?)

	·	50m (80%)
	U.S. FCC mandate for wireless emergency calls 



It can be observed that if network-based UE verification is used for emergency calls and if the requirements from the corresponding terrestrial network directly apply, the required resolution may as high as 50m. Depending on the targeted requirement, the amount of work for studying or specifying the corresponding NTN positioning or location verification techniques will vary greatly.
Observation 3: For the services that need network-based location verification for 3GPP-based terrestrial network, the required location accuracy ranges from 50 m to regional level (up to 200 km) or country level. 
Proposal 1: A common understanding of the targeted services and the corresponding requirement for the NTN based UE location verification should be reached, taking into account existing requirements for 3GPP terrestrial network and existing international or regional requirement.

Conclusion
In the contribution, network-verified UE location in NTN is discussed. The observations and proposals are summarized below:

Observation 1: the UE location reporting mechanism under discussion in RAN2/RAN3/SA2/SA3, once available, may be able to meet the security requirement from SA3.
Observation 2: Existing satellite communication systems in service don’t support positioning or location verification function. Therefore there is no positioning or location verification requirement from existing satellite communication system in service that can be used as a reference.
Observation 3: For the services that need network-based location verification for 3GPP-based terrestrial network, the required location accuracy ranges from 50 m to regional level (up to 200 km) or country level. 
Proposal 1: A common understanding of the targeted services and the corresponding requirement for the NTN based UE location verification should be reached, taking into account existing requirements for 3GPP terrestrial network and existing international or regional requirement.
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