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5.4.2.3	Message contents for Sustained downlink data rate requirements
Physical layer parameters
<many sections skipped>
–	SecurityAlgorithmConfig
Table 5.4.2.3-A1: SecurityAlgorithmConfig
	Derivation Path: Table 4.6.3-165

	Information Element
	Value/remark
	Comment
	Condition

	SecurityAlgorithmConfig ::= SEQUENCE {
	
	
	

	  cipheringAlgorithm
	nea0
	
	SDR_FR1, SDR_FR2

	
	nea2
	
	SDR_FR1, SDR_FR2

	  integrityProtAlgorithm
	nia2
	
	

	}
	
	
	



–	Security mode command
Table 5.4.2.3-A2: SECURITY MODE COMMAND
	Derivation Path: Table 4.7.1-25

	Information Element
	Value/remark
	Comment
	Condition

	Selected NAS security algorithms
	
	
	

	  Type of ciphering algorithm
	‘0000’B
	5G encryption algorithm 5G EA0 (null ciphering algorithm)
	SDR_FR1, SDR_FR2

	  Type of integrity protection algorithm
	Set according to PIXIT px_NAS_5GC_IntegrityProtAlgorithm for default integrity protection algorithm
	This value should not be equal to the null integrity algorithm.
	

	Selected EPS NAS security algorithms
	Not Present
	
	

	Selected EPS NAS security algorithms
	
	
	UE_S1_SUPPORTED

	  Type of ciphering algorithm
	‘0000’B
	EPS encryption algorithm EEA0 (null ciphering algorithm)
	SDR_FR1, SDR_FR2

	  Type of integrity protection algorithm
	Set according to PIXIT px_NAS_IntegrityProtAlgorithmfor default integrity protection algorithm
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