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[bookmark: _GoBack]–	Network slice-specific authentication complete
Table 4.7.1-32: NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE
	Derivation Path: 24.501 clause 8.2.32

	Information Element
	Value/remark
	Comment
	Condition

	Extended protocol discriminator
	‘0111 1110’B
	5GS mobility management messages
	

	Security header type
	’0000’B
	Plain 5GS NAS message, not security protected
	

	Spare half octet
	'0000'B
	
	

	NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message identity
	‘0101 0001’B
	
	

	S-NSSAI
	Set according to specific message content
	
	

	EAP message
	Set according to Table 4.7.3.2-2
	See TS 24.501 [25] subclause 9.11.2.2
	



NOTE:	This message is always sent within SECURITY PROTECTED 5GS NAS MESSAGE message.

