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This message is sent by the SS.
Table 5.5.2.19.1-1: SIP 403 (Forbidden)
	Delivery Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Status-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"403"
	
	
	

	  Reason-Phrase
	"Forbidden"
	
	
	

	Via
	same as received in the request
	
	
	

	From
	
	
	
	

	  addr-spec
	same value as in the request
	
	
	

	  tag
	same value as in the request
	
	
	

	To
	
	
	
	

	  addr-spec
	same value as in the request
	
	
	

	  tag
	same value as in the request or To-tag assigned by the SS if missing in the request
	
	
	

	Call-ID
	
	
	
	

	  callid
	same value as in the request
	
	
	

	CSeq
	
	
	
	

	  value
	same value as in the request
	
	
	

	Warning
	
	
	RFC 3261 [22]
	

	  mcptt-warn-code[1]
	"100"
	
	
	

	  warn-agent[1]
	
	name or pseudonym of the server adding the Warning header
	
	

	    pseudonym
	"MCX Server"
	
	
	

	  mcptt-warn-text[1]
	"function not allowed due to" <detailed reason>
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	



Editor’s note: Table 5.5.2.19.1-1 needs to be reviewed
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Table 5.5.2.19.2-1: SIP 404 (Not Found)
	Delivery Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"404"
	
	
	

	  Reason-Phrase
	"Not Found"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	



Editor’s note: Table 5.5.2.19.2-1 needs to be reviewed
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Table 5.5.2.19.3-1: SIP 423 (Interval Too Brief)
	Delivery Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"423"
	
	
	

	  Reason-Phrase
	"Internal Too Brief"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	



Editor’s note: Table 5.5.2.19.3-1 needs to be reviewed
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This message is sent by the UE.
Table 5.5.2.19.4-1: SIP 480 (Temporarily unavailable)
	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"480"
	
	
	

	  Reason-Phrase
	"Temporarily Unavailable"
	
	
	

	Via
	same as received in request message
	
	RFC 3261 [22]
RFC 3581 [55]
	

	From
	
	
	
	

	  addr-spec
	same value as received in INVITE message
	
	
	

	  tag
	same value as received in request message
	
	
	

	To
	
	
	
	

	  addr-spec
	same value as received in request message
	
	
	

	  tag
	same value as received in the INVITE or any value  if missing in the INVITE.
	
	
	

	Warning
	
	
	RFC 3261 [22]
	

	  warn-code[1]
	"110"
	
	
	

	  warn-agent[1]
	any value
	
	
	

	  warn-text[1]
	"user declined the call invitation"
	
	
	

	Call-ID
	same value as received in request message
	
	
	

	CSeq
	same value as received in request message
	
	
	

	Content Length
	if present
	
	
	

	  value
	"0"
	No message body included
	
	



[bookmark: _Toc20908947][bookmark: _Toc27678042][bookmark: _Toc36037064][bookmark: _Toc44398134][bookmark: _Toc52382319][bookmark: _Toc60687227][bookmark: _Toc68726387]5.5.2.19.5	SIP 486 (Busy Here)
Table 5.5.2.19.5-1: SIP 486 (Busy Here)
	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"486"
	
	
	

	  Reason-Phrase
	"Busy Here"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	



Editor’s note: Table 5.5.2.18.5-1 needs to be reviewed
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Table 5.5.2.19.6-1: SIP 488 (Not Acceptable Here)
	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Request-Line
	
	
	
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"488"
	
	
	

	  Reason-Phrase
	"Not Acceptable Here"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	"0"
	No message body included - end of SIP message
	
	



Editor’s note: Table 5.5.2.19.6-1 needs to be reviewed
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Table 5.5.2.19.7-1: SIP 401 (Unauthorized)
	Derivation Path: RFC 3261 [22]

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	Status-Line
	
	
	RFC 3261 [22]
	

	  SIP-Version
	"SIP/2.0"
	
	
	

	  Status-Code
	"401"
	
	
	

	  Reason-Phrase
	"Unauthorized"
	
	
	

	Via
	Same value as received in the REGISTER message
	
	RFC 3261 [22]
	

	To
	
	
	RFC 3261 [22]
	

	  addr-spec
	Same value as received in the REGISTER message
	
	
	

	  tag
	To-tag assigned by the SS
	
	
	

	From
	Same value as received in the REGISTER message
	
	RFC 3261 [22]
	

	Call-ID
	Same value as received in the REGISTER message
	
	RFC 3261 [22]
	

	CSeq
	Same value as received in the REGISTER message
	
	RFC 3261 [22]
	

	WWW-Authenticate
	
	
	RFC 2617 [72]
RFC 3310 [96]
	

	  Realm
	px_MCX_DomainName_Organization_A
	
	
	

	  algorithm
	"AKAv1-MD5"
	
	
	

	  qop-value
	"auth"
	
	
	

	  nonce
	Base 64 encoding of RAND and AUTN
	
	
	

	  opaque
	arbitrary value (to be returned by the UE in subsequent REGISTER)
	
	
	

	Security-Server
	
	
	RFC 3329 [50]
	

	  mechanism-name
	"ipsec-3gpp"
	
	
	

	  algorithm[1]
	px_IpSecAlgorithm (hmac-md5-96 or hmac-sha-1-96)
	
	
	

	  spi-c[1]
	SPI number of the inbound SA at the protected client port
	
	
	

	  spi-s[1]
	SPI number of the inbound SA at the protected server port
	
	
	

	  port-c[1]
	protected client port of SS
	
	
	

	  port-s[1]
	protected server port of SS
	
	
	

	  Encrypt-algorithm[1]
	des-ede3-cbc or aes-cbc
	
	
	

	  q[1]
	"0.9"
	
	
	

	  mechanism-name[2]
	"Ipsec-3gpp"
	
	
	

	  algorithm[2]
	Algorithm not selected by px_IpSecAlgorithm (hmac-sha-1-96 or hmac-md5-96)
	
	
	

	  spi-c[2]
	SPI number of the inbound SA at the protected client port
	
	
	

	  spi-s[2]
	SPI number of the inbound SA at the protected server port
	
	
	

	  port-c[2]
	protected client port of SS
	
	
	

	  port-s[2]
	protected server port of SS
	
	
	

	  encrypt-algorithm[2]
	des-ede3-cbc or aes-cbc
	
	
	

	  q[2]
	"0.7"
	
	
	

	Content-Length
	
	
	RFC 3261 [22]
	

	  value
	“0”
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