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Introduction
Rel-16 work on private network support for NG-RAN has initiated and the update has been made in RAN specifications to support standalone NPN (SNPN) and public integrated NPN (PNI-NPN). Currently the basic NPN functionality has been supported following SA2 Rel-16 progress. But as the study item (SI) of NPN enhancement is being carried out in SA2, the RAN support for SA2 eNPN functions should be initiated in Rel-17. Furthermore, the enhancement of NPN functions in RAN side also need further work in Rel-17. This is to kick-off the email discussion on eNPN work in Rel-17, we hope the objectives for NPN enhancement in Rel-17 can be converged through this email discussion.
Discussion on eNPN objectives
RAN enhancement features for NPN 
In this section, we will discuss the most promising RAN features for NPN enhancement in Rel-17.
Q1: Can a single AMF support multiple SNPNs, or SNPN(s) and PNI-NPN(s), or SNPN(s) and PLMN(s), or any combination of above should be addressed in Rel-17?
In Rel-16, the AMF can only support a single SNPN with a single {PLMN ID, NID} pair. However, considering the fact that multiple SNPNs can be deployed by a single PLMN operator, it is possible that a single AMF can support multiple SNPNs simultaneously. Based on the same considerations, there also exist the use cases for a single AMF support of SNPN(s) and PNI-NPN(s), or SNPN(s) and PLMN(s) combination.
Companies are invited to provide their views in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	There is high possibility for the operator to deploy large number of SNPNs for customers of different enterprises and industries. As the AMF has the capability to manage hundreds of cells of different SNPNs, each operator can reduce their costs of SNPN deployment through an AMF sharing by multiple SNPNs. Because AMF does not have user authentication and user data storage function, AMF supporting multiple SNPN will not involve the privacy and security issues.

	Ericsson
	Yes
	Same AMF can already support multiple PLMNs or multiple SNPNs already in R16. To support combinations would impact RAN3 and would need to be studied.

	Deutsche Telekom
	Yes, but no more action in Rel-17 needed
	Already decided by SA2 in Rel-16.
According to discussion in RAN3#107-e meeting the decision has no impact on RAN3 specs, so further action in Rel-17 required.

	CATT
	Yes,supported in Rel-16
	Based on the agreement reached in RAN3#107e-meeting,it is already supported in Rel-16.

	Futurewei
	Yes, but already supported in Rel-16
	Additional works need to be identified.

	Nokia
	Yes, but no more action needed in R17
	Already decided by SA2 in Rel-16. No further action needed in RAN at this point.

	ZTE
	Yes, but no more action in Rel-17 needed
	The current R16 solution has already supported.

	Huawei
	Yes
	At last RAN3#107-e meeting, it was agreed that a single AMF can support multiple SNPNs. Also it was agreed that the scenario that the support of both a PLMN and SNPN by a single AMF has no impact to RAN3. SA2 can decide whether or how to reflect in their specifications.

	Qualcomm
	Yes but seems no action needed
	Multi-SNPN support in a single AMF is already supported in release 16 from March in the baseline RAN3 CR (and in stage 2 specifications).
Support of a mix of SNPN(s) and PNI-NPN(s) does not need to be considered as the AMF does not support PNI-NPNs in general.
Support of a mix of SNPN(s) and PLMN(s) in the AMF could be considered but this is an SA2 topic, so RAN should only react if requested by SA2. But it seems that such scenario is forbidden in RAN signalling.

	[bookmark: OLE_LINK51]Samsung
	Yes, supported in Rel-16
	[bookmark: OLE_LINK46]According to discussion in RAN3#107-e meeting, it is already supported in Rel-16. Clarification is needed what’s the issue for Rel-17.

	vivo
	Yes
	According to the agreements in RAN3#107e meeting, same AMF can already support multiple PLMNs or multiple SNPNs already in R16. For the combinations of PNI-NPN(s) and PLMN(s) , it maybe impact RAN3 spec and would need to study if any potential issues exist.

	Intel
	Yes, already possible in Rel-16 for multiple SNPNs.
For the other cases (e.g. SNPN and PNI-NPN(s)/PLMN, leave it to implementation
	RAN3 already agreed that an AMF can support multiple SNPNs. For the other cases, specification does not seem to restrict such implementations.

	NEC
	Yes
	In Rel-16, a single AMF can support multiple SNPN(s).

	Lenovo/ Motorola Mobility
	Yes, but is already supported in Rel-16
	This is in line with the agreement made in RAN3#107e meeting.

	KDDI
	Yes
	We understand that the missing part is the mix of SNPN(s) and PLMN(s) as Qualcomm indicated above. We think that RAN can start its study if SA side requests RAN.

	KT
	Yes
	Already supported in Rel-16

	ORANGE
	Yes
	Need to clarify if any additional work is needed in Rel17 compared to Rel16 first.

	Charter Communications
	Yes
	Support of multiple PLMNs or multiple SNPNs is already possible in R16, The support of mixing SNPN and PNI-NNI together has not been studied by SA2 but from AMF’s point of view, it should not be a problem as a UE using SNPN access mode will not be simultaneously accessing PNI-NPN at the same time.

	LGE
	Yes
	Based on the current status of RAN3, it can be supported in Rel-16. 

	Asia Pacific Telecom
	Yes
	In Rel-16, RAN3 agreed that an AMF can support multiple SNPNs. RAN3 also agreed that AMF support both a PLMN and SNPN has no impact on RAN3. Thus, the remaining issues, e.g., for an AMF to support both SNPN(s) and PNI-NPN(s), in Rel-17 should be clarified.

	NTT DOCOMO
	Partially yes and already supported in Rel-16
	We understand that Rel-16 supports multiple SNPN(s). Rel-16 also supports multiple PNI-NPN(s). Any other scenarios (SNPN(s) and PNI-NPN(s), or SNPN(s) and PLMN(s), or any other combination) need to be discussed by SA2, as first. RAN should work only if SA2 agrees to support, as commented by Qualcomm.

	CMCC
	Yes, already supported in R16
	For the combination scenario, can be further discussed



Moderator’s summary:
[bookmark: _Hlk41295878]All companies think that the function of Multiple SNPNs deployed in a single AMF is already supported in Rel-16. For the combination of SNPN(s) and PLMN(s), or SNPN(s) and PNI-NPN(s) in a single AMF, several companies think that RAN should work only if SA2 agrees to support it. Several companies think that Rel-16 already supports this without RAN3 impact, thus no more action in Rel-17. The moderator suggests to not further discuss this case in Rel-17, unless triggered by SA2.

Q2: Should the RAN sharing (i.e. the SNPN and PNI-NPN are shared in a single logical cell) be supported in Rel-17? 
In Rel-16, the RAN sharing among PLMN, SNPN and PNI-NPN is supported by the NG-RAN node. But for a single logical cell, only one NPN type is supported, either SNPN or PNI-NPN based on the RAN3 conclusion. Since a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), meanwhile can deploy PNI-NPNs, it can further study to support the SNPN and PNI-NPN in a single logical cell. 
Companies are invited to provide their views in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	Currently, the SNPN and PNI-NPN sharing in a NG-RAN node has been supported in Rel-16. But in order to improve the frequency efficiency of networking sharing, two operators may choose the frequency sharing mode, where two operators can share a set of Antenna array, AAU, BBU, so the CAPEX can be reduced dramatically. Meanwhile, because two operators have the same cell coverage in this network sharing mode, they should have the same cell ID as well as the same Tracking Area Code and RAN Area Code. So, it is reasonable to support the feature that the SNPN and PNI-NPN can be shared in a single logical cell. A single set of TAC and RAC shared by SNPN and PNI-NPN can reduce the complexity of network planning and be helpful for network management and maintenance of operators. 
Besides, a single logical cell shared by different PLMNs has been supported in Rel-15, based on the similar concept, the SNPN and PNI-NPN shared in a single logical cell should be addressed in Rel-17. 

	Ericsson
	Need more discussion
	In our understanding, a "logical cell" is in this context one cell ID. It is possible since Rel-15 to have multiple cell IDs in SIB1 and different (sets of) networks can be associated to these different cell IDs.

In Rel-16 it was explicitly excluded that SNPNs and PNI-NPNs and normal PLMNs to share the same logical cell/cell ID. However, it is of course possible already in Rel-16 that one gNB serves a mix of SNPNs and PNI-NPNs, so the limitation is simply that SNPNs and a PNI-NPNs cannot share the same cell ID.

So we do acknowledge that the scenario described above is not supported in Rel-16.

We believe though that we first have to clarify what use case or which problem, this new type of sharing would address. In our understanding it is possible for sharing of resources (antennas, frequency, carriers, processing, etc.) also between networks which have different cell IDs, i.e. without the suggested addition. Regarding "network planning" it is not yet clear to us how it would help to allow SNPNs and PNI-NPNs to share cell ID.

We want to highlight that to allow SNPNs and PNI-NPNs to share cell ID additional issues may arise, such as identification of network/indexing, identification of NG-RAN and possibly UAC-related aspects.

	Deutsche Telekom
	No
	Sharing of SNPNs and PLMNs/PNI-NPNs on logical cell level should be avoided as this would not allow anymore a differentiation between a public and a private NW even in the logical architecture set-up (isolation as important feature for introducing SNPNs).

	CATT
	Yes
	We think it is a reasonable scenario that one operator would like to provide services for PLMN UEs and NPN UEs via the same physical cell. To support this scenario, it could be realized by either supporting multiple access mode in one logical cell or supporting configuration of different cell IDs (with different access mode) for the same physical cell. The first option is already precluded in Rel-16 and the second option is still under discussion in RAN3.If no conclusion is made in Rel-16,it should be further discussed in Rel-17.

	Futurewei
	More discussion on the use case
	It is correct that sharing a logic cell between SNPN and PNI-NPN is not supported in Rel-16. The need/benefit of enhancement on this aspect should be identified first. Sharing resources between SNPN and PNI-NPN is already supported in Rel-16 by having multiple logic cells from SNPN and PNI-NPN on the same gNB. It is not clear the additional benefit of sharing resources by having one logic cell belonging to both SNPN and PNI-NPN.
It may also impact some Rel-16 features, e.g., PCI range per CAG ID to reduce time and power consumption in cell reselection.

	[bookmark: _Hlk36651163]Nokia
	Yes, but need further decision in SA2
	As the restriction that a single logical cell can only be shared among the network of the same type is coming from SA2, this should be discussed by coordinating with SA2.

	ZTE
	Need more discussion
	The R16 discussion on whether a CI can be used under different PLMNs for different mode is still ongoing.

	Huawei
	FFS
	We see possible benefits of this single-logical cell sharing.
However we agree with Ericsson that some additional standard work is needed, e.g., network indexing etc. It is beneficial to see more use cases to support this feature especially from operators’ perspective. 
We would like also to note SA2 further work may be needed.

	Qualcomm
	Tend to no
	In release 16, there was some discussion whether sharing of the physical cell was required between different network types, and the solution found was to separate the cell IDs, which allows physical sharing but with separate logical entities. We would prefer this approach to continue for SNPNs vs other types. For the case of PLMN and PNI-NPN, the use case needs further discussion i.e. why is the cell simply not a PLMN cell.

	Samsung
	Need more discussion
	For each PLMN, it is already possible to have its own Cell ID/TAC in SIB1 in the RAN sharing scenario since Rel-15. In the above mentioned scenario, it is possible to have multiple logical cell ID, some of them for SNPN, some of them for PNI-NPN.
Supporting multiple access mode in one logical cell seems not necessary.

	vivo
	Need more discussion 
	Sharing of SNPNs and PLMNs/PNI-NPNs on logical cell level is excluded in R16, but it is still feasible to share a single logical cell in RAN signalling. The benefit of supporting multiple access mode in one logical cell need to further be studied.

	Intel
	Discuss in SA2 first
	In Rel-16 PRN, the restriction is introduced based on SA2 TS23.501 specification as follow:

In all non-public network sharing scenarios, each Cell Identity is associated with one of the following configuration options:
-     one or multiple SNPNs;
-     one or multiple PNI-NPNs (with CAG); or
-     one or multiple PLMNs only.
Hence this should be discussed in SA2 if this needs to be relaxed.  RAN impact seems minimum in our view and the RRC signaling already allows such mixing of network types.

	NEC
	Need more discussion
	In our understanding, in Rel-16, a single logical cell can only belong to one network type, i.e. PLMN, PNI-NPN or SNPN.

	Lenovo/ Motorola Mobility
	Need more discussion
	The use-cases and implications for sharing a logical cell for different types of networks should be clarified first.

	KDDI
	
	We think the necessity of this requirement should be discussed in SA rather than RAN. We are fine to start the RAN work if SA2 requests RAN to work.

	KT
	No
	We plan to introduce this feature to differentiate B2B customers from B2C and no strong motivation why SNPN and PNI-NPN should be shared in a single logical cell

	ORANGE
	Yes
	Sharing the same cell ID for SNPN and PNI-NPN would give more flexibility in network deployment

	Charter Communications
	Need more discussion
	Since both SNPN and PNI-NPN deployments are of interest, we would like to explore the potential for further efficiencies by RAN sharing at the cell level.

	LGE
	Need more discussion
	Either input from SA2 or the necessary use cases are clarified.

	Asia Pacific Telecom
	Yes, need more discussion
	Tend to agree the intention proposed by CTC, e.g., frequency efficiency improvement in frequency sharing mode. However, we support to further clarify the intentions and benefits first. Even it is beneficial for certain scenarios, great specification impacts are foreseen, as pointed out by Ericsson. Thus, more discussion and SA2 input would be required.

	NTT DOCOMO
	No
	We’d like to understand what is the use case and if it is realistic (e.g. RAN sharing between SNPN and PNI-NPN, etc).

	CMCC
	Need FFS
	We see benefits to share the same set of TAC and RANAC, and the single logical cell sharing case should be FFS.



Moderator’s summary:
Majority companies think more discussion is needed for this issue, e.g., use cases, implications etc. Also several companies propose that SA2 input would be required as SA2 has defined that each cell ID should only be associated with one of network types. The moderator suggests this needs more discussion, and further input from SA2 is needed.

Q3: Should the selected CAG ID aware mobility be supported for PNI-NPN in Rel-17?
In Rel-16, in the initial UE access, the NG-RAN node is not aware the UE selected CAG ID. Also during the Xn and NG based handover, the target NG-RAN node has no knowledge regarding the selected CAG ID as well. 
There are several benefits if the NG-RAN can be aware of UE selected CAG ID. 
· The NG-RAN can perform the CAG ID specific policies. 
· The NG-RAN can perform access control in advance.
For example, in a factory environment, there were both the assembly robot group A, B and the monitoring robot C, the assembly robot group A and B were allocated to the CAG ID#1 and CAG ID#2 within their work area respectively, the monitoring robot C was allocated to CAG ID#3 as shown in Fig.1. The assembling robot group A and B were responsible for assembling equipment in the production line, the monitoring robot C was travelling around the production line shown as the red dash line in Fig.1 and was responsible for monitoring the production status and the working status of assembly robots. If the monitoring robot finds some faults of assembly robots, they can shut down the faulty robot or send an alarm. Because the monitoring robot has the control right in the work area, the gNB should perform the CAG ID specific scheduling policy for the monitoring robot when it camps on the Cell A or Cell B. 
[image: ]
Fig.1 the factory environment
Companies are invited to provide theiryour views in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	In many industrial scenarios, different terminals may have much different authorities. And the NG-RAN can perform the user specific access control and resource scheduling if it can be aware of user’s accessed CAG ID. The above example has shown a very typical scenario.

	Ericsson
	Need more discussion
	The CAG ID is used to indicate to a UE if there are restrictions to access a Public PLMN in an area. Mobility considering CAGs can be done using the mobility restriction list. As such we think it is enough to know that the UE is moving within its allowed CAG (which is already supported today).
To allow for differentiated resource handling for different UEs and different traffic used by one particular UE, the existing QoS framework seems sufficient. We believe that it should first be confirmed whether the existing QoS framework is not sufficient to address the above use case/scenario, and if not RAN can discuss further.

	Deutsche Telekom
	Yes, but no more action in Rel-17 needed
	Question Q3 is only related to mobility awareness. This is already covered by RAN3 CRs agreed in RAN3#107-e meeting. The UE’s CAG information in mobility restriction list will be applied in handover procedures between 2 NG-RAN nodes as well as the knowledge about CAGs supported in neighboring nodes.

	CATT
	Yes
	We think it is helpful to let the network be aware of the selected CAG id in manual CAG selection scenario. The discussion is still ongoing in RAN3.If there is no conclusion in Rel-16,it could be further discussed in Rel-17

	Futurewei
	More discussion on the use case
	Rel-16 already supports the general awareness of UE’s CAG information through mobility restriction list.
It is yet to identify the need/benefit of applying a specific CAG ID within UE’s subscription in mobility, e.g., for a certain service or application of the UE. This aspect is also related to slice-based mobility in the Rel-17 “Study on Enhancement of RAN Slicing”.

	[bookmark: _Hlk36651180]Nokia
	Yes, but need further decision in SA2
	CAG ID is not known by NG-RAN. This should be discussed by coordinating with SA2.

	ZTE
	Yes
	RAN2 has sent an LS to SA2 and CT1 on manual CAG selection scenario, the discussion is still open in RAN3. If there is no conclusion in Rel-16,it could be further discussed in Rel-17.

	Huawei
	FFS
	It seems reasonable for the network to be aware the selected CAG ID during UE access and handover procedures for the UE on manual selection mode. This can be dependent on the further conclusion in Rel-16.  
Meanwhile the interactions with the QoS based and slice-aware handlings should be further studied.

	Qualcomm
	No (unless requested by SA2)
	Currently there is no concept of selected CAG ID, so the above would imply a major change across multiple TSGs, and should in any case come from SA2. 
The scenario shown works very well from an access and mobility point of view, which is the current scope of CAG handling. It seems that the additional differentiation requested in this scenario could / should use other existing tools (e.g. slicing, QoS) rather than duplicating functionality based on CAG ID. In any case this should be driven from SA2.

	Samsung
	Need more discussion
	CAG is used for access control. SA2 agreed to not deliver CAG ID from UE to network in SA2 perspective, while leaving the door open to align with CT1 decision. If there is requirement for differentiated resource handling from SA2/CT1 in Rel-17, RAN can continue the discussion. 

	vivo
	Need more discussion
	In R16, RAN and CN do not know selected CAG ID due to privacy issue, more discussion is needed to address the privacy issue if the selected CAG ID aware mobility be supported for PNI-NPN in Rel-17.

	Intel
	Need more discussion 
	For CAG, the access control and resource/scheduling management can be based on slice based approach, where user defined access categories can be defined for access control while the resource/scheduling management can be based on S-NSSAI. From the above example, a different user defined access category and S-NSSAI can be set for the assembly robot and the monitoring robot and this can provide different access control and resource scheduling. Hence there is a need to discuss why this is not sufficient and CAGID specific control is needed on top of the slice based approach.

	NEC
	Need more discussion
	The issue of mobility awareness is addressed by RAN3 by including the UE’s Allowed PNI-NPN list in the mobility restriction list, which is used for access control during mobility.
Additionally, we also think that this discussion on the awareness of the selected CAG at the NG-RAN should be coordinated with SA2. This considering SA2’s opinion in the LS to RAN3 (LS on Sending CAG ID) that “From a system perspective, SA2 does not think there is any need for the UE to provide the CAG ID to the network…”.

	Lenovo/ Motorola Mobility
	Need more discussion
	[bookmark: _Hlk36655708]We are not sure about the benefits if the NG-RAN is aware of UE selected CAG ID. For instance, in case of HO we wonder what NG-RAN should do with the information about the selected CAG-ID? In Rel-16 the source RAN node just needs to know the list of CAG-IDs supported by the candidate target RAN node. If it matches with any of the CAG-IDs in the UE allowed CAG list, the handover to the target will be carried out.
Furthermore, we wonder about the relationship between the shown example in Figure 1 and manual CAG selection.

	KDDI
	Yes, but
	We are basically fine to start the work, if SA2 reaches such conclusion. However, we also share the Ericsson and Qualcomm’s concern on the coexistence with the existing QoS/slicing framework.

	KT
	Yes (depends on Rel-16 conclusion)
	Network awareness of CAG id is being discussed in Rel-16, if no conclusion made this can be handled in Rel-17

	ORANGE
	Yes
	Mobility management using CAG Id will be useful to apply different policies depending on UE’s CAG.

	Charter Communications
	Need more discussion
	Similar to E///’s view. Mobility control can already be done with mobility restriction list. It is not clear why the use of CAG-ID is also needed for differentiated resource handling for different UEs within the cell when the existing QoS framework can handle the above use case (use of different 5QI and ARP).

	LGE
	No
	Agree with Qualcomm, this concept may impact to multiple TSGs. If necessary, it should come from SA2 first. 

	Asia Pacific Telcom
	Yes, but depends on Rel-16 conclusion and SA2 discussion.
	We are fine to support the selected CAG ID aware mobility in PNI-NPN for better resource scheduling and access control. However, by following the SA2 conclusion, RAN2 already agreed not to include CAG ID in RRC signaling at RRC connection establishment and RRC connection resumption in RAN2#109e. Thus, the RAN and network may not know the UE’s selected CAG ID based on the Rel-16 progress so far. We may wait for SA2 discussion and check whether to handle it in Rel-17.

	NTT DOCOMO
	No
	As already commented by some companies, Rel-16 NPN does not support the concept of “selected CAG”. We also think that the existing functionalities, such as mobility restriction, QoS, slicing can be used to control mobility for such a UE.

	CMCC
	Yes
	The selected CAG ID has not been supported in R16 yet. 
But we think it is beneficial for NG-RAN to be aware of the selected CAG ID, especially for industrial scenarios mentioned above, where different set of devices may fulfill different types of sub-tasks which may require different scheduling policies, even though these different sets of devices serve for the same mission.
As a result, in our opinion, the awareness of selected CAG ID could be regarded as a conceptual complement of the existing mechanisms such as slicing.



Moderator’s summary:
Among the answers received, 10 companies “YES” , 9 companies “FFS”, and 3 companies “No”, so there is no consensus on this feature. Also several companies commented that this may be related to manual CAG selection. The moderator thinks that the request from other groups would help to reach an agreement in RAN. And it can further discuss the manual CAG selection in Rel-17 dependent on the Rel-16 progress. 


Q4: For PNI-NPN, should the CAG ID priority handling be supported in Rel-17?
In Rel-16, the feature of the priority of CAG ID is not supported. It means that UEs with different types of CAG IDs have the equal rights for cell access and resource scheduling. But in some industrial scenarios, different types of users may have different functions and should be treated differently in cell access and resource scheduling. 
In the above use case shown in Fig. 1, the monitoring robot with CAG ID#3 should have the higher priority than the assembly robots with CAG ID#1 and CAG ID#2 for cell access or resource scheduling as it sends the control or alarm message, NG-RAN can perform the user priority handling by prioritizing CAG IDs. 
Companies are invited to provide theiryour views in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	In many cases (such as the above example), the NG-RAN need to treat the PNI-NPNs in different ways, e.g., via PNI-NPN specific scheduling for users who access different PNI-NPNs. The CAG ID can only be used to distinguish the PNI-NPN, but not the importance of PNI-NPN. The priority of CAG ID could be introduced to indicate the importance of PNI-NPN and help NG-RAN to differentiate the users of PNI-NPNs.

	Ericsson
	Need more discussion
	What is suggested above, while we do understand and agree to the use case, we wonder if something new is needed though.
Again, for scheduling purposes, there is a QoS framework in place which should be used. For initial access, operator-configured access categories are supported from Release 15, applicable for, e.g., slicing differentiation. Hence to us it seems that the above is already supported.

	Deutsche Telekom
	No
	No need to use CAG IDs for prioritization purposes. There are other tools already available in the RAN for access prioritization and especially for resource scheduling. 

Negative impact as complexity and UE implications should be avoided.

	CATT
	Depend on the requirement 
	According to the definition of CAG in SA2, CAG is just used for access control and there is no hint to support CAG ID priority handling. If there is further requirement from SA2 in Rel-17,it should be discussed in this WI.

	Futurewei
	More discussion on the relation to Rel-17 Study on Enhancement of RAN Slicing
	There is on-going Rel-16 work on CAG ID based access control, potentially based on setting access category criteria to the S-NSSAI used for PNI-NPN. Furthermore, Rel-17 Study on Enhancement of RAN Slicing also addresses similar issue of slice based priority on network access.

	Nokia
	More discussion and coordination with SA2 are needed to clarify the requirements
	This should be discussed by coordinating with SA2 and it should be checked if there are existing mechanisms to support the use-case. E.g. if Rel-16 allowed CAG-ID specific UAC parameters (RAN2/SA2/CT1 discussion ongoing), this would then already support the prioritization among CAG IDs in access control.

	ZTE
	Depends on the requirement
	Further requirement from SA2 is needed.

	Huawei
	FFS
	This question is related to Q3 and linked.
The CAG ID priority is one possible parameter other CAG specific parameters can be further studied to improve CAG management. 
We would like also to note this enhancement, may impact SA2, and SA2 did not commit such work, as far as we understand.

	Qualcomm
	No (unless requested by SA2)
	Related to Q3. If differentiation of access or resource scheduling is required in a multi-CAG environment, existing tools should be used; unless specifically required by SA2 work.

	Samsung
	Need more discussion
	It should be first assessed whether existing toolkit can handle the requirement.

	vivo
	Depends on the   requirement
	More discussion related to requirement is needed and depends on the decision on Q3.

	Intel
	Need more discussion
	See our response to Q3

	NEC
	Need more discussion 
	Further discussions on the requirements and the use case are needed in order to identify what current means e.g. the QoS framework, cannot be utilized.

	Lenovo/ Motorola Mobility
	Need more discussion
	On initial cell access: the purpose of CAG-ID is to perform first level of access control in the CAG cell. For the subsequent cell access and priority handling, the legacy functionalities using access identities and access categories can be used. We wonder why the current approach would need to be changed in Rel-17. 
On resource scheduling: currently it is done based on ARP and QoS class. We have concerns on the impacts and complexity if CAG-ID needs to be considered as well. 

	KDDI
	Yes, but
	Same view as Q3 we answered as above. We are generally fine to start the work, if SA2 reaches such conclusion. However, we also share the Ericsson and Qualcomm’s concern on the coexistence with the existing QoS/slicing framework.

	KT
	Needs more discussion
	Looking at the example shown in Fig.1 we see the benefit of specifying CAG ID priority handling. However, if there is other method available to handle this, we prefer to use what is already available.

	ORANGE
	FFS
	Further discussion needed as there are other QoS management tools than CAG Id to prioritize users. Interest for CAG Id to be clarified.

	Charter Communications
	Need more discussion
	Why can’t the existing QoS framework work here?

	LGE 
	No
	If necessary, further requirements should come from SA1/2. 

	Asia Pacific Telecom
	Need more discussion
	We think SA2 may need to reach the conclusion about whether CAG ID priority handling is necessary. In addition, from RAN point of view, we wonder the differentiation between RAN slicing and such CAG ID priority handling.

	NTT DOCOMO
	No
	Same as Q3. The existing functions, such as QoS, slicing can be used for priority handling.

	CMCC
	Yes
	Similar reason as in Q3.



Moderator’s summary:
Majority companies think that more discussion is needed. The moderator suggests that the similar conclusion can be made as the one of Q3.


[bookmark: _Hlk39599683]Q5: Should the support of SNPN and PNI-NPN access for eMTC/NB-IoT be addressed in eNPN?
In Rel-16, the NB-IoT/eMTC connected to 5GC has been supported. However, the connection of NB-IoT/eMTC to a 5G NPN has not been defined (e.g. the broadcast of CAG-ID or NID by NB-IoT/eMTC RAN nodes not supported). This was proposed in [3] in the RAN#86 meeting. Should the support of SNPN and PNI-NPN access for eMTC/NB-IoT be addressed in eNPN?
Companies are invited to provide their views in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	This issue was proposed in RAN#86. Since many world operators have deployed the NB-IoT networks, it is utmost to support the combination of NPN and the existing NB-IoT networks.

	Ericsson
	No
	We see the NPN as being an NR feature and we think that, in order to keep the scope in a reasonable size and ensure timely completion, we should not expand it to include this scenario.

	Deutsche Telekom
	Yes
	[bookmark: _Hlk39601467]It should be clarified if this is not already supported under the WID “Private Network Support for NG-RAN”. Deutsche Telekom’s understanding is that it is at least not excluded. If it would not be introduced as part of Rel-16 potentially a “forward compatible hook” (1 bit indication of CAG for future use, like in Rel-13 NB-IoT) need to be introduced to not run into problems when feature is introduced in Rel-17, but Rel-16 NB-IoT devices which can connect to 5GC do not support it.

	CATT
	Depend on whether there is real deployment scenario
	Whether support of NPN in eMTC/NB-IoT should be considered or not depends on the requirement of operators. If there are real deployment scenario and strong requirements from operators,the bullet should be within Rel-17 WI scope.

	Futurewei
	Yes
	Connecting NB-IoT/eMTC devices to SNPN/PNI-NPN can be part of the further work of eNPN to have a more comprehensive support of IoT use cases.

	Nokia
	No
	Agree with Ericsson

	ZTE 
	Depends on the requirement
	The inputs from operators are important.

	Huawei
	Yes
	The NPN for eMTC/NB-IoT should be supported in rel-17 as feature completion pending to operators, market and working group load. We would like also to note SA2 further work may be needed.

	Qualcomm
	Yes
	We believe that there is sufficient interest to warrant addressing this, on the assumption that other TSGs can support with limited effort (i.e. basically alignment work).

	Samsung
	No
	NPN is defined based on NR, so NR should support eMTC/NB-IoT first if NPN supports eMTC/NB-IoT. SA2 is not looking for NPN support in LTE connected to 5GC.

	vivo
	Depends on the requirement
	Adding NPN feature into LTE specification will need a lot of Standardization works. More important, whether support of NPN in eMTC/NB-IoT should be considered or not depends on the requirement of operators. 

	Intel
	
	No strong view whether the work should be addressed by eNPN or eMTC/NBIoT. NPN currently is just an NR feature, so it will require defining eMTC/NBIoT over to NR to support NPN over eMTC/NBIoT.

	NEC
	No
	Like other study or work for NB-IoT and eMTC, if needed then can initiate other discussion, but not to be included in this eNPN which we think should limit to the NR.

	Lenovo/ Motorola Mobility
	Yes for Rel-17
	In general, NPN can support any type of devices and its support depends only on the subscription, i.e. all devices configured with CAG information or SNPN subscription can be supported.
However, Rel-16 NPN is not supported for EUTRA/NB-IoT connected to 5GC.

	KDDI
	Yes
	Generally fine, but we may need to discuss which work item be more proper to cover this, “NB-IoT/eMTC enhancement” or “NPN enhancement”

	KT
	No
	This should be NR feature not NB-IoT/eMTC

	ORANGE
	Yes
	Support of SNPN & NPI-NPN for eMTC / NB-IoT should be considered

	Philips
	Yes
	Very important to support NPNs for real-world deployment scenarios of eMTC/NB-IoT of many verticals. Given that the evolution path of 5G includes eMTC/NB-IoT as the primary RAT to enable massive IoT solutions for 5G, it should be given the same deployment flexibility options as other RATs in the 5GS, including support for NPNs.

	LGE
	No
	Considering the required specification efforts to support NPN in NB-IOT/eMTC in R17, we do not see the relative urgency and importance to extend our work on eNPN.

	Asia Pacific Telecom
	Depends on the requirements
	NB-IoT/eMTC with NPN is an interesting deployment scenario and a new opportunity to operators. However, we acknowledge the specification effort required in Rel-17. To ensure Rel-17 eNPN could fulfill the requirements of different vertical domains, we suggest NB-IoT/eMTC with NPN should not be excluded.

	NTT DOCOMO
	No
	As commented by Intel, IoT (eMTC/NB-IoT) support over NR should be done at first.

	CMCC
	Yes
	Agree with CTC, HW, etc.



Moderator’s summary:
10 companies support this feature, and 5 companies think this feature depends on the operator requirements and 7 companies are against it. But from the operator points of view, most of operators (6 out of 8 operators (CTC, DT, KDDI, Orange, CMCC, Asia Pacific Telecom) tend to support this feature in Rel-17. The moderator suggests to include this feature in Rel-17, and discuss this online. 

Q6: Any other issues need to be considered in eNPN?
In this subsection, companies are invited to provide their views on other issues to be considered if any.
	Companies
	IssueAnswers
	Comments

	Lenovo/ Motorola Mobility
	UE-initiated change of CAG information (e.g. CAG-only indication, Allowed CAG list)
	To support CAG, the UE may be pre-configured or (re-)configured with the CAG information list. Referring to TS 24.501 this list is (re-)configured by AMF using the registration procedure or generic UE Configuration Update procedure for access and mobility management related parameters, e.g. when CAG-IDs are added or removed, or CAG-only indication is changed. In AMF the latest version of the CAG information list is stored as UE context as part of Mobility Restrictions information. However, it is currently not possible for the UE to update the CAG information list on its own (e.g. adding new CAG ID or changing the CAG-only indication).
We think that a UE-initiated change of CAG information is beneficial and would allow, e.g. the human user to change flexibly the setting based on e.g. coverage situation or service availability. But in order to support a UE-initiated change, some changes in the AS/NAS signaling between the CAG-capable UE and network may be needed to avoid mismatch of the CAG information between UE and AMF.

	Lenovo/ Motorola Mobility
	UE-initiated change of SNPN access mode
	An SNPN-enabled UE can be configured to operate in SNPN access mode. However, referring to TS 23.501 details of activation and deactivation of SNPN access mode at the SNPN-enabled UE are up to UE implementation. That means, it is possible for the UE to autonomously change its SNPN access mode. However, there may be some changes in the AS/NAS signaling between the UE and network needed if this case happens. As an example we consider the following scenario:

· The SNPN access mode is deactivated, the SNPN-enabled UE is registered in a public network and is camped on a public cell of the PLMN.
· The human user activates SNPN access mode because it is in the coverage of an SNPN and wants to register there. In this case, the UE has to de-register from the public network to clear the UE context in the PLMN and to perform SNPN selection.

	
	
	



Moderator’s summary:
No more views are received. The moderator suggests to further discuss this issue initiated by the component company. 

RAN impacts from eNPN SA work
[bookmark: _Hlk39847895]In SA2#133 meeting, the eNPN SI [2] was approved. In SA#86, the objectives of FS_eNPN have been breakdown to Work Tasks, the main work tasks were listed as follows [4][5]:
· WT#1: Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN
· WT#2: Study how to support UE onboarding and provisioning for non-public networks
· WT#3: Study enhancements to the 5GS for NPN to support NPN related service requirements for production of audio-visual content and services e.g. for service continuity and enabling reception of data services from two networks.
· WT#4: Study support for IMS and emergency services for SNPN
For simplicity, we abbreviate “the Work Task # No. of SA2 eNPN SI” as “WT#No.”. In this section, based on four work tasks of SA2 eNPN SI, we will discuss the RAN impacts from eNPN SA work.
Q1: Is there any RAN impact from the WT#1 of SA eNPN?
WT#1: ‘Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.’
This work task of SA eNPN aims at addressing the following aspects:
Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture.
Companies are invited to fill in theiryour views on any RAN impact from WT#1 in the table.
	Companies
	Answers
	Comments

	CTC
	Possible, may depend on the SA2 further study.
	For this issue, if SA2 solution requires NG-RAN to inform users who do not belong to a SNPN can access to this SNPN by using an entity separated from SNPN for their authentication, it will result in the RAN impacts.

	Ericsson
	Possible, may depend on the SA2 further study.
	Agree with CTC, some impact on broadcast seems likely at least.

	Deutsche Telekom
	Possible (dependent on outcome of SA2 study)
	

	CATT
	Possible
	To support UE moving between SNPN and SNPN,or between SNPN and PLMN ,there may be RAN impact. 

	Futurewei
	Possible
	It depends on SA study outcomes.

	Nokia
	Most probably yes, but details depend on SA2 solution
	For example, RAN should be able to broadcast additional roaming partner identifiers.

	ZTE
	Possible
	The RAN impacts depends on the output of SA.

	Huawei
	Possible
	As described in TR 23.700-07, some potential solutions require the UE actions, e.g., to read additional information in SIB. But this may depend on the final selected solution by SA2.

	Qualcomm
	Possible
	RAN2 could potentially be impacted,
From WID perspective, one approach is to have a general objective on “RAN3 impacts resulting from SA2 eNPN study”; or we can have this and list the tasks as sub-bullets, which allows updating with more detail (or deletion) later.

	Samsung
	Possible
	It depends on SA study outcomes.

	vivo
	Possible
	Depends on SA2 study

	Intel
	Depends on SA2 solutions


	There are currently 2 solutions in SA2 related to this; one does not have RAN impact (or minimal RAN impact) and another has RAN impact. Whether there is any RAN impact depends on which solutions are adopted by SA2

	NEC
	Possible
	Any scenario may be created by SA2, then we see RAN impact.

	Lenovo/ Motorola Mobility
	Too early to answer. We need to wait for SA2 conclusion.
	

	KDDI
	Possible
	It depends on SA study outcomes.  
Referring to the current roaming scheme, it would be either RAN that is required to broadcast the home network ID to the UE or  UE that is required to recognize the visiting network ID that are broadcasted by RAN.  (The existing roaming scheme is latter.)  

	KT
	Possible
	The RAN impact depends on the outcomes of SA2

	ORANGE
	Possible
	Not in favour of allowing any RAN impact on this feature.

	Charter Communications
	Possible
	Depends on SA2 study outcomes.

	LGE
	Possible
	It depends on SA2’s study outcomes. 

	Asia Pacific Telecom
	Possible, may depend on the SA2 further study.
	

	NTT DOCOMO
	Possible
	Depends on the outcome of SA2 study.

	CMCC
	Possible
	Depends on SA2.



Moderator’s summary:
20 out of 22 companies considered the solution of WT#1 has the RAN impact potentially, but the finial impact on RAN depends on SA2 final solution.
Q2: Is there any RAN impact from the WT#2 of SA eNPN? 
WT#2: ‘Study how to support UE onboarding and provisioning for non-public networks.’
This work task of SA eNPN aims at addressing the following aspects:
5G system shall support a mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity. 
· UE onboarding: Provisioning of a newly assigned NPN subscription to a UE that has no subscription to this NPN. For example, in case of UE accessing SNPN, the UE is out of manufacturer without any subscriptions and credentials to the SNPN. The UE may have credentials provided by e.g. the manufacturer. 
Companies are invited to fill in theiryour views on any RAN impact from WT#2 in the table.
	Companies
	Answers
	Comments

	CTC
	Possible, may depend on the SA2 further study.
	For this issue, if SA2 solution requires NG-RAN to inform users without NPN subscriptions that the network can provide UE the NPN subscription for enabling UE access to a desired NPN, it will result in RAN impact.

	Ericsson
	Possible, may depend on the SA2 further study.
	Agree with CTC, there may be RAN impact.

	Deutsche Telekom
	Possible (dependent on outcome of SA2 study)
	Similar view as CTC and E///.

	CATT
	Possible
	Agree with above compines, there may be RAN impact.

	Futurewei
	Possible
	It depends on SA study outcomes.

	Nokia
	Most probably yes, but details depend on SA2 solution
	For example, onboarding may require additional information to be broadcasted, and some special type of attach.

	ZTE
	Possible
	The RAN impacts depends on the output of SA.

	Huawei
	Possible
	As described in TR 23.700-07, the potential solutions requires that the NPN RAN informs the UE whether the cell supports with necessary network credentials and configuration of SNPN or PNI-NPN.

	Qualcomm
	Possible
	Indeed, here there could be some impacts related to access procedures, but this is pending on SA2.
Please see also our general comment on Q1.

	Samsung
	Possible
	Depends on the solution concluded by SA2.

	vivo
	Possible
	Depends on SA2 study

	Intel
	Possible, may depend on the SA2 further study
	Some RAN indications may need to be defined to enable unauthenticated UEs to connect to the network for the purpose of credential provisioning.

	NEC
	Possible
	Any scenario may be created by SA2, then we see RAN impact.

	Lenovo/ Motorola Mobility
	Too early to answer. We need to wait for SA2 conclusion.
	

	KDDI
	Possible
	It depends on SA study outcomes, whether any part of the roles of setting up the access authorization is required to NG-RAN or not.  

	KT
	Possible
	The RAN impacts depends on the outcome of SA

	ORANGE
	Possible
	Not in favour of allowing any RAN impact on this feature.

	Charter Communications
	Possible
	Depends on SA2 study outcomes.

	LGE
	Possible
	It depends on SA2’s study outcomes. 

	Asia Pacific Telecom
	Possible, may depend on the SA2 further study.
	

	NTT DOCOMO
	Possible
	Depends on the outcome of SA2 study.

	CMCC
	Possible
	Depends on SA2.



Moderator’s summary:
Nearly all companies think there might have impact on RAN dependent on SA2’s study outcomes.
Q3: Is there any RAN impact from the WT#3 of SA eNPN?
WT#3: ‘Study enhancements to the 5GS for NPN to support NPN related service requirements for production of audio-visual content and services e.g. for service continuity and enabling reception of data services from two networks.’
This work task of SA eNPN aims at addressing the following aspects:
1.	Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;
2.	Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.
Companies are invited to fill in their your views on any RAN impact from WT#3 in the table.
	Companies
	Answers
	Comments

	CTC
	FFS, may depend on the SA2 further study.
	For service continuity, if SA2 solution only depends on the enhancement of the 5GC function and does not require NG-RAN to do further work, it will not result in RAN impact.
For enabling reception of data services from two network, if SA2 solution requires the new RRC configuration for users who want to receive data from two network (e.g. NPN and PLMN), it will result in RAN impact.

	Ericsson
	No
	Based on our understanding, there would be no RAN impact due to this.

	Deutsche Telekom
	Possible (dependent on outcome of SA2 study)
	

	CATT
	Possible
	Receiving data services from one network (e.g. NPN) and being paged from another network (e.g. PLMN) simultaneously may have impact in RAN.

	Futurewei
	Possible
	It depends on SA study outcomes.
If supported, it is likely to have RAN impact “to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.”

	Nokia
	Most probably yes, but details depend on SA2 solution
	For example, due to simultaneous reception

	ZTE
	No
	AMF decides the range of UE paging, if such requirement is confirmed, AMF can send the proper paging range together with Paging message towards the RAN node.

	Huawei
	Possible, dependent on SA2 further study
	For the service continuity when the UE moves between the SNPN and the PLMN, it is dependent on the SA2 Rel-17 to address this issue.
Also it is dependent on the SA2 Rel-17 study for the data and paging reception from two networks.

	Qualcomm
	Possible
	Depends on SA2 solution detail.

	Samsung
	Possible
	Depends on the solution concluded by SA2.

	vivo
	Possible
	Depends on SA2 study

	Intel
	May not be done by the NPN SI in SA2.
	This key issue is entirely addressed by FS_MUSIM. It needs to be clarified though that the MUSIM solutions also apply when a UE in a Multi-USIM devices uses credentials that are not stored on a USIM.

	NEC
	Possible
	Any scenario may be created by SA2, then we see RAN impact. If completely different network then probably no RAN impact but if coordination is needed then may have RAN impact.

	Lenovo/ Motorola Mobility
	Too early to answer. We need to wait for SA2 conclusion.
	

	KDDI
	Possible
	It depends on SA study outcomes.

	KT
	No
	We do not expect any RAN impact on this issue

	ORANGE
	Possible
	Depends on SA2 study outcome

	Charter Communications
	Possible
	Depends on SA2 study outcomes.

	LGE
	Possible
	It depends on SA2’s study outcomes. 

	Asia Pacific Telecom
	Possible, may depend on the SA2 further study.
	Enabling a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously may have RAN impact. However, it still depends on SA2’s further study.

	NTT DOCOMO
	No
	Although it depends on the outcome of SA2 study, it is not clear if there is a likely use case that NPN and PLMN provides the services for a UE, all together.

	CMCC
	Possible
	Depends on SA2.



Moderator’s summary:
It depends on SA2 study whether the SA2 solutions of this issue have RAN impact.

Q4: Is there any RAN impact from the WT#4 of SA eNPN?
WT#4: ‘Study support for IMS and emergency services for SNPN’
This work task of SA eNPN aims at addressing the following points for SNPN:
-	Study the architectural impacts for support of IMS voice and emergency services offered by SNPN;
-	Study whether basic IMS functionality for SNPN via 3GPP access requires any specification changes to enable non-IMSI based IMPI usage over 3GPP access.
Companies are invited to fill in theiryour views on any RAN impact from WT#4 in the table.
	Companies
	Answers
	Comments

	CTC
	Yes
	The support for emergency services for SNPN has the RAN impact.

	Ericsson
	Yes
	Agree with CTC.

	Deutsche Telekom
	Possible (dependent on outcome of SA2 study)
	Same view as CTC and E///.

	CATT
	Yes
	Support of IMS and emergency services in SNPN has impact on RAN

	Futurewei
	Yes
	For example, cell selection/re-selection is needed in emergency services for SNPN.

	Nokia
	Yes
	The indication of support emergency services and selection of acceptable cells will require RAN changes.

	ZTE
	Yes
	It has impact on RAN2 at least.

	Huawei
	Yes
	In Rel-16 the emergency call for SNPN UE does not supported. Further RAN support is need for this new feature.

	Qualcomm
	Yes, very likely
	Would expect some impact given that there is no such support in rel-16.
Please see also our general comment on Q1.

	Samsung
	Yes
	Same view as CTC.

	vivo
	Yes
	Same view as CTC.

	Intel
	Yes
	WT#4 will have impact to RAN if unauthenticated UE needs to be supported for emergency call. It will require IMS flag to be supported to allow SNPN UE camping on acceptable cell for emergency call.

	NEC
	Yes
	Since Rel-16 SNPN does not support emergency call, it is foreseen some kind of addition may be needed.

	Lenovo/ Motorola Mobility
	Possible
	If SA2 agree on the support of IMS voice and emergency services then it will definitely impact RAN.

	KDDI
	Yes
	It has the impact on RAN2 at least.

	KT
	Yes
	We expect there is RAN impact on this issue

	ORANGE
	Possible
	Depends on SA2 study outcome

	Charter Communications
	Yes
	Similar functionality defined for PNI-NPN at the RAN level is needed.

	LGE
	Yes
	RAN impacts are foreseen to support IMS and emergency services for SNPN. 

	Asia Pacific Telecom
	Yes
	Supporting IMS and emergency services in SNPN may have the RAN impact, especially related to RRC_IDLE/RRC_INACTIVE UE behaviors.

	NTT DOCOMO
	Possible
	Depends on the outcome of SA2 study.

	CMCC
	Yes
	Same view as CTC.



Moderator’s summary:
Most of companies (18 out of 22 companies) consider that the solution of WT#4 has the RAN impact.


Summary
There are total 22 operators and vendors participated and provided their constructive input in the email discussion.
The summaries of views on RAN enhancement features for NPN were as follow: 
· For Q1 about a single AMF supporting multiple SNPNs, or SNPN(s) and PNI-NPN(s), or SNPN(s) and PLMN(s), or any combination of above, the function of multiple SNPNs deployed in a single AMF is already supported in Rel-16. For the combination of SNPN(s) and PLMN(s), or SNPN(s) and PNI-NPN(s) in a single AMF, RAN should work only if SA2 agrees to support it.
· For Q2 on the SNPN and PNI-NPN shared in a single logical cell, this issue needs FFS. SA2 input would be required as SA2 has defined that each cell ID should only be associated with one of network types (i.e. PLMN, PNI-NPN and SNPN) in Rel-16.
· For Q3 on the selected CAG ID aware mobility, 10 companies say “YES”, 9 companies say “FFS”, and 3 companies say “No”, so there is no consensus on this feature. The request from SA would help to reach an agreement in RAN.
· For Q4 on the CAG ID priority handling, the similar conclusion can be made as Q3.
· For Q5 on SNPN and PNI-NPN access for eMTC/NB-IoT, 10 companies support this feature, 5 companies think this feature depends on the operator requirements and 7 companies are against it, so there is no consensus on it. But from the operator points of view, most of operators (6 out of 8 operators, i.e. CTC, DT, KDDI, Orange, CMCC, Asia Pacific Telecom) tend to support this feature in Rel-17.
· For Q6 about any other issues, Lenovo/Motorola Mobility propose that the function of UE-initiated change of CAG information (e.g. CAG-only indication, Allowed CAG list) and UE-initiated change of SNPN access mode should be taken into account in eNPN WI in Rel-17. The moderator suggests to further discuss this issue initiated by the component company.
The summaries of views on RAN impacts from eNPN SA work tasks were as follow:
· For Q1 on support of SNPN along with subscription/credentials owned by an entity separate from the SNPN, 20 out of 22 companies considered the solution of this issue has the RAN impact potentially, but the finial impact on RAN depends on SA2 final solution.
· For Q2 on support of UE onboarding and provisioning for non-public networks, nearly all companies think there might have impact on RAN dependent on SA2’s study outcomes.
· For Q3 on support of NPN related service requirements for production of audio-visual content and services e.g. for service continuity and enabling reception of data services from two networks, this depends on SA2 study outcome whether the SA2 solutions of this issue has RAN impact.
· For Q4 on support for IMS and emergency services for SNPN, most of companies (18 out of 22 companies) consider that the support of this function has the RAN impact.
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