[bookmark: _Toc193024528]3GPP TSG RAN Meeting #86	RP-192726 
Sitges, Spain, December 9-12, 2019

Agenda Item:	9.1.3
Source:	China Telecom, Nokia, Nokia Shanghai Bell
Title:	Motivation for further enhancement of NPN for Rel-17
Document for:		Discussion and Decision
1. Introduction
The Private Network Support for NG-RAN is specified in Rel-16 in RP-191563. In this document, the motivation of new work item towards Rel-17 is elaborated. 
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2.1 Enhancement of Rel-16 topics
1) AMF support of multiple NPNs
In Rel-16, the AMF can only support a single SNPN with a single NID. There are two aspects for Rel-17 as follows. 
a. Considering the fact that multiple SNPNs can be supported by a single PLMN operator, it is possible that a single AMF can support multiple SNPNs simultaneously (e.g., equivalent NID). Then it means that the paging assistance information should identify which SNPN triggers the paging request. Then the NG-RAN node can only perform paging over those cells associated with the SNPN. 
b. It may also be further discussed during normative phase whether the AMF can support SNPN and PNI-NPN simultaneously. 
It may be further considered for the case that a single AMF can support multiple SNPNs or SNPN and PNI-NPN simultaneously.  
2) Emergency services for SNPN UE
In Rel-16, RAN agreed the emergency services are not supported for UEs in SNPN access mode. This was also captured in TS 23.501, 
Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.
It may be necessary to support emergency services for UE in SNPN access mode. And this can coordinate with SA2 when needed. What is more, it is needed to support emergency services in SNPN cells.
The emergence services for UE in SNPN access mode and for SNPN cell should be specified in Rel17.  
3) RAN sharing
In Rel-16, the RAN sharing among PLMN, SNPN and PNI-NPN is supported by the NG-RAN node. But for a single logical cell, only one NPN type is supported, either SNPN or PNI-NPN. Since the a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), meanwhile can deploy PNI-NPNs, it can be further specified to support the SNPN and PNI-NPN in a single logical cell. In addition, the resource isolation for RAN sharing may be considered.
RAN sharing case where the SNPN and PNI-NPN are supported in a single logical cell may be further considered in Rel17. 
4) Mobility enhancement 
a. CAG ID aware handover for PNI-NPN
In Rel-16, in the initial UE access, the NG-RAN node is not aware the UE selected CAG ID (current SA2 understanding). Also during the Xn and NG based handover, the target NG-RAN node has no knowledge regarding the selected CAG ID as well. 
There are several benefits if the NG-RAN can be aware of UE selected CAG ID. 
· The NG-RAN can perform the CAG ID specific policies. 
· The NG-RAN can perform access control in advance.
b. Handover between different SNPNs. 
In Rel-16, the connected UE can perform handover only within the same serving SNPN (i.e. the same NID). It becomes useful to support handover across different under certain scenarios in Rel-17. For example, for a big factory area, one UE can handover from one SNPN to another SNPN. 
c. Interworking between SNPN and PLMN
In rel-16, the mobility between SNPN and PLMN is supported, which is similar to handover between 3GPP and non-3GPP handover. In particular, in release 16, the UE can access to SNPN via PLMN, or vice versa. In Rel-17, service continuity can be studied for the handover between SNPN and PLMN. For example, 
· Data forwarding. 
· For connected UE, the data forwarding between PLMN and SNPN should be supported for the UE to reduce data loss.
· SNPN awareness of mobility. 
· In Rel-16, the network does not know when the connected UE moves out of its area until receiving the UE registration request. It can further study, e.g., reduce data loss, or reduce paging signalling etc
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· It is beneficial for the network to maintain the UE context for the inactive UE when it moves between PLMN and SNPN. In particular, the network resources can be kept so that they can be resumed when the UE come back to the network again, with the full benefits of inactive state.
The following mobility enhancements can be further considered and specified in Rel17.
· CAG ID aware handover for PNI-NPN
· Handover between different SNPNs 
· Handover between SNPN and PLMN/PNI-NPN
· SNPN/PLMN/PNI-NPN DC (to be specified)
· Interworking between SNPN and PLMN
2.2 Impact of SA2 work in Rel-17 on RAN
1) Support UE onboarding and provisioning for non-public networks. 
In rel-16, only UEs with the subscriptions of NID or CAG ID can be allowed to access to the NPN cell. The UE cannot access to the un-subscripted NPN flexibly. The operator cannot allow the potentially new subscribers to access to the NPN flexibly and timely, either. In release 17, UE onboarding and provisioning for non-public networks should be supported. In particular, it addresses the following issues:
	The Key Issue is to study the architecture and solutions to support UE onboarding and provisioning for the NPN, including: 
· Architecture including which NFs are involved, and which scenario(s) the solution is addressing, including:
· Which network entity (RAN or CN or both or a newly defined entity?) performs UE’s subscription provisioning and where is the network entity located.
· If the network entity performing UE subscription provisioning is external to the SNPN, what is the service-based interface exposed by the SNPN towards that network entity for UE onboarding and provisioning.
· RAN and CN exchange the configured information for onboarding and provisioning.
· Means for a UE, that is verifiably secure and uniquely identifiable to 5GS, for remote provisioning, including:
· How does the UE discover and select the NPN before UE subscription is provisioned (e.g., how RAN/CN notify UEs that onboarding and provisioning are supported in related cells or NPNs).
· SI broadcasting (e.g., HRNN, on-demand request of HRNN for idle UE and connected UE).
· Dedicated resources (e.g., PCI, RACH, PRACH).
· How does the network authenticate the UE before the UE’s subscription is provisioned (e.g., how UEs notify RAN/CN that onboarding and provisioning are requested for related NPNs).
· How does the 5G system provides and updates the subscription of an authorized UE in order to allow the UE to request connectivity to a desired NPN.
· Means to remotely provision the required new or updated information to the UE for enabling the UE to access the NPN using 5GS, including e.g.:
· Triggers and procedures used to initiate the provisioning procedure.
· How to establish a secure connectivity between the UE and the network entity for provisioning.
· How the network entity provisions the NPN subscription to the UE.
· Support of exposure via APIs to support onboarding and remote provisioning, if required.
The associated solutions need to consider the following UE characteristics:
-	Before the onboarding process there should be information in the UE for it to be "uniquely identifiable and verifiably secure".
NOTE 1:	This does not mean the UE is required to support the frequency bands the PLMN deploys for public network.
· A TE might not have an interface that can be used to provision the MT.
NOTE 2:	This key issue covers devices with and without a UICC.
NOTE 3:	Security aspects should be discussed and confirmed by SA WG3.



2) Support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.
· The mechanism for the UE discovery and selection of the SNPN which provides authentication in an external entity.
· The mechanism for the network/entity authentication of the UE before the UE’s subscription is provisioned by the entity.
3) Support service requirements for production of audio-visual content and services e.g. for service continuity.
· Related to 4) Mobility enhancement in Section 2.1.
The following RAN impacts of SA2 study in line with the SA2 progress should be specified.
· UE onboarding and provisioning for non-public networks
· SNPN along with subscription / credentials owned by an entity separate from the SNPN
· Service continuity
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In this document, the motivation and the potential topics for NPN enhancement towards Rel-17 are described and the proposals were as follows: 
1. It can may be further considered for study the case that a single AMF can support multiple SNPNs or SNPN and PNI-NPN simultaneously. 
It can further study the emergence services for UE in SNPN access mode and for SNPN cell should be specified in Rel17. 
	It can further study the RAN sharing case where the SNPN and PNI-NPN are supported in a single logical cell may be further considered in Rel.17. 
The following mobility enhancements can be further considered and specified in Rel17.
· CAG ID aware handover for PNI-NPN
· Handover between different SNPNs 
· Handover between SNPN and PLMN/PNI-NPN
· SNPN/PLMN/PNI-NPN DC (to be specified)
· Interworking between SNPN and PLMN
The following RAN impacts of SA2 study in line with the SA2 progress on RAN should be specified.
· UE onboarding and provisioning for non-public networks
· SNPN along with subscription / credentials owned by an entity separate from the SNPN
· Service continuity
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