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<Start of modified section>

5.5.4.10
HTTP Message Bodies

5.5.4.10.1
Authentication Request

Table 5.5.4.10.1-1: Authentication Request
	Derivation Path: TS 33.179 [15], subclause B.3.1.1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	response-type
	"code"
	For native MCPTT clients the value shall be set to "code"
	OpenID Connect 1.0 [95]
	

	client-id
	px_MCPTT_Client_A_ID
	Identifier of the MCPTT client making the API request
	OpenID Connect 1.0 [95]
	

	scope
	"3gpp:mcptt:ptt_server""3gpp:mcptt:key_management_server" "3gpp:mcptt:config_management_server" "3gpp:mcptt:group_management_server"
	Scope values are expressed as a list of space-delimited, case-sensitive strings which indicate which MCPTT resource servers the client is requesting access to
	TS 33.179 [15]
	

	redirect-uri
	px_MCPTT_User_A_Organization
	The URI of the MCPTT client to which the IdM server will redirect the MCPTT client's user agent in order to return the authorization code
	OpenID Connect 1.0 [95]
	

	state
	"abc123"
	An opaque value used by the MCPTT client to maintain state between the authorization request and authorization response
	OpenID Connect 1.0 [95]
	

	acr-values
	"3gpp:acr:password"
	Space-separated string that specifies the acr values that the IdM server is being requested to use for processing this authorization request
	TS 33.179 [15]
	

	code-challenge
	"123456789"
	base64url-encoded SHA-256 challenge
	TS 33.179 [15]
	

	code-challenge-method
	"S256"
	The hash method used to transform the code verifier to produce the code challenge
	TS 33.179 [15]
	


<End of modified section>

<Start of modified section>

5.5.6.1
General

The media plane control protocols messages specified in the present document are based on those specified in TS 24.380 [10] which in term are based on the RTCP Application Packets (RTCP: APP), as defined in IETF RFC 3550 [76].

Depending on the TC scenario, the same MCPTT media plane control message can be sent by the SS or by the UE. Throughout the default content specified in below a particular value has been chosen to satisfy one or the other scenario. It is expected that when a message is used in a TC in a particular context then the relevant for the usage in the TC values will be defined in the TC.

The following conditions apply throughout subclause 5.5.6:

Table 5.5.6.1-1: Conditions

	Condition
	Explanation

	ON-NETWORK
	Message sent in on-network scenario.

	OFF-NETWORK
	Message sent in off-network scenario.

	PRIVATE-CALL
	Message sent as part of a Private call handling.

	GROUP-CALL
	Message sent as part of a Group call handling.


Considerations in regard to describing specific values:

-
SSRC

-
Synchronization SouRCe (SSRC) values are used in most of the messages specified in subclause 5.5.6. The SSRC value is randomly chosen by the participant in, and globally unique within, an RTP session as specified in IETF RFC 3550 [76]. Because the value chosen by the UE (MCPTT client) cannot be controlled, specifying a "hard coded" value to be used by the SS (MCPTT server) or the SS-UE (MCPTT Client) is prone to triggering a collision by choosing a value which may be the same as the one chosen by the UE. How to resolve SSRC collisions is described in IETF RFC 3550 [76] however, resolving them as part of the MCPTT test case definitions e.g. in TS 36.579-2 [2] is not foreseen and is left to the test implementation.

-
For the purposes of default and specific messages definition throughout the present specification, as well as, throughout the rest of the MCPTT conformance test specifications e.g. the TS 36.579-2 [2] no explicit SSRC values are defined and instead the following notation is used to clarify the messages origin/destination:

-
When there is no danger for misunderstanding the notation 'The SSRC of the message sender' and the 'The SSRC of the intended recipient of the message' are used whereas the "sender" and the "recipient" are to be understood in the context of the test i.e. the test entities being involved to exchange messages
.
-
When in doubt, the notations 'UE (MCPTT client) SSRC', SS (MCPTT server) SSRC', 'SS-UE1 (MCPTT Client) SSRC' or 'SS-UE2 (MCPTT Client) SSRC' are used.
<End of modified section>
