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	Reason for change:
	Currently in NR, all access attempts following an RRCReject message reception by the UE are subject to re-attempt delay by timer T302, except for Emergency calls and MT access. For those attempts not exempted, only after T302 expiration the UE is allowed to make a new access attempt. 

The gNB provides priority treatment for Multimedia Priority Services (MPS) and Mission Critical Services (MCS) subscribers. At times of overload, the gNB responds with RRCReject message to connection requests. During this time, the gNB must reject MPS and MCS connection requests only when its stability is at risk.

	
	

	Summary of change:
	Add a clause to the stage 2 text clarifying that the use of RRCReject message for Access Identity 1 and Access Identity 2 UEs (i.e. MPS and MCS subscribers respectively) in the Access Control mechanism shall only occur when the gNB’s stability is at risk.
Impact Analysis
Impacted Architecture Options: SA

Impacted functionality:
Access Control mechanism at the gNB in NR.
Inter-operability:

gNBs that have not implemented the CR may not treat the MPS and MCS access attempts with priority and respond with an RRCReject message that can delay the access attempts for MPS and MCS subscribers at times of cell congestion.
gNBs that have implemented the CR will provide priority treatment to MPS and MCS access attempts and will respond with RRCReject only when their stability is at risk. 

The gNB behavior proposed in the CR can be allowed by any gNB implementation. There is no standard limitation to use RRCReject as proposed. 
No impact on the UE.

	
	

	Consequences if not approved:
	The priority treatment of MPS and MCS subscribers will be impacted. MPS and MCS subscribers may not receive correct priority treatment. 
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FIRST CHANGE
7.4
Access Control

NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

One unified access control framework as specified in TS 22.261 [19] is applied for NR. For each access attempt one Access Category and one or more Access Identities are selected.

NG-RAN broadcasts barring control information associated with Access Categories and Access Identities and the UE determines whether an identified access attempt is authorized or not, based on the broadcasted barring information and the selected Access Category and Access Identities. In the case of multiple core networks sharing the same NG-RAN, the NG-RAN provides broadcasted barring control information for each PLMN individually.

The unified access control framework is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state).

For NAS triggered requests, the UE NAS determines one access category and access identity(ies) for the given access attempt and provides them to RRC for access control check. The RRC performs access barring check based on the access control information and the determined access category and access identities. The RRC indicates whether the access attempt is allowed or not to NAS layer. The NAS also performs the mapping of the access category and access identity(ies) associated with the access attempt to establishment cause and provides the establishment cause to RRC for inclusion in connection request to enable the gNB to decide whether to reject the request.

For AS triggered request (i.e. RNA update), the RRC determines the resume cause value and the corresponding access category.

The gNB handles access attempts with establishment causes ‘emergency’, ‘mps-PriorityAccess’ and ‘mcs-PriorityAccess’ (i.e. Emergency calls, MPS, MCS subscribers) with high priority and responds with RRC Reject to these access attempts only in extreme network load conditions that may threaten the gNB stability. 
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